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	Reason for change:
	NSAC can occur during PDU session establishment when a session is established over a particular access type. However, a new session can be considered to be associated with the 3GPP if the session is transferred by means of the Allowed PDU session status IE. 
Since NSAC is required before a session is admitted, it is therefore required when a session is transferred to the 3GPP access using the Allowed PDU session status. This is currently missing and so the NSAC is bypassed when sessions are transferred with this IE.

	
	

	Summary of change:
	When the AMF requests the SMF to establish user-plane resources, during the service request procedure for a PDU session that is indicated in the Allowed PDU session status IE, the SMF should perform NSAC and admit the session if the the maximum number of PDU sessions on a network slice associated with an S-NSSAI has not been already reached, otherwise the session is not considered to be associated with the 3GPP access and hence the user-plane resources are not established.

	
	

	Consequences if not approved:
	NSAC is bypassed when a session is transferred to the 3GPP access via the Allowed PDU session status IE and hence NSAC would not work accurately.
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****** START CHANGES ******
[bookmark: _Toc91598835]4.6.3.1	Session management based network slice admission control
A serving PLMN or the HPLMN can perform network slice admission control for the S-NSSAI(s) subject to NSAC to monitor and control the total number of established PDU sessions per network slice. The SMF performs network slice admission control on the S-NSSAI during the PDU session establishment procedure. If the maximum number of PDU sessions on a network slice associated with an S-NSSAI has been already reached, the SMF rejects the PDU session establishment request using S-NSSAI based congestion control as specifed in subclause 6.2.8 and 6.4.1.4.2.
The SMF performs network slice admission control on the S-NSSAI for a PDU session that is associated with the non-3GPP access, when the UE requests to transfer a session from the non-3GPP access to the 3GPP access with the Allowed PDU session status IE as described in subclause 5.6.1.4. If the maximum number of PDU sessions on a network slice associated with an S-NSSAI has been already reached, the SMF rejects the request to establish the user-plane resources.
Based on operator policy, the session management based network slice admission control is not applicable for the S-NSSAI included in the SMF emergency configuration data.
NOTE:	For the MA PDU session during the PDU session establishment procedure, the SMF performs network slice admission control only when it is newly established over the associated access type.


****** END CHANGES ******
