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\* \* \* First Change \* \* \* \*

###### 6.2.2.1.3.2 Create a subscription

In order to subscribe to changes of a configuration document the SCM-C shall send an extended CoAP GET request with the CoAP URI set to the URI of an observable configuration document and with the Observe option set to 0 (Register) as specified in IETF RFC 7641 [14].

Upon reception of such an extended CoAP request from SCM-C where the CoAP URI of the request points at an observable configuration document and with the Observe option set to 0 (Register), the SCM-S:

a) shall perform the steps as for a normal CoAP GET request for a configuration document as defined in clause 6.2.3.Y for VAL UE configuration and in clause 6.2.4.4 for VAL user profile;

b) shall register the SCM-C as an observer as per IETF RFC 7641 [14]; and

c) shall send a CoAP 2.05 (Content) response including the current content of the resource and the Observer option with the initial sequence number of the notifications.

\* \* \* Next Change \* \* \* \*

###### 6.2.2.1.3.3 Delete a subscription

In order to unsubscribe from changes of a configuration document the SCM-C shall send a CoAP GET request matching the CoAP GET request used to create the subscription but with the Observe option set to 1 (Deregister) as specified in IETF RFC 7641 [14].

Upon reception of a CoAP GET that matches an active subscription but with the Observe option set to 1 (Deregister), the SCM-S:

a) shall perform the steps as for a normal CoAP GET request for a configuration document as defined in clause 6.2.3.Y for VAL UE configuration and in clause 6.2.4.4 for VAL user profile;

b) shall deregister the SCM-C as an observer as per IETF RFC 7641 [14]; and

c) shall send a CoAP 2.05 (Content) response including the current content of the resource and shall not include the Observer option.

\* \* \* Next Change \* \* \* \*

#### 6.2.3.1 SCM client HTTP procedure

Upon receiving a request from the VAL user to retrieve a VAL UE configuration data, the SCM-C shall send an HTTP GET request to the SCM-S according to procedures specified in IETF RFC 4825 [3] "*Fetch a Document*". In HTTP GET request, the SCM-C:

a) shall set the Request-URI to a XCAP URI identifying the XML document to be retrieved. In the Request-URI:

1) the "XCAP Root" is set to the URI of the SCM-S;

2) the "auid" is set to specific VAL service identity; and

3) the document selector is set to a document URI pointing to the VAL UE configuration document;

b) shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [6]; and

c) may include the parameters specified in clause A.2.1 serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 7159 [7]

\* \* \* Next Change \* \* \* \*

#### 6.2.3.2 SCM server HTTP procedure

Upon reception of an HTTP GET request where the Request-URI of the HTTP GET request identifies a UE configuration document as specified in the specific vertical application, the SCM-S:

a) shall determine the identity of the sender of the received HTTP GET request as specified in clause 6.2.1.1, and:

1) if the identity of the sender of the received HTTP GET request is not authorized to fetch requested configuration document, shall respond with a HTTP 403 (Forbidden) response to the HTTP GET request and skip rest of the steps; and

b) shall support handling an HTTP GET request from a SCM-C according to procedures specified in IETF RFC 4825 [3] "*GET Handling*".

\* \* \* Next Change \* \* \* \*

#### 6.2.3.X SCM client CoAP procedure

Upon receiving a request from the VAL user to retrieve a VAL UE configuration data, the SCM-C shall send a CoAP GET request to the SCM-S. In the CoAP GET request, the SCM-C:

a) shall set the CoAP URI identifying the user profile document to be retrieved according to the resource API definition in Annex C.X.1:

1) the "apiRoot" is set to the SCM-S URI;

2) the "valServiceId" is set to specific VAL service;

3) if the SCM-C does not know the "ueConfigDocId" of the UE configuration document at the SGM-S, the SCM-C shall make a GET request for the UE Configurations as described in Annex C.X.1.2.2.3.1 and shall set applicable query parameters defined in table C.X.1.2.2.3.1-1; and

4) if the SCM-C knows the "ueConfigDocId" of the UE configuration document at the SGM-S, the SCM-C shall make a GET request for the Individual UE Configuration as described in Annex C.X.1.2.3.3.1, and shall set "ueConfigDocId" to point to the VAL UE configuration document; and

b) shall send the request protected with the relevant ACE profile (OSCORE profile or DTLS profile) as described in 3GPP TS 24.547 [5].

Editor's note: The method to protect the request will be decided by SA3, and necessary alignment with SA3 is FFS.

\* \* \* Next Change \* \* \* \*

#### 6.2.3.Y SCM server CoAP procedure

Upon reception of an CoAP GET request where the CoAP URI of the CoAP GET request identifies UE Configurations resource as described in Annex C.X.1.2.2.3.1, the SCM-S:

a) shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.2, and:

1) if the sender is not authorized to fetch the requested UE configuration document(s), shall respond with a CoAP 4.03 (Forbidden) response to the CoAP GET request and skip rest of the steps;

b) shall support handling a CoAP GET request from a SCM-C according to procedures specified in IETF RFC 7252 [12]; and

c) shall search for the UE configuration documents for the given VAL service and the given values of the query parameters defined in table C.X.1.2.2.3.1-1 and:

1) shall return all the found documents in the 2.05 (Content) response; or

2) shall return a 4.04 (Not found) response if no document matching the given criteria was found.

Upon reception of an CoAP GET request where the CoAP URI of the CoAP GET request identifies Individual UE Configuration resource as described in Annex C.X.1.2.3.3.1, the SCM-S:

a) shall determine the identity of the sender of the received CoAP GET request as specified in clause 6.2.1.2, and:

1) if the sender is not authorized to fetch the requested UE configuration document, shall respond with a CoAP 4.03 (Forbidden) response to the CoAP GET request and skip rest of the steps;

b) shall support handling a CoAP GET request from a SCM-C according to procedures specified in IETF RFC 7252 [12]; and

c) shall determine the existence of the UE configuration document pointed at by the CoAP URI and:

1) shall return the document in the 2.05 (Content) response if the document is found; or

2) shall return a 4.04 (Not found) response if the document is not found.

\* \* \* End of Changes \* \* \* \*