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## C.1.X Data types applicable to multiple resource representations

### C.1.X.1 General

This clause defines structured data types, simple data types, and enumerations that are applicable to several APIs defined for CoAP resource representations in the present specification and other SEAL specifications and can be referenced from data structures defined in the subsequent clauses and from CoAP resource representations in other SEAL specifications.

NOTE: As a convention, data type names in the present specification follows UpperCamel and parameters follows lowerCamel as specified in clause 5.1.1 of 3GPP TS 29.501 [r29501].

### C.1.X.2 Referenced structured data types

Table C.1.X.2-1 lists structured data types referenced by multiple CoAP resource representations.

Table C.1.X.2-1: Referenced Structured Data Types

|  |  |  |
| --- | --- | --- |
| Data type | Reference | Description |
| ValTargetUe | Clause C.2.1.4.2.4 | Information identifying a VAL user ID or VAL UE ID. |

### C.1.X.3 Referenced simple data types and enumerations

The simple datatypes based on the CBOR types are defined in table C.1.X.3-1 and the simple data types defined in table 5.2.1.3.2-2 apply to multiple SEAL-UU APIs.

Table C.1.X.3-1: CBOR-based data types

|  |  |
| --- | --- |
| Type name | Description |
| bytes | Is a "byte string" as defined in IETF RFC 8949 [17]. |
| boolean | Is a type which has 2 values “false” and “true” with the values as defined in IETF RFC 8949 [17]. |
| integer | As defined in IETF RFC 8949 [17]. |
| number | Is any number as defined in IETF RFC 8949 [17]. Precision format (half-precision, single-precision, and double-precision) can be indicated. |
| string | Is a "text string" as defined in IETF RFC 8949 [17]. |

Table C.1.X.3-2: Simple data types applicable to multiple CoAP resource representations

|  |  |
| --- | --- |
| Type name | Description |
| Uri | String providing an URI formatted according to IETF RFC 3986 [rfc3986].  |

Table C.1.X.3-3 lists simple data types and enumerations referenced by multiple CoAP resource representations.

Table C.1.X.3-3: Referenced simple data types and enumerations applicable to multiple CoAP resource representations

|  |  |  |
| --- | --- | --- |
| Type name | Reference | Description |
| ConfigType | C.2.1.4.3.1 | Represents the type of configuration. |
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