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1. Introduction
This pCR proposes the procedure of MSGin5G Server Reception of an MSGin5G message.
2. Reason for Change
Contribute new text
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.538 v0.2.1.
* * * First Change * * * *

6.4.1.2.2
Reception of an MSGin5G message
Upon receiving an CoAP POST request from the MSGin5G Client on a MSGin5G UE, containing the MSGin5G Service identifier and the "Message Type" is "msg", i.e. the request is for sending a MSGin5G message, if the "Number of individual messages" element and "List of individual messages" element are not be included, the MSGin5G Server shall handle the CoAP POST request according to procedures specified in IETF RFC 7252 [5] with the clarifications listed below:
a)
The MSGin5G Server shall authenticate the message and verify that the sending UE is authorized to send the message by checking the registration status of the MSGin5G Client and the "Security credentials" element in the CoAP payload. If message needs to be rejected, the MSGin5G Server shall send a message response in a new CoAP POST request to the originating entity as specified in step e) and rest steps in this clause are skipped,
b)
The MSGin5G Server executes the message segment and reassemble procedure as specified in clause 6.5.2 if needed. 
c)
The MSGin5G Server shall determine the communication model of the message as specified in clause 6.4.1.2.1: 
d)
If the message is stored for deferred delivery as specified in clause 6.4.1.2.6 or 6.4.1.2.7, the MSGin5G Server shall send a message response in a new CoAP POST request to the originating entity as specified in step e),
e)
The MSGin5G Server shall send a message response in a new CoAP POST request to the originating entity as specified in IETF RFC 7252 [5]:

1)
may set the "T" field in the CoAP header to 0 or 1; 

2)
shall include the originating MSGin5G Client’s address in an CoAP Option, e.g. if the originating MSGin5G Client address is a URI, include a Uri-Path Option with the value of the URI;

3)
shall set the CoAP Content-Format to "50", i.e. application/json; and
4)
shall include the information elements specified in 3GPP TS 23.554 [2] in the CoAP payload encoded in JSON format:
Editor’s note:
the JSON CoAP payload is to be specified in clause 7.
i)
shall include an "MSGin5G service identifier" element to indicate that this CoAP POST request is used for MSGin5G service;
ii)
shall include an "Originating UE Service ID" element set to the UE which sends the previous MSGin5G message; 
iii)
shall include the "Message ID" copied from the received MSGin5G message which this Message response is responsed to;
iv)
may include an "Delivery Status" element to indicate the delivery status of this MSGin5G message is a failure, or if this MSGin5G message is stored for deferred delivery; and
v)
may include an "Failure Cause" element to indicate the reason for failure.
vi)
in addition to the information elements specified in 3GPP TS 23.554 [2], shall also include a "Message Type" element set to "msgresp" to indicate that this message is a message response.
* * * Next Change * * * *

6.4.1.2.3
Reception of an aggregated MSGin5G message
Upon receiving an CoAP POST request containing the MSGin5G Service identifier and the "Message Type" is "msg", if a "Number of individual messages" and a "List of individual messages" are included, the MSGin5G Server determines that this message is an aggregated MSGin5G message. The MSGin5G Server shall handle the whole aggregated MSGin5G message according to procedures specified in clause 6.4.1.2.2.
* * * Next Change * * * *
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