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##### 6.2.8.4.4 Upgrade to MCData emergency one-to-one communication

This clause covers both on-demand sessions and pre-established sessions.

Upon receiving a request from an MCData user to upgrade the ongoing MCData one-to-one communication to an MCData emergency one-to-one communication, if this is an unauthorised request for an MCData emergency one-to-one communication as determined by the procedures of clause 6.2.8.3.1.1, the MCData client should indicate to the MCData user that the upgrade request is not authorised and shall exit the procedure. Otherwise, the MCData client:

1) shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [5];

2) shall include an application/vnd.3gpp.mcdata-info+xml MIME body populated as specified in clause 6.2.8.3.2;

3) shall include a Resource-Priority header field and comply with the procedures in clause 6.2.8.3.3;

4) shall include an SDP offer with the media parameters as currently established according to 3GPP TS 24.229 [5];

NOTE: The SIP re-INVITE request can be sent within an on-demand session or a pre-established session associated with an MCData private call. If the SIP re-INVITE request is sent within a pre-established session, the settings of the media parmeters are expected to be the same as it was negotiated in the existing pre-established session.

5) shall perform the actions specified in clause 6.2.5.1, to include the specific location information for the emergency communication; and

6) shall send the SIP re-INVITE request according to 3GPP TS 24.229 [5].

On receiving a SIP 2xx response to the SIP re-INVITE request the MCData client:

1) shall interact with the user plane as specified in 3GPP TS 24.582 [15]; and

2) shall perform the actions specified in clause 6.2.8.3.4.

On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request, the MCData client shall perform the actions specified in clause 6.2.8.3.5.

On receiving a SIP INFO request where the Request-URI contains an MCData session ID identifying an ongoing session, the MCData client shall follow the actions specified in clause 6.2.8.3.7.
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