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1. Introduction
SA3LI clarifies the Lawful Intercept requirements for satellite access with respect to the country of UE location and the country of PLMN allowed operation in a LS reply to CT1 (S3i210129). It is proposed to correct KI#2 based on the provided information.
2. Reason for Change
For Key issue #2, the main issue is use of core network of PLMN in country where UE is located. The justification used for this is a statement in an LS reply (S3i200056) sent from SA3LI to SA2 on a request to review the TR for FS_5GSAT_ARCH with respect to Legal Intercept. The statement by SA3 was given in the scope of “approaches emulating terrestrial cellular networks topologies” and reads:
Any solution shall support the ability to enforce the use of a Core Network of PLMN in the country where the UE is physically located. The enforcement needs to also include cross-border service continuity scenarios.
Even though the statement could be used in a broader sense that applies to PLMN selection studied by CT1, it is important to note that:
-
The part of the statement currently excluded in TR 24.821 “Any solution shall support the ability to” means that the following requirement is not absolute, but needs to be possible to enforce by a solution;
-
The “use of a Core Network of PLMN in the country where the UE is physically located” refers to a complete solution, i.e. the actual use of a PLMN, and not limited to the UE selection of a PLMN to attempt use.
In the reply LS directly to CT1 (S3i210129) SA3LI provides more specific feedback and clarification to CT1 on UE selection of a PLN using satellite access. In this LS the following can be noted that clarifies the information used from the LS reply to SA2 which was used as input to Key issue #2 formulation:

-
“The PLMN is responsible for denying access if the UE is not permitted to be served by it”, i.e. the final decision whether use of a PLMN is permitted by a UE in its current physical location shall be determined by the network;

-
On “Can a UE using satellite access select a PLMN not allowed in the country where the UE is physically located?” SA3LI replies “Yes, but only to the extent required for the PLMN to determine whether the UE is permitted to be served by it according to the laws and regulations of the territory in which the UE is located”, i.e. the UE can select a PLMN which is not allowed service in the location determined by the UE;
-
“LI requirements may be a factor in the PLMN's determination of whether it can serve the UE”, i.e. LI requirements are for the network to consider;
-
“under no circumstances shall the PLMN reveal to the UE any information about the LI capabilities of the PLMN”, i.e. the UE cannot be aware of LI capabilities and requirements such as location of CN network and any laws/regulation that may steer PLMN accepting or rejecting the UE request for service.
Based on the new clarification from SA3LI it is proposed to correct the misleading formulation of Key issue #2 in current 24.821. This to provide a correct basis for solution evaluation and TR conclusion. It is however not needed to modify the questions of Key issue #2 used by solution proposals.

3. Conclusions

A correction for Key issue #2 is proposed, such that the requirements for PLMN selection solutions addessing Key issue #2 follow guidance provided by SA3LI.
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.821 V1.0.0.
* * * First Change * * * *

5.2
Key issue #2: Use of core network of PLMN in country where UE is located 

In [8] and [xx], SA3-LI has established the requirement to "support the ability to enforce the use of a Core Network of PLMN in the country where the UE is physically located". The "ability to enforce" implies that the network takes any laws and regulation for the area it serves into account to determine whether enforcement of the use of a Core Network in the country where the UE is physically located is required or not.
The core network location verification can take place during the registration procedure (by AS or NAS). However, from the protocol efficiency and resource utilization efficiency point of view, CT1 can study if there are ways to minimizes the possibility of registration rejection due to selection onto PLMNs whose CNs are not in same physical country as the UE. 

The following questions are expected to be studied within this key issue:

-
how the UE determines which PLMN(s) can be selected in determined country of its physical location (if it is determined that the UE is not in an international area);

-
what information could be available to the UE to help in selecting, in a given country, a PLMN whose CN is physically located in the same country as the UE:

▪
pre-configured in the UE; and

▪
provided by PLMN.

The regulatory requirement mentioned in [8] cannot apply to PLMN selection in international areas (e.g. international waters and airspace) as international areas are not under the jurisdiction of any country, see definition in subclause 3.1. Hence this key issue is not relevant for international areas.

This key issue is related to Key issue #1.

