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[bookmark: _Toc44598421][bookmark: _Toc44602276][bookmark: _Toc45197453][bookmark: _Toc45695486][bookmark: _Toc51850942][bookmark: _Toc59197549]6.3.7.1.1	Sending a SIP re-INVITE request for MCData emergency alert or emergency group communication
Editor’s note: In the current release, support for emergency groups and emergency group communications (in particular the use of the <emergency-ind> element) may be absent, partial or limited, namely only provided to the extent of facilitating emergency alert functionality.
This clause is referenced from other procedures.
The controlling MCData function shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [5].
The controlling MCData function:
1)	shall include an SDP offer with the media parameters as currently established with the terminating MCData client according to 3GPP TS 24.229 [5];
2)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdata-calling-user-id> element set to the MCData ID of the initiating MCData user;
3)	if the in-progress emergency group state of the group is set to a value of "true", the controlling MCData function:
a)	shall include a Resource-Priority header field with the namespace populated with the values for an MCData emergency group communication as specified in subclause 6.3.7.1.4;
b)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body the <emergency-ind> element set to a value of "true"; and
c)	if the <alert-ind> element is set to "true" in the received SIP re-INVITE request and MCData emergency alerts are authorised for this group and MCData user as determined by the procedures of subclause 6.3.7.2.1, shall populate the application/vnd.3gpp.mcdata-info+xml MIME body and application/vnd.3gpp.mcdata-location-info+xml MIME body as specified in subclause 6.3.7.1.3. Otherwise, shall set the <alert-ind> element to a value of "false" in the application/vnd.3gpp.mcdata-info+xml MIME body; and
d)	if the in-progress imminent peril state of the group is set to a value of "true", shall include in the application/vnd.3gpp.mcdata-info+xml MIME body an <imminentperil-ind> element set to a value of "false"; and
NOTE:	If the imminent peril state of the group is "true" at this point, the controlling function will be setting it to "false" as part of the calling procedure. This is, in effect, an upgrade of an MCData imminent peril group communication to an MCData emergency group communication.

4)	if the in-progress emergency group state of the group is set to a value of "false":
a)	shall include a Resource-Priority header field populated with the values for a normal MCData group communication as specified in subclause 6.3.7.1.4; and
b)	if the received SIP re-INVITE request contained an application/vnd.3gpp.mcdata-info+xml MIME body with the <emergency-ind> element set to a value of "false" and this is an authorised request to cancel an MCData emergency group communication as determined by the procedures of subclause 6.3.7.2.3:
i)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <emergency-ind> element set to a value of "false"; and
ii)	if the received SIP re-INVITE request contained an application/vnd.3gpp.mcdata-info+xml MIME body with the <alert-ind> element set to a value of "false" and this is an authorised request to cancel an MCData emergency alert as determined by the procedures of subclause 6.3.7.2.2, shall:
A)	include in the application/vnd.3gpp.mcdata-info+xml MIME body an <alert-ind> element set to a value of "false"; and
B)	if the received SIP request contains an <originated-by> element in the application/vnd.3gpp.mcdata-info+xml MIME body, copy the contents of the received <originated-by> element to an <originated-by> element in the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP re-INVITE request.
[bookmark: _Toc20155645][bookmark: _Toc27500800][bookmark: _Toc44598422][bookmark: _Toc44602277][bookmark: _Toc45197454][bookmark: _Toc45695487][bookmark: _Toc51850943][bookmark: _Toc59197550]6.3.7.1.2	Generating a SIP MESSAGE request for notification of in-progress emergency status change
Editor’s note: In the current release, support for emergency groups and emergency group communications may be absent, partial or limited, namely only provided to the extent of facilitating emergency alert functionality. 
This clause is referenced from other procedures.
This clause describes the procedures for generating a SIP MESSAGE request to notify affiliated but not participating members of an MCData group of the change of status of the in-progress emergency state or emergency alert status of an MCData group. The procedure is initiated by the controlling MCData function when there has been a change of in-progress emergency or the emergency alert status of an MCData group.
The controlling MCData function:
1)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
2)	shall include an Accept-Contact header field containing the g.3gpp.mcdata media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
3)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
4)	shall set the Request-URI to the address of the terminating participating function associated with the MCData ID of the targeted MCData user;
5)	shall include a P-Asserted-Identity header field set to the public service identity of controlling MCData function;
6)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [7];
7)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with the <mcdata-request-uri> element set to the value of the MCData ID of the targeted MCData user; and
8)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body an <mcdata-calling-group-id> element set to the MCData group ID of the MCData group on which the MCData emergency communication or the emergency alert state has changed.
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Editor’s note: In the current release, support for emergency groups and emergency group communications may be absent, partial or limited, namely only provided to the extent of facilitating emergency alert functionality. 
This clause is referenced from other procedures.
When determining the Resource-Priority header field namespace and priority values as specified in IETF RFC 8101 [67] for an MCData emergency communication, the controlling MCData function:
1)	shall retrieve the value of the <resource-priority-namespace> element contained in the <emergency-resource-priority> element contained in the <OnNetworkon-network> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12]); and
2)	shall retrieve the value of the <resource-priority-priority> element contained in the <emergency-resource-priority> element contained in the <OnNetworkon-network> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12]).
When determining the Resource-Priority header field namespace and priority values as specified in IETF RFC 8101 [48] for an MCData imminent peril group communication, the controlling MCData function:
1)	shall retrieve the value of the <resource-priority-namespace> element contained in the <imminent-peril-resource-priority> element contained in the <on-network> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12] and
2)	shall retrieve the value of the <resource-priority-priority> element contained in the <imminent-peril-resource-priority> element contained in the <on-network> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12])
When determining the Resource-Priority header field namespace and priority values as specified in IETF RFC 8101 [67] for a normal MCData communication, the controlling MCData function:
1)	shall retrieve the value of the <resource-priority-namespace> element contained in the <normal-resource-priority> element contained in the <OnNetworkon-network> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12]); and
2)	shall retrieve the value of the <resource-priority-priority> element contained in the <normal-resource-priority> element contained in the <on-networkOnNetwork> element of the MCData service configuration document (see the service configuration document in 3GPP TS 24.484 [12]).
NOTE:	The "normal" Resource-Priority header field value is needed to return to a normal priority value from a priority value adjusted for an MCData emergency communication. The "normal" priority received from the EPS by use of the "normal" Resource-Priority header field value is expected to be the same as the "normal" priority received from the EPS when initiating a communication with no Resource-Priority header field included.
[bookmark: _Toc20155661][bookmark: _Toc27500816][bookmark: _Toc44598425][bookmark: _Toc44602280][bookmark: _Toc45197457][bookmark: _Toc45695490][bookmark: _Toc51850946][bookmark: _Toc59197553]6.3.7.1.5	Generating a SIP MESSAGE request to indicate successful receipt of an emergency alert or emergency cancellation
Editor’s note: In the current release, support for emergency groups and emergency group communications may be absent, partial or limited, namely only provided to the extent of facilitating emergency alert functionality.
This clause is referenced from other procedures.
This clause describes the procedures for generating a SIP MESSAGE request to notify the originator of an emergency alert or emergency cancellation that the request was successfully received.
The controlling MCData function:
1)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
2)	shall include an Accept-Contact header field containing the g.3gpp.mcdata media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
3)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
4)	shall set the Request-URI to the address of the terminating participating function associated with the MCData ID of the targeted MCData user;
5)	shall include a P-Asserted-Identity header field set to the public service identity of controlling MCData function; and
6)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with the <mcdata-request-uri> element set to the value of the MCData ID of the targeted MCData user.
* * * * * * NEXT CHANGE * * * * * *
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This subclause describes the procedures for generating a SIP MESSAGE request to notify an MCData client that it has entered a pre-defined emergency alert area or exited from a pre-defined emergency alert area. The procedure is initiated by the participating MCData function when the participating MCData function determines that the MCData client has entered a pre-defined emergency alert area or exited from a pre-defined emergency alert area.
The participating MCData function:
1)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
2)	shall include an Accept-Contact header field containing the g.3gpp.mcdata media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
3)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
4)	shall set the Request-URI to the MCData ID of the public user identity of the targeted MCData user;
5)	shall include a P-Asserted-Identity header field set to the public service identity of the participating MCData function;
6)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [7];
7)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with the <mcdata-request-uri> element set to the value of the MCData ID of the targeted MCData user;
8)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body an <emergency-alert-area-ind> element:
a)	set to a value of "true", if the MCData client has entered a pre-defined emergency alert area; or
b)	set to a value of "false", if the MCData client has exited from a pre-defined emergency alert area; and
9)	shall send the SIP MESSAGE request towards the MCData client according to the rules and procedures of 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response to the SIP MESSAGE request, if the <emergency-alert-area-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request was:
1)	set to a value of "true", shall record that the MCData client has received the notification that it has entered the pre-defined emergency alert are; and
2)	set to a value of "false", shall record that the MCData client has received the notification that it has exited the pre-defined emergency alert area.
6.3.7.1.7	Generating a SIP MESSAGE request for notification of entry into or exit from a group geographic area
This subclause describes the procedures for generating a SIP MESSAGE request to notify an MCData client that it has entered a pre-defined group geographic area or exited from a pre-defined group geographic area requiring affiliation to or de-affiliation from a group. The procedure is initiated by the participating MCData function when the participating MCData function determines that the MCData client has entered a pre-defined group geographic area or exited from a pre-defined group geographic area.
The participating MCData function:
1)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [5] and IETF RFC 3428 [6];
2)	shall include an Accept-Contact header field containing the g.3gpp.mcdata media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
3)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
4)	shall set the Request-URI to the MCData ID of the public user identity of the targeted MCData user;
5)	shall include a P-Asserted-Identity header field set to the public service identity of the participating MCData function;
6)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata" (coded as specified in 3GPP TS 24.229 [5]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [7];
7)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element with the <mcdata-request-uri> element set to the value of the MCData ID of the targeted MCData user;
8)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body an <mcdatainfo> element containing the <mcdata-Params> element with
a)	an <mcdata-request-uri> element set to the group identity of the group for which a pre-defined group geographic area has been entered or exited;
b)	an <associated-group-id> element set to the MCData group ID of the group for which a pre-defined group geographic area has been entered or exited; and
c)	a <group-geo-area-ind> element:
i)	set to a value of "true", if the MCData client has entered a pre-defined group geographic area; or
ii)	set to a value of "false", if the MCData client has exited from a pre-defined group geographic area; and
9)	shall send the SIP MESSAGE request towards the MCData client according to the rules and procedures of 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response to the SIP MESSAGE request, if the <group-geo-area-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP MESSAGE request was:
1)	set to a value of "true", shall record that the MCData client has received the notification that it has entered the pre-defined group geographic area; and
2)	set to a value of "false", shall record that the MCData client has received the notification that it has exited the pre-defined group geographic area.
6.3.7.1.8 	Sending a SIP re-INVITE request for MCData imminent peril group communication
This subclause is referenced from other procedures.
The controlling MCData function shall generate a SIP re-INVITE request according to 3GPP TS 24.229 [5].
The controlling MCData function:
1)	shall include in the Contact header field an MCData session identity for the MCData session with the g.3gpp.mcdata media feature tag and the isfocus media feature tag according to IETF RFC 3840 [16];
2)	shall include an SDP offer with the media parameters as currently established with the terminating MCData client according to 3GPP TS 24.229 [5];
3)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdata-calling-user-id> element set to the MCData ID of the initiating MCData user;
4)	if the in-progress imminent peril state of the group is set to a value of "true":
a)	shall include a Resource-Priority header field populated with the values for an MCData imminent peril group communication as specified in subclause 6.3.7.1.4; and
b)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body an <imminentperil-ind> element set to a value of "true"; and
5)	if the in-progress imminent peril state of the group is set to a value of "false":
a)	shall include a Resource-Priority header field populated with the values for a normal MCData group communication as specified in subclause 6.3.7.1.4; and
b)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body an <emergency-ind> element set to a value of "false" and the <imminentperil-ind> element set to a value of "false".
6.3.7.1.9	Validate priority request parameters
This subclause is referenced from other procedures. 
This procedure validates the combinations of <emergency-ind>, <imminentperil-ind> and <alert-ind> in the application/vnd.3gpp.mcdata-info+xml MIME body included in:
1)	a SIP INVITE request or SIP re-INVITE request; or
2)	the body "URI" header field of the SIP URI included in the application/resource-lists MIME body which is pointed to by a "cid" URL located in the Refer-To header of a SIP REFER request;
Upon receiving a SIP request as specified above with the <emergency-ind> element set to a value of "true", the controlling MCData function shall only consider the following as valid combinations:
1)	<imminentperil-ind> not included and <alert-ind> included.
Upon receiving a SIP request as specified above with the <emergency-ind> element set to a value of "false", the controlling MCData function shall only consider the following as valid combinations:
1)	<imminentperil-ind> not included and <alert-ind> not included; or
2)	<imminentperil-ind> not included and <alert-ind> included.
Upon receiving a SIP request as specified above with the <imminentperil-ind> element included the controlling MCData function shall only consider the request as valid if both the <emergency-ind> and <alert-ind> are not included.
If the combination of the <emergency-ind>, <imminentperil-ind> or <alert-ind> indicators is invalid, the controlling MCData function shall send a SIP 403 (Forbidden) response with the warning text set to "150 invalid combinations of data received in MIME body" in a Warning header field as specified in subclause 4.9.2.
6.3.7.1.10	Sending a SIP INFO request in the dialog of a SIP request for a priority communication
This subclause is referenced from other procedures.
 This procedure describes how the controlling MCData function generates a SIP INFO request due to the receipt of a SIP request for a priority communication.
The controlling MCData function:
1)	shall generate a SIP INFO request according to rules and procedures of 3GPP TS 24.229 [5] and IETF RFC 6086 [21];
2)	shall include the Info-Package header field set to g.3gpp.mcdata-info in the SIP INFO request;
3)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INFO request and:
a)	if the received SIP request contained application/vnd.3gpp.mcdata-info+xml MIME body with the <alert-ind> element set to a value of "true" and this is an unauthorised request for an MCData emergency alert as specified in subclause 6.3.7.2.1, shall set the <emergency-ind> element to a value of "true" and the <alert-ind> element to a value of "false";
b)	if the received SIP request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <alert-ind> element set to a value of "false" and if this is an unauthorised request for an MCData emergency alert cancellation, shall set <alert-ind> element to a value of "true"; and
c)	if the received SIP request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <imminentperil-ind> element set to a value of "true", this is an authorised request for an MCData imminent peril group communication and the in-progress emergency state of the group is set to a value of "true", shall set the <imminentperil-ind> element to a value of "false" and the <emergency-ind> element set to a value of "true"; and
4)	shall send the SIP INFO request towards the inviting MCData client in the dialog created by the SIP request from the inviting MCData client, as specified in 3GPP TS 24.229 [5].
6.3.7.1.11	Sending a SIP INVITE request for MCData emergency group communication 
This subclause is referenced from other procedures.
This subclause describes the procedures for inviting an MCData user to an MCData session associated with an MCData emergency group communication or MCData imminent peril group communication. 
The controlling MCData function:
1)	shall generate a SIP INVITE request as specified in 3GPP TS 24.229 [5];
2)	shall set the Request-URI to the address of the terminating participating MCData function associated with the MCData ID of the targeted MCData user;
3)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <mcdatainfo> element containing the <mcdata-Params> element populated as follows:
a)	the <mcdata-request-uri> element set to the value of the MCData ID of the targeted MCData user;
b)	the <mcdata-calling-user-id> element set to the value of the MCData ID of the calling MCData user; and
c)	the <mcdata-calling-group-id> element set to the value of the MCData group ID of the emergency group communication.
4)	shall include in the P-Asserted-Identity header field the public service identity of the controlling MCData function;
5)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 9.2.4.4.1 (SDS communication) or 10.2.5.4.1 (FD communication);
6)	if the in-progress emergency group state of the group is set to a value of "true" the controlling MCData function:
a)	shall include a Resource-Priority header field populated with the values for an MCData emergency group communication as specified in subclause 6.3.7.1.4;
b)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body an <emergency-ind> element set to a value of "true";
c)	if the <alert-ind> element is set to "true" in the received SIP INVITE request and the requesting MCData user and MCData group are authorised for the initiation of MCData emergency alerts as determined by the procedures of subclause 6.3.7.2.1, shall populate the application/vnd.3gpp.mcdata-info+xml MIME body and the application/vnd.3gpp.mcdata-location-info+xml MIME body as specified in subclause 6.3.7.1.3. Otherwise, shall set the <alert-ind> element to a value of "false" in the application/vnd.3gpp.mcdata-info+xml MIME body; and
d)	if the in-progress imminent peril state of the group is set to a value of "true" shall include in the application/vnd.3gpp.mcdata-info+xml MIME body an <imminentperil-ind> element set to a value of "false"; and
NOTE:	If the imminent peril state of the group is true at this point, the controlling function will set it to false as part of the calling procedure.
7)	if the in-progress emergency state of the group is set to a value of "false" and the in-progress imminent peril state of the group is set to a value of "true", the controlling MCData function:
a)	shall include a Resource-Priority header field populated with the values for an MCData imminent peril group communication as specified in subclause 6.3.7.1.4; and
b)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body with the <imminentperil-ind> element set to a value of "true".
6.3.7.1.12	Sending a SIP UPDATE request for Resource-Priority header field correction 
This subclause is referenced from other procedures.
This subclause describes the procedures for updating an MCData session associated with an MCData emergency group communication or MCData imminent peril group communication when the received SIP INVITE request did not include a correctly populated Resource-Priority header field. The procedure is initiated by the controlling MCData function for the purpose of providing the correct Resource-Priority header field.
1)	shall generate a SIP 183 (Session Progress) response according to 3GPP TS 24.229 [5] with the clarifications provided specified in subclause 5.3.1A;
2)	shall include the option tag "100rel" in a Require header field in the SIP 183 (Session Progress) response;
3)	shall include in the SIP 183 (Session Progress) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 9.2.4.4.2 (SDS communication) or 10.2.5.4.2 (FD communication); and
4)	shall send the SIP 183 (Session Progress) response towards the MCData client according to 3GPP TS 24.229 [5].
Upon receiving a SIP PRACK request to the SIP 183 (Session Progress) response the controlling MCData function:
1)	shall send the SIP 200 (OK) response to the SIP PRACK request according to 3GPP TS 24.229 [5].
2)	shall generate a SIP UPDATE request according to 3GPP TS 24.229 [5] with the following clarifications:
3)	shall include in the SIP UPDATE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 9.2.4.4.1 (SDS communication) or 10.2.5.4.1 (FD communication);
4)	if the in-progress emergency group state of the group is set to a value of "true" the controlling MCData function shall include a Resource-Priority header field populated for an MCData emergency group communication as specified in subclause 6.3.7.1.4; and
NOTE 1:	This is the case when the sending MCData client did not send a Resource-Priority header field populated appropriately to receive emergency-level priority. In this case, the Resource-Priority header field is populated appropriately to provide emergency-level priority.
5)	if the in-progress emergency group state of the group is set to a value of "false" the controlling MCData function:
a)	if the in-progress imminent peril state of the group is set to a value of "false", shall include a Resource-Priority header field populated for a normal priority MCData group communication as specified in subclause 6.3.7.1.4; and
b)	if the in-progress imminent peril state of the group is set to a value of "true", shall include a Resource-Priority header field populated for an MCData imminent peril group communication as specified in subclause 6.3.7.1.4.
NOTE 2:	This is the case when the sending MCData client incorrectly populated a Resource-Priority header field for emergency-level or imminent peril-level priority and the controlling MCData function re-populates it as appropriate to an imminent peril level priority or normal priority level.
6.3.7.1.13	Generating a SIP re-INVITE request
This subclause is referenced from other procedures.
This subclause describes the procedures for generating a SIP re-INVITE request to be sent by the controlling MCData function.
The controlling MCData function:
1)	shall generate an SIP re-INVITE request according to 3GPP TS 24.229 [5]; and
2)	shall include an SDP offer with the media parameters as currently established with the terminating MCData client according to 3GPP TS 24.229 [5] with the clarifications specified in subclause 9.2.4.4.1 (SDS communication) or 10.2.5.4.1 (FD communication).
6.3.7.1.14	Generating a SIP re-INVITE request to cancel an in-progress emergency 
This subclause is referenced from other procedures.
This subclause describes the procedures for generating a SIP re-INVITE request to cancel the in-progress emergency state of an MCData group. The procedure is initiated by the controlling MCData function when it determines the cancellation of the in-progress emergency state of an MCData group is required.
The controlling MCData function:
1)	shall execute the procedure in subclause 6.3.7.1.13;
2)	in the generated SIP re-INVITE, shall include a Resource-Priority header field populated with the values for a normal MCData group communication as specified in subclause 6.3.7.1.4; and
3)	shall include an application/vnd.3gpp.mcdata-info+xml MIME body with the <emergency-ind> element set to a value of "false".
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If the controlling MCData function has received a SIP request targeted to an MCData group with the <alert-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "true", the controlling MCData function shall check the following conditions:
1)	if the <allow-activate-emergency-alert> element of the <actions> element of a <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true":
a)	if the "entry-info" attribute of the <entry> element of the <EmergencyAlert> element contained within the <MCData-group-call> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "DedicatedGroup" and:
i)	if the MCData group identity targeted for the emergency alert is contained in the <uri-entry> element of the <entry> element of the <EmergencyAlert> element contained within the <MCData-group-call> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]); and
ii)	if the <mcdata-allow- MCData-emergency-alert> element of the <actions> element of a <rule> element of the <ruleset> element of the <list-service> element of the group document identified by the MCData group identity is set to a value of "true" as specified in 3GPP TS 24.481 [11]; or
b)	if the "entry-info" attribute of the <entry> element of the <EmergencyAlert> element contained within the <MCData-group-call> element of the MCData user profile (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "UseCurrentlySelectedGroup" and the <mcdata-allow-MCData-emergency-alert> element of the <actions> element of a <rule> element of the <ruleset> element of the <list-service> element of the group document identified by the MCData group identity targeted for the emergency alert is set to a value of "true" as specified in 3GPP TS 24.481 [11];
then the MCData emergency alert request shall be considered to be an authorised request for an MCData emergency alert targeted to a MCData group. In all other cases, the MCData emergency alert request shall be considered to be an unauthorised request for an MCData emergency alert targeted to an MCData group.
If the controlling MCData function has received a SIP request targeted to an MCData user with the <alert-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "true", the controlling MCData function shall check the following conditions:
1)	if the <allow-activate-emergency-alert> element of the <actions> element of the <rule> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true"; and
a)	if the "entry-info" attribute of the <entry> element of the <PrivateEmergencyAlert> element contained within the <OnNetwork> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "UsePreConfigured" and the MCData ID of the MCData user targeted for the communication is contained in the <uri-entry> element of the <entry> element of the <PrivateEmergencyAlert> element contained within the <OnNetwork> element (see the MCData user profile document in 3GPP TS 24.484 [12]); or
b)	if the "entry-info" attribute of the <entry> element of the <PrivateEmergencyAlert> element contained within the <OnNetwork> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "LocallyDetermined";
then the MCData emergency alert request shall be considered to be an authorised request for an MCData emergency alert targeted to an MCData user. In all other cases, it shall be considered to be an unauthorised request for an MCData emergency alert targeted to an MCData user.
* * * * * * NEXT CHANGE * * * * * *
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Editor’s note: In the current release, support for emergency groups and emergency group communications (in particular the use of the <emergency-ind> element) may be absent, partial or limited, namely only provided to the extent of facilitating emergency alert functionality.
If the controlling MCData function has received a SIP request for an MCData group communication with the <emergency-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "false" and: 
1)	if the <allow-cancel-group-emergency> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true", then the MCData emergency communication cancellation request shall be considered to be an authorised request for an MCData emergency group communication cancellation; and
2)	If the <allow-cancel-group-emergency> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "false", then the MCData emergency group communication cancellation request shall be considered to be an unauthorised request for an MCData emergency group communication cancellation.
If the controlling MCData function has received a SIP request for an MCData private communication with the <emergency-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "false" and:
1)	if the <allow-cancel-private-emergency-call> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true", then the MCData emergency private communication cancellation request shall be considered to be an authorised request for an MCData emergency private communication cancellation; and
2)	if the <allow-cancel-private-emergency-call> element of the <ruleset> element of the MCData user profile document identified by the MCData ID and profile index of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "false" or not present, then the MCData emergency private communication cancellation request shall be considered to be an unauthorised request for an MCData emergency private communication cancellation.
Editor’s Note:  Whether the controlling MCData function examines the <allow-cancel-private-emergency-call> element or uses local policy to determine whether the calling user is authorised to cancel a private emergency communication is FFS. 
6.3.7.2.4	Determining authorisation for initiating an MCData imminent peril communication
If the controlling MCData function has received a SIP request with the <imminentperil-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "true" and:
1)	if the <allow-imminent-peril-call> element of the <ruleset> element of the MCData user profile document identified by the MCData ID of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value other than  "true" the request for initiating an MCData imminent peril communication shall be considered to be an unauthorised request for an MCData imminent peril communication and skip the remaining steps;
2)	if the <allow-imminent-peril-call> element of the <list-service> element of the group document identified by the targeted MCData group identity is set to a value other than "true" as specified in 3GPP TS 24.481 [11], the request for initiating an MCData imminent peril communication shall be considered to be an unauthorised request for an MCData imminent peril communication and skip the remaining steps;
3)	if the "entry-info" attribute of the <entry> element of the <MCDataGroupInitiation> element contained within the <ImminentPerilCall> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "DedicatedGroup" and if the MCData group identity targeted for the communication is contained in the <uri-entry> element of the <entry> element of the <MCDataGroupInitiation> element contained within the <ImminentPerilCall> element (see the MCData user profile document in 3GPP TS 24.484 [12]); or
4)	if the "entry-info" attribute of the <entry> element of the <MCDataGroupInitiation> element contained within the <ImminentPerilCall> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "UseCurrentlySelectedGroup".
then the MCData imminent peril communication request shall be considered to be an authorised request for an MCData imminent peril communication. In all other cases, it shall be considered to be an unauthorised request for an MCData imminent peril communication.
6.3.7.2.5	Determining authorisation for cancelling an MCData imminent peril communication
If the controlling MCData function has received a SIP request with the <imminentperil-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "false" and:
1)	if the <allow-cancel-imminent-peril> element of the <ruleset> element of the MCData user profile document identified by the MCData ID of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true", then the MCData emergency communication cancellation request shall be considered to be an authorised request for an MCData imminent peril communication cancellation; and
2)	if the <allow-cancel-imminent-peril> element of the <ruleset> element of the MCData user profile document identified by the MCData ID of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "false" or not present, then the MCData emergency communication cancellation request shall be considered to be an unauthorised request for an MCData imminent peril communication cancellation.
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When the participating MCData function receives a request from the MCData client to originate an MCData emergency group communication or if the controlling MCData function receives a SIP request for an MCData group communication with the <emergency-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "true":
1)	if the <allow-emergency-group-call> element of the <ruleset> element of the MCData user profile document identified by the MCData ID of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true" and:
a)	if the "entry-info" attribute of the <entry> element of the <MCDataGroupInitiation> element of the <EmergencyCall> element contained within the <MCData-group-call> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "DedicatedGroup" and:
i)	if the <uri-entry> element of the <entry> element of the <MCDataGroupInitiation> element of the <EmergencyCall> contained within the <MCData-group-call> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) contains the identity of the MCData group targeted by the calling MCData user and	if the <allow-MCData-emergency-call> element of the <list-service> element of the group document identified by the targeted MCData group identity is set to a value of "true" as specified in 3GPP TS 24.481 [11], then the participating MCData function or the controlling MCData function shall consider the MCData emergency group communication request to be an authorised request for an MCData emergency group communication and skip the remaining steps;
or
b)	if the "entry-info" attribute of the <entry> element of the <MCDataGroupInitiation> element of the <EmergencyCall> element contained within the <MCData-group-call> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "UseCurrentlySelectedGroup" and if the <allow-MCData-emergency-call> element of the <list-service> element of the group document identified by the targeted MCData group identity is set to a value of "true" as specified in 3GPP TS 24.481 [11], then the participating MCData function or the controlling MCData function shall consider the MCData emergency group communication request to be an authorised request for an MCData emergency group communication and skip the remaining steps; or
2)	if the participating MCData function or the controlling MCData function does not consider the MCData emergency group communication request to be an authorised request for an MCData emergency group communication by step 1) above, then the participating MCData function or the controlling MCData function shall consider the MCData emergency group communication request to be an unauthorised request for an MCData emergency group communication.
When the participating MCData function receives a request from the MCData client to originate an MCData emergency group communication or if the controlling MCData function receives a SIP request for an MCData private call with the <emergency-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body set to a value of "true": 
1)	if the <allow-emergency-private-call> element of the <ruleset> element of the MCData user profile document identified by the MCData ID of the calling user (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "true"; and
a)	if the "entry-info" attribute of the <entry> element of the <MCDataPrivateRecipient> element of the <EmergencyCall> element contained within the <PrivateCall> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "UsePreConfigured" and if the MCData ID targeted for the communication is contained in the <uri-entry> element of the <entry> element of the <MCDataPrivateRecipient> element of the <EmergencyCall> element contained within the <PrivateCall> element (see the MCData user profile document in 3GPP TS 24.484 [12]); or
b)	if the "entry-info" attribute of the <entry> element of the <MCDataPrivateRecipient> element of the <EmergencyCall> element contained within the <PrivateCall> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]) is set to a value of "LocallyDetermined";
	then the participating MCData function or the controlling MCData function shall consider the MCData emergency private communication request to be an authorised request for an MCData emergency private communication and skip step 2) below; or
2)	if the participating MCData function or the controlling MCData function does not consider the MCData emergency private communication request to be an authorised request for an MCData emergency private communication by step 1) above, then the controlling MCData function shall consider the MCData emergency private communication request to be an unauthorised request for an MCData emergency private communication.
6.3.7.2.7	Generating a SIP 403 response for priority communication request rejection 
If the controlling MCData function has received a SIP request with the <emergency-ind> element of the application/vnd.3gpp.mcdata-info+xml MIME body is set to "true" and this is an unauthorised request for an MCData emergency communication as determined by the procedures of subclause 6.3.7.2.6, the controlling MCData function shall:
1)	include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcdata-info+xml MIME body as specified in Annex D.1 with the <mcdatainfo> element containing the <mcdata-Params> element with the <emergency-ind> element set to a value of "false" and the <alert-ind> element set to a value of "false".
* * * * * * NEXT CHANGE * * * * * *
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Upon receipt of a "SIP INVITE request for SDS session for originating participating MCData function", the participating MCData function:
1) if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
NOTE 1:	if the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority communication as determined by subclause 6.3.7.2.6, the participating MCData function can, according to local policy, choose to accept the request.
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and shall authorise the calling user;
NOTE 2:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in subclause 4.9, and shall not continue with any of the remaining steps;
4)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is:
a)	set to a value of "group-sds-session", shall determine the public service identity of the controlling MCData function associated with the MCData group identity in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request; or
b)	set to a value of "one-to-one-sds-session", shall determine the public service identity of the controlling MCData function hosting the one-to-one SDS session service for the calling user;
5)	if unable to identify the controlling MCData function for SDS session, it shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in subclause 4.9, and shall not continue with any of the remaining steps;
6)	shall determine whether the MCData user identified by the MCData ID is authorised for MCData communications by following the procedures in subclause 11.1;
7)	if the procedures in subclause 11.1 indicate that the user identified by the MCData ID
a)	is not allowed to send MCData communications as determined by step 1) of subclause 11.1, shall reject the "SIP INVITE request for SDS session for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "221 user not authorised to initiate one-to-one SDS session" in a Warning header field as specified in subclause 4.9, and shall not continue with the rest of the steps in this subclause; and
b)	is not allowed to initiate one-to-one MCData communications to the targeted user as determined by step 1a) of subclause 11.1, shall reject the "SIP INVITE request for SDS session for originating participating MCData function" with a SIP 403 (Forbidden) response including warning text set to "229 one-to-one MCData communication not authorised to the targeted user" in a Warning header field as specified in subclause 4.9 and shall not continue with the rest of the steps;
8)	shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5];
9)	shall include the option tag "timer" in the Supported header field;
10)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
11)	shall set the Request-URI of the outgoing SIP INVITE request to the public service identity of the controlling MCData function as determined by step 4) in this subclause;
12)	shall include the MCData ID of the originating user in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;
12A)	if the incoming SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body that contains a <functional-alias-URI> element, shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element;
13)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;
14)	shall set the P-Asserted-Identity in the outgoing SIP INVITE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP INVITE request;
15)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the MCData client as specified in subclause 9.2.4.3.1; and
16)	shall send the SIP INVITE request as specified to 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the SIP INVITE request in step 16):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5]; 
2)	shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 9.2.4.3.2;
3)	shall include the option tag "timer" in a Require header field;
4)	shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If the "refresher" parameter is not included in the received request, the "refresher" parameter in the Session-Expires header field shall be set to "uac";
5)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.sds media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of “urn:urn-7:3gpp-service.ims.icsi.mcdata.sds”; and
c)	the isfocus media feature tag;
6)	shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;
7)	shall include an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP 200 (OK) response;
8)	if the incoming SIP 200 (OK) response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
9)	shall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
10)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 6.2.2.4;
11)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5]; and
12)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP INVITE request in step 16) the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
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Upon receipt of a "SIP INVITE request for SDS session for terminating participating MCData function", the participating MCData function:
1)	if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
NOTE:	If the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority communication as determined by subclause 6.3.7.2.6, the participating MCData function can, according to local policy, choose to accept the request.
2)	shall check the presence of the isfocus media feature tag in the URI of the Contact header field and if it is not present then the participating MCData function shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "104 isfocus not assigned" in a Warning header field as specified in subclause 4.49, and shall not continue with the rest of the steps;
3)	shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request to retrieve the binding between the MCData ID and public user identity of the terminating MCData user;
4)	if the binding between the MCData ID and public user identity of the terminating MCData user does not exist, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response, and shall not continue with the rest of the steps;
4A)	if the <IncomingOne-to-OneCommunicationList> element exists in the MCData user profile document with one or more <One-to-One-CommunicationListEntry> elements (see the MCData user profile document in 3GPP TS 24.484 [12]) and: 
i)	if the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request does not match with the <entry> element of any of the <One-to-One-CommunicationListEntry> elements in the <IncomingOne-to-OneCommunicationList> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]); and
ii)	if configuration is not set in the MCData user profile document that allows the MCData user to receive one-to-one MCData communication from any user (see <allow-one-to-one-communication-from-any-user> element in MCData user profile document in 3GPP TS 24.484 [12]);
	then:
i)	shall reject the SIP INVITE request with a SIP 403 (Forbidden) response including warning text set to "230 one-to-one MCData communication not authorised from this originating user" in a Warning header field as specified in subclause 4.9 and shall not continue with the rest of the steps;
5)	shall generate a SIP INVITE request accordance with 3GPP TS 24.229 [5];
6)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
7)	shall include the option tag "timer" in the Supported header field;
8)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.sds media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of “urn:urn-7:3gpp-service.ims.icsi.mcdata.sds”;
c)	the isfocus media feature tag;
d)	an MCData session identity mapped to the MCData session identity provided in the Contact header field of the incoming SIP INVITE request; and
e)	any other uri-parameter provided in the Contact header field of the incoming SIP INVITE request;
9)	shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP INVITE request;
10)	shall set the Request-URI of the outgoing SIP INVITE request to the public user identity associated to the MCData ID of the terminating MCData user;
11)	shall populate the outgoing SIP INVITE request with the MIME bodies that were present in the incoming SIP INVITE request;
12)	shall copy the contents of the P-Asserted-Identity header field of the incoming SIP INVITE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;
13)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for SDS session for terminating participating MCData function" as specified in subclause 9.2.4.3.1; and
14)	shall send the SIP INVITE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the above SIP INVITE request, the participating MCData function:
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5];
2)	shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 9.2.4.3.2;
3)	shall include the option tag "timer" in a Require header field;
4)	shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If no "refresher" parameter was included in the SIP INVITE request, the "refresher" parameter in the Session-Expires header field shall be set to "uas";
5)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.sds media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of “urn:urn-7:3gpp-service.ims.icsi.mcdata.sds”; and
c)	an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP INVITE request from the controlling MCData function;
6)	if the incoming SIP response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
7)	shall copy the P-Asserted-Identity header field from the incoming SIP 200 (OK) response to the outgoing SIP 200 (OK) response;
8)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38].
9)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 6.2.2.5; and
10)	shall send the SIP 200 (OK) response to the controlling MCData function according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the controlling MCData function according to 3GPP TS 24.229 [5].
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20215621][bookmark: _Toc27496088][bookmark: _Toc36107829][bookmark: _Toc44598581][bookmark: _Toc44602436][bookmark: _Toc45197613][bookmark: _Toc45695646][bookmark: _Toc51851102][bookmark: _Toc59197709]9.2.4.4.3	Originating controlling MCData function procedures
This subclause describes the procedures for inviting an MCData user to an MCData session. The procedure is initiated by the controlling MCData function as the result of:
-	an action in subclause 9.2.4.4.4; or
-	for group SDS session, when an MCData client successfully affiliates the MCData group after the SDS session has been established.
The controlling MCData function:
1)	shall generate a SIP INVITE as specified in subclause 6.3.7.1.11according to 3GPP TS 24.229 [5];
2)	shall include the Supported header field set to "timer";
3)	should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38]. The refresher parameter shall be omitted;
4)	shall include an Accept-Contact header field containing the g.3gpp.mcdata.sds media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
5)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
6)	shall include a Referred-By header field with the public user identity of the inviting MCData client;
7)	shall include in the Contact header field an MCData session identity for the MCData session with the g.3gpp.mcdata.sds media feature tag, the isfocus media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" according to IETF RFC 3840 [16];
8)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request:
a)	the <mcdata-request-uri> element set to the MCData ID of the terminating user; and
b)	the <mcdata-calling-group-id> element set to the group identity if the request is for group sds;
9)	shall set the Request-URI to the public service identity of the terminating participating MCData function associated to the MCData user to be invited;
NOTE 1:	How the controlling MCData function finds the address of the terminating participating MCData function is out of the scope of the current release.
10)	shall set the P-Asserted-Identity header field to the public service identity of the controlling MCData function;
11)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds" (coded as specified in 3GPP TS 24.229 [5]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [7] in the SIP INVITE request;
12)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating client according to the procedures specified in subclause 9.2.4.4.1; and
13)	shall send the SIP INVITE request towards the terminating client in accordance with 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response for the SIP INVITE request the controlling MCData function:
1)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 6.3.2. 
NOTE 2:	The procedures executed by the controlling MCData function prior to sending a response to the inviting MCData client are specified in subclause 9.2.4.4.4.
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In the procedures in this subclause:
1)	MCData ID in an incoming SIP INVITE request refers to the MCData ID of the originating user from the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request;
2)	group identity in an incoming SIP INVITE request refers to the group identity from the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request; and
3)	MCData ID in an outgoing SIP INVITE request refers to the MCData ID of the called user in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;
Upon receipt of a "SIP INVITE request for controlling MCData function for SDS session", the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
NOTE:	If the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request originating an MCData emergency group communication as determined by subclause 6.3.7.2.6, or for originating an MCData imminent peril group communication as determined by subclause 6.3.7.2.4, the controlling MCData function can, according to local policy, choose to accept the request.
2)	shall determine if the media parameters are acceptable and the MSRP URI is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
3)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:
a)	an Accept-Contact header field does not include the g.3gpp.mcdata.sds media feature tag; or
b)	an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds";
4)	if the received SIP INVITE request includes an application/vnd.3gpp.mcdata-info+xml MIME body with an <emergency-ind> element included or an <imminentperil-ind> element included, shall validate the request as described in subclause 6.3.7.1.9;
5)	if the SIP INVITE request contains an unauthorised request for an MCData emergency group communication as determined by subclause 6.3.7.2.6:
a)	shall reject the SIP INVITE request with a SIP 403 (Forbidden) response as specified in subclause 6.3.7.2.7; and
b)	shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
6)	if the SIP INVITE request contains an unauthorised request for an MCData imminent peril group communication as determined by subclause 6.3.7.2.4, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the following clarifications:
a)	shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcdata-info+xml MIME body as specified in clause D.1 with the <mcdatainfo> element containing the <mcdata-Params> element with the <imminentperil-ind> element set to a value of "false"; and
b)	shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
7)	if a Resource-Priority header field is included in the SIP INVITE request: 
a)	if the Resource-Priority header field is set to the value indicated for emergency communications and the SIP INVITE request does not contain an emergency indication and the in-progress emergency state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps; or
b)	if the Resource-Priority header field is set to the value indicated for imminent peril communications and the SIP INVITE request does not contain an imminent peril indication and the in-progress imminent peril state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps;
48)	shall cache SIP feature tags, if received in the Contact header field and if the specific feature tags are supported;
69)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];
710)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "one-to-one-sds-session" and the SIP INVITE request:
a)	does not contain an application/resource-lists MIME body or contains an application/resource-lists MIME body with more than one <entry> element, shall return a SIP 403 (Forbidden) response with the warning text set to "204 unable to determine targeted user for one-to-one SDS" in a Warning header field as specified in subclause 4.9, and skip the rest of the steps below;
b)	contains an application/resource-lists MIME body with exactly one <entry> element, shall invite the MCData user identified by the <entry> element of the MIME body, as specified in subclause subclause 9.2.4.4.3; and
c)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 6.3.2; and
811)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "group-sds-session":
a)	shall retrieve the necessary group document(s) from the group management server for the group identity contained in the SIP INVITE request and carry out initial processing as specified in subclause 6.3.3, and shall continue with the remaining steps if the procedures in subclause 6.3.3 were successful;
b)	if the <on-network-disabled> element is present in the group document, shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in subclause 4.9 and shall not continue with the rest of the steps;
c)	if the <entry> element of the <list> element of the <list-service> element in the group document does not contain an <mcdata-mcdata-id> element with a "uri" attribute matching the MCData ID of the originating user contained in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request, shall send a SIP 403 (Forbidden) response with the warning text set to "116 user is not part of the MCData group" in a Warning header field as specified in subclause 4.9 and shall not continue with the rest of the steps;
d)	if the <list-service> element contains a <mcdata-allow-short-data-service> element in the group document set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to "206 short data service not allowed for this group" in a Warning header field as specified in subclause subclause 4.x 9 and shall not continue with the rest of the steps;
e)	if the <supported-services> element is not present in the group document or is present and contains a <service> element containing an "enabler" attribute which is not set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds", shall send a SIP 488 (Not Acceptable) response with the warning text set to "207 SDS services not supported for this group" in a Warning header field as specified in subclause 4.9 and shall not continue with the rest of the steps;
f)	if the MCData server group SDS procedures in subclause 11.1 indicate that the user identified by the MCData ID is not allowed to send group MCData communications on this group identity as determined by step 2) of subclause 11.1, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response, with warning text set to "222 user not authorised to initiate group SDS session on this group identity" in a Warning header field as specified in subclause 4.9, and shall not continue with the rest of the steps in this subclause;
g)	if the originating user identified by the MCData ID is not affiliated to the group identity contained in the SIP INVITE request, as specified in subclause 6.3.5, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.9, and skip the rest of the steps below;
h)	shall determine targeted group members for MCData communications by following the procedures in subclause 6.3.4;
i)	if the procedures in subclause 6.3.4 result in no affiliated members found in the selected MCData group, shall return a SIP 403 (Forbidden) response with the warning text set to "198 no users are affiliated to this group" in a Warning header field as specified in subclause 4.9, and skip the rest of the steps below; and
j)	shall invite each group member determined in step g) above, to the group session, as specified in subclause 9.2.4.4.3; and
k)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 6.3.2.
Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in subclause 9.2.4.4.3 and if the MCData ID in the SIP 200 (OK) response matches to the MCData ID in the corresponding SIP INVITE request the controlling MCData function:
1)	shall generate SIP 200 (OK) response to the SIP INVITE request according to 3GPP TS 24.229 [5];
2)	shall include the option tag "timer" in a Require header field;
3)	shall include the Session-Expires header field and start supervising the SIP session according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to "uac";
4)	shall include a P-Asserted-Identity header field with the public service identity of the controlling MCData function;
[bookmark: _Hlk64449698]5)	shall include a SIP URI for the MCData session identity in the Contact header field identifying the MCData session at the controlling MCData function;
6) shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.sds media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of “urn:urn-7:3gpp-service.ims.icsi.mcdata.sds”; and
c)	the isfocus media feature tag;
7)	shall include Warning header field(s) received in incoming responses to the SIP INVITE request; 
8)	shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 9.2.4.4.2;
9)	if the SIP INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCData emergency alert as specified in subclause 6.3.7.2.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.9;
10)	if the received SIP INVITE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" and if the in-progress emergency state of the group is set to a value of "true", shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.9;
119)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 6.3.2; and 
1012)	shall send a SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5].
* * * * * * NEXT CHANGE * * * * * *
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Upon receiving a SIP REFER request, with:
1)	the Request-URI set to a public service identity identifying the pre-established session on the participating MCData function;
2)	the Refer-To header field containing a Content-ID ("cid") Uniform Resource Locator (URL) as specified in IETF RFC 2392 [33] that points to an application/resource-lists MIME body as specified in IETF RFC 5366 [18] containing one or more <entry> element(s) with a "uri" attribute containing a SIP URI set to the MCData group identity;
3)	an hname "body" parameter in the headers portion of the SIP URI specified above containing an application/vnd.3gpp.mcdata-info MIME body with the <request-type> element set to "group-sds" or "group-sds-session"; and
4)	a Content-ID header field set to the "cid" URL;
the participating function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE REFER request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24] and skip the rest of the steps;
NOTE 1:	If the application/vnd.3gpp.mcdata-info MIME body included in the SIP REFER request contains an <emergency-ind> element or <imminentperil-ind> element set to a value of "true" and this is an authorised request for originating a priority communication as determined by subclause 6.3.7.2.6, the participating MCData function can, according to local policy, choose to accept the request.
2)	shall determine the MCData ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP REFER request;
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP REFER request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in subclause 4.9, and skip the rest of the steps;
4)	shall determine whether the MCData user identified by the MCData ID is authorised for MCData communications by following the procedures in subclause 11.1;
i)	if the procedures in subclause 11.1 indicate that the user identified by the MCData ID is not allowed to initiate MCData communications, shall reject the SIP REFER request with a SIP 403 (Forbidden) response with warning text set to "200 user not authorised to transmit data" in a Warning header field as specified in subclause 4.9, and shall not continue with the rest of the steps in this subclause;
5)	if the received SIP REFER request does not contain an application/resource-lists MIME body referenced by a "cid" URL in the Refer-To header field, shall reject the SIP REFER request with a SIP 403 (Forbidden) response including warning text set to "145 unable to determine called party" in a Warning header field as specified in subclause 4.9, and skip the rest of the steps;
6)	if the received SIP REFER request contains an application/resource-lists MIME body referenced by a "cid" URL in the Refer-To header field with more than one <entry> element each with an application/vnd.3gpp.mcdata-info MIME body with the <request-type> element set to "group-sds", determine that the communication type is group SDS session;
7)	if the received SIP REFER request includes an application/vnd.3gpp.mcdata-info+xml MIME body with an <emergency-ind> element included or an <imminentperil-ind> element included, shall validate the request as described in subclause 6.3.7.1.9;
8)	if the SIP REFER request contains in the application/vnd.3gpp.mcdata-info+xml MIME body:
a)	an <emergency-ind> element set to a value of "true" and this is an unauthorised request for an MCData emergency group communication as determined by subclause 6.3.7.2.6;
b)	an <alert-ind> element set to a value of "true" and this is an unauthorised request for an MCData emergency alert as determined by subclause 6.3.7.2.1; or
c)	an <imminentperil-ind> element set to a value of "true" and this is an unauthorised request for an MCData imminent peril group communication as determined by subclause 6.3.7.2.6;
	then shall reject the SIP REFER request with a SIP 403 (Forbidden) response and skip the rest of the steps;
79)	shall determine the public service identity of the controlling MCData function associated with the originating user's MCData ID;
i)	if the participating MCData function is unable to identify the controlling MCData function, it shall reject the REFER request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in subclause 4.9, and skip the rest of the steps;
108)	if the SIP REFER request contained a Refer-Sub header field containing "false" value and a Supported header field containing "norefersub" value, shall handle the SIP REFER request as specified in 3GPP TS 24.229 [5], IETF RFC 3515 [51] as updated by IETF RFC 6665 [36], and IETF RFC 4488 [53] without establishing an implicit subscription;
119)	shall generate a final SIP 200 (OK) response to the SIP REFER request according to 3GPP TS 24.229 [5];
NOTE 2:	In accordance with IETF RFC 4488 [53], the participating MCData function inserts the Refer-Sub header field containing the value "false" in the SIP 200 (OK) response to the SIP REFER request to indicate that it has not created an implicit subscription.
1012)	shall send the response to the SIP REFER request towards the MCData client according to 3GPP TS 24.229 [5];
1113)	shall generate SIP INVITE request as described in subclause 9.2.5.1.1;
1214)	shall set the Request-URI of the SIP INVITE request to the public service identity of the controlling MCData function servicing for the calling MCData user as determined above in step 7); and
1315)	shall forward the SIP INVITE request according to 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response for the SIP INVITE request the participating MCData function:
1)	shall interact with the media plane as specified in 3GPP TS 24.582 [15];
2)	shall generate a SIP re-INVITE request as specified in subclause 9.2.5.1.2 with following clarifications:
i)	shall set the Request-URI to a public service identity identifying the pre-established session;
3)	shall send the SIP re-INVITE request towards the originating MCData client according to 3GPP TS 24.229 [5]; and
4)	upon receipt of a SIP 2xx response to the SIP re-INVITE, shall interact with the media plane as specified in 3GPP TS 24.582 [15].
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Upon receipt of a "SIP INVITE request for standalone SDS over media plane for terminating participating MCData function" or "SIP INVITE request for SDS session for terminating participating MCData function", the participating MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the "SIP INVITE request for terminating participating MCData function" with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4], and skip the rest of the steps;
NOTE:	If the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority communication as determined by subclause 6.3.7.2.6, the participating MCData function can, according to local policy, choose to accept the request.
2)	shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request to retrieve the binding between the MCData ID and public user identity;
i)	if the binding between the MCData ID and public user identity does not exist, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response, and skip the rest of the steps;
3)	shall generate a SIP re-INVITE request as specified in subclause 9.2.5.1.3 with following clarifications:
i)	shall set the Request-URI to a public service identity identifying the pre-established session;
ii)	if the incoming SIP INVITE request contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP INVITE request with following clarification:
a) shall include <mcdata-communication-state> element with a value set to "establish-request"; and
iii)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.sds media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.sds";
c)	the isfocus media feature tag;
d)	an MCData session identity mapped to the MCData session identity provided in the Contact header field of the incoming SIP INVITE request; and
e)	any other uri-parameter provided in the Contact header field of the incoming SIP INVITE request;
4)	shall send the SIP re-INVITE request towards the terminating MCData client according to 3GPP TS 24.229 [5]; and
5)	upon receipt of a SIP 2xx response to the SIP re-INVITE, shall interact with the media plane as specified in 3GPP TS 24.582 [15].
* * * * * * NEXT CHANGE * * * * * *
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Upon receipt of a "SIP INVITE request for file distribution for originating participating MCData function", the participating MCData function:
1)	if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
NOTE 1:	If the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority communication as determined by subclause 6.3.7.2.6, the participating MCData function can, according to local policy, choose to accept the request.
2)	shall determine the MCData ID of the calling user from the public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and shall authorise the calling user;
NOTE 2:	The MCData ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.
3)	if the participating MCData function cannot find a binding between the public user identity and an MCData ID or if the validity period of an existing binding has expired, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text set to "141 user unknown to the participating function" in a Warning header field as specified in subclause 4.9, and shall not continue with any of the remaining steps;
4)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is:
a)	set to a value of "group-fd", shall determine the public service identity of the controlling MCData function associated with the MCData group identity in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request; or
b)	set to a value of "one-to-one-fd", shall determine the public service identity of the controlling MCData function hosting the file distribution service for the calling user;
5)	if unable to identify the controlling MCData function for file distribution, it shall reject the SIP INVITE request with a SIP 404 (Not Found) response with the warning text "142 unable to determine the controlling function" in a Warning header field as specified in subclause 4.9, and shall not continue with any of the remaining steps;
6)	shall determine whether the MCData user identified by the MCData ID is authorised for MCData communications by following the procedures in subclause 11.1;
7)	if the procedures in subclause 11.1 indicate that the user identified by the MCData ID:
a)	is not allowed to initiate MCData communications as determined by step 1) of subclause 11.1, shall reject the "SIP INVITE request for file distribution for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "200 user not authorised to transmit data" in a Warning header field as specified in subclause subclause 4.9, and shall not continue with the rest of the steps in this subclause;
b)	is not allowed to initiate one-to-one MCData communications due to exceeding the maximum amount of data that can be sent in a single request as determined by step 7) of subclause 11.1, shall reject the "SIP INVITE request for file distribution for originating participating MCData function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "202 user not authorised for one-to-one MCData communications due to exceeding the maximum amount of data that can be sent in a single request" in a Warning header field as specified in subclause 4.9, and shall not continue with the rest of the steps in this subclause; and
c)	is not allowed to initiate one-to-one MCData communications to the targeted user as determined by step 1a) of clause 11.1, shall reject the "SIP INVITE request for file distribution for originating participating MCData function" with a SIP 403 (Forbidden) response including warning text set to "229 one-to-one MCData communication not authorised to the targeted user" in a Warning header field as specified in clause subclause 4.9 and shall not continue with the rest of the steps;
8)	shall generate a SIP INVITE request in accordance with 3GPP TS 24.229 [5];
9)	shall include the option tag "timer" in the Supported header field;
10)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
11)	shall set the Request-URI of the outgoing SIP INVITE request to the public service identity of the controlling MCData function as determined by step 4) in this subclause;
12)	shall include the MCData ID of the originating user in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;
12A)	if the incoming SIP MESSAGE request contains an application/vnd.3gpp.mcdata-info+xml MIME body that contains a <functional-alias-URI> element, shall check if the status of the functional alias is activated for the MCData ID. If the functional alias status is activated, then the participating MCData function shall set the <functional-alias-URI> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request to the received value, otherwise shall not include a <functional-alias-URI> element;
13)	shall include in the outgoing SIP INVITE request, the application/vnd.3gpp.mcdata-signalling MIME body that was present in the incoming SIP INVITE request;
14)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), into the P-Asserted-Service header field of the outgoing SIP INVITE request;
15)	shall set the P-Asserted-Identity in the outgoing SIP INVITE request to the public user identity in the P-Asserted-Identity header field contained in the received SIP INVITE request;
16)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the MCData client as specified in subclause 10.2.5.3.1; and
17)	shall send the SIP INVITE request as specified to 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the SIP INVITE request in step 16):
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5]; 
2)	shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 10.2.5.3.2;
3)	shall include the option tag "timer" in a Require header field;
4)	shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If the "refresher" parameter is not included in the received request, the "refresher" parameter in the Session-Expires header field shall be set to "uac";
5)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.fd media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd"; and
c)	the isfocus media feature tag;
6)	shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;
7)	shall include an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP 200 (OK) response;
8)	if the incoming SIP 200 (OK) response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
9)	shall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response; and
10)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.2.1;
11)	shall send the SIP 200 (OK) response to the MCData client according to 3GPP TS 24.229 [5]; and
12)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the SIP INVITE request in step 16) the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the MCData client according to 3GPP TS 24.229 [5].
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Upon receipt of a "SIP INVITE request for file distribution for terminating participating MCData function", the participating MCData function:
1)	if unable to process the request, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4] and skip the rest of the steps;
NOTE:	If the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority communication as determined by subclause 6.3.7.2.6, the participating MCData function can, according to local policy, choose to accept the request.
2)	shall check the presence of the isfocus media feature tag in the URI of the Contact header field and if it is not present then the participating MCData function shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "104 isfocus not assigned" in a Warning header field as specified in subclause 4.49, and shall not continue with the rest of the steps;
3)	shall use the MCData ID present in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request to retrieve the binding between the MCData ID and public user identity of the terminating MCData user;
4)	if the binding between the MCData ID and public user identity of the terminating MCData user does not exist, then the participating MCData function shall reject the SIP INVITE request with a SIP 404 (Not Found) response, and shall not continue with the rest of the steps;
4A)	if the <IncomingOne-to-OneCommunicationList> element exists in the MCData user profile document with one or more <One-to-One-CommunicationListEntry> elements (see the MCData user profile document in 3GPP TS 24.484 [12]) and:
i)	if the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request does not match with the <entry> element of any of the <One-to-One-CommunicationListEntry> elements in the <IncomingOne-to-OneCommunicationList> element of the MCData user profile document (see the MCData user profile document in 3GPP TS 24.484 [12]); and
ii)	if configuration is not set in the MCData user profile document that allows the MCData user to receive one-to-one MCData communication from any user (see <allow-one-to-one-communication-from-any-user> element in MCData user profile document in 3GPP TS 24.484 [12]);
	then:
i)	shall reject the SIP INVITE request with a SIP 403 (Forbidden) response including warning text set to "230 one-to-one MCData communication not authorised from this originating user" in a Warning header field as specified in subclause 4.9 and shall not continue with the rest of the steps;
5)	shall generate a SIP INVITE request accordance with 3GPP TS 24.229 [5];
6)	should include the Session-Expires header field according to IETF RFC 4028 [38]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";
7)	shall include the option tag "timer" in the Supported header field;
8)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.fd media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd";
c)	the isfocus media feature tag;
d)	an MCData session identity mapped to the MCData session identity provided in the Contact header field of the incoming SIP INVITE request; and
e)	any other uri-parameter provided in the Contact header field of the incoming SIP INVITE request;
9)	shall include in the SIP INVITE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [8] that were received (if any) in the incoming SIP INVITE request;
10)	shall set the Request-URI of the outgoing SIP INVITE request to the public user identity associated to the MCData ID of the terminating MCData user;
11)	shall populate the outgoing SIP INVITE request with the MIME bodies that were present in the incoming SIP INVITE request;
12)	shall copy the contents of the P-Asserted-Identity header field of the incoming SIP INVITE request to the P-Asserted-Identity header field of the outgoing SIP INVITE request;
13)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received "SIP INVITE request for file distribution for terminating participating MCData function" as specified in subclause 10.2.5.3.1; and
14)	shall send the SIP INVITE request as specified in 3GPP TS 24.229 [5].
Upon receipt of a SIP 200 (OK) response in response to the above SIP INVITE request, the participating MCData function:
1)	shall generate a SIP 200 (OK) response as specified in 3GPP TS 24.229 [5];
2)	shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 10.2.5.3.2;
3)	shall include the option tag "timer" in a Require header field;
4)	shall include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". If no "refresher" parameter was included in the SIP INVITE request, the "refresher" parameter in the Session-Expires header field shall be set to "uas";
5)	shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.fd media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd"; and
c)	an MCData session identity mapped to the MCData session identity provided in the Contact header field of the received SIP INVITE request from the controlling MCData function;
6)	if the incoming SIP response contained an application/vnd.3gpp.mcdata-info+xml MIME body, shall copy the application/vnd.3gpp.mcdata-info+xml MIME body to the outgoing SIP 200 (OK) response.
7)	shall copy the P-Asserted-Identity header field from the incoming SIP 200 (OK) response to the outgoing SIP 200 (OK) response;
8)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];
9)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.2.2; and
10)	shall send the SIP 200 (OK) response to the controlling MCData function according to 3GPP TS 24.229 [5].
Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request, the participating MCData function:
1)	shall generate a SIP response according to 3GPP TS 24.229 [5];
2)	shall include Warning header field(s) that were received in the incoming SIP response; and
3)	shall forward the SIP response to the controlling MCData function according to 3GPP TS 24.229 [5].
* * * * * * NEXT CHANGE * * * * * *
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This subclause describes the procedures for inviting an MCData user to an MCData session. The procedure is initiated by the controlling MCData function as the result of an action in subclause 10.2.5.4.4.
The controlling MCData function:
1)	shall generate a SIP INVITE as specified in subclause 6.3.7.1.11according to 3GPP TS 24.229 [5];
2)	shall include the Supported header field set to "timer";
3)	should include the Session-Expires header field according to rules and procedures of IETF RFC 4028 [38]. The refresher parameter shall be omitted;
4)	shall include an Accept-Contact header field containing the g.3gpp.mcdata.fd media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [8];
5)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" along with parameters "require" and "explicit" according to IETF RFC 3841 [8];
6)	shall include a Referred-By header field with the public user identity of the inviting MCData client;
7)	shall include in the Contact header field an MCData session identity for the MCData session with the g.3gpp.mcdata.fd media feature tag, the isfocus media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" according to IETF RFC 3840 [16];
8)	shall include in the application/vnd.3gpp.mcdata-info+xml MIME body in the outgoing SIP INVITE request:
a)	the <mcdata-request-uri> element set to the MCData ID of the terminating user; and
b)	the <mcdata-calling-group-id> element set to the group identity if the request is for group file distribution ;
9)	shall include in the outgoing SIP INVITE request, the application/vnd.3gpp.mcdata-signalling MIME body that was present in the incoming SIP INVITE request;
10)	shall set the Request-URI to the public service identity of the terminating participating MCData function associated to the MCData user to be invited;
NOTE 1:	How the controlling MCData function finds the address of the terminating participating MCData function is out of the scope of the current release.
11)	shall set the P-Asserted-Identity header field to the public service identity of the controlling MCData function;
12)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd" (coded as specified in 3GPP TS 24.229 [5]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [7] in the SIP INVITE request;
13)	shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating client according to the procedures specified in subclause 10.2.5.4.1; and
14)	shall send the SIP INVITE request towards the terminating client in accordance with 3GPP TS 24.229 [5].
Upon receiving a SIP 200 (OK) response for the SIP INVITE request the controlling MCData function:
1)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.3.
NOTE 2:	The procedures executed by the controlling MCData function prior to sending a response to the inviting MCData client are specified in subclause 10.2.5.4.4.
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In the procedures in this subclause:
1)	MCData ID in an incoming SIP INVITE request refers to the MCData ID of the originating user from the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request;
2)	group identity in an incoming SIP INVITE request refers to the group identity from the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the incoming SIP INVITE request; and
3)	MCData ID in an outgoing SIP INVITE request refers to the MCData ID of the called user in the <mcdata-request-uri> element of the application/vnd.3gpp.mcdata-info+xml MIME body of the outgoing SIP INVITE request;
The procedures in this subclause are executed upon:
-	receipt of a "SIP INVITE request for controlling MCData function for file distribution"; or
-	a decision to now process a previously received "SIP INVITE request for controlling MCData function for file distribution" that had been queued for later transmission;
NOTE 1:	The controlling MCData function may postpone the continuation of an FD using media plane procedure by queuing the received "SIP INVITE request for controlling MCData function for file distribution". The management of the queue is specified in Annex B of 3GPP TS 23.282 [2].
the controlling MCData function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response or queue the received SIP INVITE. The controlling MCData function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [4];
NOTE 2:	If the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request originating an MCData emergency group communication as determined by subclause 6.3.7.2.6, or for originating an MCData imminent peril group communication as determined by subclause 6.3.7.2.4, the controlling MCData function can, according to local policy, choose to accept the request.
2)	if the received SIP INVITE request has been queued for later transmission, shall include warning text set to "215 request to transmit is queued by the server" in a Warning header field as specified in subclause 4.9, in the SIP 100 (Trying) response, and shall send the SIP 100 (TRYING) response towards the originating participating MCData function according to 3GPP TS 24.229 [5] and not continue with the remaining steps in this subclause. Otherwise, continue with the rest of the steps;
3)	shall determine if the media parameters are acceptable and the MSRP URI is offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;
4)	if the received SIP INVITE request includes an application/vnd.3gpp.mcdata-info+xml MIME body with an <emergency-ind> element included or an <imminentperil-ind> element included, shall validate the request as described in subclause 6.3.7.1.9;
5)	if the SIP INVITE request contains an unauthorised request for an MCData emergency group communication as determined by subclause 6.3.7.2.6:
a)	shall reject the SIP INVITE request with a SIP 403 (Forbidden) response as specified in subclause 6.3.7.2.7; and
b)	shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
6)	if the SIP INVITE request contains an unauthorised request for an MCData imminent peril group communication as determined by subclause 6.3.7.2.4, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the following clarifications:
a)	shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcdata-info+xml MIME body as specified in clause D.1 with the <mcdatainfo> element containing the <mcdata-Params> element with the <imminentperil-ind> element set to a value of "false"; and
b)	shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
7)	if a Resource-Priority header field is included in the SIP INVITE request: 
a)	if the Resource-Priority header field is set to the value indicated for emergency communications and the SIP INVITE request does not contain an emergency indication and the in-progress emergency state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps; or
b)	if the Resource-Priority header field is set to the value indicated for imminent peril communications and the SIP INVITE request does not contain an imminent peril indication and the in-progress imminent peril state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps;
48)	if the incoming SIP INVITE request does not contain an application/vnd.3gpp.mcdata-signalling MIME body with the FD SIGNALLING PAYLOAD as described in subclause 6.2.2.3, shall reject the SIP INVITE request with appropriate reject code;
59)	shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:
a)	an Accept-Contact header field does not include the g.3gpp.mcdata.fd media feature tag; or
b)	an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd";
610)	shall cache SIP feature tags, if received in the Contact header field and if the specific feature tags are supported;
117)	shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [38];
128)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "one-to-one-fd" and:
a)	the conditions in subclause subclause 11.1 indicate that the MCData user is not allowed to initiate FD communications due to file size exceeding allowed limits as determined by step 4) of subclause subclause 11.1, shall reject the SIP  INVITE request with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "220 user not authorised for FD communications due to file size" in a Warning header field as specified in subclause subclause 4.9, and shall not continue with the rest of the steps in this subclause; and
NOTE 23:	The size of the file intended for transfer over the media plane is obtained from the 'size' selector of the file-selector attribute in the received SDP offer.
b)	the SIP INVITE request:
i)	does not contain an application/resource-lists MIME body or contains an application/resource-lists MIME body with more than one <entry> element, shall return a SIP 403 (Forbidden) response with the warning text set to "205 unable to determine targeted user for one-to-one FD " in a Warning header field as specified in subclause 4.9, and skip the rest of the steps below; and
ii)	contains an application/resource-lists MIME body with exactly one <entry> element, shall invite the MCData user identified by the <entry> element of the MIME body, as specified in subclause subclause 10.2.5.4.3; and 
shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.3; and
139)	if the <request-type> element in the application/vnd.3gpp.mcdata-info+xml MIME body of the SIP INVITE request is set to a value of "group-fd":
a)	shall retrieve the necessary group document(s) from the group management server for the group identity contained in the SIP INVITE request and carry out initial processing as specified in subclause 6.3.3, and shall continue with the remaining steps if the procedures in subclause 6.3.3 were successful;
b)	if the <on-network-disabled> element is present in the group document, shall send a SIP 403 (Forbidden) response with the warning text set to "115 group is disabled" in a Warning header field as specified in subclause 4.9 and shall not continue with the rest of the steps;
c)	if the <entry> element of the <list> element of the <list-service> element in the group document does not contain an <mcdata-mcdata-id> element with a "uri" attribute matching the MCData ID of the originating user contained in the <mcdata-calling-user-id> element of the application/vnd.3gpp.mcdata-info+xml MIME body in the SIP INVITE request, shall send a SIP 403 (Forbidden) response with the warning text set to "116 user is not part of the MCData group" in a Warning header field as specified in subclause 4.9 and shall not continue with the rest of the steps;
d)	if the <list-service> element contains a <mcdata-allow-file-distribution> element in the group document set to a value of "false", shall send a SIP 403 (Forbidden) response with the warning text set to "213 file distribution not allowed for this group" in a Warning header field as specified in subclause subclause 4.x 9 and shall not continue with the rest of the steps;
e)	if the <supported-services> element is not present in the group document or is present and contains a <service> element containing an "enabler" attribute which is not set to the value "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd", shall send a SIP 488 (Not Acceptable) response with the warning text set to "214 FD services not supported for this group" in a Warning header field as specified in subclause 4.9 and shall not continue with the rest of the steps;
f)	if the user identified by the MCData ID:
i)	is not allowed to initiate group MCData communications on this group identity as determined by step 2) of subclause 11.1, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response, with warning text set to "201 user not authorised to transmit data on this group identity" in a Warning header field as specified in subclause 4.9, and shall not continue with the rest of the steps in this subclause;
ii)	is not allowed to initiate group MCData communications on this group identity due to exceeding the maximum amount of data that can be sent in a single request as determined by step 8) of subclause 11.1, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "208 user not authorised for MCData communications on this group identity due exceeding the maximum amount of data that can be sent in a single request" in a Warning header field as specified in subclause 4.9, and shall not continue with the rest of the steps in this subclause; and
iii)	is not allowed to initiate FD communications on this group identity due to file size exceeding the allowed limits as determined by step 6) of subclause 11.1, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "219 user not authorised for FD communications on this group identity due to file size" in a Warning header field as specified in subclause subclause 4.9, and shall not continue with the rest of the steps in this subclause.
NOTE 34:	The size of the file intended for transfer over the media plane is obtained from the 'size' selector of the file-selector attribute in the received SDP offer.
g)	if the originating user identified by the MCData ID is not affiliated to the group identity contained in the SIP INVITE request, as specified in subclause 6.3.5, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.9, and skip the rest of the steps below;
h)	shall determine targeted group members for MCData communications by following the procedures in subclause 6.3.4;
j)	if the procedures in subclause 6.3.4 result in no affiliated members found in the selected MCData group, shall return a SIP 403 (Forbidden) response with the warning text set to "198 no users are affiliated to this group" in a Warning header field as specified in subclause 4.9, and skip the rest of the steps below; and
k)	shall invite each group member determined in step h) above, to the group session, as specified in subclause 10.2.5.4.3; and
l)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.3.
Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in subclause 10.2.5.4.3 and if the MCData ID in the SIP 200 (OK) response matches to the MCData ID in the corresponding SIP INVITE request the controlling MCData function:
1)	shall generate SIP 200 (OK) response to the SIP INVITE request according to 3GPP TS 24.229 [5];
2)	shall include the option tag "timer" in a Require header field;
3)	shall include the Session-Expires header field and start supervising the SIP session according to rules and procedures of IETF RFC 4028 [38], "UAS Behavior". The "refresher" parameter in the Session-Expires header field shall be set to "uac";
4)	shall include a P-Asserted-Identity header field with the public service identity of the controlling MCData function;
5)	shall include a SIP URI for the MCData session identity in the Contact header field identifying the MCData session at the controlling MCData function;
6) shall include the following in the Contact header field:
a)	the g.3gpp.mcdata.fd media feature tag;
b)	the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcdata.fd"; and
c)	the isfocus media feature tag;
7)	shall include Warning header field(s) received in incoming responses to the SIP INVITE request; 
8)	shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 10.2.5.4.2;
9)	if the SIP INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCData emergency alert as specified in subclause 6.3.7.2.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.9;
10)	if the received SIP INVITE request contains an application/vnd.3gpp.mcdata-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" and if the in-progress emergency state of the group is set to a value of "true", shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.9;
911)	shall interact with the media plane as specified in 3GPP TS 24.582 [15] subclause 7.3; and 
1012)	shall send a SIP 200 (OK) response to the inviting MCData client according to 3GPP TS 24.229 [5].
* * * * * * END CHANGE * * * * * *

