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1. Introduction
This paper tries to make interim evaluation for KI#3.

2. Discussion
Regarding the KI#3, 7 solutions have been captured in TR24.811 as the following mapping table based on last meeting agreements (CT1#127bis-e).

	Solutions
	3

	10
	X

	11
	X

	12
	X

	13
	X

	14
	X

	15
	X

	16
	X


2.1 Basic principles and interim evaluations for the captured solutions

Basiclly, so far the captured solutions for KI#3 can be classified to the following 4 categories based on the principles of how to be aware of the accessibility of the PLMN without disaster condition.

-
RAN sharing mechenism dedicated for the disaster condition
-
combination of assistant information and broadcasting information

-
broadcasting information
-
PWS message
RAN sharing mechenism dedicated for the disaster condition:
-
Sol#10 gives out a RAN sharing mechenism dedicated for the disaster condition, and once the disaster condition happens the AMF of PLMNDC will notify to NG-RAN nodes of disaster condition (PLMNNO DC). After that the NG-RAN of PLMNNo DC starts broadcasting information about PLMNDC. In order to work, it needs all the NG-RANs to be enhanced to support RAN sharing and a NG connection dedicated for DC between the AMF of PLMNDC and NG-RAN of PLMNNO DC also needs to be setup in advance. The working of this solution needs to be subject to the deployment and agreements of operators. RAN impacts needs to coordinate with RAN groups.
Combination of assistant information and broadcasting information:
-
Sol#11, #15 and #16 have similar principles that propose UE to be configured with some assistant information about indication of accessibility for the PLMN without DC. Once the Disaster Condition happens, the Disaster Inbound Roamers will select the PLMN without Disaster Condition considering the assistant information. Among these solutions there are also some differences as follows. Impacts on RAN needs RAN groups to confirm.
	Sol ID
	Assistant information
	Principles to know the accessibility 
	Pro/cons

	#11
	· DRS-supported PLMN list
	· PLMN A is in the DRS-supported PLMN list; and

· The RAN of PLMN A broadcast the PLMN ID of PLMN D for DC
	Pro:

· Avoid that the PLMN not in the forbidden PLMN list that can not be selected

	#15
	· “List of PLMNs to be used while in Disaster condition” with priority order

· Associated ‘minimum wait time’
	· The PLMN A in the “List of PLMNs to be used while in Disaster condition” and 

· Broadcast the indication of supporting disaster inbound roaming
	Pros:

· Avoid that the PLMN not in the forbidden PLMN list that can not be selected
· Avoid overload

Cons:

· Only indication of supporting disaster inbound roaming may cuase the UE to select PLMN A even UE is not under DC (e.g. out coverage of PLMN D) 



	#16
	Access Identities
	· PLMN A sets the bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" in SIB to ZERO 
· 
	Pro:

· Avoid that the PLMN not in the forbidden PLMN list that can not be selected

Cons:

· Only setting the bit in the uac-BarringForAccessIdentity contained to ZERO cuase the UE to select PLMN A even UE is not under DC (e.g. out coverage of PLMN D)


Broadcasting information:
-
Sol#12 and #13 both propose to include the PLMN list that support Disaster Condition roaming service in the broadcast message to let the Disaster Inbound Roamers be aware of the accessibility for Disaster Condition. Disaster Inbound Roamers will combine the broadcasting information and the existing forbidden PLMN list to perform PLMN selection. But for the PLMN that has not been added into forbidden PLMN list UEs seem to have no capability to figure out whether it can be selected. For sol#12, it seems that “disaster roaming active” in the SIB 1 is not needed as PLMN IDs in new SIB type can reflect its meaning. Impacts on RAN needs RAN groups to confirm.
PWS message:
-
Sol#14 requires deployment of PWS. Disaster Inbound Roamers can be aware of the accessibility of the PLMNs without DC based on the "disaster roaming PLMN list" included in the PWS message. Considering this solution is subject to the limitation of deployment for PWS, solution working seems to be confirmed by operators.

2. Proposal

It is proposed to capture the following changes in TR 24.811.
* * * First Change * * * *

7
Evaluations

Editor's note:
This clause will describe the evaluations on the solutions proposed in clause 6.

7.3
Key Issue #3: Indication of accessibility from other PLMNs without Disaster Condition to the UE
For Key Issue#3 (Indication of accessibility from other PLMNs without Disaster Condition to the UE), the following solutions are relevant: Sol#10, Sol#11, Sol#12, Sol#13, Sol#14, Sol#15, Sol#16. Among these solutions: 

-
Sol#10 gives out a RAN sharing mechenism dedicated for the disaster condition, and once the disaster condition happens the AMF of PLMNDC will notify to NG-RAN nodes of disaster condition (PLMNNO DC). After that the NG-RAN of PLMNNo DC starts broadcasting information about PLMNDC. In order to work, it needs all the NG-RANs to be enhanced to support RAN sharing and a NG connection dedicated for DC between the AMF of PLMNDC and NG-RAN of PLMNNO DC also needs to be setup in advance. The working of this solution needs to be subject to the deployment and the agreements between operators. RAN impacts needs to coordinate with RAN groups.

-
Sol#11, #15 and #16 have similar principles that propose UE to be configured with some assistant information about indication of accessibility for the PLMN without DC. Once the Disaster Condition happens, the Disaster Inbound Roamers will select the PLMN without Disaster Condition considering the assistant information. Among these solutions there are also some differences as follows. Impacts on RAN need RAN groups to confirm. 
	Sol ID
	Assistant information
	Principles to know the accessibility 
	Pro/cons

	#11
	· DRS-supported PLMN list
	· PLMN A is in the DRS-supported PLMN list; and

· The RAN of PLMN A broadcast the PLMN ID of PLMN D for DC
	Pro:

· Avoid the forbidden PLMN that has not been added to the forbidden PLMN list that can not be selected

	#15
	· “List of PLMNs to be used while in Disaster condition” with priority order

· Associated ‘minimum wait time’
	· The PLMN A in the “List of PLMNs to be used while in Disaster condition” and 

· Broadcast the indication of supporting disaster inbound roaming
	Pros:

· Avoid the forbidden PLMN that has not been added to the forbidden PLMN list that can not be selected
· Avoid overload

Cons:

· Only indication of supporting disaster inbound roaming may cuase the UE to select PLMN A even UE is not under DC (e.g., out coverage of PLMN D) 



	#16
	Access Identities
	· PLMN A sets the bit in the uac-BarringForAccessIdentity contained in "UAC barring parameter" in SIB to ZERO 

	Pro:

· -
Avoid the forbidden PLMN that has not been added to the forbidden PLMN list that can not be selected
Cons:

· Only setting the bit in the uac-BarringForAccessIdentity contained to ZERO will cuase the UE to select PLMN A even UE is not under DC (e.g. out coverage of PLMN D)


-
Sol#12 and #13 both propose to include the PLMN list that support Disaster Condition roaming service in the broadcast message to let the Disaster Inbound Roamers be aware of the accessibility for Disaster Condition. Disaster Inbound Roamers will combine the broadcasting information and the existing forbidden PLMN list to perform PLMN selection. But for the PLMN that has not been added into forbidden PLMN list UEs seem to have no capability to figure out whether it can be selected. For more consideration on sol#12, it seems that “disaster roaming active” in the SIB 1 is not needed as the PLMN IDs in new SIB type can reflect its meaning of DC active. Impacts on RAN need RAN groups to confirm.

-
Sol#14 requires deployment of PWS. Disaster Inbound Roamers can be aware of the accessibility of the PLMNs without DC based on the "disaster roaming PLMN list" included in the PWS message. Considering this solution is subject to the limitation of deployment for PWS, solution working seems to be confirmed by operators.

* * * End of Changes * * * *

