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	Reason for change:
	The specification was updated in Rel-16 with the possibility of the 5G core network (5GCN) allowing access via trusted non-3GPP access networks. This results in a non-3GPP access network having the possibility to advertise the PLMNs for which it supports trusted connectivity so the UE can discover and select PLMNs providing trusted connectivity. However, there are two types of supported trusted connectivity in 5GS; 5G connectivity using trusted non-3GPP access, and 5G connectivity without NAS using trusted non-3GPP access. In addition, a 3GPP access network can advertize PLMNs with S2a connectivity using trusted non-3GPP access (access via trusted non-3GPP access to EPC). The construction of the NAI depends on the type of trusted connectivity to be selected.

The clause 4.1 errouneously indicates that there is only one type of trusted connectivity, quote:
A trusted or untrusted non-3GPP access network can advertise the PLMNs for which it supports trusted connectivity and the type of supported trusted connectivity (i.e. information about PLMN list with 5G connectivity using trusted non-3GPP access) so that the UE can discover the non-3GPP access networks that can provide trusted connectivity to one or more PLMNs.

[bookmark: _GoBack]That is because when the clause 4.1 was updated the case of 5G connectivity without NAS using trusted non-3GPP access did not exist yet as it was added later by SA2. Note that the case of S2a connectivity using trusted non-3GPP access can also be advertised.

It is therefore proposed to update the clause 4.1 to also cover the case of 5G connectivity without NAS using trusted non-3GPP access and S2a connectivity using non-3GPP access to avoid misunderstanding to readers of the specification and align that clause with the rest of the specification (e.g., the PLMN selection procedures using trusted non-3GPP access under clause 5.3A).

	
	

	Summary of change:
	The specification is updated indicating all different types of trusted connectivity that can be advertised so that the UE can discover the non-3GPP access networks that can provide trusted connectivity to one or more PLMNs.

	
	

	Consequences if not approved:
	Not all cases of trusted connectivity are captured throughout the specification. In particular, clause 4.1 indicates that only one case is possible, i.e., 5G connectivity using trusted non-3GPP access, which is not aligned with the PLMN selection procedures using trusted non-3GPP access (clause 5.3A) and automatic mode WLAN selection (clause 5.3.2.3). This results in confusion to readers and possibility of misunderstanding when implementing trusted non-3GPP access network functionality.

	
	

	Clauses affected:
	4.1

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


[bookmark: _Toc11256786][bookmark: _Toc36116778][bookmark: _Toc45096835][bookmark: _Toc51762701]* * * First Change * * * *
[bookmark: _Toc20212013][bookmark: _Toc27744895][bookmark: _Toc36114695][bookmark: _Toc45271289][bookmark: _Toc51936547]4.1	Overview
The 5G core network (5GCN) supports the connectivity of the UE via non-3GPP access networks. These non-3GPP access networks can be trusted non-3GPP access networks, untrusted non-3GPP access networks or wireline access networks. A trusted or untrusted non-3GPP access network can advertise the PLMNs for which it supports trusted connectivity and the type of supported trusted connectivity. Different types of trusted connectivity can be advertised so that the UE can discover the non-3GPP access networks that can provide trusted connectivity to one or more PLMNs:
a)	 (i.e. information about PLMN list with 5G connectivity using trusted non-3GPP access;
b)	information about PLMN list with 5G connectivity without NAS using trusted non-3GPP access) so that the UE can discover the non-3GPP access networks that can provide trusted connectivity to one or more PLMNs; or
c)	information about PLMN list with S2a connectivity using trusted non-3GPP access (access via non-3GPP access to EPC).
NOTE:	A wireline access network does not indicate PLMNs for which it supports connectivity.
* * * End of Change * * * *

