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2. Reason for Change

This pCR attempts to address following key issue:

-----------------------

5.7
Key Issue #7: Prevention of signalling overload in PLMNs without Disaster Condition

5.7.1
Description
According to 3GPP TS 22.261 [3] subclause 6.31.2.1:

Subject to regulatory requirements or operator's policy, 3GPP system shall be able to enable a UE of a given PLMN to obtain connectivity service (e.g. voice call, mobile data service) from another PLMN for the area where a Disaster Condition applies.

This means that when a Disaster Condition applies, all UEs of the PLMN with Disaster Condition that are located in the area where the Disaster Condition applies will look for another PLMN in that area and attempt to register on it to obtain service. This could cause a large number of UEs to migrate from the PLMN with Disaster Condition to another PLMN, and attempt registration at around the same time, leading to signalling overload in the other PLMN due to the massive influx of roamers. Consequently, mechanisms are needed to prevent signalling overload in the PLMNs without Disaster Condition. This is also reflected in the following service requirement of 3GPP TS 22.261 [3] subclause 6.31.2.3:

The 3GPP system shall minimize congestion caused by Disaster Roaming.

These mechanisms should additionally take into account the fact that a new Accesss Identity (Access Identity 3) to be used by Disaster Inbound Roamers was introduced in 3GPP TS 22.261 [3] subclause 6.22.2.2.

Table 6.22.2.2-1: Access Identities

	Access Identity number
	UE configuration

	…
	…

	3 
	UE for which Disaster Condition applies (note 4)

	…
	…

	(…)

NOTE 4:
The configuration is valid for PLMNs that indicate to potential Disaster Inbound Roamers that the UEs can access the PLMN. See clause 6.31.


The following questions are expected to be studied within this Key Issue:

-
How to distribute the subscribers of the PLMN with Disaster Condition between the PLMNs without Disaster Condition available in the area where the Disaster Condition applies, so as to share the load as evenly as possible between the PLMNs without Disaster Condition;

-
How to stagger the arrival of UEs in the PLMNs without Disaster Condition, so as to spread out registration attempts over time and keep the number of UEs attempting to register simultaneously within a manageable limit;

-
How to use new Access Identity 3 for the purpose of Disaster Inbound Roamer access control and signalling overload prevention in the PLMNs without Disaster Condition;

-
How to enable a PLMN without Disaster Condition to efficiently prevent Disaster Inbound Roamers from attempting registration on the PLMN when the PLMN can no longer accept Disaster Inbound Roamers due to congestion.

-----------------------

4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.811.

5. This pCR's revision history
Changes on top of C1-210021:

- additional cosigner added
- it is made clear that the NG-RAN node is of PLMN offering Disaster Roaming

- it is made clear that existing UAC principles apply for access attempts of access category other than access category X

- editor's note added on need for SA1 to agree the new access category X

- access category X applies when the registration is an initial registration or the first mobility registration update in the PLMN in the UE's forbidden PLMN list selected according to a solution for Key Issue #5.
* * * Change * * *

6.X
Solution F
6.X.1
Description

6.X.1.1
Introduction

This solution addresses the following key issue:


Key Issue #7: Prevention of signalling overload in PLMNs without Disaster Condition
and the following questions of the key issue:

-
How to stagger the arrival of UEs in the PLMNs without Disaster Condition, so as to spread out registration attempts over time and keep the number of UEs attempting to register simultaneously within a manageable limit;

-
How to use new Access Identity 3 for the purpose of Disaster Inbound Roamer access control and signalling overload prevention in the PLMNs without Disaster Condition;

-
How to enable a PLMN without Disaster Condition to efficiently prevent Disaster Inbound Roamers from attempting registration on the PLMN when the PLMN can no longer accept Disaster Inbound Roamers due to congestion.

This solution is based on extension of unified access control and on usage of existing congestion control mechanisms of core network.
6.X.1.2
Detailed description
When the UE selects a PLMN in the UE's forbidden PLMN list according to a solution for Key Issue #5, the UE considers itself being configured with the access identity 3.
Furthermore, a new access category X (= MO_Disaster_Roaming) will be specified. 
Editor's note: specification of a new access category requires SA1 agreement.

The UE will consider that an access attempt is of the access category X (= MO_Disaster_Roaming), if the access attempt is triggered by registration in a solution for Key Issue #4 and the registration is an initial registration or the first mobility registration update in the PLMN in the UE's forbidden PLMN list selected according to a solution for Key Issue #5.
In order to supress some registrations (an initial registration or the first mobility registration update in the PLMN in the UE's forbidden PLMN list selected according to a solution for Key Issue #5) in a solution for Key Issue #4, the NG-RAN node of the PLMN without Disaster Condition and offering disaster roaming will broadcast UAC-BarringInfoSet for the access category X (= MO_Disaster_Roaming):
-
with uac-BarringFactor derived from the intended supression rate; and
NOTE:
uac-BarringFactor in UAC-BarringInfoSet for access category X (= MO_Disaster_Roaming) can be lower than uac-BarringFactor in UAC-BarringInfoSet for the access category 3 (= MO_sig).

-
without indicating that access attempt is allowed for access identity 3.
Editor’s note: Whether there is a need to suppress access attempts from disaster inbound roamers of access category other than the access category X, and if so, how, is FFS.
Additionally, the AMF of the PLMN providing the disaster roaming control can use the existing congestion control mechanisms (e.g. NAS level mobility management congestion control).
6.X.2
Impacts on existing nodes and functionality

The UE is impacted with determination of the access identity 3 and the new access category X (= MO_Disaster_Roaming), as specified in subclause 6.X.1.2.

The NG-RAN of the PLMN without Disaster Condition is impacted with broadcast of barring rates for the new access category X, as specified in subclause 6.X.1.2.
