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	The network interprets Integrity protection maximum data rate information element based on the release of the UE.  

	
	

	Consequences if not approved:
	If it is not approved, then the user plane integirty protection is not work properly in some release.  

	
	

	Clauses affected:
	[bookmark: _GoBack]9.11.4.7

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1



* * * First Change * * * *

[bookmark: _Toc20233294][bookmark: _Toc27747431][bookmark: _Toc36213625][bookmark: _Toc36657802][bookmark: _Toc45287479]9.11.4.7	Integrity protection maximum data rate
The purpose of the integrity protection maximum data rate information element is for the UE to indicate to the network the maximum data rate per UE for user-plane integrity protection for uplink and the maximum data rate per UE for user-plane integrity protection for downlink that are supported by the UE.
The integrity protection maximum data rate is coded as shown in figure 9.11.4.7.1 and table 9.11.4.7.2.
The integrity protection maximum data rate is a type 3 information element with a length of 3 octets.
	8
	7
	6
	5
	4
	3
	2
	1
	

	Integrity protection maximum data rate IEI
	octet 1

	Maximum data rate per UE for user-plane integrity protection for uplink
	octet 2

	Maximum data rate per UE for user-plane integrity protection for downlink
	octet 3


Figure 9.11.4.7.1: Integrity protection maximum data rate information element
Table 9.11.4.7.2: Integrity protection maximum data rate information element
	Maximum data rate per UE for user-plane integrity protection for uplink (octet 2)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	64 kbps

	0
	0
	0
	0
	0
	0
	0
	1
	
	NULL (NOTE)

	1
	1
	1
	1
	1
	1
	1
	1
	
	Full data rate

	All other values are spare. If received they shall be interpreted as "64 kbps", . if UE supports release 15. If UE supports subsequent releases, starting release 16, then ,if received, all other values are interpreted as "full rate"

	

	Maximum data rate per UE for user-plane integrity protection for downlink (octet 3)

	Bits

	8
	7
	6
	5
	4
	3
	2
	1
	
	

	0
	0
	0
	0
	0
	0
	0
	0
	
	64 kbps

	0
	0
	0
	0
	0
	0
	0
	1
	
	NULL (NOTE)

	1
	1
	1
	1
	1
	1
	1
	1
	
	Full data rate

	
All other values are spare. If received they shall be interpreted as "64 kbps". if UE supports release 15. If UE supports subsequent releases, starting release 16, then ,if received, all other values are interpreted as "full rate"

	NOTE:	This value shall be used when N3 data transfer is not supported by the UE.





