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********************************** Next Change **********************************
[bookmark: _Toc36114722][bookmark: _Toc27744922][bookmark: _Toc20212040]5.3A.1	General
There are two modes of PLMN selection, namely, manual selection and automatic selection.
The UE follows one of the following two procedures defined in subclause 5.3.2.2 and subclause 5.3.2.3 depending on its implementation. The N5CW device that is not registered or cannot register via NG-RAN performs manual mode WLAN selection procedure as defined in subclause 5.3.2.2.
The PLMN selected in accordance with these procedures determines the WLAN that is selected. When the selected WLAN is a trusted non-3GPP IP access and the UE decides to access 5GC via trusted non-3GPP IP access, the UE shall derive a NAI from the identity of the selected PLMN and use the NAI as the identity for authentication and authorization with the PLMN and usage of the WLAN.
The procedures described in this subclause 5.3A shall apply to the UE and the N5CW device.
Editor's note:	It is assumed that an N5CW device has a USIM. Whether the N5CW device has a USIM or not is FFS.
********************************** Next Change **********************************
[bookmark: _Toc36114786][bookmark: _Toc27744985]7.3A.4.1	General
A trusted non-3GPP access network (TNAN) may be implemented as a trusted WLAN access network (TWAN) which supports a WLAN access technology such as the one described in IEEE 802.11 [19]. A non 5G capable over WLAN (N5CW) device does not support 5G NAS signalling over WLAN, but may access 5GCN via a TWAN supporting a trusted WLAN interworking function (TWIF). An N5CW device may be a 5G UE with capability for 5G NAS signalling over 3GPP access although it lacks capability of NAS signalling over WLAN.;
********************************** Next Change **********************************
[bookmark: _Toc36114787][bookmark: _Toc27744986]7.3A.4.2	N5CW device registration over trusted WLAN access network
A trusted WLAN access network (TWAN) includes a trusted WLAN access point (TWAP) and a trusted WLAN interworking function (TWIF) as illustrated in figure 7.3A.4.2-1.
	[image: ]


Figure 7.3A.4.2-1: Trusted WLAN Access Network
The EAP-AKA' authentication procedure is executed for connecting the N5CW device to a TWAN according to 3GPP TS 33.501 [5].
[bookmark: _GoBack]The TWAN and an N3CW device initiate an exchange of EAP-Request/Identity message and EAP-Response/Identity message as specified in IETF RFC 3748 [9] for link layer authentication of the UE by the TWAP. In the trusted WLAN access network, the TWAP and the N5CW device exchange EAP-Request/Identity message and EAP-Response/Identity message, encapsulated in the link layer protocol packets i.e. IEEE 802.11/802.1x packets.
Upon reception of EAP-Request/Identity message encapsulated in the IEEE 802.11/802.1x packets from the TWAP, the N5CW device shall:
a)	construct an EAP-Response/Identity message as described in IETF RFC 3748 [9] containing an NAI as specified in subclause 28.7 of 3GPP TS 23.003 [8] to Request the PLMN with trusted 5G connectivity without NAS signalling capability; and
NOTE 1:	The NAI includes the 5G-GUTI assigned to the N5CW device over 3GPP access, if the N5CW device is also a 5G UE and is already registered to 5GCN over 3GPP access.
Editor's note:	An NAI for requesting the PLMN with trusted 5G connectivity without NAS signalling capability needs to be specified in subclause 28.7 of 3GPP TS 23.003 [8].
b)	transmit the EAP-Response of identity type encapsulated in the link layer protocol packets towards the TWAP.
The TWAP conveys the information provided by the N5CW device to the TWIF which initiate the registration on behalf of the N5CW device to an AMF.
NOTE 2:	The communication protocol between the TWAP and the TWIF is outside of the scope of 3GPP.
An exchange of the EAP request and EAP response as described in IETF RFC 3748 [9] occurs until the N5CW device is authenticated by the 5GCN with the EAP authentication described in 3GPP TS 33.501 [5]. Upon completion of the N5CW device authentication and reception of the EAP-Success by the N5CW device, the N5CW device and the TWAP use the TWAP key to establish access specific layer-2 security 4-way handshake according to IEEE 802.11 [19].
Editor's note:	What the EAP method uses to perform this procedure is FFS.
********************************** End of Change **********************************
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