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1
Introduction
R2-2002417 states that:
· there is no agreement in RAN2 on the required granularity of UAC parameters broadcasted in a cell in case of PNI-NPNs with multiple CAG IDs for the same PLMN; and

· RAN2 was not able to conclude whether this means that using the operator-defined access categories with access category criteria type set to the S-NSSAI used for PNI-NPN is sufficient to provide CAG specific access control.

In addition, the LS asks CT1 the following question:
If there is a requirement to enable PNI-NPN (CAG ID) specific access control in cells that are shared among PNI-NPNs belonging to the same PLMN, then is it sufficient to broadcast the Unified Access Control (UAC) parameters per PLMN (assuming that using the operator-defined access categories with access category criteria type set to the S-NSSAI used for PNI-NPN is sufficient to provide CAG specific UAC) or there is need to enable the broadcast of CAG ID specific configuration of UAC parameters?

Our view is that:

· PNI-NPN specific access control in cells that are shared among PNI-NPNs belonging to the same PLMN needs to be enabled; and
· there is a need to enable the broadcast of CAG-ID specific configuration of UAC parameters.
This paper provides reasons why the broadcast of CAG-ID specific configuration of UAC parameters needs to be enabled.
2
Reasons

2.1
CAG was invented for access control
TS 23.501 clearly described why CAG was invented:
As network slicing does not enable the possibility to prevent UEs from trying to access the network in areas which the UE is not allowed to use the Network Slice allocated for the NPN, Closed Access Groups may optionally be used to apply access control.

For the sake of consistent granularity for access control, UAC should be achieved per CAG-ID.

2.2
Network slice : CAG = m : n
A PNI-NPN can be composed of m network slices and n CAGs, where m and n are positive integers: They do not have to be 1. Making use of ODAC with criteria type set to the S-NSSAI used for PNI-NPN is not suitable for a PNI-NPN comprising e.g. multiple CAGs and a network slice: As a matter of fact, unless a single CAG is mapped to one or more network slices with respect to a PNI-NPN, the S-NSSAI-based ODACs does not provide granularity which is fine enough for controlling barring rate for a CAG.
2.3
Various access attempt types can be controlled
If per-CAG-ID UAC parameter broadcast is enabled, the following access attempts made in a PNI-NPN can be managed:
a) Access attempt for delay tolerant service;

b) MO IMS registration related signalling;

c) MO MMTel voice call;

d) MO MMTel video call;

e) MO SMS over NAS or MO SMSoIP;

f) UE NAS initiated 5GMM specific procedures;

g) Mobile originated location request;

h) Mobile originated signalling transaction towards the PCF;

i) UE NAS initiated 5GMM connection management procedure or 5GMM NAS transport procedure; and

j) An uplink user data packet is to be sent for a PDU session with suspended user-plane resources.
However, because valid ODAC criteria are: DNN, S-NSSAI, and OS Id + OS App Id, with the S-NSSAI-based ODACs, these access attempts cannot be distinguished (even though access attempts b), c), d), and MO SMSoIP can be altogether differentiated from other access attempts as the DNN is IMS). With the S-NSSAI based ODACs, access attempts can be classified based on DNN and OS Id + OS App Id only.
3
Conclusion

The broadcast of CAG-ID specific configuration of UAC parameters needs to be enabled.
