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***************************** FIRST CHANGE *************************************
[bookmark: _Toc20232389][bookmark: _Toc27746475]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[1A]	3GPP TS 22.011: "Service accessibility".
[2]	3GPP TS 22.101: "Service aspects; Service principles".
[3]	3GPP TS 22.261: "Service requirements for the 5G system; Stage 1".
[4]	3GPP TS 23.003: "Numbering, addressing and identification".
[4A]	3GPP TS 23.040: "Technical realization of Short Message Service (SMS)".
[5]	3GPP TS 23.122: "Non-Access-Stratum functions related to Mobile Station (MS) in idle mode".
[6]	3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions".
[6A]	3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".
[6B]	3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".
[6C]	3GPP TS 23.287: "Architecture enhancements for 5G System (5GS) to support Vehicle-to-Everything (V2X) services".
[6D]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[7]	3GPP TS 23.401: "GPRS enhancements for E-UTRAN access".
[8]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[9]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[10]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[11]	3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects".
[12]	3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols; Stage 3".
[13]	3GPP TS 24.011: "Point-to-Point Short Message Service (SMS) support on mobile radio interface".
[13A]	3GPP TS 24.080: "Mobile radio interface layer 3 Supplementary services specification; Formats and coding".
[13B]	3GPP TS 24.193: "Access Traffic Steering, Switching and Splitting; Stage 3".
[14]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[14A]	3GPP TS 24.250: "Protocol for Reliable Data Service; Stage 3".
[15]	3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS); Stage 3".
[16]	3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access networks; Stage 3"
[17]	3GPP TS 24.368: "Non-Access Stratum (NAS) configuration Management Object (MO)".
[18]	3GPP TS 24.502: "Access to the 3GPP 5G System (5GS) via non-3GPP access networks; Stage 3".
[19]	3GPP TS 24.526: "UE policies for 5G System (5GS); Stage 3".
[19A]	3GPP TS 24.535: "Device-Side Time-Sensitive Networking (TSN) Translator (DS-TT) to Network-Side TSN Translator (NW-TT) protocol aspects; Stage 3".
[19B]	3GPP TS 24.587: "Vehicle-to-Everything (V2X) services in 5G System (5GS); Protocol aspects; Stage 3"
[19C]	3GPP TS 24.588: "Vehicle-to-Everything (V2X) services in 5G System (5GS); User Equipment (UE) policies; Stage 3"
[19D]	3GPP TS 24.5xy: "Time-Sensitive Networking (TSN) Application Function (AF) to Device-Side TSN Translator (DS-TT) and Network-Side TSN Translator (NW-TT) protocol aspects; Stage 3".
[20]	3GPP TS 24.623: "Extensive Markup Language (XML) Configuration Access Protocol (XCAP) over the Ut interface for Manipulating Supplementary Services".
[20A]	3GPP TS 29.502: "5G System; Session Management Services; Stage 3".
[20B]                   3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[21]	3GPP TS 29.525: "5G System; UE Policy Control Service; Stage 3".
[22]	3GPP TS 31.102: "Characteristics of the Universal Subscriber Identity Module (USIM) application".
[22A]	3GPP TS 31.111: "USIM Application Toolkit (USAT)".

***************************** SECOND CHANGE *************************************
4.6.2.4	Network slice-specific authentication and authorization
The UE and network may support network slice-specific authentication and authorization.
A serving PLMN shall perform network slice-specific authentication and authorization for the S-NSSAI(s) of the HPLMN which are subject to it based on subscription information. The UE shall indicate whether it supports network slice-specific authentication and authorization in the 5GMM Capability IE in the registration procedure.
The upper layer stores an association between each S-NSSAI and its corresponding credentials for the network slice-specific authentication and authorization.
NOTE 1:	The credentials for network slice-specific authentication and authorization and how to provision them in the upper layer are out of the scope of 3GPP.
The network slice-specific authentication and authorization procedure shall not be performed unless:
a)	the primary authentication and key agreement procedure as specified in the subclause 5.4.1 has successfully been completed; and
b)	the initial registration procedure or the mobility and periodic registration update procedure has been completed.
The AMF informs the UE about S-NSSAI(s) subject to network slice-specific authentication and authorization in the pending NSSAI. The AMF informs the UE about S-NSSAI(s) for which NSSAA procedure is completed as success in the allowed NSSAI. The AMF informs the UE about S-NSSAI(s) for which NSSAA procedure is completed as failure in the rejected NSSAI for the failed or revoked NSSAA. The AMF stores and handles allowed NSSAI, pending NSSAI, rejected NSSAI, and 5GS registration result in the REGISTRATION ACCEPT message according to subclauses 5.5.1.2.4 and 5.5.1.3.4.
NOTE 2:  The AMF maintains the NSSAA procedure status for each S-NSSAI, as specified in 3GPP TS 29.518 [20B]. 
To perform network slice-specific authentication and authorization for an S-NSSAI, the AMF invokes an EAP- based network slice-specific authorization procedure for the S-NSSAI (see subclause 5.4.7, 3GPP TS 33.501 [24] and 3GPP TS 23.502 [9]).
The AMF updates the allowed NSSAI and the rejected NSSAI using the generic UE configuration update procedure as specified in the subclause 5.4.4 after the network slice-specific authentication and authorization procedure is completed.
The network slice-specific authentication and authorization procedure can be invoked or revoked by an AMF for a UE supporting network slice-specific authentication and authorization at any time. After the network performs the network slice-specific re-authentication and re-authorization procedure:
[bookmark: _Hlk33688001]a)	if network slice-specific authentication and authorization for some but not all S-NSSAIs in the allowed NSSAI fails, the AMF updates the allowed NSSAI and the rejected NSSAI accordingly using the generic UE configuration update procedure as specified in the subclause 5.4.4 and release all PDU session associated with the S-NSSAI for which network slice-specific re-authentication and re-authorization fails; or 
b)	if network slice-specific authentication and authorization fails or revoked for all S-NSSAIs in the allowed NSSAI and the pending NSSAI, then AMF performs the network-initiated de-registration procedure and includes the rejected NSSAI in the DEREGISTRATION REQUEST message as specified in the subclause 5.5.2.3 except when the UE has an emergency PDU session established or the UE is establishing an emergency PDU session. In this case the AMF shall send CONFIGURATION UPDATE COMMAND containing rejected NSSAI and release all PDU session associated with the S-NSSAI for which network slice-specific re-authentication and re-authorization fails. After the emergency PDU session is released, the AMF performs the network-initiated de-registration procedure as specified in the subclause 5.5.2.3.
If authorization is revoked for an S-NSSAI that is in the current allowed NSSAI for an access type, the AMF shall:
a)	provide a new allowed NSSAI, excluding the S-NSSAI(s) for which the authorization is revoked; and
b)	provide a new reject NSSAI for the failed or revoked NSSAA, including the S-NSSAI for which the authorization is revoked, with the reject cause "S-NSSAI is not available due to the failed or revoked network slice-specific authentication and authorization";
to the UE using the generic UE configuration update procedure as specified in the subclause 5.4.4 and release all PDU sessions associated with the S-NSSAI for which the authorization is revoked for this access type.
Editor's Note: How to secure that a UE does not wait indefinitely for completion of the network slice-specific authentication and authorization is FFS.
***************************** END CHANGE *************************************

