3GPP TSG CT WG1 Meeting #121





C1-198183
Reno (NV), USA, 11-15 November 2019
Source:
Motorola Mobility, Lenovo
Title:
Categorizations of allowed and rejected S-NSSAIs
Agenda item:
16.2.6
Document for:


1. Introduction

In CT1 #120, CR# 1505 against TS 24.501 in C1-196929 was submitted proposing to treat the pending authorization S-NSSAIs as a separate group with a new information element and also a new cause value. At the same time, 3GPP TS 23.502 and 3GPP TS 24.501 treat the pending authorization S-NSSAIs as a subgroup of the rejected S-NSSAIs with an assigned cause value. This discussion paper to analyse the requirements from stage 2 and the model in CR# 1505 against TS 24.501 in C1-196929 and to conclude a proposal.
2. The concept of the NSSAI in TS 23.502

2.1
General

This clause is to list the requirements from 3GPP TS 23.502 for further analysis in the conclusion clause. The text in this clause has been taken directly from 3GPP TS 23.502 and the related text for this analysis, is highlighted by yellow.
2.2
Requirements for registration
The Allowed NSSAI contains only S-NSSAIs that do not require, based on subscription information, Network Slice-Specific Authentication and Authorization, or based on the UE Context in the AMF, those S-NSSAIs for which Network Slice-Specific Authentication and Authorization previously succeeded, regardless of the Access Type.

The list of rejected NSSAIs shall also include the S-NSSAIs that map to an S-NSSAI of the HPLMN which in the subscription information has indication that it is subject to Network Slice-Specific Authentication and Authorization.
For those S-NSSAIs the rejection cause value indicates pending Network Slice-Specific Authentication and Authorization.

The UE shall not attempt re-registration with the S-NSSAIs included in the list of Rejected S-NSSAIs with a rejection cause value indicating pending Network Slice-Specific Authentication and Authorization, until the Network Slice-Specific Authentication and Authorization procedure has been completed, regardless of the Access Type.
If no S-NSSAI can be provided in the Allowed NSSAI because:

-
all the S-NSSAI(s) in the Requested NSSAI are to be subject to Network Slice-Specific Authentication and Authorization; or

-
no Requested NSSAI was provided or none of the S-NSSAIs in the Requested NSSAI matches any of the Subscribed S-NSSAIs, and all the S-NSSAI(s) marked as default in the Subscribed S-NSSAIs are to be subject to Network Slice-Specific Authentication and Authorization.
The Allowed NSSAI provided in the Registration Accept is valid in the Registration Area and it applies for all the PLMNs which have their Tracking Areas included in the Registration Area.

The Mapping Of Allowed NSSAI is the mapping of each S-NSSAI of the Allowed NSSAI to the HPLMN S-NSSAIs. The Mapping Of Configured NSSAI is the mapping of each S-NSSAI of the Configured NSSAI for the Serving PLMN to the HPLMN S-NSSAIs.
Once the Network Slice-Specific Authentication and Authorization procedure is completed for all S-NSSAIs, the AMF shall trigger a UE Configuration Update procedure to deliver an Allowed NSSAI containing also the S-NSSAIs for which the Network Slice-Specific Authentication and Authorization was successful, and include any rejected NSSAIs with an appropriate rejection cause value.
Once completed the Network Slice-Specific Authentication and Authorization procedure, if the AMF determines that no S-NSSAI can be provided in the Allowed NSSAI for the UE, which is already authenticated and authorized successfully by a PLMN, and if no default S-NSSAI(s) could be futher considered, the AMF shall execute the Network-initiated Deregistration procedure described in clause 4.2.2.3.3, and shall include in the explicit De-Registration Request message the list of Rejected S-NSSAIs, each of them with the appropriate rejection cause value.
2.3
Requirements for network slice-specific authentication and authorization procedure
This (Network Slice-Specific Authentication and Authorization) procedure is triggered by the AMF during a Registration procedure when some Network Slices require Slice-Specific Authentication and Authorization, when AMF determines that Network Slice-Specific Authentication and Authorization is requires for an S-NSSAI in the current Allowed NSSAI (e.g. subscription change), or when the AAA Server that authenticated the Network Slice triggers a re-authentication.

The AMF provides a new Allowed NSSAI to the UE by removing the S-NSSAI for which authorization has been revoked. The AMF provides new rejected NSSAIs to the UE including the S-NSSAI for which authorization has been revoked.
If no S-NSSAI is left in Allowed NSSAI for an access after the revocation, and no Default NSSAI can be provided to the UE in the Allowed NSSAI or a previous Network Slice Specific Authentication failed for the Default NSSAI over this access, then the AMF shall execute the Network-initiated Deregistration procedure for the access as described in clause 4.2.2.3.3, and it shall include in the explicit De-Registration Request message the list of Rejected S-NSSAIs, each of them with the appropriate rejection cause value.

3. Conclusions
3GPP TS 23.502 treats the S-NSSAIs as two different sets:
1- Allowed S-NSSAIs, where the allowed S-NSSAIs may be
a. Revoked from their authorization

2- Rejected S-NSSAIs, where the rejected S-NSSAIs are due to different reasons which are identified as cause values for:

a. Not valid for registration area
b. Not valid for PLMN
c. Failed authentication or Revoked authorization and

d. Unauthorized
In 3GPP TS 24.501, the Rejected NSSAI is stored as separate lists in the UE:


-
Rejected NSSAI for the current PLMN or SNPN,

-
Rejected NSSAI for the current registration area,

-
Rejected NSSAI due to network slice specific authentication and authorization.
These categories can be illustrated in the following figure:
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FIGURE 1
Where after each UE configuration update procedure and without any re-registration:
1- The allowed S-NSSAIs can move to the rejected S-NSSASIs with cause values revoked; and

2- The rejected S-NSSAIs can move to the allowed S-NSSASIs from subgroups:

a. Unauthorized or

b. Failed authentication or Revoked.

CR# 1505 against TS 24.501 in C1-196929 treats however the S-NSSASIs as three different sets:

1- Allowed S-NSSAIs, where the allowed S-NSSAIs may be

a. Revoked from their authorization

2- Rejected S-NSSAIs, where the rejected S-NSSAIs are due to different reasons which are identified as cause values for:

a. Not valid for registration area

b. Not valid for PLMN and

c. Failed authentication or Revoked authorization and
3- Unauthorized S-NSSAIs, where the unauthorized S-NSSAIs are due to a reason which is identified as cause value for:

a. Unauthorized S-NSSAIs
These categories can be illustrated in the following figure:
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FIGURE 2
Where after each update configuration update and without any re-registration

1- The allowed S-NSSAIs can move to the rejected S-NSSAIs with cause values revoked; and

2- The rejected S-NSSAIs can move to the allowed S-NSSAIs from subgroups:

a. Revoked.

3- The unauthorized  S-NSSAIs can move to the rejected S-NSSAIs; and

4- The unauthorized S-NSSASIs can move to the allowed S-NSSAIs; 

4. Questions and proposal

The questions are:
1- Is the category unauthorized supposed to replace the cause value unauthorized or we should have three categories for this feature but the same number of cause value?

2- What is broken that needs to be fixed?

3- Why are we diverging from SA2 categorizations? If point bullet 2 is valid and we try to fix the broken model in SA2, we should communicate with SA2.
It is therefore proposed to maintain the same path as SA2's i.e. to specify the "unauthorized S-NSSAIs" as "rejected NSSAI with an assigned cause value”, unless there is a good reason to do otherwise, which requires CT1 discussions to decide a way forward. If CT1 decides to specify a new NSSAI type (i.e. according to C1-196929), then it is proposed to draft an LS to SA2 to let them know.
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