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	Reason for change:
	
TS 22.011 specifies the requirement for a CN to be able to support more than one PLMN ID:
It shall be possible to handle cases where one network operator accepts access from access networks with different network IDs. It shall also be possible to indicate to the UE that a group of PLMNs are equivalent to the registered PLMN regarding PLMN selection, cell selection/re-selection and handover.
TS 23.501, 5.18.1 also makes reference to equivalent PLMNs, and specifies:

[bookmark: _Hlk115186067]In this Release of the specification, only the 5G Multi-Operator Core Network (5G MOCN) network sharing architecture, in which only the RAN is shared in 5G System, is supported. 5G MOCN for 5G System, including UE, RAN and AMF, shall support operators' ability to use more than one PLMN ID (i.e. with same or different country code (MCC) some of which is specified in TS 23.122 [17] and different network codes (MNC)) or combinations of PLMN ID and NID. 5G MOCN supports NG-RAN Sharing with or without multiple Cell Identity broadcast as described in TS 38.300 [27].
(…)
NOTE 3:	Different PLMN IDs (or combinations of PLMN ID and NID) can also point to the same 5GC. When same 5GC supports multiple SNPNs (identified by PLMN ID and NID), then they are not used as equivalent SNPNs for a UE.
This implies that in scenarios of inter-AMF mobility with PLMN change, when the PLMNs are equivalent PLMNs, the old AMF may transfer to the new AMF the UE/AM context, and the new AMF may decide to reuse the existing UE/AM policy association.

In addition, TS 23.502 specifies the two mechanisms of inter-AMF mobility by which the AM/UE Policy association may be removed, that are not covered in TS 29.513:
· Clause 4.2.2.2.2:
14d. If the old AMF has established an AM Policy Association and a UE Policy Association with the PCF(s) and the old AMF did not transfer the PCF ID(s) to the new AMF (e.g. new AMF is in different PLMN), the old AMF performs an AMF-initiated Policy Association Termination procedure, as defined in clause 4.16.3.2 and performs an AMF-initiated UE Policy Association Termination procedure, as defined in clause 4.16.13.1. In addition, if the old AMF transferred the PCF ID(s) in the UE context but the new AMF informed in step 10 that the AM Policy Association information and UE Policy Association information in the UE context will not be used then the old AMF performs an AMF-initiated Policy Association Termination procedure, as defined in clause 4.16.3.2 and performs an AMF-initiated UE Policy Association Termination procedure, as defined in clause 4.16.13.1.
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	Clauses 5.1.2.1.2, 5.6.2.1.2 and 5.6.2.1.3 clarify that the old AMF transfers the UE/AM Policy Association to the new AMF when the old and the new AMF belong to the same PLMN or equivalent PLMN or belong to the same SNPN.
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[bookmark: _Toc28005435][bookmark: _Toc36038107][bookmark: _Toc45133304][bookmark: _Toc51762132][bookmark: _Toc59016537][bookmark: _Toc68167506][bookmark: _Toc114210320]5.1.2.1.2	AM Policy Association Modification with old PCF during AMF relocation
This procedure is performed when AMF relocation is performed and the old PCF is selected by the new AMF. 


Figure 5.1.2.1.2-1: AMF-initiated AM Policy Association Modification with old PCF during AMF relocation procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
1.	When the old AMF and the new AMF belong to the same PLMN or equivalent PLMN or belong to the same SNPN, the old AMF transfers to the new AMF about the AM Policy Association information including, e.g. policy control request trigger(s), and the resource URI (i.e. {apiRoot}/npcf-am-policy-control/v1/policies/{polAssoId}) of AM Policy Association at the (V-)PCF). 
2.	Based on local policies, the new AMF decides to contact with (V-)PCF and update the resource identified by the resource URI received in step 1.
3.	The new AMF invokes the Npcf_AMPolicyControl_Update service operation to the (V-) PCF by sending the HTTP POST request to the "Individual AM Policy Association" resource with the Notification URI of the new AMF. The request may also include the met policy control request trigger(s) and corresponding information, and the new alternate or backup IP addresses or FQDN.
4.	The (V-)PCF updates the stored information provided by the old AMF with the information provided by the new AMF and makes the policy decision.
5.	The PCF sends an HTTP "200 OK" response to the AMF with the updated Access and Mobility control policy information and/or the updated Policy Control Request Trigger parameters as described in clause 4.2.3.3 of 3GPP TS 29.507 [7].
5a.	If an AF (either directly or via the NEF) has previously subscribed to events for the AF application AM context (e.g. service area restrictions policy change) as described in 3GPP TS 29.534 [50] clause 4.2.5, the PCF checks if reporting is needed based on the policy decision that was made and may send a respective notification using Npcf_AMPolicyAuthorization_Notify as defined in 3GPP TS 29.534 [50] clause 4.2.7.2  (in addition, a Nnef_AMPolicyAuthorization_Notify request/response may occur between the NEF and the AF if the notification is relayed via the NEF).
5b.	The AF (either directly or via the NEF) sends an HTTP "204 No Content" response as defined in 3GPP TS 29.534 [50] clause 4.2.7.2.
6.	The AMF deploys the Access and Mobility control policy if received, which includes, e.g. storing the Service Area Restrictions, provisioning the Service Area Restrictions to the NG-RAN and UE, and/or provisioning the RFSP index to the NG-RAN when the UE is registered in the 3GPP access.

* * * * Second change * * * *
[bookmark: _Toc28005438][bookmark: _Toc36038110][bookmark: _Toc45133307][bookmark: _Toc51762135][bookmark: _Toc59016540][bookmark: _Toc68167509][bookmark: _Toc114210323]5.1.3.1	AM Policy Association Termination initiated by the AMF
This procedure is performed when the UE deregisters from the network, when the UE deregisters from 5GS during the UE moving from 5GS to EPS or when the old AMF removes the AM Policy Association during AMF relocation.
NOTE:	The old AMF removes the AM Policy Association during AMF relocation when the old AMF decides that he the PCF instance Id is not sent to the new AMF (e.g. inter-AMF mobility with PLMN change, where the new PLMN is not an equivalent PLMN), or when the new AMF indicates to the old AMF that the received AM Policy Association will not be reused.


Figure 5.1.3.1-1: AMF-initiated AM Policy Association Termination procedure
This procedure concerns both roaming and non-roaming scenarios.
In the non-roaming case the role of the V-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF.
Step 4 and step 5 are not executed in the roaming case.
1.	The AMF invokes the Npcf_AMPolicyControl_Delete service operation to delete the policy context in the (V-) PCF by sending the HTTP DELETE request to the "Individual AM Policy Association" resource.
2.	The AMF removes the UE context for this UE, including the Access and Mobility Control Policy related to the UE and/or policy control request triggers.
3.	The (V-)PCF removes the policy context for the UE and sends an HTTP "204 No Content" response to the AMF.
4.	The PCF invokes the Nudr_DataRepository_Unsubscribe service operation to unsubscribe the notification of subscriber policy data modification from the UDR by sending an HTTP DELETE request to the "IndividualPolicyDataSubscription" resource if it has subscribed such notification. The PCF invokes also the Nudr_DataRepository_Unsubscribe service operation to unsubscribe from notifications about AM Influence data changes at the UDR by sending an HTTP DELETE request to the "IndividualApplicationDataSubscription" resource if it has subscribed such notification.
5.	The UDR responds with HTTP "204 No Content" to the PCF.
6.	The PCF may also deregister from the BSF as the PCF for the UE (i.e. as the PCF that handles the AM Policy Association of this UE) by sending an HTTP DELETE request to the "Individual PCF for a UE Binding" resource of the Nbsf_Management_Deregister service as described in clause 4.2.3.3 of 3GPP TS 29.521 [22].
7.	The BSF responds with "204 No Content" if the deregistration of the PCF for the UE was successful.
8.	If there is AF/NEF application AM context associated with the UE, the PCF invokes the Npcf_AMPolicyAuthorization_Notify service operation by sending the HTTP POST request with the {termNotifUri} as the callback URI to the AF/NEF to trigger the AF to request the AF application AM context termination.
9.	The AF/NEF sends an HTTP "204 No Content" response to the PCF.
10.	The AF/NEF invokes the Npcf_AMPolicyAuthorization_Delete service operation by sending the HTTP POST request to the "Individual Application AM Context" resource.
11	The PCF removes the AF application AM session context and sends an HTTP "204 No Content" response to the AF.

* * * * Third change * * * *
[bookmark: _Toc28005487][bookmark: _Toc36038159][bookmark: _Toc45133356][bookmark: _Toc51762186][bookmark: _Toc59016591][bookmark: _Toc68167561][bookmark: _Toc114210379]5.6.2.1.2	Non-roaming


Figure 5.6.2.1.2-1: AMF-initiated UE Policy Association Modification procedure – Non-roaming
1.	When the AMF detects a Policy Control Request Trigger condition is met or, when during AMF relocation the old AMF transfers to the new AMF the UE Policy Association information, the new AMF decides to reuse the UE Policy Association established by the old AMF with the PCF, it invokes the Npcf_UEPolicyControl_Update service operation to the PCF by sending an HTTP POST request to the "Individual UE Policy Association" resource with information on the conditions that have changed.
2.	The PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy and/or updated V2X N2 PC5 policy, if the "V2X" feature is supported, and/or, if the "ProSe" feature is supported, updated ProSeP within the updated UE Policy and/or 5G ProSe N2 PC5 policy. The PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 6 in clause 5.6.1.2. 
	The PCF determines whether and which ANDSP and/or URSP has to be provisioned or updated based on policy subscription and application data, if available, the UE Policy Sections previously delivered to the UE, if available, other UE parameters previously received from the UE, if available, the reported information by the AMF and local policies, as defined in clauses 4.2.2.2.1.1, 4.2.2.2.2 (for ANDSP) and/or 4.2.2.2.3 (for URSP) of 3GPP TS 29.525 [31].
3.	The PCF sends an HTTP "200 OK" response to the AMF with the applicable updated Policy Control Request Trigger(s).
4.	If the PCF decided to update the UE policy, and/or N2 PC5 policy and/or 5G ProSe N2 PC5 policy in step 2, steps 12-15 as specified in Figure 5.6.1.2-1 are executed.
5-6.	If the PCF decided to update the UE policy in step 2, the PCF maintains the latest list of UE policy information delivered to the UE and updates UE policy including the latest list of UPSIs and its content in the UDR by invoking the Nudr_DataRepository_Update service operation. The PCF sends an HTTP PUT/PATCH request to the "UEPolicySet" resource, and the UDR sends an HTTP "204 No Content" response.

* * * * Fourth change * * * *
[bookmark: _Toc114210380]5.6.2.1.3	Roaming


Figure 5.6.2.1.3-1: AMF-initiated UE Policy Association Modification procedure - Roaming
1.	When the AMF detects a Policy Control Request Trigger condition is met or, when during AMF relocation the old AMF transfers to the new AMF the UE Policy Association information, the new AMF decides to reuse the UE Policy Association established by the old AMF with the PCF, it invokes the Npcf_UEPolicyControl_Update service operation to the V-PCF by sending an HTTP POST request to the "Individual UE Policy Association" resource with information on the conditions that have changed.
2.	The V-PCF forwards the information received from AMF in step 1 to the H-PCF by sending an HTTP POST request to the "Individual UE Policy Association" resource if the H-PCF has subscribed the notification.
	If the V-PCF received a Namf_Communication_N1MessageNotify service request with a UE Policy container, the V-PCF forwards the received container to the H-PCF by sending an HTTP POST request to the "Individual UE Policy Association" resource.
3.	The H-PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy and/or, if the "V2X" feature is supported, updated V2XP within the updated UE Policy and/or V2X N2 PC5 policy, and/or, if the "ProSe" feature is supported, updated ProSeP within the updated UE Policy and/or 5G ProSe N2 PC5 policy.
	The H-PCF determines whether and which ANDSP and/or URSP has to be provisioned or updated based on policy subscription and application data, if available, the UE Policy Sections previously delivered to the UE, if available, other UE parameters previously received from the UE, if available, the reported information by the V-PCF and local policies, as defined in clauses 4.2.2.2.1.1, 4.2.2.2.2 (for ANDSP) and/or 4.2.2.2.3 (for URSP) of 3GPP TS 29.525 [31].
	In addition, the H-PCF checks if the size of determined UE policy exceeds a predefined limit.
NOTE:	NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP layer), so the predefined size limit in H-PCF is related to that limitation.
-	If the size is under the limit then the UE policy information is included in Npcf_UEPolicyControl_Update response service operation.
-	If the size exceeds the predefined limit, the H-PCF splits the UE policy information in smaller logical independent UE policy information fragments and ensures the size of each is under the predefined limit. One fragment will be sent in Npcf_UEPolicyControl_Update response service operation, and others will be then sent by initiating the PCF-initiated UE Policy Association Modification procedure specified in clause 5.6.2.2.3.
4.	The H-PCF sends an HTTP "200 OK" response to the V-PCF with the updated policy information decided in step 3.
5. 	The V-PCF makes the policy decision including the applicable updated Policy Control Request Trigger(s) and/or updated UE Policy, if applicable. The V-PCF checks if the size of determined UE policy exceeds a predefined limit the same as step 13 in clause 5.6.1.3.
The V-PCF determines whether VPLMN ANDSP has to be provisioned or updated based on policy subscription for the UE PLMN, other UE parameters previously received from the UE, if available, and local policies, as defined in clauses 4.2.2.2.1.1, 4.2.2.2.2 (for ANDSP) of 3GPP TS 29.525 [31].
6.	The V-PCF sends an HTTP "200 OK" response to the AMF with the applicable updated Policy Control Request Trigger(s).
7.	If the V-PCF decided to update the UE policy in step  5 or the V-PCF received the UE Policy, V2X N2 PC5 policy and/or 5G ProSe N2 PC5 policy in step  4, steps 19-24 as specified in Figure 5.6.1.3-1 are executed.
8-9.	If the H-PCF decided to update the UE policy in step 3, the H-PCF maintains the latest list of UE policy information delivered to the UE and updates UE policy including the latest list of UPSIs and its content in the H-UDR by invoking the Nudr_DataRepository_Update service operation. The PCF sends an HTTP PUT/PATCH request to the "UEPolicySet" resource, and the UDR sends an HTTP "204 No Content" response.

* * * * Fifth change * * * *
[bookmark: _Toc28005495][bookmark: _Toc36038167][bookmark: _Toc45133364][bookmark: _Toc51762194][bookmark: _Toc59016599][bookmark: _Toc68167569][bookmark: _Toc114210387]5.6.3.1.1	General
This procedure is performed when the UE deregisters from the network, when the UE deregisters from 5GS during the UE moving from 5GS to EPS or when the old AMF removes the UE Policy Association during AMF relocation.
NOTE 1:	The old AMF removes the UE Policy Association during AMF relocation when the old AMF decides that the the PCF instance Id is not sent to the new AMF (e.g. inter-AMF mobility with PLMN change, where the new PLMN is not an equivalent PLMN), or when the new AMF indicates to the old AMF that the received UE Policy Association will not be reused.
NOTE 21:	For details of the Nudr_DataRepository_Unsubscribe service operation refer to 3GPP TS 29.519 [12].
NOTE 32:	For details of the Npcf_UEPolicyControl_Delete service operation refer to 3GPP TS 29.525 [31].
NOTE 43:	For details of the Namf_Communication_N1N2MessageUnsubscribe service operation refer to 3GPP TS 29.518 [32].

* * * * End of changes * * * *
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