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	Reason for change:
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And this API doesn’t document it.

For DNN replacement functionality:
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	Summary of change:
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Clauses 5.6.2.2 and 5.6.2.5 are updated to indicate the DNN can be a full DNN or the DNN Network Identifier only. When the DNN Network Identifier only is received by the AMF, the PDU session is matched based on the DNN Network Identifier and for any value of the Operator Identifier.
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* * * * Second change * * * *
5.6.2.2	Type PolicyAssociation
Table 5.6.2.2-1: Definition of type PolicyAssociation
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	request
	PolicyAssociationRequest
	O
	0..1
	The information provided by the NF service consumer when requesting the creation of a policy association
	

	triggers
	array(RequestTrigger)
	O
	1..N
	Request Triggers that the PCF subscribes. Only values "LOC_CH", "ALLOWED_NSSAI_CH", "TARGET_NSSAI",  "SMF_SELECT_CH", "PRA_CH" and "ACCESS_TYPE_CH" are permitted.
	(NOTE )

	servAreaRes
	ServiceAreaRestriction
	O
	0..1
	Service Area Restriction as part of the AMF Access and Mobility Policy as determined by the PCF
	

	wlServAreaRes
	WirelineServiceAreaRestriction
	O
	0..1
	Wireline Service Area Restriction as part of the AMF Access and Mobility Policy as determined by the PCF
	WirelineWirelessConvergence

	rfsp
	RfspIndex
	O
	0..1
	RFSP Index as part of the AMF Access and Mobility Policy as determined by the PCF.
	

	targetRfsp
	RfspIndex
	C
	0..1
	RFSP Index associated with the Target NSSAI. It shall be present if the Target NSSAI was received in the request and the trigger "TARGET_NSSAI" is provided.
	TargetNSSAI

	pras
	map(PresenceInfo)
	C
	1..N
	If the Trigger "PRA_CH" is provided, the presence reporting area(s) for which reporting is requested shall be provided. The "praId" attribute within the PresenceInfo data type shall also be the key of the map. The "presenceState" and the "additionalPraId" attributes within the PresenceInfo data type shall not be supplied. The "praId" attribute within the PresenceInfo data type shall include the identifier of either a presence reporting area or a presence reporting area set.
	

	smfSelInfo
	SmfSelectionData
	O
	0..1
	If the trigger "SMF_SELECT_CH" is provided, the conditions for SMF selection information replacement, as determined by the PCF shall be provided.
	DNNReplacementControl

	ueAmbr
	Ambr
	O
	0..1
	UE-AMBR as part of the AMF Access and Mobility Policy as determined by the PCF.
	UE-AMBR_Authorization

	ueSliceMbrs
	array(UeSliceMbr)
	O
	1..N
	One or more UE-Slice-MBR(s) for S-NSSAI(s) of serving PLMN as part of the AMF Access and Mobility Policy as determined by the PCF.
	UE-Slice-MBR_Authorization

	pcfUeInfo
	PcfUeCallbackInfo
	O
	0..1
	[bookmark: _Hlk85103421]Contains the PCF for the UE information necessary for the PCF for the PDU session to send established/terminated events notifications to the PCF for the UE.
	AMInfluence

	matchPdus
	array(PduSessionInfo)
	C
	1..N
	Indicates the matched PDU session(s) for which the PCF for the UE information in the "pcfUeInfo" attribute shall be forwarded to the SMF. It shall be present when the "pcfUeInfo" attribute is present.
(NOTE 2)
	AMInfluence

	asTimeDisParam
	AsTimeDistributionParam
	O
	0..1
	Contains the 5G acess stratum time distribution parameters.
	5GAccessStratumTime

	suppFeat
	SupportedFeatures
	M
	1
	Indicates the negotiated supported features.
	

	NOTE 1: 	The "ALLOWED_NSSAI_CH", "TARGET_NSSAI", "SMF_SELECT_CH" and "ACCESS_TYPE_CH" values in the "triggers" attribute apply under feature control as described in clause 4.2.3.2.
NOTE 2:	The DNN encoded within the PduSessionInfo element(s) of the "matchPdus" array contains a full DNN or only the DNN Network Identifier based on the DNN provided by the AF to the PCF in the AmInfluence API, as specified in 3GPP TS 29.522 [32]. When the DNN contains the Network Identifier only, the AMF shall match a PDU session for the received Network Identifier and for any value of the Operator Identifier.
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* * * * Third change * * * *
5.6.2.5	Type PolicyUpdate
Table 5.6.2.5-1: Definition of type PolicyUpdate
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	resourceUri
	Uri
	M
	1
	The resource URI of the individual AM policy related to the notification.
(NOTE 3)
	

	triggers
	array(RequestTrigger)
	O
	1..N
	Request Triggers that the PCF subscribes. Only values "LOC_CH", "ALLOWED_NSSAI_CH", "TARGET_NSSAI", "SMF_SELECT_CH", "PRA_CH" and "ACCESS_TYPE_CH" are permitted.
	(NOTE 1)
(NOTE 2)

	servAreaRes
	ServiceAreaRestriction
	O
	0..1
	Service Area Restriction as part of the AMF Access and Mobility Policy as determined by the PCF.
	

	wlServAreaRes
	WirelineServiceAreaRestriction
	O
	0..1
	Wireline Service Area Restriction as part of the AMF Access and Mobility Policy as determined by the PCF
	WirelineWirelessConvergence

	rfsp
	RfspIndex
	O
	0..1
	RFSP Index as part of the AMF Access and Mobility Policy as determined by the PCF.
	

	targetRfsp
	RfspIndex
	C
	0..1
	RFSP Index associated with the Target NSSAI. It shall be present when the Target NSSAI was received in the request.
	TargetNSSAI

	smfSelInfo
	SmfSelectionData
	C
	0..1
	It may include updated conditions for SMF Selection information replacement. It shall include the PCF decision of the selected DNN when the "smfSelInfo" attribute containing the UE requested S-NSSAI and DNN was sent in the request.
	DNNReplacementControl

	ueAmbr
	Ambr
	C
	0..1
	UE-AMBR as part of the AMF Access and Mobility Policy.
	UE-AMBR_Authorization

	ueSliceMbrs
	array(UeSliceMbr)
	O
	0..1
	One or more UE-Slice-MBR(s) for S-NSSAI(s) of serving PLMN as part of the AMF Access and Mobility Policy as determined by the PCF.
	UE-Slice-MBR_Authorization

	pras
	map(PresenceInfoRm)
	C
	1..N
	If the Trigger "PRA_CH" is provided or if that trigger was already set but the requested presence reporting areas need to be changed, the presence reporting area(s) for which reporting is requested shall be provided. The "praId" attribute within the PresenceInfo data type shall also be the key of the map. The "presenceState" attribute within the PresenceInfo data type shall not be supplied. The "praId" attribute within the PresenceInfo data type shall include the identifier of either a presence reporting area or a presence reporting area set.
	

	pcfUeInfo
	PcfUeCallbackInfo
	O
	0..1
	Contains the PCF for the UE information necessary for the PCF for the PDU session to send established/terminated event notifications to the PCF for the UE. 
	AMInfluence

	matchPdus
	array(PduSessionInfo)
	C
	1..N
	Indicates the matched PDU session(s) for which the PCF for the UE information in the "pcfUeInfo" attribute shall be forwarded to the SMF.
It shall be present when the "pcfUeInfo" attribute is present and was not previously provisioned by the PCF for the UE.
(NOTE 4)
	AMInfluence

	asTimeDisParam
	AsTimeDistributionParam
	O
	0..1
	Contains the 5G acess stratum time distribution parameters.
	5GAccessStratumTime

	NOTE 1:	The "ALLOWED_NSSAI_CH", "TARGET_NSSAI", "SMF_SELECT_CH" and "ACCESS_TYPE_CH" values in the "triggers" attribute apply under feature control as described in clause 4.2.3.2.
NOTE 2:	The "SMF_SELECT_CH" trigger may be met only for new PDU sessions, i.e. it shall not apply to ongoing PDU sessions.
NOTE 3:	When the PolicyUpdate data type is used in a policy update notify service operation, either the complete resource URI included in the "resourceUri" attribute or the "apiSpecificResourceUriPart" component (see clause 5.1) of the resource URI included in the "resourceUri" attribute may be used by the NF service consumer (e.g. AMF) for the identification of the Individual AM Policy Association resource related to the notification.
NOTE 4:	The DNN encoded within the PduSessionInfo element(s) of the "matchPdus" array contains a full DNN or only the DNN Network Identifier based on the DNN provided by the AF to the PCF in the AmInfluence API, as specified in 3GPP TS 29.522 [32]. When the DNN contains the Network Identifier only, the AMF shall match a PDU session for the received Network Identifier and for any value of the Operator Identifier.



* * * * Fourth change * * * *
5.6.2.7	Type SmfSelectionData
Table 5.6.2.7-1: Definition of type SmfSelectionData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	unsuppDnn
	boolean
	O
	0..1
	When it is set to "true", the NF service consumer shall request DNN replacement when the UE requested an unsupported DNN at PDU session establishment request. The default value is "false".
	

	candidates
	map(CandidateForReplacement)
	O
	1..N
	Contains the list of DNNs per S-NSSAI that are candidate for replacement. 
The "snssai" attribute within the CandidateForReplacement data type shall also be the key of the map. 
(NOTE 2)
	

	snssai
	Snssai
	C
	0..1
	It shall be included in AM policy association update requests and represents the allowed S-NSSAI the UE includes in the PDU session establishment request.
	

	mappingSnssai
	Snssai
	O
	0..1
	It may be included in AM policy association update requests and represents the home mapping of the allowed S-NSSAI the UE includes in the PDU session establishment request.
	

	dnn
	Dnn
	C
	0..1
	It shall be included in AM policy association update requests and represents the UE requested DNN.
It shall be included in AM policy association update response and represents the PCF selected DNN.
The DNN shall contain the Network Identifier only.
(NOTE 3)
	

	NOTE 1:	Either one of the "unsuppDnn" attribute and "candidates" attribute, or both attributes shall be present when the "smfSelInfo" attribute is included in the PolicyAssociation type or PolicyUpdate type when included in the Npcf_AMPolicyControl_UpdateNotify request. 
NOTE 2:	The S-NSSAI value used as key of the map is encoded as a string as defined in 3GPP TS 29.571[11], clause 5.4.4.2.
NOTE 3:	The AMF shall match a PDU session for the received Network Identifier and replace it by the received selected Network Identifier for any Operator Identifier value.




* * * * Fifth change * * * *
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Table 5.6.2.8-1: Definition of type CandidateForReplacement
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	snssai
	Snssai
	M
	1
	The S-NSSAI in the serving PLMN. It shall contain a S-NSSAI within the Allowed NSSAI.
	

	dnns
	array(Dnn)
	O
	1..N
	List of candidate DNNs for replacement for the S-NSSAI included in the "snssai" attribute. If omitted, any DNN for the provided S-NSSAI is candidate for replacement. The DNN shall contain the Network Identifier only.
(NOTE)
	

	NOTE:	The AMF shall match the PDU session that contain a candidate DNN Network Identifier for any Operator Identifier value.



* * * * End of changes * * * *
