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On sending a REGISTER request, as defined in subclause 5.1.1.2.1, the UE shall additionally populate the header fields as follows:
a)	an Authorization header field as defined in RFC 2617 [21] shall not be included, in order to indicate support for GPRS-IMS-Bundled authentication.
b)	the Security-Client header field as defined in RFC 3329 [48] shall not contain signalling plane security mechanisms;
c)	a From header field set to a temporary public user identity derived from the IMSI, as defined in 3GPP TS 23.003 [3], as the public user identity to be registered;
d)	a To header field set to a temporary public user identity derived from the , as defined in 3GPP TS 23.003 [3], as the public user identity to be registered;
e)	the Contact header field with the port value of an unprotected port where the UE expects to receive subsequent mid-dialog requests; and
f)	the Via header field with the port value of an unprotected port where the UE expects to receive responses to the request.
NOTE 1:	Since the private user identity is not included in the REGISTER requests when GPRS-IMS-Bundled authentication is used for registration, re-registration and de-registration procedures, all REGISTER requests from the UE use the IMSI-derivedtemporary IMPU as the public user identity even when the implicitly registered IMPUs are available at the UE. The UE does not use the temporary public user identity (-derived IMPU) in any non-registration SIP requests.
On receiving the 200 (OK) response to the REGISTER request defined in subclause 5.1.1.2.1, there are no additional requirements for the UE.
NOTE 2:	When GPRS-IMS-Bundled authentication is in use, a 401 (Unauthorized) response to the REGISTER request is not expected to be received.
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