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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc28012871][bookmark: _Toc34251316][bookmark: _Toc36103012][bookmark: _Toc43388764][bookmark: _Toc45134046][bookmark: _Toc51763109][bookmark: _Toc56634713][bookmark: _Toc59018008][bookmark: _Toc63194078][bookmark: _Toc66233166][bookmark: _Toc66233829][bookmark: _Toc68169046][bookmark: _Toc70541992][bookmark: _Toc73554030][bookmark: _Toc28012498][bookmark: _Toc36038461][bookmark: _Toc45133732][bookmark: _Toc51762486][bookmark: _Toc59017058][bookmark: _Toc68168224][bookmark: _Hlk71145621]4.2.2.1	General
This service operation allows a NF service consumer (e.g. PCF for a PDU session) to register the session binding information for a UE in the BSF by providing the user identity, the DNN, the UE address(es) and the selected PCF address for a certain PDU Session to the BSF, and BSF stores the information.
If the BindingUpdate feature is not supported and the NF service consumer (e.g. PCF for a PDU session) receives a new UE address (e.g. IPv6 prefix) and has already registered session binding information for this PDU session, the NF service consumer (e.g. PCF for a PDU session) shall register a new session binding information in the BSF.
If the SamePcf feature or the ExtendedSamePcf feature is supported, this service operation allows the NF service consumer (e.g. PCF for a PDU session) to check whether PCF addressing information for Npcf_SMPolicyControl service is already registered in the BSF by another PCF for a combination of the UE ID, DNN and S-NSSAI parameters of the PDU session.
This service operation also allows a NF service consumer (e.g. PCF for a UE) to register PCF for a UE binding information for a UE in the BSF, by providing to the BSF the user identity and the selected PCF address for a certain UE, and the BSF stores the information.
The following procedures using the Nbsf_Management_Registration service operation are supported:
-	Register a new PCF for a PDU Session binding information.
-	Register a new PCF for a UE binding information.
*** 2nd Change ***
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Figure 4.2.2.2-1: NF service consumer register a new PCF for a PDU Session binding information
The NF service consumer shall invoke the Nbsf_Management_Register service operation to register the PDU session binding information for a UE in the BSF. The NF service consumer shall send for this an HTTP POST request with "{apiRoot}/nbsf-management/v1/pcfBindings" as Resource URI representing the "PCF for a PDU Session Bindings", as shown in figure 4.2.2.2-1, step 1, to create a binding information for an "Individual PCF for a PDU Session Binding" according to the information (e.g. UE address(es), SUPI, GPSI, DNN, S-NSSAI) in the message body. When the "ExtendedSamePcf" feature is not supported, the "PcfBinding" data structure provided in the request body shall include:
-	if the "MultiUeAddr" feature is not supported or not yet known, address information of the served UE consisting of: 
(i)	either IP address information consisting of:
+	the IPv4 address encoded as "ipv4Addr" attribute; and/or
+	the /128 IPv6 address, the IPv6 address prefix or an IPv6 prefix shorter than /64 encoded as "ipv6Prefix" attribute; or
(ii)	the MAC address encoded as "macAddr48" attribute;
Otherwise, address information of the served UE consisting of:
(i)	any IP address information consisting of:
+	the IPv4 address encoded as "ipv4Addr" attribute;
+	the /128 IPv6 address, the IPv6 address prefix or an IPv6 prefix shorter than /64 encoded as "ipv6Prefix" attribute; and/or
+	the additional /128 IPv6 addresses, the IPv6 address prefixes or IPv6 prefixes shorter than /64 encoded as "addIpv6Prefixes" attribute; or
(ii)	the MAC address encoded as "macAddr48" attribute and/or the additional MAC addresses encoded as "addMacAddrs" attribute;
-	PCF address information consisting of:
(i)	if the PCF supports the Npcf_PolicyAuthorization service:
+	the FQDN of the PCF encoded as "pcfFqdn" attribute; and/or
+	a description of IP endpoints at the PCF hosting the Npcf_PolicyAuthorization service encoded as "pcfIpEndPoints" attribute; and
(ii)	if the PCF supports the Rx interface:
+	the Diameter host id of the PCF encoded as "pcfDiamHost"; and
+	the Diameter realm of the PCF encoded as"pcfDiamRealm" attributes;
-	DNN encoded as "dnn" attribute; 
-	S-NSSAI encoded as "snssai" attribute; and
-	If the "SamePcf" feature defined in subclause 5.8 is supported and the PCF determines based on operator policies that the same PCF shall be selected for the SM Policy associations:
(i)	PCF address information for Npcf_SMPolicyControl service consisting of:
+	the FQDN of the PCF encoded as "pcfSmFqdn" attribute; or
+	a description of IP endpoints at the PCF hosting the Npcf_SMPolicyControl service encoded as "pcfSmIpEndPoints" attribute; and 
(ii)	the parameters combination for selecting the same PCF encoded within the "paraCom" attribute if the PCF registers the binding information for the indicated parameter combination for the first time.
NOTE 1:	When the "SamePcf" feature is supported, the PCF omits the "paraCom" attribute when creates the corresponding binding information related to the subsequent PDU sessions for the same parameter combination.
and may include:
-	SUPI encoded as "supi" attribute;
-	GPSI encoded as "gpsi" attribute; 
-	IPv4 address domain encoded as "ipDomain" attribute; and
-	framed routes consisting of:
(i)	one or more framed routes within the "ipv4FrameRouteList" attribute for IPv4; and/or
(ii)	one or more framed routes within the "ipv6FrameRouteList" attribute for IPv6.
When the "TimeSensitiveNetworking" feature is supported by the PCF as defined in subclause 5.8 of 3GPP TS 29.512 [21], the address information of the served UE contains the MAC address of the DS-TT encoded in the "macAddr48" attribute as received by the PCF when reporting the bridge information attribute.
When the "ExtendedSamePcf" feature is supported the address information of the served UE may be provided if available, i.e., the "ipv4Addr", the "ipv6Prefix" and/or "addIpv6Prefixes" attributes or the "macAddr48" and/or "addMacAddrs" attributes may be provided if available.
When the "ExtendedSamePcf" feature is supported the PCF address for the Npcf_PolicyAuthorization and/or Rx interface may be provided if available, i.e., the "pcfFqdn" and/or the "pcfIpEndPoints" attributes, and/or the "pcfDiamHost" and/or the "pcfDiamRealm" attributes may be provided if available.
NOTE 2:	Before requesting the BSF to check if there is an existing PCF binding information for the same UE ID, S-NSSAI and DNN combination registered by other PCF(s), the PCF determines whether the BSF supports the "SamePcf" and/or "ExtendedSamePcf" features either via local configuration or by checking the BSF profile retrieved from the NRF as specified in 3GPP TS 29.510 [12]. 
Upon the reception of an HTTP POST request with: "{apiRoot}/nbsf-management/v1/pcfBindings" as Resource URI and "PcfBinding" data structure as request body, the BSF shall: 
-	create new binding information;
-	assign a bindingId; and
-	store the binding information.
The PCF as NF service consumer may provide PCF Id in "pcfId" attribute and recovery timestamp in "recoveryTime" attribute. The BSF may use the "pcfId" attribute to supervise the status of the PCF as described in subclause 5.2 of 3GPP TS 29.510 [12] and perform necessary clean up upon status change of the PCF later, and/or both the "pcfId" attribute and the "recoveryTime" attribute in clean up procedure as described in subclause 6.4 of 3GPP TS 23.527 [17].
The PCF as a NF service consumer may provide PCF Set Id within the "pcfSetId" attribute and "bindLevel" attribute set to NF_SET or provide PCF Set Id within the "pcfSetId" attribute, PCF instance Id within the "pcfId" attribute and "bindLevel" attribute set to NF_INSTANCE.
If the BSF created an "Individual PCF for a PDU Session Binding" resource, the BSF shall respond with "201 Created" status code with the message body containing a representation of the created binding information, as shown in figure 4.2.2.2-1, step 2. The BSF shall include a Location HTTP header field containing the URI of the created binding information, i.e. "{apiRoot}/nbsf-management/v1/pcfBindings/{bindingId}".
If errors occur when processing the HTTP POST request, the PCF shall apply error handling procedures as specified in subclause 5.7.
If the "SamePcf" feature defined in subclause 5.8 is supported and the "paraCom" attribute is included in the HTTP POST message, the BSF shall check the received "paraCom" attribute. If the BSF detects that there is an existing PCF binding information including the same "dnn", "snssai" and "supi" attribute values as each of the corresponding attribute values within the "paraCom" attribute, the BSF shall reject the request with an HTTP "403 Forbidden" status code and shall include in the response the "ExtProblemDetails" data structure including the FQDN of the existing PCF hosting the Npcf_SMPolicyControl service within the "pcfSmFqdn" attribute or the description of IP endpoints at the existing PCF hosting the Npcf_SMPolicyControl service within the "pcfSmIpEndPoints" attribute of "BindingResp" data structure, and the "cause" attribute of the "ProblemDetails" data structure set to "EXISTING_BINDING_INFO_FOUND".

*** 3rd Change ***
4.2.2.x1	Register a new PCF for a UE binding information



Figure 4.2.2.x1-1: NF service consumer registers a new PCF for a UE binding information
The NF service consumer shall invoke the Nbsf_Management_Register service operation to register the PCF for a UE binding information in the BSF. The NF service consumer shall send for this an HTTP POST request with "{apiRoot}/nbsf-management/v1/pcf-ue-bindings" as Resource URI representing the "PCF for a UE Bindings", as shown in figure 4.2.2.x1-1, step 1, to create a binding information for an "Individual PCF for a UE Binding" according to the information in the message body.
The "PcfForUeBinding" data structure included in the request message body shall include:
-	SUPI encoded as "supi" attribute; and
-	if the PCF supports the Npcf_AMPolicyAuthorization service, the Npcf_AMPolicyAuthorization service address information consisting of:
a.	the FQDN of the PCF encoded as "pcfForUeFqdn" attribute; and/or
b.	a description of IP endpoints at the PCF hosting the Npcf_AMPolicyAuthorization service encoded as "pcfForUeIpEndPoints" attribute; 
NOTE:	In this release of the specification the PCF for a UE registering the binding information in the BSF supports the Npcf_AMPolicyAuthorization service.
and may include:
-	GPSI encoded as "gpsi" attribute; 
-	PCF instance Id in "pcfId" attribute;
-	the PCF Set identifier in the "pcfSetId" attribute; and
-	the binding level in the "bindLevel" attribute.
Upon the reception of an HTTP POST request with: "{apiRoot}/nbsf-management/v1/pcf-ue-bindings" as Resource URI and "PcfForUeBinding" data structure as request body, the BSF shall: 
-	create new binding information;
-	assign a bindingId; and
-	store the binding information.
The PCF as a NF service consumer may provide information about the PCF Set and the binding level of subsequent request to the same or different PCF instances for the Npcf_AMPolicyControl service. The PCF may provide the PCF Set Id within the "pcfSetId" attribute and "bindLevel" attribute set to NF_SET, or may provide the PCF Set Id within the "pcfSetId" attribute, PCF instance Id within the "pcfId" attribute and "bindLevel" attribute set to NF_INSTANCE.
If the BSF created an "Individual PCF for a UE Binding" resource, the BSF shall respond with "201 Created" status code with the message body containing a representation of the created binding information, as shown in figure 4.2.2.x1-1, step 2. The BSF shall include a Location HTTP header field containing the URI of the created binding information, i.e. "{apiRoot}/nbsf-management/v1/pcf-ue-bindings/{bindingId}".
If errors occur when processing the HTTP POST request, the PCF shall apply error handling procedures as specified in subclause 5.7.

*** 4th Change ***
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This service operation allows the service consumer to remove the PCF for a PDU session binding information for a UE in the BSF. It is executed by deleting a given resource identified by an "Individual PCF for a PDU Session Binding" resource identifier. The operation is invoked by issuing an HTTP DELETE request on the URI representing the specific PCF for a PDU session binding information.
This service operation also allows the service consumer to remove the PCF for a UE binding information for a UE in the BSF. It is executed by deleting a given resource identified by an "Individual PCF for a UE Binding" resource identifier. The operation is invoked by issuing an HTTP DELETE request on the URI representing the specific PCF for a UE binding information.
The following procedures using the Nbsf_Management_Deregistration service operation are supported:
-	Deregister an individual PCF for a PDU Session binding information.
-	Deregister an individual PCF for a UE binding information.

*** 5th Change ***
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Figure 4.2.3.2-1: PCF for a PDU Session Binding Information Deregistration
The NF service consumer shall invoke the Nbsf_Management_Deregister service operation to deregister the PCF for a PDU session binding information for a UE in the BSF. The NF service consumer shall send an HTTP DELETE request with "{apiRoot}/nbsf-management/v1/pcfBindings/{bindingId}" as Resource URI, where "{bindingId}" is the "Individual PCF for a PDU Session Binding" resource identifier that is to be deleted, as shown in figure 4.2.3.2-1, step 1. 
Upon the reception of an HTTP DELETE request with: "{apiRoot}/nbsf-management/v1/pcfBindings/{bindingId}" as Resource URI, the BSF shall: 
-	remove the corresponding binding information.
If the HTTP DELETE request message from the NF service consumer is accepted, the BSF shall respond with "204 No Content" status code, as shown in figure 4.2.3.2-1, step 2.
If errors occur when processing the HTTP DELETE request, the BSF shall send an HTTP error response an HTTP redirect response as specified in subclause 5.7.
If the Individual PCF for a PDU Session Binding resource does not exist, the BSF shall respond with "404 Not Found" error code.
If the feature "ES3XX" is supported, and the BSF determines the received HTTP DELETE request needs to be redirected, the BSF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6].

*** 6th Change ***
4.2.3.x1	Deregister an individual PCF for a UE binding information 


Figure 4.2.3.x1-1: PCF for a UE Binding Information Deregistration
The NF service consumer shall invoke the Nbsf_Management_Deregister service operation to deregister the session binding information for a UE in the BSF. The NF service consumer shall send an HTTP DELETE request with "{apiRoot}/nbsf-management/v1/pcf-ue-bindings/{bindingId}" as Resource URI, where "{bindingId}" is the "Individual PCF for a UE Binding" resource identifier that is to be deleted, as shown in figure 4.2.3.x1-1, step 1. 
Upon the reception of an HTTP DELETE request with: "{apiRoot}/nbsf-management/v1/pcf-ue-bindings/{bindingId}" as Resource URI, the BSF shall: 
-	remove the corresponding binding information.
If the HTTP DELETE request message from the NF service consumer is accepted, the BSF shall respond with "204 No Content" status code, as shown in figure 4.2.3.x1-1, step 2.
If errors occur when processing the HTTP DELETE request, the BSF shall send an HTTP error response as specified in subclause 5.7.
If the Individual PCF for a UE Binding resource does not exist, the BSF shall respond with "404 Not Found" error code.
If the BSF determines the received HTTP DELETE request needs to be redirected, the BSF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6].

*** 6b1th Change ***
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This service operation allows the NF service consumer to update an existing PCF for a PDU session binding information for a UE in the BSF by providing information to be updated (e.g. the UE address(es)) for a PDU Session, and BSF updates the session binding information.
This service operation also allows the service consumer to update an existing the PCF for a UE binding information for a UE in the BSF by providing information to be updated (e.g. PCF instance, and related PCF address) for a UE, and BSF updates the session binding information.
The following procedures using the Nbsf_Management_Update service operation are supported:
-	Update an existing PCF for a PDU Session binding information.
-	Update an existing PCF for a UE binding information.

*** 6b2 th Change ***
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Figure 4.2.5.2-1: NF service consumer update an existing PCF for a PDU Session binding information
If the feature "BindingUpdate" is supported, the NF service consumer shall invoke the Nbsf_Management_Update service operation to update the PCF for a PDU session binding information for a UE in the BSF. The NF service consumer shall send an HTTP PATCH request with "{apiRoot}/nbsf-management/v1/pcfBindings/{bindingId}" as Resource URI, where "{bindingId}" is the "Individual PCF for a PDU Session Binding" resource identifier that is to be updated, as shown in figure 4.2.5.2-1, step 1. The "PcfBindingPatch" data structure provided in the request body shall contain the information to be updated as follows.
The "PcfBindingPatch" data structure:
-	for the IP address information of the served UE:
a)	shall contain the "ipv4Addr" attribute if the IPv4 address is modified, or if the "ExtendedSamePcf" feature is supported, if the IPv4 address was not previously provided, and may contain the "ipDomain" attribute if the IPv4 address domain is modified or if the "ExtendedSamePcf" feature is supported, if the IPv4 address domain was not previously provided and applies. To remove the IPv4 address the "ipv4Addr" attribute shall be set to "null" and if applicable, the "ipDomain" attribute shall be set to "null"; and/or
b)	shall contain the "ipv6Prefix" attribute if the IPv6 address information is modified, or if the "ExtendedSamePcf" feature is supported, if the IPv6 address information was not previously provided. The "ipv6Prefix" attribute shall be set to "null" if the IPv6 address information is removed; and/or
c)	if the "MultiUeAddr" feature is supported, shall contain:
1)	the "addIpv6Prefixes" attribute containing the new complete list of additional IPv6 Address Prefixes if the additional IPv6 address information is modified, or if the "ExtendedSamePcf" feature is supported, the current list of IPv6 address prefixes if it was not previously provided; or
2)	the "addIpv6Prefixes" attribute set to "null" if all additional IPv6 Address Prefixes are removed; or
-	for the MAC address information of the served UE:
a)	shall contain the "macAddr48" attribute if the MAC address is modified, or if the "ExtendedSamePcf" feature is supported, if the MAC address was not previously provided. The "macAddr48" attribute shall be set to "null" if the MAC address is removed; and/or
b)	if the "MultiUeAddr" feature is supported, shall contain:
1)	the "addMacAddrs" attribute containing the new complete list of additional MAC addresses if the additional MAC address information is modified, or if the "ExtendedSamePcf" feature is supported, the current list of MAC address(es) if it was not previously provided; or
2)	the "addMacAddrs" attribute set to "null" if all additional MAC addresses are removed; or
-	for the PCF instance and the associated PCF address information of the PCF holding the SM policy association, should contain if a new PCF instance is selected:
a)	the PCF instance ID encoded as "pcfId" attribute;
b)	if the PCF supports the Npcf_PolicyAuthorization service:
1)	the FQDN of the PCF encoded as "pcfFqdn" attribute; and/or
2)	a description of IP endpoints at the PCF hosting the Npcf_PolicyAuthorization service encoded as "pcfIpEndPoints" attribute; and/or
c)	if the PCF supports the Rx interface:
1)	the Diameter host id of the PCF encoded as "pcfDiamHost"; and
2)	the Diameter realm of the PCF and "pcfDiamRealm" attributes.
If the BSF cannot successfully fulfil the received HTTP PATCH request due to the internal BSF error or due to the error in the HTTP PATCH request, the BSF shall send the HTTP error response as specified in subclause 5.7.
Otherwise, upon the reception of the HTTP PATCH request with: "{apiRoot}/nbsf-management/v1/pcfBindings/{bindingId}" as Resource URI and the "PcfBindingPatch" data structure as request body, the BSF shall update the binding information.
If the BSF successfully updated an "Individual PCF for a PDU Session Binding" resource, the BSF shall respond with "200 OK" status code with the message body containing a representation of the updated PCF for a PDU session binding information in the "PcfBindingPatch" data structure, as shown in figure 4.2.5.2-1, step 2.
If errors occur when processing the HTTP PATCH request, the BSF shall send an HTTP error response an HTTP redirect response as specified in subclause 5.7.
If the feature "ES3XX" is supported, and the BSF determines the received HTTP PATCH request needs to be redirected, the BSF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [6].

*** 7th Change ***
4.2.5.x1	Update an existing PCF for a UE binding information


Figure 4.2.5.x1-1: NF service consumer update an existing PCF for a UE binding information
The NF service consumer shall invoke the Nbsf_Management_Update service operation to update the PCF for a UE binding information for a UE in the BSF. The NF service consumer shall send an HTTP PATCH request with "{apiRoot}/nbsf-management/v1/pcf-ue-bindings/{bindingId}" as Resource URI, where "{bindingId}" is the "Individual PCF for a UE Binding" resource identifier that is to be updated, as shown in figure 4.2.5.x1-1, step 1. The "PcfForUeBindingPatch" data structure provided in the request body shall contain the information to be updated as follows.
The "PcfForUeBindingPatch" data structure, for the PCF instance and the associated PCF address information of the PCF holding the AM policy association, shall contain if a new PCF instance is selected:
a)	the PCF instance ID encoded as "pcfForUeFqdn" attribute; and
b)	if the PCF supports the Npcf_PolicyAuthorization service, the Npcf_AMPolicyAuthorization service address information consisting of:
1)	the FQDN of the PCF encoded as "pcfFqdn" attribute; and/or
2)	a description of IP endpoints at the PCF hosting the Npcf_AMPolicyAuthorization service encoded as "pcfForUeIpEndPoints" attribute.
NOTE:	In this release of the specification the PCF for a UE registering the binding information in the BSF supports the Npcf_AMPolicyAuthorization service.
If the BSF cannot successfully fulfill the received HTTP PATCH request due to the internal BSF error or due to the error in the HTTP PATCH request, the BSF shall send the HTTP error response as specified in subclause 5.7.
Otherwise, upon the reception of the HTTP PATCH request with: "{apiRoot}/nbsf-management/v1/pcf-ue-bindings/{bindingId}" as Resource URI and the "PcfForUeBindingPatch" data structure as request body, the BSF shall update the binding information.
If the BSF successfully updated an "Individual PCF for a UE Binding" resource, the BSF shall respond with "200 OK" status code with the message body containing a representation of the updated session binding information in the "PcfForUeBindingPatch" data structure, as shown in figure 4.2.5.x1-1, step 2.

*** 7th Change ***
[bookmark: _Toc28012908][bookmark: _Toc34251353][bookmark: _Toc36103049][bookmark: _Toc43388801][bookmark: _Toc45134083][bookmark: _Toc51763146][bookmark: _Toc56634750][bookmark: _Toc59018045][bookmark: _Toc63194115][bookmark: _Toc66233203][bookmark: _Toc66233866][bookmark: _Toc68169083][bookmark: _Toc70542029][bookmark: _Toc73554067]5.6.1	General
This subclause specifies the application data model supported by the API.
Table 5.6.1-1 specifies the data types defined for the Nbsf_Management service based interface protocol.
Table 5.6.1-1: Nbsf_Management specific Data Types
	Data type
	Section defined
	Description
	Applicability

	BindingResp
	5.6.2.6
	Contains the binding information.
	SamePcf

	BindingLevel
	5.6.3.3
	Contains the binding level.
	

	ParameterCombination
	5.6.2.4
	The combination used by the BSF to check whether there is an existing PCF binding information.
	SamePcf

	ExtProblemDetails
	5.6.2.5
	Contains the FQDN or IP endpoints of the existing PCF and cause value if there is an existing PCF binding information for the indicated combination.
	SamePcf

	PcfBinding
	5.6.2.2
	Identifies an Individual PCF for a PDU session binding.
	

	PcfBindingPatch
	5.6.2.3
	Identifies an Individual PCF for a PDU session binding used for Patch method.
	BindingUpdate

	PcfForUeBinding
	5.6.2.x1
	Identifies an Individual PCF for a UE binding.
	

	PcfForUeBindingPatch
	5.6.2.x2
	Identifies the updates to an Individual PCF for a UE binding.
	



Table 5.6.1-2 specifies data types re-used by the Nbsf_Management service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nbsf_Management service based interface. 
Table 5.6.1-2: Nbsf_Management re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	DateTime
	3GPP TS 29.571 [10]
	
	

	DiameterIdentity
	3GPP TS 29.571 [10]
	
	

	Dnn
	3GPP TS 29.571 [10]
	
	

	Fqdn
	3GPP TS 29.510 [12]
	
	

	Gpsi
	3GPP TS 29.571 [10]
	
	

	IpEndPoint
	3GPP TS 29.510 [12]
	
	

	Ipv4Addr
	3GPP TS 29.571 [10]
	
	

	Ipv4AddrMask
	3GPP TS 29.571 [11]
	String identifying an IPv4 address mask.
	

	Ipv4AddrRm
	3GPP TS 29.571 [10]
	
	

	Ipv6Prefix
	3GPP TS 29.571 [10]
	
	

	Ipv6PrefixRm
	3GPP TS 29.571 [10]
	
	

	MacAddr48
	3GPP TS 29.571 [10]
	
	

	MacAddr48Rm
	3GPP TS 29.571 [10]
	
	

	NfInstanceId
	3GPP TS 29.571 [10]
	
	

	NfSetId
	3GPP TS 29.571 [10]
	
	

	ProblemDetails
	3GPP TS 29.571 [10]
	Used in error responses to provide more detailed information about an error.
	

	RedirectResponse
	3GPP TS 29.571 [10]
	Contains redirection related information.
	ES3XX

	Snssai
	3GPP TS 29.571 [10]
	
	

	Supi
	3GPP TS 29.571 [10]
	
	

	SupportedFeatures
	3GPP TS 29.571 [10]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	



*** 8th Change ***
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Table 5.6.2.x1-1: Definition of type PcfForUeBinding
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	supi
	Supi
	M
	1
	Subscription Permanent Identifier 
	

	gpsi
	Gpsi
	O
	0..1
	Generic Public Subscription Identifier
	

	pcfForUeFqdn
	Fqdn
	C
	0..1
	FQDN of the PCF hosting the Npcf_AMPolicyAuthorization service, if available.
	

	pcfForUeIpEndPoints
	array(IpEndPoint)
	C
	1..N
	IP end points of the PCF hosting the Npcf_AMPolicyAuthorization service, if available. 
	

	pcfId
	NfInstanceId
	O
	0..1
	PCF instance identifier
	

	pcfSetId
	NfSetId
	O
	0..1
	The PCF set Id
	

	bindLevel
	BindingLevel
	O
	0..1
	Contains the level of binding.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Used to negotiate the supported optional features as described in subclause 5.8.
Shall be present in the HTTP POST request/response.
	



*** 8b1th Change ***
5.6.2.x2	Type PcfForUeBindingPatch
Table 5.6.2.x1-1: Definition of type PcfForUeBinding
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	pcfForUeFqdn
	Fqdn
	C
	0..1
	FQDN of the PCF hosting the Npcf_AMPolicyAuthorization service, if available.
	

	pcfForUeIpEndPoints
	array(IpEndPoint)
	C
	1..N
	IP end points of the PCF hosting the Npcf_AMPolicyAuthorization service, if available. 
	

	pcfId
	NfInstanceId
	O
	0..1
	PCF instance identifier
	



*** End of Changes ***

image1.emf
NF Service 

Consumer

BSF

1. POST .../pcfBindings

2. 201 Created


image2.emf
1. POST «�pcf-ue-bindings

2. "201 Created"

NF service 

consumer

BSF


Microsoft_Visio_Drawing.vsdx
1. POST …/pcf-ue-bindings
2. "201 Created"
NF service consumer
BSF



image3.emf
NF service 

consumer

BSF

1. DELETE�«/pcfBindings/{bindingId}

2. 204 No Content


Microsoft_Visio_2003-2010_Drawing.vsd
NF service consumer


BSF


1. DELETE …/pcfBindings/{bindingId}


2. 204 No Content



image4.emf
1. DELETE «�pcf-ue-bindings/{bindingId}

2. "204 No Content"

NF service 

consumer

BSF


Microsoft_Visio_Drawing1.vsdx
1. DELETE …/pcf-ue-bindings/{bindingId}
2. "204 No Content"
NF service consumer
BSF



image5.emf
NF service 

consumer

BSF

1. PATCH…/pcfBindings/{bindingId}

2. 200 OK


image6.emf
1. PATCH «�pcf-ue-bindings/{bindingId}

2. "200 OK"

NF service 

consumer

BSF


Microsoft_Visio_Drawing2.vsdx
1. PATCH …/pcf-ue-bindings/{bindingId}
2. "200 OK"
NF service consumer
BSF



