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* * * First Change * * * *
[bookmark: _Toc67557534][bookmark: _Toc19708943][bookmark: _Toc27745018][bookmark: _Toc29803171][bookmark: _Toc35969922][bookmark: _Toc36050716][bookmark: _Toc44847429][bookmark: _Toc51845082][bookmark: _Toc51845413][bookmark: _Toc51846933][bookmark: _Toc57022563][bookmark: _Toc67557650]5.2.3.3	Optional to support custom headers
[bookmark: _Toc67557535]5.2.3.3.1	General
The 3GPP NF Services may support the HTTP custom headers specified in Table 5.2.3.3-1 below. A description of each custom header and the normative requirements on when to include them are also provided in Table 5.2.3.3-1.
Table 5.2.3.3-1: Optional HTTP custom headers
	Name
	Reference
	Description

	3gpp-Sbi-Sender-Timestamp
	Clause 5.2.3.3.2
	This header may be used to indicate the date and time (with a millisecond granularity) at which an HTTP request or response is originated. This may be used e.g. for measuring signalling delays between different NF service instances. 

	3gpp-Sbi-Max-Rsp-Time
	Clause 5.2.3.3.3
	This header may be used in a HTTP request to indicate the duration during which the HTTP client waits for a response. See clause 6.11.2.

	3gpp-Sbi-Correlation-Info
	Clause 5.2.3.3.4
	This header may be used to contain correlation information (e.g. UE identity), that may be used by an operator in various offline network management, performance analysis and troubleshooting tools/applications to identify messages (requests, responses, subscriptions, notifications) related to a particular subscriber. See clause 6.13.

	3gpp-Sbi-Alternate-Chf-Id
	Clause 5.2.3.3.5
	This header may be used to indicate a primary or secondary CHF instance, e.g. when using indirect communication with delegated discovery. See clause 6.10.3.x.

	3gpp-Sbi-Notif-Accepted-Encoding
	Clause 5.2.3.3.X
	This header may be used to indicate the content encodings supported by the NF service Consumer when receiving notifications related to the susbcriptions data conveyed by the HTTP request in which the header is included. See clause 6.9.2.1. 



5.2.3.3.X	3gpp-Sbi-Notif-Accepted-Encoding
The header indicates the content encodings supported when receiving notifications related to the susbcriptions data conveyed by the HTTP request in which the header is included. 
This header shall be compliant with Accept-Encoding header defined in IETF RFC 7231 [40] clause 5.3.4.

Example: 3gpp-Sbi-Notif-Accepted-Encoding: gzip;q=1.0, identity;q=0.5, *;q=0

* * * Next Change * * * *
9	Discovering the supported communication options
[bookmark: _Toc27745086][bookmark: _Toc19709008][bookmark: _Toc35970028][bookmark: _Toc36050822][bookmark: _Toc44847541][bookmark: _Toc51845195][bookmark: _Toc51845526][bookmark: _Toc51847046][bookmark: _Toc57022677]6.9.1	General
The OPTIONS method, as described in clause 4.3.7 of IETF RFC 7231 [11], may be used by a NF Service Consumer to determine the communication options supported by a NF Service Producer for a target resource.
Clause 6.9.2.1 describes example communication options that may be discovered using the OPTIONS method.
The Accept-Encoding header, as described in clause 5.3.4 of IETF RFC 7231 [11], may be used by a NF Service Producer to determine the communication options supported by a NF Service Consumer.
Clause 6.9.2.2 describes example communication options that may be discovered using the Accept-Encoding header.
[bookmark: _Toc35970029][bookmark: _Toc36050823][bookmark: _Toc44847542][bookmark: _Toc51845196][bookmark: _Toc51845527][bookmark: _Toc51847047][bookmark: _Toc57022678]6.9.2	Discoverable communication options
[bookmark: _Toc19709010][bookmark: _Toc27745088][bookmark: _Toc29803241][bookmark: _Toc35970030][bookmark: _Toc36050824][bookmark: _Toc44847543][bookmark: _Toc51845197][bookmark: _Toc51845528][bookmark: _Toc51847048][bookmark: _Toc57022679]6.9.2.1	Content-encodings supported in HTTP requests
Certain service operations may result in large HTTP request payloads, e.g. to register NF profiles in the NRF (see 3GPP TS 29.510 [8]) or to update the NSSF with the available S-NSSAIs supported by Tracking Areas (see 3GPP TS 29.531 [32]). Gzip coding (see IETF RFC 1952 [34]) may be supported to optimally reduce the payload size of HTTP requests in this case.
A NF Service Consumer may determine the content-encodings supported by the NF Service Producer in HTTP requests targeting a particular resource by:
-	sending an HTTP OPTIONS request targeting the resource of the NF Service Producer; and/or
-	receiving an "Accept-Encoding" header in HTTP responses from the NF Service Producer for requests targeting the resource.
A NF Service Producer that receives an HTTP OPTIONS request for a target resource shall include an "Accept-Encoding" header in the HTTP 200 OK response (see IETF RFC 7694 [33]), if specific content-encodings, e.g. Gzip coding (e.g. see IETF RFC 1952 [34]) are supported in HTTP requests targeting the resource.
A NF Service Producer that receives an HTTP request with a content-encoding that it does not support shall reject the request with the status code "415 Unsupported Media Type" and include an "Accept-Encoding" header in the response indicating the supported encodings in HTTP requests, as described in clause 3 of IETF RFC 7694 [33].
A NF Service Producer may include an "Accept-Encoding" header in the HTTP 2xx response for requests other than HTTP OPTIONS if specific content-encodings, e.g. Gzip coding (e.g. see IETF RFC 1952 [34]), are supported in HTTP requests targeting the resource, to optimize future interactions, e.g. when the request payload was big enough to justify use of a compression coding but the client did not do so.
For notification requests, a NF Service Producer may determine the content-encodings supported by the NF Service Consumer from the 3gpp-Sbi-Notif-Accepted-Encoding HTTP header, defined in clause 5.2.3.3.X, included in the received subscription request.

[bookmark: _Toc35970031][bookmark: _Toc36050825][bookmark: _Toc44847544][bookmark: _Toc51845198][bookmark: _Toc51845529][bookmark: _Toc51847049][bookmark: _Toc57022680]6.9.2.2	Content-encodings supported in HTTP responses
Certain service operations may result in large HTTP response payloads, e.g. to send NF profiles by the NRF (see 3GPP TS 29.510 [8]) or to send the available S-NSSAIs supported by Tracking Areas by the NSSF (see 3GPP TS 29.531 [32]). Gzip coding (see IETF RFC 1952 [34]) may be supported to optimally reduce the payload size of HTTP responses in this case (see "Content-Encoding" header in Table 5.2.2.2-2).
A NF Service Consumer may include an "Accept-Encoding" header in HTTP requests to indicate the content-encodings, e.g. Gzip coding (e.g. see IETF RFC 1952 [34]), that are supported for the associated HTTP responses, as specified in Table 5.2.2.2-1 and in clause 5.3.4 of IETF RFC 7231 [11].
A NF Service Producer may determine the content-encodings supported by the NF Service Consumer in HTTP responses by receiving an "Accept-Encoding" header in the associated HTTP requests from the NF Service Consumer.
* * * End of Changes * * * *
