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* * * First Change * * * *
[bookmark: _Toc44847400][bookmark: _Toc51845052][bookmark: _Toc51845383][bookmark: _Toc51846903][bookmark: _Toc57022530][bookmark: _Toc67557500][bookmark: _Toc19708949][bookmark: _Toc27745024][bookmark: _Toc29803177][bookmark: _Toc35969928][bookmark: _Toc36050722][bookmark: _Toc44847435][bookmark: _Toc51845088][bookmark: _Toc51845419][bookmark: _Toc51846939][bookmark: _Toc57022570][bookmark: _Toc67557543]3.3.4	SBI specific usage of delimiters
[bookmark: _Toc44847401][bookmark: _Toc51845053][bookmark: _Toc51845384][bookmark: _Toc51846904][bookmark: _Toc57022531][bookmark: _Toc67557501]See clause 3.3.4 in 3GPP TS 29.501 [5].

4	Service Based Architecture Overview

* * * Next Change * * * *
[bookmark: _Toc67557535]5.2.3.3.1	General
The 3GPP NF Services may support the HTTP custom headers specified in Table 5.2.3.3-1 below. A description of each custom header and the normative requirements on when to include them are also provided in Table 5.2.3.3-1.
Table 5.2.3.3-1: Optional HTTP custom headers
	Name
	Reference
	Description

	3gpp-Sbi-Sender-Timestamp
	Clause 5.2.3.3.2
	This header may be used to indicate the date and time (with a millisecond granularity) at which an HTTP request or response is originated. This may be used e.g. for measuring signalling delays between different NF service instances. 

	3gpp-Sbi-Max-Rsp-Time
	Clause 5.2.3.3.3
	This header may be used in a HTTP request to indicate the duration during which the HTTP client waits for a response. See clause 6.11.2.

	3gpp-Sbi-Correlation-Info
	Clause 5.2.3.3.4
	This header may be used to contain correlation information (e.g. UE identity), that may be used by an operator in various offline network management, performance analysis and troubleshooting tools/applications to identify messages (requests, responses, subscriptions, notifications) related to a particular subscriber. See clause 6.13.

	3gpp-Sbi-Alternate-Chf-Id
	Clause 5.2.3.3.5
	This header may be used to indicate a primary or secondary CHF instance, e.g. when using indirect communication with delegated discovery. See clause 6.10.3.x5.




* * * Next Change * * * *
[bookmark: _Toc57017484][bookmark: _Toc57024234][bookmark: _Toc67557539]5.2.3.3.5	3gpp-Sbi-Alternate-Chf-Id
The header indicates a primary or a secondary CHF Instance ID. See clause 6.10.3.x5.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Alternate-Chf-Id = "3gpp-Sbi-Alternate-Chf-Id":" OWS "nfinst=" nfInstanceIdvalue ";" OWS ("primary" / "secondary")
nfInstanceIdvalue shall indicate an NF Instance ID, as defined in clause 5.2.2.2.2 in 3GPP TS 29.510 [8].
EXAMPLE 1:	Service response from a primary CHF instance signalling a secondary CHF instance Id:
3gpp-Sbi-Alternate-Chf-Id: nfinst=54804518-4191-46b3-955c-ac631f953ed8; secondary
EXAMPLE 2:	Service response from a secondary CHF instance signalling a primary CHF instance Id:
3gpp-Sbi-Alternate-Chf-Id: nfinst=54804518-4191-46b3-955c-ac631f953ed8; primary
* * * Next Change * * * *
[bookmark: _Toc67557687]6.10.11	Authorization of NF service access
[bookmark: _Toc67557688]6.10.11.1	General
Service access authorization for indirect communication shall be supported as specified in clause 13.4.1.3 of 3GPP TS 33.501 [17].

* * * Next Change * * * *
[bookmark: _Toc67557691]6.10.11.2.2	Error handling when the SCP fails to obtain an access token
If the SCP cannot issue an Access Token Request towards the NRF due to missing information in the incoming service request, e.g. if the 3gpp-Sbi-Discovery-requester-nf-instance header is missing, the SCP shall reject the service request with a 400 Bad Request response including a ProblemDetails IE with:
-	the cause attribute set to MISSING_ACCESS_TOKEN_INFO;
-	the invalidParams attribute indicating the missing parameters (e.g. missing discovery header).
If the SCP can issue an Access Token Request towards the NRF, but the NRF rejects the request (e.g. because the validation of the Client Credentials Assertion fails at the NRF or because the NF service consumer is not authorized to access the requested service), the SCP shall reject the service request towards the NF service consumer with a 403 Forbidden response including a ProblemDetails IE with the cause attribute set to ACCESS_TOKEN_DENIED. The ProblemDetails IE should also contain:
-	the accessTokenError attribute set to the accessTokenErr payload received from the NRF;
and it may contain:
-	the accessTokenRequest attribute set to the Access Token Request payload sent to the NRF;
-	the nrfId attribute set to the FQDN of the NRF that rejected the access token request.
In either case, the SCP shall include the Server header in the error response set with its own identity (i.e. SCP FQDN) as specified in clause 6.10.8.2.

* * * End of Changes * * * *


