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Change in Clause 5.1

5.1 Overview of the Open Service Access

The Open Service Access consists of three parts:

-
Applications: e.g. VPN, conferencing, location based applications. These applications are implemented in one or more Application Servers;

-
Framework: providing applications with basic mechanisms that enable them to make use of the service capabilities in the network. Examples of framework functions are Authentication and Discovery. Before an application can use the network functionality made available through Service Capability Features, authentication between the application and framework is needed. After authentication, the discovery function enables the application to find out which network service capability features are provided by the Service Capability Servers. The network service capability features are accessed by the methods defined in the OSA interfaces;

-
Service Capability Servers: providing the applications with service capability features, which are abstractions from underlying network functionality. Examples of service capability features offered by the Service Capability Servers are Call Control and User Location. Similar service capability features may possibly be provided by more than one Service Capability Server. For example, Call Control functionality might be provided by SCSs on top of CAMEL and MExE.

The OSA service capability features are specified in terms of a number of interfaces and their methods. The interfaces are divided into two groups:

-
framework interfaces;

-
network interfaces.

NOTE:
The CAMEL Service Environment does not provide the service logic execution environment for applications using the OSA API, since these applications are executed in Application Servers.
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Figure 1: Overview of Open Service Access

The present document, together with the associated stage 3 specification, defines the OSA API and the OSA internal API between the framework and the service capability servers. OSA does not mandate any specific platform or programming language.

The Service Capability Servers that provide the OSA interfaces are functional entities that can be distributed across one or more physical nodes. For example, the User Location interfaces and Call Control interfaces might be implemented on a single physical entity or distributed across different physical entities. Furthermore, a service capability server can be implemented on the same physical node as a network functional entity or in a separate physical node. For example, Call Control interfaces might be implemented on the same physical entity as the CAMEL protocol stack (i.e. in the CSE) or on a different physical entity.

Several options exist:

Option 1

The OSA interfaces are implemented in one or more physical entity, but separate from the physical network entities. Figure 2 shows the case where the OSA interfaces are implemented in one physical entity, called "gateway" in the figure. Figure 3 shows the case where the SCSs are distributed across several "gateways".
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Figure 2: SCSs and network functional entities implemented in separate physical entities
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Figure 3: SCSs and network functional entities implemented in separate physical entities,
SCSs distributed across several 'gateways'

Option 2

The OSA interfaces are implemented in the same physical entities as the traditional network entities (e.g. HSS, CSE), see figure 4.
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Figure 4: SCSs and network functional entities implemented in same physical entities

Option 3

Option 3 is the combination of option 1 and option 2, i.e. a hybrid solution.
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Figure 5: Hybrid implementation (combination of option 1 and 2)

It shall be noted that in all cases there is only one framework. This framework may reside within one of the physical entities containing an SCS or in a separate physical entity.

From the application point of view, it shall make no difference which implementation option is chosen, i.e. in all cases the same network functionality is perceived by the application. The applications shall always be provided with the same set of interfaces and a common access to framework and service capability feature interfaces. It is the framework that will provide the applications with an overview of available service capability features and how to make use of them.

The implementation of applications that make use of the OSA interfaces is not constrained or limited to a particular programming language; middleware choice or physical architecture by the OSA interfaces themselves. Applications may be realised as functional entities that can be distributed across one or more physical entities, e.g. platforms, processes etc. For example, a logical application providing call routing capability may be realised as a number of discrete physical applications in order to support differentiated application behaviour; application scalability or application resilience. However, the logical relationship established between applications, framework and SCFs, must always be maintained such that the integrity, security and use of the OSA interfaces remains consistent. 
A range of options exist that allows applications to be realised as a number of physical entities in a manner that maintains the integrity of the OSA architecture:

Option 1

The application is produced as a single physical entity.
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Figure 6: Application function implemented as a single physical entity

Option 2

The functionality of the application is realised using multiple physical entities. Figure 7 and Figure 8 represent alternative solutions where the same application obtains a reference to the same SCF interface. In Figure 7, each physical application uses a unique set of interfaces supplied by the Framework for each application access session, whereas in Figure 8 the Framework shares the same interfaces. In either case the Framework resolves the application sessions to a single FW-Svc session, and a single service manager is provided to the functional application.
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Figure 7: Application function implemented in several physical entities (unique Framework Interface References for each application entity)
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Figure 8: Application function implemented in several physical entities (sharing common Framework Interface References)
The application examples above depict an OSA Gateway with both Framework and SCF functions supported on a single physical entity.  Further Gateway architectures in which the Framework and SCFs are supported in multiple discrete physical entities are also possible. 
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