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Open API Solutions uploaded several contributions for the previous CN5 meeting (in San Francisco) contained proposed modifications to the Enterprise Operator interfaces.  These modifications would allow the enterprise operator role to be much more dynamic than it currently is.

This document is intended to illustrate some of the benefits in adopting a more dynamic role for the enterprise operator and also acts as an overview of the related contributions.

1) It is the Enterprise Operator (EntOp) who creates service contracts and profiles for the applications in its domain.  Currently the EntOp has no way of finding out the availability of the services it is supposed to control access to without periodically going through the discoverService process.  This is, in itself, kind of dynamic behaviour, but is not efficient use of the capabilities of the Framework.  If a new service is made available, whose use the EntOp would ordinarily want to restrict through a service profile, it will not know about it, and therefore its applications may not be able to use it.

2) This is especially the case with the service migration events mechanism that is being added to the Framework.  It will be possible to register a service and tell the Framework that ServiceB will supercede ServiceA from such and such a date.  If the Enterprise operator is not made aware of this fact, then the applications will not be able to make use of the new service, as there may not be a contract or profile that is applicable, and will therefore lose access to the service when ServiceA is retired.

3) There is also the fact that an EntOp cannot know before deleteClientApp/ServiceContract/ServiceProfile is called whether or not the entity it is deleting is currently being used!  The EntOp may not want to delete client applications that have active sessions with the Framework, but has no way to find out.  It may not want to delete service contracts or profiles that are currently being used to govern a service agreement, but it has no way to find out.

All of these issues lead us to consider a more dynamic role for the EntOp.  Our contributions to the San Francisco meeting attempted to address each of these issues.

N5-030213 (resubmitted as N5-030553) proposed to make the Framework’s event notification mechanism available to enterprise operators, to cover the first and second issues above.  The event notification mechanism already contains events to report service availability.  These events would be very useful to the EntOp as it could ensure that it has suitable service contracts/profiles in place to control use of the new service, or to remove redundant service contracts/profiles for the old service.
N5-030218 (now resubmitted as N5-030554) proposed adding some EntOp specific events to address the third issue mentioned above.  These events can be used to indicate to the EntOp when a client app/service contract/service profile is being used, which will provide it with more information on which to base the decision of when to delete a client app, service contract or service profile.  Related to this was N5-030212 (now resubmitted as N5-030555), which proposed adding methods that an EntOp can use to check if a client app/service contract/service profile is being used.  We have proposed having both events and methods for this for the reasons outlined in N5-030212 and N5-030218.  Methods alone are not enough, as the client application/service contract/service profile’s status could change between calling the method and deleting the entity.  Events alone are not enough, as the EntOp might not subscribe to the events in time to receive one it was interested in.  Even using both methods is not foolproof but is better than the current situation.  The reason they are separate contributions is that the new events can be accepted even if the new methods are not, and vice-versa.
We hope that this document has helped the group to understand how the various EntOp related contributions are inter-related.
