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1
Opening and approval agenda
170
Proposed agenda
N5 chairman





212
Make calls for IPRs
MCC
Reminder of the IPR declaration every meeting.

Noted.


2
Allocation of documents
172
Document allocation
N5 chairman



3
Reporting






3.1
CN5/SPAN12/Parlay
007
Report CN5#16 Hong Kong
ETSI OSA project leader, CN5 chairman, CN5 vice chairman
Noted.


3.2
CN#15 Jeju, Korea








208
3GPP TSG CN report to SA#15
MCC
All CRs have been approved.

We have not automatically converted our docs to Rel5. Some features have been moved to Rel6. SA1 has created a new WI.






209
Draft report of 3GPP TSG SA meeting #15
MCC
Extracts of draft version of the SA plenary report.

OSA support of Generic NW interface Function and OSA retrieval of IP session information have been removed from Rel5.

Automatic upgrade to Rel5, even without added value, is no more compulsory, and we haven’t done it.




210
Summary of TSG#15 issues of CN5 interest
MCC
· All CRs had been approved. 

· The JWG proposal to complete OSA Rel-5 work in 06/2002 was accepted by CN and subsequently endorsed by SA. CN, however, requested to deliver the new parts (PAM, Policy Management and ISC mapping) as version 1.0.0 for Information to the CN exploder after the JWG meeting in April. So that v2.0.0 could be submitted to CN#16 in 06/2002 for Approval.

· The May CN WGs meeting has been moved from Amsterdam to Budapest.

· All GUP activities have been moved to Rel6. This activity, which used to be an ad-hoc, is now hosted by SA2.






211
CN5 spec list (status after TSG#15)
MCC
Needs to be updated according to the new editors. Adrian will ask to have it updated.

The TRs have not yet been sent for SPAN approval.


3.3
SA3, Bristol, UK








249
Joint Session with SA3 on Security Issues in the Framework
Lucent Technologies (Musa Unmehopa)
Musa and Chelo attended


3.4
Parlay BoD and TAC meetings



The following documents were reviewed:

· ITU document on APIs

· A draft "Beginners Guide to Call Control" by Richard Stretch

· A draft Backward Compatibility Statement by F. Burghardt and K. Luettge 

· The Revised Rulebook from Java WG,...version 0.08

· The Hong Kong Survey results compiled by K.Davi

· A draft SIP & Parlay document from Richard Stretch

· The Keynote presentation at the Eurescom 'Parlay & OSA' workshop from Z.Lozinski

· A Member’s report about Eurescom’s Parlay & OSA workshop

There might be a joint Parlay-Eurescom meeting in October.

Most of the meeting was devoted to the discussion on Backwards Compatibility (see later in the agenda).




3.5
Other OSA related activities








263
Report on OSA related 3GPP WG meetings since Hong Kong
Lucent Technologies (Musa Unmehopa)
This document provides for information a report on all OSA related 3GPP Working Group meetings, which took place since the last JWG meeting in Hong Kong.

SA1: 

· Only one CR that concerns us: enhancements to Charging capabilities. 
· OSA support of Generic NW interface Function and OSA retrieval of IP session information have been
SA2:
· Architectural issues on Presence are completed

· Terminal Capabilities, User Interaction, User Profile Management, Charging and Information Services have low architectural completion. SA may decide to remove some of these features out of R5 based on this decision. Although SA may decide to remove the features, which have low architectural completion, it should be noted that CN5 are able to complete the work on the APIs are there is a requirement that does not mandate the necessary network support.
Note that this report is previous to the last SA. These decisions have already been taken.










4
Liaison Statements








202
LS reply to: “ Liaison Statement on Confirmation of OSA Support for VASP MMS Connectivity.”
SA1
TSG SA1 would like to confirm TSG SA2 assumption that the necessary OSA SA1 service requirements for the support of MMS will be in place at some stage for post-Rel5.
Noted.




203
Liaison Statement on coordination of data definitions, identified in GUP development
T2
Liaison Statement on coordination of data definitions, identified in GUP development. Proposes To have a single group responsible for the coordination of the data definitions, whilst noting that the actual data definition work is the responsibility of the respective working groups.

Comment: we’re not specifying the GUP data model, we’ll use it when it’s time for stage 3 for GUP in OSA.

Comment: we need to follow this more closely, because these data types could affect ours.

Musa will draft a reply, 290.




204
Liaison Statement Reply to "Status of the Generic User Profile Work"
SA2
Noted.




205
Liaison Statement Reply to "Comments on UP-010141 and relationship of GUP to Subscription Management"
SA2
Noted.




206
Response to LS “Clarification of requirements for the VHE”
SA2
This is the answer to an LS from us, because we found a requirement in OSA stage 2 that was not in OSA stage 1. SA1 is asked to check if this requirement should be reflected in the stage 1.

See also contributions 226-229, which address this requirement.

Noted.




207
OUTPUT DRAFT OF THE REFERENCE DOCUMENT ON API/OBJECT INTERFACE BETWEEN NETWORK CONTROL AND APPLICATION LAYER
ITU-T SG11
Our comments seem to have been taken into account, except our suggestion to have rather a list of references than a document.

Noted.


5
Backward compatibility discussions



Karsten Lutge from Siemens started the discussion on what to do when changes are necessary. He produced a document looking at the different levels of compatibility, and proposed four level that could be assigned to the OSA interfaces:

· 3: any changes can be made to the document

· 0: no changes are allowed.

· The others are in between.

The Parlay TAC and BoD analysed Karsten’s document. The concepts were still not clear so Karsten, with Gary and Anders, improved the explanatory text in the document. The BoD produce slides using this levelling. They have delegated this issue on the Joint Group, with the request to review what they’ve done and then make more detailed explanations of the maturity of different interfaces. Two documents are available from Parlay for our feedback: the BC white paper and the maturity statement.




281

LATE
Backwards Compatibility in Parlay/OSA White Paper
SUN (Gary Bruce)
This document states how to deal with further developments of the Parlay/OSA specifications. First, the term “backwards compatibility” is discussed. Next it describes, in two scenarios, how backwards compatibility can be supported; either with multiple framework and SCF implementations or with single framework and SCF implementations. .For single framework and SCF implementations, the levels of backwards compatibility are defined. Next, the relation between the backwards compatibility scenarios and scheduled Parlay/OSA releases is defined. The rules for changes permitted to the UML and technology realizations for each of the backwards compatibility scenarios are given. Following this, rules for tracking the changes are identified that need to be followed when the specifications are moved to a new release. The rules will ensure that backwards compatibility, to the specified degree, is guaranteed. In addition, guidelines are presented that need to be considered by client or server programmers when implementing a new Parlay/OSA release. Two annexes contain recommendations to be included in the Parlay 4.0 APIs that will enable more seamless backwards compatibility strategies for the future.

The following levels are defined: 

· Level 0: Already deployed client applications are not affected at all.

· Level 1: Manual intervention (by OAM personnel) is needed on the client side, e.g. to re-connect after a server upgrade. The vendor of the client software is not involved.

· Level 2: The vendor of the client software needs to be involved to migrate to an updated server, e.g. client applications need to be re-linked. However, the source code of the client application stays untouched, which limits the effort for the software vendor, keeping the upgrade costs still reasonable.

Everything beyond level 2, i.e. level 3, means backwards non-compatibility with single Framework or SFC implementations. Either the client software has to be re-written or the network operator has to permit the client application to select a less recent release of Framework or SCF implementation that is level 0, 1 or 2 backwards compatible with the client software.

For changes at the UML level two strategies are proposed. None is chosen as the preferred one, and it is proposed that the choice is made on a case by case basis.

Section 8 (rules for changes at the IDL technology realization level) is still under discussion.

Section 12 lists some open issues. There is an ongoing debate on whether adding methods on the client side is really level 2 compatible.

The approval dates written in the document have not been fulfilled (neither the TAC nor the BoD have approved it). Work will be ongoing for the next month.

Question: do we need all this? We already have a mechanism in the Framework to handle different versions.

Question: can we do any level 0 or level 1 technical changes at all? It seems they can only be editorial. Therefore do we need the definition of the levels 0 and 1? Or are these levels only seen from the point of view of the application, and not he SCF?
Answer: it is seen from the client application side: what a client need to do to handle the changes. Changes on the server side are not an issue if they don’t impact the client side.

Comment: adding methods to an interface would be a case of level 0 change.

Question: are we talking about technical changes or any changes?

Answer: this has not been addressed.

Comment: it is noted that some changes could be level 3 although they don’t mean changing an interface, method or parameter.

Comment: all this is an argument in favour of using more formal specification languages, which remove ambiguities. It is noted that we have some SDLs, which could be brought back and worked on if it is considered necessary.

Question: would the developer community use our SDL, if we did it? The more complex the API, the less attractive it will look to them.

Comment: the way we manage our documentation today, there is no way we can have the UML and the IDL having separate lives, so there is no way we can implement the separation between their BC levels. This could be changed, but on the other hand IDL files that are not in sync with the Word specification do not seem to be very valid. 

Comment: it has been discussed before this meeting that the documentation cold be modified, having a different one per SCF. Then Parlay releases would not be releases of the whole of Parlay, but of any SCF that is ready. A problem here is how to coordinate then with 3GPP releases. It is noted that this is a different discussion than BC, because it doesn’t affect the decision of what can be changed each release.

Comment on the proposed way to track changes: if we use for the interfaces a stereotype that is not “interface”, then we won’t be able to generate IDL automatically. An alternative solution would be to put the changes in an annex. This has been discussed in Parlay and no decision was taken, so our input would be useful to reach one.

Open items: we need to address how long we maintain BC between releases. If we do a level 3 fix to correct a key bug, do we keep the wrong part of the API forever? Or do we allow ourselves new versions, dumping the wrong parts, every now and then? In Java, for example a corrected method hangs around for three years, when it finally disappears.

Parlay TAC and BoD has requested comments from us. 

It is noted that we’ve made lots of changes in for example the Framework, and we’ll get feedback from implementors soon. So the question is again: do we need this BC mechanism? The Framework, using service properties, allows applications to keep on working even if new versions of the SCFs. For the Framework interfaces we have a contribution that proposes a solution.

A drafting session with Gary, Richard, Koen, Ultan, Musa and Chelo will draft a response to the Parlay TAC and BoD, with two parts: a set of comments to the document as It is, and also an alternative proposal.




262
View Ericsson on Backward Compatibility in Parlay/OSA
Koen Schilders (Ericsson)
This presentation analyses several BC related issues. It proposes the following conclusions:
· Recommendation to offer backward compatibility by deploying multiple versions of the Framework and of the Services in parallel.

· Responsibility for offering a backward compatible solution lies with the vendor.

· Compliance to Karsten’s rules is recommended (although not required).
· Backward compatibility statement important as market message towards the developer community.
· Versioning rules required (semantics of version property need to be defined).




287
Frame Work version in run-time
Incomit
The Application can’t inform the Framework of its own Framework version. This Contribution contains a backward compatible solution to the OSA/Parlay Framework API that enables the communication between a framework and different versions of applications to work even if the framework has been changed. The solution proposed is adding a new backward compatible method in the IpInitial class. This new method handles how an application determines the version and calls and returns the proper interfaces.

Koen’s issue may not be an issue if the FW is allowed to run in different processes.

Proposed that instead of deprecating initateAuthentication, a new method is defined, so there is no need to deprecate anything.

Anders is requested to address the issues. Contribution cannot be approved in current form.




288
Specification maturity
BT
Categorisation of three stages in the lifetime of a specification:

· “evolving”: new stuff from new requirements

· “established”: feedback from implementation

· “mature”: completed, rubber stamped, commercial implementations.

Example: between Parlay 3.0 and 3.1 it was a typical case of two versions within the “established” category.

Proposed definitions:

· Completeness – according to the editors

· Maturity - a measure of the position of the specification against its complete lifecycle I.e. from inception through evolution, implementation and deployment.
For each of these two concepts, a category is assigned. This way some tables are produced, with the granularity of SCFs. Most of the Framework interfaces are considered mature and level 0.

We have been requested by the Parlay TAC and BoD to complete these tables.

Comment: a way to assign a degree of completeness would be to check with the requirements – provided that the requirements don’t change.

Comment: why level 0? Why issuing a new release with only editorial changes?

Comment: maturity and compatibility level in the table go very much together.

Who maintains established specifications? Little can be changed, so they’re essentially not maintained.

Comment: our documentation could be published with a first page containing the information in these tables.

Richard to organise off-line discussions this week to fill in the tables. An email discussion will be organised, and next meeting the subject will be finished.
Agreed to have CBC, AM and the three PAM SCFs go to “evolving” stages, so we can make level 3 changes to them.

Agreed that Event Notification, OAM, Load Manager, Fault Manager and Heartbeat Manager of the Framework are not mature (since we don’t have much implementor’s feedback).

Comment: taking into account 3GPP interests, we shouldn’t commit to anything less than level 2. 

Comment: we need to establish what is the granularity is most useful for developers, and how long before it is expected to have a RoI.

Comment: there have been discussions about removing (i.e. not carrying them to the next release) some APIs like Connectivity Management, which are not being used.

Drafting session Tuesday evening to draft a response to the Parlay BoD, and decide then if there is a need to resume discussion in the meeting before the end of the week.


6
OSA version 1.1 / Rel. 4








181
Logbook of potential errors in 29.198-1, ES 210 915-1






182
Logbook of potential errors in 29.198-2, ES 210 915-2






183
Logbook of potential errors in 29.198-3, ES 210 915-3






184
Logbook of potential errors in 29.198-4, ES 210 915-4






185
Logbook of potential errors in 29.198-5, ES 210 915-5






186
Logbook of potential errors in 29.198-6, ES 210 915-6






187
Logbook of potential errors in 29.198-7, ES 210 915-7






188
Logbook of potential errors in 29.198-8, ES 210 915-8






189
Logbook of potential errors in 29.198-9, ES 210 915-9






190
Logbook of potential errors in 29.198-10, ES 210 915-10






191
Logbook of potential errors in 29.198-11, ES 210 915-11






192
Logbook of potential errors in 29.198-12, ES 210 915-12






193
Logbook of potential errors in 29.198-13, ES 210 915-13






194
Logbook of potential errors in 29.198-14, ES 210 915-14






195
Logbook of potential errors in 29.998-1, TR 101 917-1






196
Logbook of potential errors in 29.998-04-1, TR 101 917-04-1






197
Logbook of potential errors in 29.998-04-4, TR 101 917-04-4






198
Logbook of potential errors in 29.998-05-1, TR 101 917-05-1






199
Logbook of potential errors in 29.998-05-4, TR 101 917-05-4






200
Logbook of potential errors in 29.998-06, TR 101 917-06






201
Logbook of potential errors in 29.998-08, TR 101 917-08






236
Clarification of TpSessionID
Ericsson (Koen Schilders)





240
Scope of TpSessionID and TpAssignmentID
Sun (Gary Bruce)





242
Exception Issues
Sun (Gary Bruce)





243
Editorial Issues
Sun (Gary Bruce)





244
Use of MIDL
Sun (Gary Bruce)





245
Use of P_ADDRESS_PLAN_MSMAIL
Sun (Gary Bruce)





250
Correction to TpCallChargePlan
Ericsson (Koen Schilders)
Updated before meeting to 267




267

LATE
Correction to TpCallChargePlan: update of N5-020250


Ericsson (Koen Schilders)





265
P_SERVICE_INSTANCE in TpDomainID


Sun (Gary Bruce)



7
3GPP2 alignment








275
3GPP2 IP Network Architecture






8
OSA version 2 / Rel. 5






8.1 
Requirements








237
Parlay API –Phase 4 Requirements
BT Exact (Richard Stretch)



8.1.1
Input from SA1: OSA and VHE requirements






8.1.2
ETSI SPAR






8.2
PAM








238
Parlay3_1_PAM_0_1






268

LATE
1st draft ES 201 915-14 (Parlay 4.0 PAM)
ETSI (Ultan Mulligan)





269

LATE
1st draft 3GPP TS 29.198-14 (Rel-5 PAM)
ETSI (Ultan Mulligan)





270

LATE
Notes on ETSI/3GPP PAM Documents
Ultan Mulligan (ETSI PTCC)





276

LATE
Rel-5 draft 29.198-14 Presence & Availability Management comments
Nokia (Matti Saarenpaa)





277

LATE
Rel-5 draft 29.198-14 PAM Event SCF enhancements
Nokia (Matti Saarenpaa)



8.3
WSDL/SOAP/XML APIs








256
Inclusion of WSDL in the OSA Overview 29.198-1
David Tweedie (Nortel Networks)







257
WSDL AnnexB


David Tweedie (Nortel Networks)





8.4
Policy Management








221
Draft ETSI ES 201 915-13 V0.0.2 (2002-02)
ETSI





222
Notes on Policy Management specification v0.0.2
Lucent (Musa Unmehopa)





248
Policy Management Updates, resolving discrepancies between Parlay and OSA
Lucent (Musa Unmehopa)





251
Data types TpStringList and TpStringSet are not defined in common data
Lucent (Musa Unmehopa)





252
Data type TpStringList to be removed from Connectivity Management


Lucent (Musa Unmehopa)





253
Draft ES 201 915-13 v.0.0.3 (UML Derived Policy Doc.)


Lucent (Musa Unmehopa)





264
Policy Management, attribute is a reserved name in IDL
Lucent (Musa Unmehopa)





266

LATE
Using TpAttributeSet rather than TpAttributeList in Policy Management
Lucent (Musa Unmehopa)





279

LATE

Follow up on Policy management API Questions
Ericsson (Koen Schilders)



8.5
Call Control






8.5.1
3GPP IMS related Call Control








246
Rel-5 (OSA2) CR 29.998-04-04 Various Changes
Lucent Technologies (Musa Unmehopa)





247
Proposal for New Value in TpReleaseCause, P_UNSUPPORTED_MEDIA
Lucent Technologies (Musa Unmehopa)





271

LATE
More Rel-5 (OSA2) CR 29.998-04-04 Various Changes
Lucent Technologies (Musa Unmehopa)





274

LATE
The use of tel URL in TpAddressPlan


Lucent Technologies (Musa Unmehopa)





280

LATE
Adoption of Multi-media and conference call control APIs
Ericsson



8.5.2
Other Call Control issues








142


ETS-disabling 3GPP Release 5
TelCordia (John-Luc Bakker)
Rework from HongKong,






226
Support for Network Controlled Notifications MPCC
Ericsson (Koen Schilders)





230
Support for Distributed Applications MPCC
Ericsson (Koen Schilders)





278

LATE
Make the conference address available for non-reserved conference
Ericsson (Kindy Sylla)



8.6
Framework








289

Telenor (Tonnes Brekne)
Feedback from Telenor on Framework security. Dependability was also analysed. This is a first assessment, further ones may come in the future. Done last year in October, some might be outdated.

What was evaluated: the authentication protocol. The following was found out.

· There is the choice of API level authentication or not. Threat: the underlying mechanisms may not be secure enough.

· Non-existing encryption key management. No format for the public key, and this could endanger interoperability. Bad key management may even affect more than the Framework.

· The authenticationSucceeded() message has no function.
Comment: slide 14 seems to be based on an outdated version: there are not four but three steps, there is no return of success or failure.
· The protocol does not authenticate B, it merely confirms that B does indeed share a certain secret with A.
· The security of the framework APIs appears to depend heavily on the difficulty of guessing object identifiers. 
· Some implicit assumptions that should have been explicit have been identified.
· UML is insufficient for modelling systems of concurrent processes with real-time constraints. Some times this is helped with amendments in the text, but not always. Therefore the protocol is not fully defined, and sometimes it is unclear.
· Conclusions: security is non-existing. Recommendation to complement UML with something else like SDL, for specifying correct behaviour in a strict way.
Comment: we used to have some SDL work but it was stopped because of lack of contributions.

Question: does this study imply that OSA should only be used in an intranet? 

A: the scenario considered was that of applications provided by parties that are not necessarily the operator. Even using an intranet external attacks cannot be rules out.

Possible further work: contact name is Geir Gylterud (Geir.Gylterud@telenor.com) or Oddvar Risnes (Oddvar.Risnes@telenor.com).




220
Administration and Maintenance Interfaces
ftw (Joachim Zeiss)





255
Comments to N5-020220 Administration and Maintenance Interfaces.
Lucent & Open API Solutions





223
Interface Changes for Keeping Subscription Information Consistent
FTW (Ivan Gojmerac, Klaus Umschaden)





285

LATE
Encryption of challenge in CHAP-based OSA authentication
Alcatel (Olivier Paridaens)
This contribution discusses two issues related to a specific functionality in TS 29.198-3 v4.2.0 which makes the challenge used for CHAP-based authentication to be encrypted when passed from the verifier to the claimant. This is based on a contribution originally discussed at the last SA3 meeting and is expected to reflect these discussions.

Issue #1: the need for encrypting the challenge. Is there any real security gain in encrypting the challenge string itself? This requires extra management (shared secret key for encryption/decryption between the client and the framework) and processing, while no identified security weakness is solved by this extra encryption process.

We believe that there is no need to have this challenge encryption phase, which should be removed from the authentication procedure. this view was shared by SA3 delegates during the joint SA3-CN5 meeting held in Bristol on Feb 25th.

Issue #2: no formatting defined for challenge encryption - the specification lacks details which make it unimplementable as is.

Comment: there is a mistake in the CR: it should be for Rel5, not Rel4.
Discussion: what about backwards compatibility? Depends on the outcome of the general discussion later. An alternative would be to add text.

Request to postpone the approval of this contribution for next meeting. Musa and Chelo to propose a way forward for this during this week.




284

LATE
Use of one-way hash function for CHAP in OSA
Alcatel (Olivier Paridaens)
This contribution identifies an issue in TS 29.198-3 v4.4.0 with regards to the one-way hash function (MD5) to be used to realize CHAP-based authentication. This is based on an initial contribution discussed at the last SA3 meeting and is expected to reflect these discussions.

Issue #1: use of RFC 1994 packet formats. Because of the lack of detailed reference to RFC 1994 in TS 29.198-3, it is not clear whether CHAP-based OSA authentication must format the challenge and response in packets as described in RFC 1994 or must merely follow the rule given for MD5 processing.

Proposed solution: it is suggested that the use of the packet format defined in RFC 1994 is clarified. In particular, the value to be used for the Name field of the Challenge and Response packets must be clarified.

Issue #2: weak use of one-way hash function. The mechanism described in RFC 1994, and hence inherited in OSA authentication, for calculating the input into the one-way hash function MD5 has since then (1996) been shown to present some weaknesses wrt the level of security. New constructions for one-way hash functions, such as HMAC, have since then been developed to cope with such issues.

Proposed solution: two new challenge-based authentication mechanisms are proposed: HMAC_MD5_96 and HMAC_SHA1_96.

Q: If the hashing algorithms aren’t secure enough maybe encryption of the CHAP message is justified?

A: Not a good idea since this would require further management.

The CR cannot be approved as it is. The author will be contacted during this week.




282

LATE
Authentication Scheme Negotiation in OSA
Alcatel (Olivier Paridaens)
This contribution discusses the mechanism defined in TS 29.198-3 v4.4.0 to negotiate the authentication scheme used between the client application and the framework/services. A new mechanism is proposed in this contribution to really implement negotiation of authentication mechanisms between the client and the framework/service.

Two possible solutions are proposed, and a CR is contributed which implements the second:

· Solution 1: The P_OSA_AUTHENTICATION method is extended to apply to any authentication method defined in OSA, not only CHAP_with_MD5. A new method, selectAuthenticationMethod(), is defined that enables to negotiate which mechanism to use (. This new method is then used after initiateAuthentication(). With this solution, the selectAuthenticationMethod() function can also be used to negotiate, as a second parameter, the signing algorithm for the terminateAccess().
· The authType parameter of the initiateAuthentication() method is modified to carry a list of proposed authentication schemes. The return result must then also contain the scheme chosen by the framework. New authentication types are then defined in table TpAuthType to cover other authenticaton schemes such as digital signature-based schemes, use of HMAC with MD5 or SHA1 in CHAP, … With this solution, the signing algorithm for the terminateAccess() function cannot be negotiated except if the authentication scheme negotiated is always a digital signature scheme, which would then also apply to the terminateAccess() function. To be able to negotiate the signing algorithm for terminateAccess() separately, the authType parameter must be made compound to contain two lists of proposals: one for initial authentication and one for the signing algorithm of the terminateAccess() function.
Comment: solution 1 seems to be better from the point of view of backwards compatibility, using deprecation. We could define whole new interfaces solving all these problems

Comment: the selectAuthenticationMethod() shouldn’t be used to negotiate the terminateAccess() signing algorithm as it is located on an entirely separate Framework interface.

Q: does this also apply for subsequent authentications? We could have a way to authenticate some method calls, because there are lots of them that could be used in a way that endangers for example load management. 
A: it applies to initial and terminate authentication.  

The meeting seems to favour solution 1 rather than 2, and with some changes. This should be discussed by email, and a new contribution prepared for next meeting.




283

LATE
Security of terminateAccess() function in OSA
Alcatel (Olivier Paridaens)
Issue#1: no indication of public key/certificate to be used by verifier. A solution could be adding a new parameter to the terminateAccess function, carrying the public key identifier or its certificate. Another solution is to have the digitalSignature field itself carrying the certificate. This can be achieved by using an appropriate digital signature format such as the one defined in Cryptographic Message Syntax (RFC 2630).

Issue#2: no anti-replay protection. Proposed solution: a fresh value must be generated by the framework for use as input into the signing algorithm.

Issue#3: no negotiation of signature algorithm. Proposed solution: in a separate contribution.

Issue#4: specification of signature algorithm. Proposed solution: the list of algorithms must be more precisely defined and can also be extended to other signing algorithms.

Comment: syntactically this solution is backwards compatible, but not semantically. A solution to this could be to define a new method and deprecate terminateAccess(). 

The meeting agrees with the issues identified in the contribution. For the solution, further study is necessary.


















8.7
Other APIs






8.7.1
Content Based Charging








239
Service Properties CBC
Ericsson (Koen Schilders), Siemens (Karsten Luettge)





258
Service Property P_MAX_ADDRESSES_PER_QUERY for Account Management
David Tweedie (Nortel Networks)





8.7.2
Terminal Capabilities








273

LATE
Draft ES 201 915-7 v.2.0.1


Ultan Mulligan (ETSI PTCC)





8.7.3
Journalling






























8.7.4
Information Transfer (Rel. 6)






8.7.5
Information Services (Rel. 6)






8.7.6
Others








227
Support for Network Controlled Notifications UI
Ericsson (Koen Schilders)





228
Support for Network Controlled Notifications DSC
Ericsson (Koen Schilders)





229
Support for Network Controlled Notifications AM
Ericsson (Koen Schilders)





231
Support for Distributed Applications UI
Ericsson (Koen Schilders)





232
Support for Distributed Applications DSC
Ericsson (Koen Schilders)





233
Support for Distributed Applications AM
Ericsson (Koen Schilders)





234
Semantics of BOOLEAN_SET Properties
Ericsson (Koen Schilders)





235
Addition to TpAddressPlan
Ericsson (Koen Schilders)





241
Exception Hierarchy Proposal
Sun (Gary Bruce)





259
Support for Java API Technology Realisation in Part 1 of OSA


Sun (Gary Bruce)
Move to 8.3




260
Support for Java API Technology Realisation in All Parts (except Part 1) 


Sun (Gary Bruce)
Move to 8.3




261
Proposed update to the General Properties


Lucent Technologies (Musa Unmehopa)







272

LATE
Proposal for Removal of Redundant Type Definition


Lucent Technologies (Musa Unmehopa)
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LATE
Proposal for Removal of Redundant Type Definition


Lucent Technologies (Musa Unmehopa)
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LATE
Addition of TpInt64
ETSI (Ultan Mulligan)



9
Joint with SA1 OSA Adhoc














10
Organizational aspects






10.1
Review of 3GPP OSA Work Plan








213
Work plan
MCC











10.2
3GPP OSA Work Item Description






10.3
further work on 12076






10.4
further work on 12075






10.5
other
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Outgoing liaisons






12
ETSI STF 211








224
First Draft of PICS for OSA
ETSI STF 211 (Ultan Mulligan)





225
OSA ICS Development Status
ETSI STF 211 (Ultan Mulligan)



13
Preparation Rel. 5






14
Future meetings








214
Calendar of meetings
MCC
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AOB














