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Introduction

This contribution highlights a few points regarding the 3GPP Presence work and OSA’s role there. From the 3GPP point of view it is essential that the OSA Presence feature supports the presence service architecture of 3GPP. This document presents shortly the current Presence service architecture as initially defined by 3GPP SA2. Also the OSA Presence requirements in TS 22.127 are listed and briefly analysed. Finally a number of comments are given about the Parlay / PAM specification. The Presence service for Parlay may have different requirements. Parlay solution is not discussed in this document.

The time schedule of 3GPP presence service as agreed in SA2#22 is provided in S2-020297. It shows that the deadline  for the stage 2 work is 06/2002 and for stage 3 it is 09/2002. This means in practise that currently a lot of issues are still undefined. However CN5 has set the target to 03/2002 for the OSA presence feature. We see that there is a high risk that the OSA Presence API will be incompatible with the 3GPP Presence service if too tight time table is pursued.

Discussion

The 3GPP requirements on OSA presence support are given in 22.127 v. 5.2.0. The basic requirement is that OSA applications must be able to function as presence watchers and suppliers. Additionally a few other requirements are given (e.g. defining the access rules). The presence requirements are collected to an annex in this document for convenience.

The 3GPP OSA presence API development should take into account:

· Requirements in OSA stage 1 TS 22.127 (currently 5.2.0)

· Architectural aspects in OSA stage 2 TS 23.127 (currently v. 5.0.0 unfinished for presence)

· Presence service requirements in TS 22.141 (currently v. 5.1.0)

· Presence service; Architecture and Functional Description TR 23.841 (currently v. 0.3.0 in S2-020298) 

· Compatibilty and interoperability with other related specifications (as far as possible regarding the previous ones)

The role of OSA  in presence service has been depicted in TR 23.841 in the following way:
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Figure: 3GPP OSA Presence architecture draft

This figure suggests that two interfaces should be defined: one for watcher functions and another one for presence supply and management. We see that this cannot be compromised, because the applications using these interfaces would typically be different. Service properties for this SCF are needed to identify the support for the different interfaces.

The basic functionalities for the watcher interface would include e.g.:

· request the presence information (may contain availability)

· subscribe to periodic reporting

· subscribe to reporting of changes

The basic functionalities for the supply interface would be:

· Supply presence information (including availability)

· Supply access rules and parameters for the presence information

· Request a list of watchers 

The interfaces shall carry the necessary information (e.g. application, application type, requesting subscriber and credentials) for the SCF to ensure subscriber’s privacy. In this respect one reference document from 3GPP is the TR 23.871 “Enhanced support for User Privacy in location services” which includes some similar issues.

The meeting has considered utilising the appropriate parts of PAM Forum based specification in 3GPP OSA. However there is no draft available for the 3GPP version. In CN5#15 it was reported (N5-011107) that the 3GPP scope would be 30-40% of PAM. In N5-011267 (Teltier Technologies) the following parts were suggested to be within the 3GPP scope:

· Identity Management

· Identity Presence Management

· Availability Management

· Event Management

We realise that there are some challenges in this, because the architecture and requirements for the 3GPP solution differ rather much compared to PAM. Ericsson have made a number of good comments and questions on the PAM specification in N5-020069. We share these concerns and would like to give a few more points for discussion in the meeting. The questions and comments are based on the Parlay PAM draft in N5-020081:

1. The presence part of the API should be structurally similar to the other SCFs to facilitate easy use by the application implementers. 

2. Asynchronous methods could be used more because the presence data may not always be readily available in the SCS.

3. The exceptions should be unified with the existing ones e.g. common exceptions to be used.

4. The Identity management interface and identity presence interface include both getIdentityAttributes and setIdentityAttributes (or equivalent). These functions should be provided by different interfaces according to TR 23.841.

5. Identity management interface includes group management functions which is out of presence scope.

6. There are no requirements in TS 22.127 for the identity or alias handling of Identity management interface.

7. getIdentityPresence in section 5.11 has the parameter identity. A standardised subscriber address needs to be one type as well (TpAddress or TpAddressSet). What is the role of identityType here (TpPAMFQname includes namespace)?

8. Regarding the availability it  is not the same way separated in 3GPP Presence service. It is part of the presence information. It is true that communications means may be important in the data structure. In section 5.12 it is mentioned that location information could also be part of availability (“available in certain location”). This seems to overlap presence completely and even more if more availability contexts will be defined.

9. On the page 20 it is stated: “Alternatively, queries can be mapped directly into PAM presence queries in situations where privacy controls and policies are not required or all presence data is open to the entity querying.” Parlay/OSA is essentially a third party service API and all the presence data retrieval must be subject to access and privacy controls in the OSA SCS. We don’t see this issue as a motivation for a separate availability interface.
10. A list of elements are identified by a suffix “List”. OSA is using “Set” instead.

11. The data types are very loosely defined mostly as strings. It is true that there must be some flexibility, but some basic things should be interoperable in a standardised way. 3GPP is in a process of defining some standard presence attributes.

12. The event management interface differs a lot e.g. from the analogous one in the Mobility SCF. The type TpPAMEvent is used in registerForEvent. It seems unclear how the related subscriber should be identified by the data type.

13. The event management interface seems to lack an error reporting method.

14. In section 5.14 the meaning of “Inputs” and “outputs” should be clarified. The eventNotify seems to use TpPAMData as the data container. Its use is not completely clear by quick study.

Proposal

Regarding 3GPP OSA Presence stage 3 work we propose to the meeting that it would start drafting the two interfaces Pem and Pwm shown in the figure above. Here the Parlay PAM draft specification provides a great deal of assistance. As there is no draft available at this moment we see that it is very difficult to finalise the work in the CN5#16 meeting or by CN#15. A fair amount of time must be still reserved for checking the results and agree about the details. Too hurried completion of the OSA presence interfaces would most probably cause incompatibility and lack of features regarding the basic 3GPP presence service.

Appendix A: Excerpts from 22.127 v. 5.2.0

12.3
Other Related Events

-
A change in presence related information.


If any presence related information changes (such as one or more presence information attributes or a user’s availability), and this event is armed by the application, that application shall be notified.  Presence information may be associated with a user, device or service, or any abstract entity that has the ability to report presence information.

.

.

.

.

13.5
Presence related capability functions

The OSA interface shall allow an application access to presence capabilities within the network. Presence related information may be requested or supplied by an OSA application and may include, but not limited to presence information pertaining to the presence service as described in [7] or user availability.

An OSA application may act as a requester of presence information (i.e. act as a watcher) and/or act as a supplier of presence information (i.e. act as a presentity). All the capabilities offered to presence service watchers and presentities are described in [7] and may be offered to OSA applications. In addition to the authorisation performed by the OSA Framework, the presence service checks that the application is permitted to access the presence service.

An OSA application may manage or query availability status and/or preferences of a user which may be associated with one or more services (e.g. voice call, IMS sessions, MMS …etc.). Such availability may be determined from a range of existing capabilities. 

The following OSA capabilities shall be supported for an application:

-
register as a presentity and/or watcher:

-
the application shall be able to request the registration as a presentity and/or as a watcher in the presence service. This registration shall include the ability to establish as well as cancel a registration. 
Note:
Registration of a watcher is not covered in TS 22.141 and hence FFS.

-
supply presence related information to the network:

-
the application shall be able to supply and/or update presence related information (presence information or availability) at any time. An application may modify the availability of a user.

-
request the querying and/or modification of presence related data:

-
the application shall be able to request the querying and/or modification of data other than  presence information related to watchers and/or presentities. Such data includes, but is not limited to any access rules pertaining to the presentity to be modified. An application may be able to request the management of availability preferences of a user. Management includes the setting, modification and deletion of availability preferences.
-
request Presence related Information:

-
the application shall be able to request presence related information. The application shall be able to request presence information about a presentity or may request the availability of a user. Such requests may be for the current information, on a periodic basis or for future changes in the presence related information (e.g. arming of event notifications).

-
retrieve watcher information:

-
the application shall be able to request watcher information about a presentity.
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