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1 Introduction

In the last weeks lots of work has been done on the issue of aligning interfaces that the Framework offers to, or uses from, the different entities with which it interacts: Applications, Service Capability Servers and Enterprise Operators.

Some of this interfaces have been found identical; some other very similar, their alignment only requiring small modifications; some have been found very different. Contribution N5-010596 presents a very thorough study of this, identifying all different cases and proposing ways out with an analysis of their pros and cons.

This contribution triggered an email discussion where the main principle for interface alignment was agreed: backwards compatibility is a must, so interfaces that are very similar, or even identical today, but may be expected to evolve in a divergent way, should not be aligned. This applies particularly to some Integrity Management mechanisms that are defined with just a basic functionality today.

2 Access Session Interfaces

The conclusion of the previously mentioned discussion has been the identification of a set of interfaces that are today either identical or very similar, and where possible evolution is not expected to make them diverge. These are the interfaces responsible for the initial interactions between the Framework and another administrative domain which hosts Applications, Service Capability Servers or an Enterprise Operator.

These initial interactions are those necessary for the Framework and the other domain to get to trust each other
 and allow further access to each other. The interfaces that support this mechanism are called Access Session Interfaces in this contribution. 

Our OSA Access Session mechanism is formally identical between any two untrusted domains (and also identical though simplified when they are trusted), and there is no reason to think that future evolution will change things. This is because the access session is the first set of interactions between two domains, and in these interactions the only relevant characteristics of each domain are just their trusted or untrusted nature; their differences (whether they are hosting Applications, SCSs or an Enterprise Operator) are only visible when the access session interactions are over, and they’re allowed to use the Framework services – which they will do differently, depending on their nature.

Note that the case of other mechanisms, like those for Integrity Management at the Application or SCS side, is different: they would be identical only if the Framework were a transparent filter between the two. But since we intend it to be more intelligent (a centralized point of control for integrity) some of the related interfaces are already different, and the other may be expected to diverge if they evolve.

3 The proposal

This contribution proposes to align all interfaces involved in the Access Session, that is, all interfaces which are not obtainable via obtainInterface*(). These are the following:

- IpInitial

- IpAuthentication

- IpAPILevelAuthentication

- Ip[Fw]Access

- Ip[App/Svc]Access
The interfaces in the three first bullet items are already aligned today; those in the two last bullet items are not, because they contain methods supporting the mechanism of Authorization which is only used by Applications. This has already been identified in contribution N5-010596, and a proposal to separate these methods and include them in another interface has been made there. This contribution endorses the proposal.

4 Impact in the specification

The impact on the specification is threefold: interface classes need to be deleted, renamed or created; and sequence diagrams and STDs need to be adapted accordingly.

This section details the changes in the interface classes; once they are agreed, the rest of the changes are straightforward and can be implemented later.

The following changes need to be done in the interface classes:

· Interface classes IpFwInitial, IpFwAuthentication, IpFwAPILevelAuthentication need to be deleted 

· Interface classes IpSvcAuthentication, IpSvcAPILevelAuthentication, IpSvcAccess need to be deleted

· Interface classes IpAppAuthentication, IpAppAPILevelAuthentication, IpAppAccess need to be renamed to IpClient***

· Two new interfaces, Ip[Client]ServiceAgreementManagement, need to be defined as proposed in N5-010596

5 Conclusion

This contribution proposes the alignment of some Framework interfaces, because they support a mechanism which is identical no matter the domain the Framework interacts with (Applications, SCSs or Enterprise Operators).

As a result some interface classes disappear because of being redundant, others are re-named, and others modified because they included methods which correspond to a mechanism which is domain dependent. Sequence diagrams and STDs need to be modified accordingly.

This contribution proposes to agree on these changes. Once agreed, the resulting modifications in the specification are proposed to be prepared, presented and agreed during the meeting week.

� Note that for Applications, SCSs or Enterprise Operators which belong to a domain trusted by the Framework (and vice-versa) the Access Session mechanism is naturally very simplified. This is the subject of another contribution (N5-010505)





