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Introduction

In both EAP AKA and EAP SIM based authentications, the support of user identity privacy is mandatory for the 3GPP AAA server. However, the usage of this feature is optional for the 3GPP AAA server. So enabling of this feature is optional at the AAA Server.
Proposal

The text in section 6.1.1.3.2 in the current version of 24.234 mentions that user Identity privacy should be enabled at AAA Server. This needs a modification, as the enabling of this feature is purely optional and left to the operator’s decision. So this proposal aims at correction of this text to convey the meaning as per the above discussion.
Changes

**Modified Section 1**
6.1.1.3.2 
User Identity Privacy

In both EAP AKA and EAP SIM based authentications, the support of user identity privacy is mandatory for the 3GPP AAA server. However, the usage of this feature is optional for the 3GPP AAA server. 

The user identity privacy should be enabled in the 3GPP AAA server. If user identity privacy is enabled at the 3GPP AAA server, the 3GPP AAA server shall send new encrypted temporary identity(ies) (pseudonym and/ or re-authentication identity) to the UE in every EAP authentication procedure. The description of temporary identity management is specified in TS 33.234 [7].
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