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Introduction

A mechanism for inviting a user to a conference by using CPCP is described in draft-koskelainen-xcon-xcap-cpcp-usage-02:
It is also possible to ask the focus to refer users to the

conference. An optional Boolean attribute "refer" exists in the

<ACL-target-URI> that indicates to the server that the creator of the

conference wishes for the focus to refer the identified potential

participants to the conference when a conference occurrence has

started.  In SIP, this is achieved by the focus sending a REFER

request to those potential participants. The default value for the

"refer" attribute is "false".
This contribution incorporates this CPCP procedure in TR 29.847. Furthermore, changes to the SIP chapter which are related to this new procedure are done.
Proposal
----- FIRST CHANGE: SIP Chapter, Conference Participant Role -----

5.3.1.5

Inviting other users to a conference

5.3.1.5.1
General

Upon inviting another user to a conference, the conference participant has to decide which of the following procedures has to be applied:

1) 
inviting an user to a conference by sending a REFER request to the user directly, as described in subclause 5.3.1.5.2;
2) 
inviting a user to a conference by sending a REFER request to the conference focus, as described in subclause 5.3.1.5.3;

3)
inviting a user to a conference by adding a new element to the DL, as described in subclause 7.3.2.4; or

4)
inviting a user to a conference by adding a new element to the ACL, as described in subcluase 7.3.2.5.

Editor's Note: It needs to be stated that REFER methods sent directly from the conference participant to the conference AS or to other users put a lot of load to the air interface, due to the responses and the two subsequent NOTIFY messages. The CPCP related procedures – when introduced – will give a possibility for the conference participant to invite other users to a conference by other means than sending a REFER method that put less load to the air interface.  

It is out of the scope of this specification, how the UE decides which of the above procedures shall be applied.

5.3.1.5.2 
User invites other user to a conference by sending a REFER request to the other user

Upon generating a REFER request that is destined to a user in order to invite that user to a specific conference, the conference participant shall:

1)
set the request URI of the REFER request to the address of the user who is invited to the conference;

2)
set the Refer-To header of the REFER request to the conference URI of the conference that the other user shall be invited  to, including the "method" parameter set to "INVITE"; and

NOTE: 
Other headers of the REFER request will be set in accordance with 3GPP TS 24.229 [5].

3)
send the REFER request towards the user who is invited to the conference.

The UE may additionally include the Referred-By header to the REFER request and set it to the URI of the conference participant that is sending the REFER request.

Afterwards the UE shall treat incoming NOTIFY requests that are related to the previously sent REFER request in accordance with RFC 3515 [17] and may indicate the received information to the user.

5.3.1.5.3 
User invites other user to a conference by sending a REFER request to the conference focus

Upon generating a REFER request that is destined to the conference focus in order to invite another user to a specific conference, the conference participant shall:

1)
set the request URI of the REFER request to the conference URI to which the user is invited to;

2)
set the Refer-To header of the REFER request to the SIP URI or tel URL of the user who is invited to the conference;

3)
include the "method" parameter with the value "INVITE" in the Refer-To header; and

NOTE: 
Other headers of the REFER request will be set in accordance with 3GPP TS 24.229 [5].

4)
send the REFER request towards the conference focus that is hosting the conference.

The UE may additionally include the Referred-By header to the REFER request and set it to the URI of the conference participant that is sending the REFER request.

Afterwards the UE shall treat incoming NOTIFY requests that are related to the previously sent REFER request in accordance with RFC 3515 [17].

-------- SECOND CHANGE: SIP Chapter, Conference Focus Role -----------

5.3.2.5 
Invitation of users to a conference
5.3.2.5.1
General

The conference focus can invite users to a conference by sending an INVITE request to the user, as described in subclause 5.3.2.5.3. This procedure will be triggered at the conference focus

1) 
by the entries in the dial-out list (DL) of the conference policy for the conference at the moment the conference focus starts hosting the conference, as described in subclause 7.3.2.2;

2)
by a privileged user adding another user to the DL of the conference policy of the conference, as described in subclause 7.3.2.4.2; or

3) 
by a REFER request received from authorized users, that request the conference focus to invite other users to the conference, as described in subclause 5.3.3.5.2.
Additionally, the conference focus can invite users to a conference by sending a REFER request to the user, as described in subclause 5.3.2.5.4. This procedure will be triggered at the conference focus

1)
by the entries in the access control list (ACL) of the conference policy for the conference, whose Access-type sub-element is set to the value "Allowed" and whose Refer sub-element is set to the value "true", at the moment the conference focus starts hosting the conference, as described in subclause 7.3.2.2; or

2)
by a privileged user adding another user to the ACL of the conference policy of the conference, as described in subclasue 7.3.2.5.
5.3.2.5.2
Request from a user to invite another user to a conference

Upon receipt of an REFER request that includes 

-
a conference URI in the request URI; and,

-
a Refer-To header including:

-
a valid SIP URI or tel URL; and,

-
the "method" parameter set to "INVITE"; 

the conference focus shall: 

1)
check if the conference URI is allocated. If the conference URI is not allocated, the conference focus shall perform the actions as described in subclause 5.3.2.5.5; 

2)
perform the actions described in subclause 9.2.1. The following actions shall only be performed if the request can be authorized; 

3)
generate a final response to the REFER request in accordance with RFC 3515 [17]; 

4) 
invite the user indicated in the Refer-To header by performing the procedures as described in subclause 5.3.2.5.3;

5) 
if the received REFER request included a Referred-By header, include the Referred-By header in accordance with draft-ieft-sip-referredby-03 [19] in the INVITE request that is sent for joining the conference; and 

6) 
based on the progress of  this invitation, send NOTIFY messages in accordance with the procedures of RFC 3515 [17] towards the user who sent the REFER request.

5.3.2.5.3
Inviting a user to a conference by sending an INVITE request

When generating an INVITE request in order to invite a user to a specific conference, the conference focus shall:

1)
set the request URI of the INVITE request to the address of the user who is invited to the conference;

2)
set the P-Asserted-Identity header of the INVITE request to the conference URI of the conference that the user shall be invited to;

3)
set the Contact header of the INVITE request to the conference URI of the conference that the user shall be invited to, including the "isfocus" feature parameter; 

4) 
if the INVITE request is generated due to a received REFER request from another conference participant and that received REFER request included a Referred-By header, include the Referred-By header in accordance with draft-ieft-sip-referredby-03 [19] in the INVITE request; 

5)
request the resources required for the new user from the conference focus; and

6)
send the INVITE request towards the user who is invited to the conference.

NOTE: 
Requests are generated in accordance with 3GPP TS 24.229 [5].

Afterwards the conference focus shall proceed the session establishment as described in 3GPP TS 24.229 [5].

5.3.2.5.4
Inviting a user to a conference by sending a REFER request

When generating a REFER request in order to invite a user to a specific conference, the conference focus shall:

1)
set the request URI of the REFER request to the address of the user who is invited to the conference;

2)
set the P-Asserted-Identity header of the REFER request to the conference URI of the conference that the user shall be invited to;

3)
set the Refer-To header of the REFER request to the conference URI of the conference that the other user shall be invited  to, including the "method" uri parameter set to "INVITE"; and

NOTE 1: 
Other headers of the REFER request will be set in accordance with 3GPP TS 24.229 [5].

4)
send the REFER request towards the user who is invited to the conference.

NOTE 2: 
Requests are generated in accordance with 3GPP TS 24.229 [5].

Afterwards the conference focus shall treat incoming NOTIFY requests that are related to the previously sent REFER request in accordance with RFC 3515 [17].

5.3.2.5.5

Abnormal cases 

Upon receipt of a REFER request that includes in the request URI a conference URI, that is not allocated at the conference focus, the conference focus shall return a 604 (Does Not Exist Anywhere) response.

------------- THIRD CHANGE: SIP Chapter, Conference Focus Role --------------

5.3.2.6
Leaving a conference

5.3.2.6.1 
Conference participant leaving a conference

Upon receipt of a BYE message from a conference participant, the conference focus shall

1) 
respond to the BYE request as described in 3GPP TS 24.229 [5] and RFC 3261 [7]; and 

2)
release the resources, related to the conference participant from the conference mixer.

5.3.2.6.2
Removing a conference participant from a conference

5.3.2.6.2.1
General

The conference focus can remove a conference participant from a conference by terminating the dialog with the conference participant. This is done by sending a BYE request to the participant, as described in subclause 5.3.2.6.2.3. The removal of a conference participant by the conference focus will be triggered

1)
by a privileged user expelling a conference participant from the conference by modifying the ACL of the conference policy, as described in subclause 7.3.2.6;

2)
by a REFER request received from authorized users, that request the conference focus to remove the conference participant from the conference, as described in subclause 5.3.2.6.2.2; or

3)
by local administration procedures.

5.3.2.6.2.2
Request from a conference participant to remove another conference participant from a conference

Upon receipt of an REFER request that includes:

a)
a conference URI in the request URI; and,

b)
a Refer-to header including:

1)
a valid SIP URI or tel URL; and,    

2)
the ”method” parameter set to ”BYE”;
the conference focus shall:

1)
check if the conference URI is allocated. If the conference URI is not allocated, the conference focus shall perform the actions as described in subclause 5.3.2.6.2.4;  

2)
check if the SIP URI or tel URL of the REFER-To header belongs to a user who is currently a participant of the referenced conference. If there is no corresponding conference participant, the conference focus shall perform the actions as described in subclause 5.3.2.6.2.4;
3)
perform the actions described in subclause 9.2.1. The following actions shall only be performed if the request can be authorized;

4)
generate a final response to the REFER request in accordance with RFC 3515 [17];

5)
remove the conference participant indicated in the REFER-To header from the conference according to subclause 5.3.2.6.2.3; and
6)
based on the progress of this removal, send NOTIFY messages in accordance with the procedures of RFC 3515 [17] towards the conference participant who sent the REFER request.

5.3.2.6.2.3
Conference focus removes conference participant from a conference

When removing a conference participant from a conference, the conference focus shall

1) 
generate a BYE request on the dialog that was established when the conference participant joined or created the conference, in accordance to the procedures described in 3GPP TS 24.229 [5] and RFC 3261 [7];

2)
release the resources, related to the conference participant from the conference mixer.

5.3.2.6.2.4
Abnormal cases

Upon receipt of a REFER request that includes in the request URI a conference URI, that is not allocated at the conference focus, the conference focus shall return a 604 (Does Not Exist Anywhere) response. The conference focus shall return a 404 (Not Found) response if the request URI includes an allocated conference URI but the SIP URI or tel URL in the REFER-To header refers to a user who is not a participant of the referenced conference.

------------- FOURTH CHANGE: CPCP Chapter ----------------

7.3
Role

7.3.1
Privileged user

7.3.1.1 
General

Editor's Note: draft-koskelainen-xcon-xcap-cpcp-usage [23] defines the privileged user as the creator of a conference and further states: "Defining privileges to modify certain parts of a conference policy is outside the scope of this document". For 3GPP IMS it needs to be investigated, whether conference users others than the conference creator should be allowed to modify the conference policy. If this is the case, either the definition of "privileged user" needs to be changed or the term "privileged user" may be replaced by another term.

7.3.1.2
Actions performed by the privileged user

A privileged user shall follow the procedures as described in subclause 5.3.1.3.1 when creating conferences.

A privileged user shall be able to perform the following actions, as described in draft-koskelainen-xcon-xcap-cpcp-usage [23]:

- 
adding new users to a conference;

-
modifying the privilege control list (PCL) of a conference;
-
inviting a user to a conference;
- 
expelling a conference participant from a conference; and

- 
termination of a conference.

Editor's Note: It needs to be investigated if further text is needed, that describes the usage of CPCP, XCAP and HTTP in this section.

Editor's Note: The above paragraph needs to indicate that the listed actions are in the same way optional to be supported by a privileged user as they are optional to be supported in described in draft-koskelainen-xcon-xcap-cpcp-usage [23].

Editor's Note: CPCP users and requests shall be authenticated and authorized by generic Ut interface procedures. This subclause must reference the related specification. Currently this functionality is defined for data manipulation related to the IMS presence service.  

7.3.2
Conference Policy Server (CPS)

Editor's Note: Further subclauses needed for e.g. blocking of a user and conference termination. 

7.3.2.1
Introduction

Editor's Note: CPCP users and requests shall be authenticated and authorized by generic Ut interface procedures. This subclause must reference the related specification. Currently this functionality is defined for data manipulation related to the IMS presence service.   

7.3.2.2
Conference creation

Upon conference creation, the CPS shall create a conference policy document for the conference, including 

- 
a privilege control list (PCL) for the conference, which shall be set due to local policy, if not otherwise indicated by the conference creator;

-
an access control list (ACL) for the conference, which shall be empty if not otherwise indicated by the conference creator; and

-
a dial-out list (DL) for the conference, which shall be empty if not otherwise indicated by the conference creator.

When receiving a HTTP PUT request, including a CPCP XCAP document for conference creation, the CPS shall

-
check whether the request was issued by a privileged user, who is allowed to create a conference of the indicated type;

Editor's Note: It needs to be stated which actions the PCL performs, if the request is issued by a user who is not a privileged user.

- 
update the PCL with the information included in the received CPCP XCAP document, in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23];

-
respond to the originator of the request with a HTTP 200 (OK) response in accordance with RFC 2616 [21] and draft-ietf-simple-xcap [22].

Editor's Note:
The CPS behaviour when receiving a CPCP SC (security control) element needs to be specified.

Editor's Note:
The CPS behaviour when receiving a CPCP media policy element needs to be specified.

Editor's Note:
The CPS behaviour when receiving a CPCP floor policy element needs to be specified.

7.3.2.3 
Privilege Control List (PCL) modification

When receiving a HTTP PUT request from a privileged user, including a CPCP XCAP document for modification of the PCL of an existing conference, the CPS shall 

- 
modify the PCL of the indicated conference in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23]; and

-
respond to the originator of the request with a HTTP 200 (OK) response in accordance with RFC 2616 [21] and draft-ietf-simple-xcap [22].

7.3.2.4
Adding a user to the conference

7.3.2.4.1

Adding a user to the conference by access control list (ACL) modification

When receiving a HTTP PUT request from a privileged user, including a CPCP XCAP document for adding a new element to the ACL of an existing conference and the Access-Type sub-element is set to the value "Allowed", the CPS shall 

- 
modify the ACL of the indicated conference in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23]; and

-
respond to the originator of the request with a HTTP 200 (OK) response in accordance with RFC 2616 [21] and draft-ietf-simple-xcap [22].

7.3.2.4.2

Adding a user to the conference by dial-out list (DL) modification

When receiving a HTTP PUT request from a privileged user, including a CPCP XCAP document for modification of the DL of an existing conference, the CPS shall 

- 
modify the DL of the indicated conference in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23]; 

-
respond to the originator of the request with a HTTP 200 (OK) response in accordance with RFC 2616 [21] and draft-ietf-simple-xcap [22].

7.3.2.5
Inviting a user to the conference

Upon receipt of a HTTP PUT request that includes a CPCP XCAP document for adding a new element to the ACL of an existing conference and

-
the Access-Type sub-element is set to the value "Allowed"; and, 

-
the Refer sub-element is set to the value "true"; 

the CPS shall:

-
authenticate the requestor and check whether the request was issued by a privileged user;

-
modify the ACL of the indicated conference in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23]; 

-
inform the focus of the ACL change; and

-
generate a response in accordance with RFC 2616 [21] and draft-ietf-simple-xcap [22].
7.3.2.6
Expelling conference participant from the conference

When receiving a HTTP PUT request from a privileged user, including a CPCP XCAP document for adding a new element to the ACL of an existing conference and the Access-Type sub-element is set to the value "Expelled", the CPS shall 

- 
modify the ACL of the indicated conference in accordance with draft-koskelainen-xcon-xcap-cpcp-usage [23]; 

-
respond to the originator of the request with a HTTP 200 (OK) response in accordance with RFC 2616 [21] and draft-ietf-simple-xcap [22].

