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Introduction

A number of changes are proposed to Annex A of 24.841 to correct the usage of the P-Access-Network-Info header.

1. In table A.3.2.1-1 and A.3.2.1-2, a description line is added about the P-Access-Network-Info header, and similarly for other occurrences elsewhere in annex A.

2. In subclause A.3.3.1, the P-Access-Network-Info header is missing from the subsequent (final) NOTIFY request sent in this flow. P-Access-Network-Info is included by the UE in all requests and responses except ACK and CANCEL. This is corrected.

3. In subclause A.3.3.2, the P-Access-Network-Info header in the 200 (OK) responses to the NOTIFY request should not be relayed by the visited network S-CSCF to the RLS, and therefore it is deleted from these flows.

4. In subclause A.4.2.1, the presence server is in the same network as the UE, and its related S-CSCF, and therefore the P-Access-Network-Info header should be passed to the PS. This is therefore added. Similar changes are made to subclause A.4.3.1.

5. In subclause A.5.3.1, one complete flow of P-Access-Network-Info headers is missing from the NOTIFY response, and is added. These go all the way to the RLS which is in the same network as the S-CSCF.

6. In subclause A.6.4, the P-Access-Network-Info header should be relayed to the PS, as this PS is in the same network as the S-CSCF and therefore in the trust domain. This is corrected.
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Figure A.3.2.1-1: IMS watcher subscribing for presence information and receiving the first notification

Figure A.3.2.1-1 shows an IMS watcher subscribing to presence event notification about an IMS based presentity. The presentity is in a different IM CN subsystem. The details of the flows are as follows:

1.
SUBSCRIBE request (UE (watcher) to P-CSCF) – see example in table A.3.2.1-1

A watcher agent in a UE wishes to watch a presentity, or certain tuples of the presentity. To initiate a subscription, the UE generates a SUBSCRIBE request containing the 'presence' event that it wishes to be notified of, together with an indication of the length of time this periodic subscription should last and the support for partial notification.

Table A.3.2.1-1: SUBSCRIBE request (UE (watcher) to P-CSCF)

SUBSCRIBE sip:user2_public1@home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:user1_public1@home1.net>

Privacy: none

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user2_public1@home2.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 61 SUBSCRIBE

Require: sec-agree

Proxy-Require: sec-agree
Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531
Event: presence

Expires: 7200

Accept: application/cpim-pidf+xml;q=0.3, application/pidf-partial+xml;q=1

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0

Request-URI:
Public user identity whose events the subscriber subscribes to.

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
Privacy:
the user does not require privacy, therefore the Privacy header is set to the value "none" as specified in RFC 3325 [10] and RFC 3323 [9].

P-Preferred-Identity:
the user provides a hint about the identity to be used.
From:
This field is populated with the SIP URI that contains the logical representation (FQDN) for the entity sending the SUBSCRIBE request.

Event:
This field is populated with the value 'presence' to specify the use of the presence package.

Accept:
This field is populated with the value 'application/cpim-pidf+xml' and 'application/pidf-partial+xml', latter one with higher preference.

To:
Same as the Request-URI.

Contact:
The contact information of the subscribing user.

2.
SUBSCRIBE request (P-CSCF to S-CSCF) – see example in table A.3.2.1-2

The P-CSCF looks up the serving network information for the public user identity that was stored during the registration procedure. The SUBSCRIBE request is forwarded to S-CSCF. A Route header is inserted into SUBSCRIBE request. The information for the Route header is taken from the service route determined during registration. 

Table A.3.2.1-2: SUBSCRIBE request (P-CSCF to S-CSCF)

SUBSCRIBE sip:user2_public1@home2.net SIP/2.0 

Via: SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

P-Access-Network-Info: 

Max-Forwards: 69

P-Asserted-Identity: <sip:user1_public1@home1.net>

Privacy: 

Route: <sip:orig@scscf1.home1.net;lr>

Record-Route: <sip:pcscf1.home1.net;lr>

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Accept:

Contact:

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

P-Asserted-Identity:
The P-CSCF inserts the SIP URI in the P-Asserted-Identity header field and it also removes P-Preferred-Identity header field.

Route:
The Route header is populated with the service route from registration.

Material not included.

18.
200 (OK) response (UE to P-CSCF) – see example in table A.3.2.1-18

The UE generates a 200 (OK) response to the NOTIFY request.

Table A.3.2.1-18: 200 (OK) response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP ps.home2.net;branch=z9hG4bK348923.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
19.
200 (OK) response (P-CSCF to S-CSCF) – see example in table A.3.2.1-19

The P-CSCF forwards the 200 (OK) response to S-CSCF#1.

Table A.3.2.1-19: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP ps.home2.net;branch=z9hG4bK348923.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length: 

P-Access-Network-Info:
This header contains information from the UE. 

20.
200 (OK) response (S-CSCF to PS) – see example in table A.3.2.1-20

S-CSCF#2 forwards the 200 (OK) response to the PS.

Table A.3.2.1-20: 200 (OK) response (S-CSCF to PS)

SIP/2.0 200 OK

Via: SIP/2.0/UDP ps.home2.net;branch=z9hG4bK348923.1

From:

To:

Call-ID:

CSeq:

Content-Length: 

Next change
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Figure A.3.3.1-1: IMS watcher subscribing to resource list

Figure A.3.3.1-1 shows an IMS watcher subscribing to resource list event notification. The details of the flows as follows:

1.
SUBSCRIBE request (UE to P-CSCF) – see example in table A.3.3.1-1

A watcher agent in a UE wishes to watch a number of presentities, or certain tuples of these presentities. The list of presentities are identified by a SIP URI. In order to initiate a subscription to the Resource List Server (RLS), the UE generates a SUBSCRIBE request indicating support for 'eventlist', together with an indication of the length of time this periodic subscription should last.

Table A.3.3.1-1: SUBSCRIBE request (UE to P-CSCF)

SUBSCRIBE sip:user1_list1@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKehuefdam

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:user1_public1@home1.net>

Privacy: none

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_list1@home1.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 123 SUBSCRIBE

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531

Event: presence

Supported: eventlist

Expires: 7200

Accept: application/cpim-pidf+xml, application/rlmi+xml, multipart/related

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0

Request-URI:
SIP URI of the resource list representing the collection of public user identities whose events the subscriber subscribes to. 

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
Privacy:
the user does not require privacy, therefore the Privacy header is set to the value "none" as specified in RFC 3325 [10] and RFC 3323 [9].

P-Preferred-Identity:
the user provides a hint about the identity to be used.
From:
This field is populated with the SIP URI containing the logical representation (FQDN) for the entity sending the SUBSCRIBE.

Event:
This field is populated with the value 'presence' to specify the use of the presence package.

Accept:
This field is populated with the value 'application/cpim-pidf+xml', 'application/rlmi+xml' and 'multipart/related' indicating that the UE supports both body types for the eventlist extension additionally to PIDF.

Supported:
This field is populated with the value 'eventlist' to specify the support for the eventlist extension.

To:
Same as the Request-URI.

Contact:
The contact information of the subscribing user.

2.
SUBSCRIBE request (P-CSCF to S-CSCF) – see example in table A.3.3.1-2

The P-CSCF looks up the serving network information for the public user identity that was stored during the registration procedure. The SUBSCRIBE request is forwarded to S-CSCF#1. A Route header is inserted into SUBSCRIBE request. The information for the Route header is taken from the service route determined during registration. 

Table A.3.3.1-2: SUBSCRIBE request (P-CSCF to S-CSCF)

SUBSCRIBE sip:user1_list1@home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK120f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKehuefdam

P-Access-Network-Info:

Route: <sip:orig@scscf1.home1.net;lr>

Max-Forwards: 69

P-Asserted-Identity: <sip:user1_public1@home1.net>

Privacy:

Record-Route: <sip:pcscf1.visited1.net;lr>

Route: <sip:scscf1.home1.net;lr>

From:

To:

Call-ID:

CSeq:

Event:

Supported:

Expires:

Accept:

Contact:

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

P-Asserted-Identity:
The P-CSCF inserts the SIP URI in the P-Asserted-Identity header field and it also removes P-Preferred-Identity header field.

Route:
The Route header field is populated with the service route from registration.

Material not included.

12.
200 (OK) response (UE to P-CSCF) – see example in table A.3.3.1-12


The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.

Table A.3.3.1-12: 200 (OK) response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
13.
200 (OK) response (P-CSCF to S-CSCF) – see example in table A.3.3.1-13


The P-CSCF forwards the 200 (OK) response to the S-CSCF.

Table A.3.3.1-13: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

Material not included.

19.
200 (OK) response (UE to P-CSCF) – see example in table A.3.3.1-19


The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.

Table A.3.3.1-19: 200 (OK) response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
20.
200 (OK) response (P-CSCF to S-CSCF) – see example in table A.3.3.1-20

The P-CSCF forwards the 200 (OK) response to the S-CSCF.

Table A.3.3.1-20: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length:

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
21.
200 (OK) response (S-CSCF to RLS) – see example in table A.3.3.1-21

The S-CSCF#2 forwards the response to the RLS in the home network of the UE. 

Table A.3.3.1-21: 200 (OK) response (S-CSCF to RLS)

SIP/2.0 200 OK

Via: SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length:

Next change

A.3.3.2 
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Figure A.3.3.2-1 IMS watcher subscribing to resource list

Figure A.3.3.2-1 shows an IMS watcher subscribing to resource list event notification. The details of the flows as follows:

1.
SUBSCRIBE request (UE to P-CSCF) – see example in table A.3.3.2-1

A watcher agent in a UE wishes to watch a number of presentities, or certain tuples of these presentities. The 
list of presentities are identified by a SIP URI. In order to initiate a subscription to the RLS, the UE generates a SUBSCRIBE request indicating support for 'eventlist', together with an indication of the length of time this periodic subscription should last.

Table A.3.3.2-1: SUBSCRIBE request (UE to P-CSCF)

SUBSCRIBE sip:user2_list1@home2.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKehuefdam

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:user1_public1@home1.net>

Privacy: none

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user2_list1@home1.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 123 SUBSCRIBE

Require: sec-agree 

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531
Event: presence

Supported: eventlist

Expires: 7200

Accept: application/cpim-pidf+xml, application/rlmi+xml, multipart/related

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0

Request-URI:
SIP URI of the resource list representing the collection of public user identities whose events the subscriber subscribes to. 

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
Privacy:
the user does not require privacy, therefore the Privacy header is set to the value "none" as specified in RFC 3325 [10] and RFC 3323 [9].

P-Preferred-Identity:
the user provides a hint about the identity to be used.
From:
This field is populated with logical representation (FQDN) for the entity sending the SUBSCRIBE.

Event:
This field is populated with the value 'presence' to specify the use of the presence package.

Accept:
This field is populated with the value 'application/cpim-pidf+xml', 'application/rlmi+xml' and 'multipart/related'  indicating that the UE supports the eventlist extension additionally to PIDF.

Supported:
This field is populated with the value 'eventlist' to specify the support for the eventlist extension.

To:
Same as the Request-URI.

Contact:
The contact information of the subscribing user.

2.
SUBSCRIBE request (P-CSCF to S-CSCF) – see example in table A.3.3.2-2

The P-CSCF looks up the serving network information for the public user identity that was stored during the registration procedure. The SUBSCRIBE request is forwarded to S-CSCF#1. A Route header is inserted into SUBSCRIBE request. The information for the Route header is taken from the service route determined during registration. 

Table A.3.3.2-2: SUBSCRIBE request (P-CSCF to S-CSCF)

SUBSCRIBE sip:user2_list1@home2.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK120f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKehuefdam

P-Access-Network-Info:

Route: <sip:orig@scscf1.home1.net;lr>

Max-Forwards: 69

P-Asserted-Identity: <sip:user1_public1@home1.net>

Privacy:

Record-Route: <sip:pcscf1.visited1.net;lr>

Route: <sip:scscf1.home1.net;lr>

From:

To:

Call-ID:

CSeq:

Event:

Supported:

Expires:

Accept:

Contact:

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

P-Asserted-Identity:
P-CSCF inserts the SIP URI in the P-Asserted-Identity header field and it also removes the P-Preferred-Identity header field.

Route:
The Route header field is populated with the service route from registration.
Material not included.

15.
200 (OK) response (UE to P-CSCF) – see example in table A.3.3.2-15


The UE acknowledges the NOTIFY request with a 200 (OK) to the P-CSCF.

Table A.3.3.2-15: 200 (OK) response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home2.net;branch=z9hG4bK240f34.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
16.
200 (OK) response (P-CSCF to S-CSCF) – see example in table A.3.3.2-16


The P-CSCF forwards the 200 (OK) response to the S-CSCF#1.

Table A.3.3.2-16: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home2.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

17.
200 (OK) response (S-CSCF to RLS) – see example in table A.3.3.2-17


The S-CSCF#1 forwards the response to the RLS in the home network of the UE. 

Table A.3.3.2-17: 200 (OK) response (S-CSCF to RLS)

SIP/2.0 200 OK

Via: SP/2.0/UDP rls.home2.net;branch=z9hG4bK240f34.1


From:

To:

Call-ID:

CSeq:

Content-Length:

Material not included.

22.
200 (OK) response (UE to P-CSCF) – see example in table A.3.3.2-22


The UE acknowledges the NOTIFY request with a 200 (OK) to the P-CSCF.

Table A.3.3.2-22: 200 (OK) response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1SIP/2.0/UDP rls.home2.net;branch=z9hG4bK240f34.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
23.
200 (OK) response (P-CSCF to S-CSCF) – see example in table A.3.3.2-23


The P-CSCF forwards the 200 (OK) response to the S-CSCF#1.

Table A.3.3.2-23: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home2.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

24.
200 (OK) response (S-CSCF to RLS) – see example in table A.3.3.2-24


The S-CSCF#2 forwards the response to the RLS in the home network of the UE. 

Table A.3.3.2-24: 200 (OK) response (S-CSCF to RLS)

SIP/2.0 200 OK

Via: SIP/2.0/UDP rls.home2.net;branch=z9hG4bK240f34.1


From:

To:

Call-ID:

CSeq:

Content-Length:

Next change

A.4
Flows demonstrating how presentities update presence information

A.4.1
Introduction

A.4.2
Initial publication or modification of presence information by UE

A.4.2.1
Successful publication
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Figure A.4.2.1-1: IMS UE publishing presence information

Figure A.4.2.1-1 shows an IMS UE publishing or modifying already existing presence information about an IMS based presentity. The details of the flows as follows:

1.
PUBLISH request (UE to P-CSCF) - see example in table A.4.2.1-1

A Presence User Agent (PUA) in a UE wishes to publish presence information. To initiate the publication, the UE generates a PUBLISH request according to draft-ietf-simple-publish-01 [13] containing the presence information that it wishes to publish.

Table A.4.2.1-1: PUBLISH request (UE to P-CSCF)

PUBLISH sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:user1_public1@home1.net>

Privacy: none

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 61 PUBLISH

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531
Event: presence

Expires: 7200

Content-Type: application/cpim-pidf+xml

Content-Length: (...)

<?xml version="1.0" encoding="UTF-8"?>

   <presence xmlns="urn:ietf:params:xml:ns:pidf"

             xmlns:es="urn:ietf:params:xml:ns:pidf:rpid-status"

             xmlns:et="urn:ietf:params:xml:ns:pidf:rpid-tuple"

             xmlns:pcp="urn:ietf:params:xml:ns:simple-prescaps-ext"

             entity="pres:user2_public1@home2.net">

     <note>I'm in a boring meeting</note>

     <tuple id="a8098a.672364762364">

       <et:class>sip</et:class>

       <et:type>service</et:type>

       <status>

         <basic>open</basic>

         <es:activity>meeting</es:meeting>

         <es:placetype until="2003-08-27T17:30:00Z">office</es:placetype>

         <es:privacy>quiet</es:privacy>

         <es:idle>2003-08-27T10:43:00Z</es:idle>

       </status>

       <contact priority="0.8">sip:user2_public1@home2.net</contact>

       <pcp:prescaps>

         <pcp:feature name="Media">

            <pcp:value>voice</pcp:value>

         </pcp:feature>

         <pcp:feature name="Mobility">

            <pcp:value>mobile</pcp:value>

         </pcp:feature>

       </pcp:prescaps>

       <note xml:lang="en">Don't Disturb Please!</note>

       <note xml:lang="fr">Ne derangez pas, s'il vous plait</note>

       <timestamp>2003-08-27T11:49:29Z</timestamp>

     </tuple>

     <tuple id="jklhgf9788934774.78">

        <et:class>assistant</et:class>

        <et:type>presentity</et:type>

       <status>

         <basic>open</basic>

         <es:relationship>assistant</es:relationship>

       </status>

       <contact priority="1.0">tel:+1-212-555-2222</contact>

       <note>She's my secretary</note>

       <timestamp>2003-08-27T11:49:29Z</timestamp>

     </tuple>

     <note>I'll be in Tokyo next week</note>

   </presence>

Request-URI:
Public user identity whose presence information the PUA intends to publish. 

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
Privacy:
the user does not require privacy, therefore the Privacy header is set to the value "none" as specified in RFC 3325 [10] and RFC 3323 [9].

P-Preferred-Identity:
the user provides a hint about the identity to be used.
From:
This field is populated with the SIP URI that contains the logical representation (FQDN) for the entity sending the PUBLISH request.

Event:
This field is populated with the value 'presence' to specify the use of the presence package.

To:
Same as the Request-URI.

Content-Type:
Set to the value 'application/cpim-pidf+xml'.

The message body in the PUBLISH request that carries the publisher's presence update state is formed as indicated in draft-ietf-impp-cpim-pidf-08 [11].

Editor’s Note: PIDF document might require extensions to take into account publications from multiple terminals.

2.
PUBLISH request (P-CSCF to S-CSCF) - see example in table A.4.2.1-2

P-CSCF looks up the serving network information for the public user identity that was stored during the registration procedure. The PUBLISH request is forwarded to the S-CSCF. A Route header is inserted into PUBLISH request. The information for the Route header is taken from the service route determined during registration.

Table A.4.2.1-2: PUBLISH request (P-CSCF to S-CSCF)

PUBLISH sip:user1_public1@home1.net SIP/2.0 

Via: SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

P-Access-Network-Info:

Max-Forwards: 69

P-Asserted-Identity: <sip:user1_public1@home1.net>

Privacy: 

Route: <sip:orig@scscf1.home1.net;lr>


From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Content-Type:

Content-Length:

(…)

P-Access-Network-Info:
This header contains information from the UE. 

P-Asserted-Identity:
The P-CSCF inserts the SIP URI in the P-Asserted-Identity header field and it also removes P-Preferred-Identity header field.

Route:
The Route header is populated with the service route from registration.

3.
Evaluation of initial filter criteria


S-CSCF#1 validates the service profile of this subscriber and evaluates the initial filter criteria. For user1_public1@home1.net S-CSCF#1 has originating initial Filter Criteria with Service Points of Interest of Method = PUBLISH AND Event = 'presence' AND To = 'sip:user1_public1@home1.net' that informs the S-CSCF to route the PUBLISH request to the Application Server ps.home1.net.

4.
PUBLISH (S-CSCF to PS) - see example in table A.4.2.1-4


The S-CSCF#1 forwards the PUBLISH request to the PS.

Table A.4.2.1-4: PUBLISH (S-CSCF to PS)

PUBLISH sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

P-Access-Network-Info:

Max-Forwards: 68

P-Asserted-Identity: 

Privacy:

Route: <sip:ps.home1.net;lr>, <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

CSeq: 

Event:

Expires: 

Content-Type:

Content-Length: 

(…)

Remaining material of subclause not included.
Next change

A.4.3
Refreshing of presence information by IMS UE

A.4.3.1
Successful refresh
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Figure A.4.3.1-1 IMS UE updating presence information

Figure A.4.3.1-1 shows an IMS UE refreshing the presence information about an IMS based presentity. The details of the flows as follows:

1.
PUBLISH request (UE to P-CSCF) – see example in table A.4.3.1-1

A Presence User Agent (PUA) in a UE wishes to already existing presence information. To initiate the publication, the UE generates a PUBLISH request according to draft-ietf-simple-publish-01 [13] containing the presence information that it wishes to publish.

Table A.4.3.1-1: PUBLISH request (UE to P-CSCF)

PUBLISH sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:user1_public1@home1.net>

Privacy: none

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 61 PUBLISH

Require: sec-agree

Proxy-Require: sec-agree

Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531
Event: presence

If-Match: 1

Expires: 7200

Content-Length: 0

Request-URI:
Public user identity whose presence information the PUA intends to publish. 

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
Privacy:
the user does not require privacy, therefore the Privacy header is set to the value "none" as specified in RFC 3325 [10] and RFC 3323 [9].

P-Preferred-Identity:
the user provides a hint about the identity to be used.
From:
This field is populated with the SIP URI that contains the logical representation (FQDN) for the entity sending the PUBLISH request.

Event:
This field is populated with the value 'presence' to specify the use of the presence package.

To:
Same as the Request-URI.

If-Match: 
This field is populated with the entity-tag earlier provided by the PS in the ETag header field to be used as a versioning precondition to the PUBLISH refresh.

Editor's Note: PIDF document might require extensions to take into account publications from multiple terminals.

2.
PUBLISH request (P-CSCF to S-CSCF) – see example in table A.4.3.1-2

P-CSCF looks up the serving network information for the public user identity that was stored during the registration procedure. The PUBLISH request is forwarded to the S-CSCF. A Route header is inserted into PUBLISH request. The information for the Route header is taken from the service route determined during registration.

Table A.4.3.1-2: PUBLISH request (P-CSCF to S-CSCF)

PUBLISH sip:user1_public1@home1.net SIP/2.0 

Via: SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

P-Access-Network-Info:

Max-Forwards: 69

P-Asserted-Identity: <sip:user1_public1@home1.net>

Privacy: 

Route: <sip:orig@scscf1.home1.net;lr>


From: 

To: 

Call-ID: 

CSeq: 

Event:

If-Match:

Expires: 

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

P-Asserted-Identity:
The P-CSCF inserts the SIP URI in the P-Asserted-Identity header field and it also removes P-Preferred-Identity header field.

Route:
The Route header is populated with the service route from registration.

3.
Evaluation of initial filter criteria


S-CSCF#1 validates the service profile of this subscriber and evaluates the initial filter criteria. For user1_public1@home1.net S-CSCF#1 has originating initial Filter Criteria with Service Points of Interest of Method = PUBLISH AND Event = 'presence' AND To = 'sip:user1_public1@home1.net' that informs the S-CSCF to route the PUBLISH request to the Application Server ps.home1.net.

4.
PUBLISH (S-CSCF to PS) – see example in table A.4.3.1-4


The S-CSCF#1 forwards the PUBLISH request to the PS.

Table A.4.3.1-4: PUBLISH (S-CSCF to PS)

PUBLISH sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK351g45.1, SIP/2.0/UDP pcscf1.home1.net;branch=z9hG4bK240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKnashds7

P-Access-Network-Info:

Max-Forwards: 68

P-Asserted-Identity: 

Privacy:

Route: <sip:ps.home1.net;lr>, <sip:scscf1.home1.net;lr>

From: 

To: 

Call-ID: 

CSeq: 

Event:

If-Match:

Expires: 

Content-Length: 

Remaining material of subclause not included.
Next change

A.5.2
IMS based watcher and presentity in the different networks, UE in the home network

A.5.2.1
Successful notification
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Figure A.5.2.1-1: Notification to IMS watcher in the visited network

Figure A.5.2.1-1 shows how a watcher is notified of updates to a presentity's presence information. The flow is applicable to the case where the watcher and presentity are in the same or in different IM CN subsystems.

Material not included.

4.
200 (OK) response (UE to P-CSCF) – see example in table A.5.2.1-4


The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.

Table A.5.2.1-4: 200 (OK) response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.home1.net;branch=240f34.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP ps.home2.net;branch=z9hG4bK348923.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
5.
200 (OK) response (P-CSCF to S-CSCF) – see example in table A.5.2.1-5


The P-CSCF forwards the 200 (OK) response to the S-CSCF.

Table A.5.2.1-5: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP ps.home2.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

Remaining material of subclause not included.

Next change

A.5.3
Notification to resource list in a different network and notification to IMS watcher in the visited network

A.5.3.1
Successful notification
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Figure A.5.3.1-1: Notification to resource list in a different network and notification to IMS watcher in the visited network

Figure A.5.3.1-1 shows the PS providing presence event notification about an IMS based presentity to a RLS in a different network. This notification triggers the RLS to provide presence event notification to the watcher. The details of the flows as follows:

Material not included.

8.
200 (OK) response (UE to P-CSCF) – see example in table A.5.3.1-8


The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.

Table A.5.3.1-8: 200 (OK) response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
9.
200 (OK) response (P-CSCF to S-CSCF) – see example in table A.5.3.1-9


The P-CSCF forwards the 200 (OK) response to the S-CSCF.

Table A.5.3.1-9: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info: 

From:

To:

Call-ID:

CSeq:

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

10.
200 (OK) response (S-CSCF to RLS) – see example in table A.5.3.1-10


The S-CSCF forwards the response to the RLS in the home network of the presentity. 

Table A.5.3.1-10: 200 (OK) response (S-CSCF to RLS)

SIP/2.0 200 OK

Via: SIP/2.0/UDP rls.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info: 

From:

To:

Call-ID:

CSeq:

Content-Length:

Next change

A.6
PUA subscribing to his own watcher list and receiving notification of new watcher subscriptions
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Figure A.6-1: PUA subscribing to watcher list and receiving a notification of an already pending watcher subscription followed by a notification of a subscription from a new watcher not already in the watcher list

Figure A.6-1 shows a PUA subscribing to watcher list and receiving a notification of an already pending watcher subscription followed by a notification of a subscription from a new watcher not already in the watcher list. In this example a partial state watcher-info document is transported in the notify for the second subscription. The details of the flows as follows:

1.
SUBSCRIBE request (UE to P-CSCF) – see example in table A.6-1

The presentity wishes to watch his own watcher information, therefore he subscribes for the watcher information template-package of presence. The UE generates a SUBSCRIBE request containing the presence.winfo event, together with an indication of the length of time this periodic subscription should last.

Table A.6-1: SUBSCRIBE request (UE to P-CSCF)

SUBSCRIBE sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKehuefdam

Max-Forwards: 70

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

Route: <sip:pcscf1.visited1.net:7531;lr;comp=sigcomp>, <sip:orig@scscf1.home1.net;lr>

P-Preferred-Identity: <sip:user1_public1@home1.net>

Privacy: none

From: <sip:user1_public1@home1.net>;tag=31415

To: <sip:user1_public1@home1.net>

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 123 SUBSCRIBE

Require: sec-agree
Proxy-Require: sec-agree
Security-Verify: ipsec-3gpp; q=0.1; alg=hmac-sha-1-96; spi=87654321; port1=7531
Event: presence.winfo

Expires: 7200

Accept: application/watcherinfo+xml

Contact: <sip:[5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp>

Content-Length: 0

Request URI:
Public user identity whose events the subscriber subscribes to. In this case the Public User Identity of the presentity in SIP URI format.

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
Privacy:
the user does not require privacy, therefore the Privacy header is set to the value "none" as specified in RFC 3325 [10] and RFC 3323 [9].

P-Preferred-Identity:
the user provides a hint about the identity to be used.
From:
This field is populated with the SIP URI that contains the logical representation (FQDN) for the entity sending the SUBSCRIBE request.

Event:
This field is populated with the value 'presence.winfo' to specify the use of the watcher information template-package of presence.

Accept:
This field is populated with the value 'application/watcherinfo+xml' indicating that the UE supports this body type for notification.

To:
Same as the Request-URI.

Contact:
The contact information of the subscribing user.

2.
SUBSCRIBE request (P-CSCF to S-CSCF) – see example in table A.6-2

The P-CSCF looks up the serving network information for the public user identity that was stored during the registration procedure. The SUBSCRIBE request is forwarded to the S-CSCF. A Route header is inserted into SUBSCRIBE request. 

Table A.6-2: SUBSCRIBE request (P-CSCF to S-CSCF)

SUBSCRIBE sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK120f34.1 ,SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKehuefdam

P-Access-Network-Info:

Max-Forwards: 69

P-Asserted-Identity: <sip:user1_public1@home1.net>

Privacy:

Route: <sip:orig@scscf1.home1.net;lr> 

Record-Route: <sip:pcscf1.visited1.net;lr> 

From:

To:

Call-ID:

CSeq:

Event:

Expires:

Accept:

Contact:

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

P-Asserted-Identity:
The P-CSCF inserts the SIP URI in the P-Asserted-Identity header field and it also removes P-Preferred-Identity header field.

Route:
The Route header field is populated with the service route from registration.

3.
Evaluation of initial filter criteria


The S-CSCF validates the service profile of this subscriber and evaluates the initial filter criteria. For sip:user1_public1@home1.net the S-CSCF has originating initial Filter Criteria with Service Point Trigger of Method = SUBSCRIBE AND Event = 'presence.winfo' that informs the S-CSCF to route the SUBSCRIBE request to the Application Server sip:ps.home1.net.

4.
SUBSCRIBE request (S-CSCF to PS) – see example in table A.6-4

The S-CSCF forwards the SUBSCRIBE request to the PS. 

Table A.6-4: SUBSCRIBE request (S-CSCF to PS)

SUBSCRIBE sip:user1_public1@home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK344a65.1, SIP/2.0/UDP pcscf1.visited1.net;branch=z9hG4bK120f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]:1357;comp=sigcomp;branch=z9hG4bKehuefdam

P-Access-Network-Info: 

Max-Forwards: 68

P-Asserted-Identity: <sip:user1_public1@home1.net>, <tel:+1-212-555-1111>

Privacy:

Route: <sip:ps.home1.net;lr>, <sip:scscf1.home1.net;lr>

Record-Route: <sip:scscf1.home1.net;lr>, <sip:pcscf1.visited1.net;lr>

From:

To:

Call-ID:

CSeq:

Event:

Expires:

Accept:

Contact:

Content-Length:

P-Asserted-Identity: The S-CSCF inserts the TEL URI of the user in the P-Asserted-Identity header field.

Material not included.

12.
200 (OK) response (UE to P-CSCF) – see example in table A.6-12


The PUA on the UE determines that this is a full state watcher-info document and replaces any current watcher-info with the new document. The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.

Table A.6-12: 200 (OK) response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP ps.home2.net;branch=z9hG4bK348923.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
13.
200 (OK) response (P-CSCF to S-CSCF) – see example in table A.6-13


The P-CSCF forwards the 200 (OK) response to the S-CSCF.

Table A.6-13: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP ps.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

14.
200 (OK) response (S-CSCF to PS) – see example in table A.6-14


The P-CSCF forwards the response to the PS in the home network of the UE. 

Table A.6-14: 200 (OK) response (S-CSCF to PS)

SIP/2.0 200 OK

Via: SIP/2.0/UDP ps.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length:

Material not included.

19.
200 (OK) response (UE to P-CSCF) – see example in table A.6-19


The PUA determines that this is a full state watcher-info document and replaces any current watcher-info with the new document. The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.

Table A.6-19: 200 (OK) response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP ps.home2.net;branch=z9hG4bK348923.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
20.
200 (OK) response (P-CSCF to S-CSCF) – see example in table A.6-20


The P-CSCF forwards the 200 (OK) response to the S-CSCF.

Table A.6-20: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP ps.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

21.
200 (OK) response (S-CSCF to PS) – see example in table A.6-21


The P-CSCF forwards the response to the PS in the home network of the UE. 

Table A.6-21: 200 (OK) response (S-CSCF to PS)

SIP/2.0 200 OK

Via: SIP/2.0/UDP ps.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length:

Material not included.

26.
200 (OK) response (UE to P-CSCF) – see example in table A.6-26


The PUA determines that this is a partial state notification of watcher-info and adds the new pending subscription to its existing watcher-info document. The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.

Table A.6-26: 200 (OK) response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP ps.home2.net;branch=z9hG4bK348923.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
27.
200 (OK) response (P-CSCF to S-CSCF) – see example in table A.6-27


The P-CSCF forwards the 200 (OK) response to the S-CSCF.

Table A.6-27: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP ps.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

28.
200 (OK) response (S-CSCF to PS) – see example in table A.6-28

The P-CSCF forwards the response to the PS in the home network of the UE. 

Table A.6-28: 200 (OK) response (S-CSCF to PS)

SIP/2.0 200 OK

Via: SIP/2.0/UDP ps.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length:

29.
Authorisation of watcher


The presentity determines to allow the watcher to access the presence information. The PUA modifies the subscription authorisation policy document by authorising either full or partial presence information for sip:user3_public1@home3.net.

Editor’s Note: The mechanism for modifying the subscription authorisation policy document is FFS.

Material not included.

33.
200 (OK) response (UE to P-CSCF) – see example in table A.6-33


The PUA determines that this is a partial state notification of watcher-info and updates the active subscription to its existing watcher-info document. The UE acknowledges the NOTIFY request with a 200 (OK) response to the P-CSCF.

Table A.6-33: 200 (OK) response (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP scscf2.home2.net;branch=z9hG4bK764z87.1, SIP/2.0/UDP ps.home2.net;branch=z9hG4bK348923.1

P-Access-Network-Info: 3GPP-UTRAN-TDD; utran-cell-id-3gpp=234151D0FCE11

From:

To:

Call-ID:

CSeq:

Content-Length: 0

P-Access-Network-Info:
the UE provides the access-type and access-info, related to the serving access network.
34.
200 (OK) response (P-CSCF to S-CSCF) – see example in table A.6-34


The P-CSCF forwards the 200 (OK) response to the S-CSCF.

Table A.6-34: 200 (OK) response (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=z9hG4bK332b23.1, SIP/2.0/UDP ps.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length:

P-Access-Network-Info:
This header contains information from the UE. 

35.
200 (OK) response (S-CSCF to PS) – see example in table A.6-35


The P-CSCF forwards the response to the PS in the home network of the UE. 

Table A.6-35: 200 (OK) response (S-CSCF to PS)

SIP/2.0 200 OK

Via: SIP/2.0/UDP ps.home1.net;branch=z9hG4bK240f34.1

P-Access-Network-Info:

From:

To:

Call-ID:

CSeq:

Content-Length:
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