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These changes should only be effected if the identified text specifically to be amended remains in place in the course of discussion. 

Point 1
Clause 2: References

Update the references as follows to cater for revisions of internet drafts. It is considered that these new versions do not require any other amendment to 24.229 due to technical changes in the affected internet draft.

Complete the reference to 26.235 and 29.228.

[1]
draft-ietf-sip-rfc2543bis-07 (October 2001): “SIP: Session Initiation Protocol”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC.

[2]
RFC 2976 (October 2000): “The SIP INFO method”.

[3]
draft-ietf-sip-100rel-04 (September 2001): “Reliability of provisional responses in SIP”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[4]
draft-ietf-sip-callerprefs-05 (November 2001): “SIP caller preferences and callee capabilities”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[5]
draft-ietf-sip-refer-02 (October 2001): “The REFER method”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[6]
draft-ietf-sip-session-timer-08 (October 2001): “The SIP session timer”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[7]
draft-sip-manyfolks- resource-03 (November 2001): “Integration of resource management and SIP”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[8]
draft- sip-privacy-03 (November 2001): “SIP extensions for caller identity and privacy”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[9]
draft- sip-state-02 (August 2001): “SIP extensions for supporting distributed call state”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[10]
draft- sip-call-auth-03 (November 2001): “SIP extensions for media authorization”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC. 

[11]
draft-ietf-mmusic-sdp-new-04 (November 2001): “SDP: Session Description Protocol”.

Editor’s note: The above document cannot be formally referenced until it is published as an RFC.

[12]
3GPP TS 23.218: "3rd Generation Partnership Project; Technical Specification Group Core Network; IP Multimedia (IM) Session Handling; IP Multimedia (IM) call model (Release 5)".

[13]
3GPP TS 23.221: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Architectural requirements".

[14]
3GPP TS 23.002: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Network architecture".

[15]
3GPP TS 23.228: " Technical Specification Group Services and System Aspects; IP Multimedia Subsystem (IMS); Stage 2".

[16]
RFC 2806: "URLs for Telephone Calls"

[17]
RFC 2916: "E.164 number and DNS"

[18]
3GPP TR 21.905: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Vocabulary for 3GPP Specifications".

[19]
3GPP TS 33.203: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Access Security for IP based services".

[20]

3GPP TS 23.060: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; General Packet Radio Service (GPRS); Service description; Stage 2".

[21]
3GPP TS 24.008: "3rd Generation Partnership Project; Technical Specification Group Core Network; Mobile radio interface layer 3 specification;  Core Network Protocols - Stage 3".

[22]
3GPP TS 25.304: "3rd Generation Partnership Project; Technical Specification Group Radio Access Network; UE Procedures in Idle Mode and Procedures for Cell Reselection in Connected Mode".

[23]
3GPP TS 44.018: "3rd Generation Partnership Project; Technical Specification Group GSM EDGE Radio Access Network; Mobile radio interface layer 3 specification, Radio Resource Control Protocol".

[24]
3GPP TS 26.235: "3rd Generation Partnership Project; Technical Specification Group Services and System Aspects; Packet Switched Conversational Multimedia Applications; Default Codecs".
[25]
3GPP TS 23.003: "3rd Generation Partnership Project; Technical Specification Group Network; Numbering, addressing and identification (Release 5)".

[26]
3GPP TS 29.228: "3rd Generation Partnership Project; Technical Specification Group Core Network; IP Multimedia (IM) Subsystem Cx Interface; Signalling flows and message contents".
Point 2
Clause 3.1 - Definitions

Remove the superfluous first paragraph of the definitions clause.

Move the public user identity and private user identity definitions into the group which reference 23.228.

Hyphenate "option-tag" and "status-code" for consistency throughout the specification.


For the purposes of the present document, the following terms and definitions apply.

Header: 

Editor’s note: To be provided.

Option-tag: Option tags are unique identifiers used to designate new options in SIP. These tags are used in Require, Supported and Unsupported header fields. 

Editor’s note: Text extracted from RFC2543bis, but not specified as a definition.



Redirect server: A redirect server is a server that accepts a SIP request, maps the address into zero or more new addresses and returns these addresses to the client. Unlike a proxy server , it does not initiate its own SIP request. Unlike a user agent server , it does not accept calls.

Editor’s note: Previous version of this definition was in the bis draft, but has now been removed. Requires further study as to whether there is a more preferred term.
Status-code: The Status-Code is a 3-digit integer result code that indicates the outcome of the attempt to understand and satisfy the request. 

Editor’s note: Text extracted from RFC2543bis, but not specified as a definition.
For the purposes of the present document, the following terms and definitions given in RFC 2543bis [1] (Editor’s note – working title) apply.

Client
Dialog

Method
Proxy, proxy server
Registrar
Server
Session
(SIP) transaction

Stateful proxy
Stateless proxy
User agent client (UAC)
User agent server (UAS)
User agent (UA)
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.002 [14] clause 4a.7 apply:

Breakout Gateway Control Function (BGCF)

Call Session Control Function (CSCF)

Media Gateway Control Function (MGCF)

Media Resource Function Controller (MRFC)

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.228 [15] clause 4.3.3.1 and clause 4.6 apply:

Interrogating-CSCF (I-CSCF)
Private user identity

Proxy-CSCF (P-CSCF)

Public user identity
Serving-CSCF (S-CSCF)

For the purposes of the present document, the following terms and definitions given in 3GPP TR 21.905 [18] apply:

User Equipment (UE)

Point 3
Clause 5.1.1.1 - Registration and authentication - General - 2nd paragraph

Change "public identity" to "public user identity".

Add "s" at appropriate point.

In case a UE registers several public user identities at different points in time, the procedures to reregister, deregister and subscribe to the registration-state event package for these public user identities can remain uncoordinated in time.

Point 4
Clause 5.1.1.5.1 - Registration and authentication - Authentication - General - 2nd paragraph

Delete hyphen from "deregister" for consistency through document.

A UE shall only respond to two consecutive invalid challenges. After this the UE shall consider itself to be deregistered. 

Point 5
Renumber clause 5.1.9 as clause 5.1.8, as there is currently no clause with this number.

5.1.9
Emergency service

Point 5
Clause 5.2.1 - General - 1st paragraph

Replace missing word that has got lost at some point in revisions.

The P-CSCF shall support of use the Path header. 

Point 5
Clause 5.2.1 - General - 2nd paragraph and editor's note and Clause 5.2.2 - 1st paragraph

The following text was added to this clause at the last meeting.

The P-CSCF shall add information to REGISTER requests from the UE to indicate that they were received from the UE with a valid integrity check.

Editor’s Note : The exact mechanism for this is FFS.

This text would be more appropriately as a bullet item in the 1st paragraph of clause 5.2.2 as follows:

When the P-CSCF receives a REGISTER request from the UE that pertains to a given public user identity, the P-CSCF shall:

-
insert a Path header in the request. The P-CSCF shall include in the Path header an entry containing the SIP URL identifying the P-CSCF;

-
insert a Require header and a Proxy-Require header both containing the option-tag "path"; 

-
if the REGISTER request was received with a valid integrity check, add information to the REGISTER request to indicate that the REGISTER request was received with a valid integrity check; and
Editor’s Note : The exact mechanism for this is FFS.

-
determine the I-CSCF of the home network and forward the request to that I-CSCF.

This clause is referenced from the user initiated deregistration clause (clause 5.2.5.1) so applies there as well.

In addition, "option-tag" has been hyphenated for consistency throughout the specification.

Point 6
Clause 5.2.2 - Registration - 2nd paragraph 

"option-tag" has been hyphenated for consistency throughout the specification.

Where the path option-tag is referred to, it should be all in lower case and within quotes for consistency within the specification.

When the P-CSCF receives a 200 OK response to a REGISTER request, the P-CSCF shall check the value of the Expires header field and/or Expires parameter in the Contact header. When the value of the Expires header field and/or expires parameter in the Contact header is different than zero, then the P-CSCF shall:

1)
remove its SIP URL from the list of Path headers, reverses the order of the list and save the resulting list of Path headers. This list shall be stored during the entire registration period of the respective public user identity. This list shall be used to preload the routeing information into the initial requests originated by the UE. If this registration is a reregistration, the P-CSCF shall replace the already existing Path headers with the new list;

2)
associate the Path header information with the registered public user identity.

3)
remove the list of Path headers and "path" option-tags from the 200 OK response before forwarding the response to the UE. 

Point 7
Clause 5.2.3 - Subscription to the users registration-state event package - 1st paragraph

Hyphenate Request-URI for consistency.

Include "and" at the end of the penultimate item.

Upon receipt of a 2xx response to the initial REGISTER request of an user, the P-CSCF shall subscribe to the users registration-state event package at the users registrar (S-CSCF). Therefore the P-CSCF shall generate a SUBSCRIBE request with the following elements:

-
a Request-URI set to the topmost entry  of the path information that was obtained during the users registration;

-
a From header set to a SIP URL that contains the P-CSCF’s FQDN;

-
a To header, set to a SIP URL that contains the public user identity that was previously registered;

-
an Event header set to the “registration-state” event package;

-
an Expires header set to a value higher then the Expires header of the before sent REGISTER request from the user; and,
-
a Route header according to the path information that was obtained during the users registration. Th S-CSCF shall set the last Route header entry to the resource to which it wants to subscribe to, i.e. to a SIP URL the public user identity that was previously registered.

Point 8
Clause 5.2.6 - Title

Amend title to make clear that this clause excludes both requests and responses of REGISTER.

5.2.6
General treatment for all dialogs and standalone transactions excluding the REGISTER method
Point 9
Clause 5.2.10.1 - Further initial requests - Mobile-originating case 

The text in this clause has now been consolidated into clause 5.2.6 as a generic handling of stand-alone transactions, and therefore this paragraph can be deleted.


Point 10
Clause 5.2.10.1 - Further initial requests - Mobile-originating case 

If the previous point is not agreed, then the MESSAGE method should be deleted from the example list, as it has been agreed that this shall be treated as an unknown method for this release, as it is not going to achieve RFC status in time.

If the request is known by the P-CSCF to only initiate a stand-alone transaction. (e.g. OPTIONS, etc.) then the P-CSCF shall route the request without inserting Record-Route header into it. In this case the P-CSCF does not need to create any call state information based on these initial requests alone. 

Point 11
Clause 5.2.11 - Emergency service - 1st paragraph

Hyphenate Request-URI for consistency.

Make clear that INVITE are all requests.

Expand status code name.

Expand CS abbreviation as this is only usage.

The P-CSCF shall inspect the Request-URI of all INVITE requests for known emergency numbers and emergency URLs from a configurable list. If the P-CSCF detects that the Request-URI of the INVITE request matches one of the numbers in this list, the INVITE request shall not be forwarded. The P-CSCF shall answer the INVITE request with a 380 Alternative Service response. The 380 Alternative Service response shall include a message body containing an indication that the call should be reattempted using the CS domain and a suitable E.164 number to reach an emergency centre via the circuit-switched domain. The message body shall also include a text string message that should contain a user displayable explanation message that is configurable in the P-CSCF by the operator.

Point 12
Clause 5.3.1.2 - Registration - Normal procedures - 2nd paragraph 

Hyphenate Request-URI for consistency.

If the user registration status response from the HSS includes a valid SIP URI, the I-CSCF shall:

1) 
replace the Request-URI of the received REGISTER request with the SIP URL received from the HSS in the Server-Name AVP;

2)
apply the procedures as described in clause 5.3.3 if topology hiding is required; and,
3) 
forward the REGISTER request to the indicated S-CSCF.

Point 13
Clause 5.3.1.2 - Registration - Normal procedures - 3rd paragraph 

Hyphenate Request-URI for consistency.

If the user registration status response from the HSS includes a list of capabilities, the I-CSCF shall:

1) 
select a S-CSCF that fulfils the indicated mandatory capabilities – if more then one S-CSCFs fulfils the indicated mandatory capabilities the S-CSCF which fulfils most of the possibly additionally indicated optional capabilities;

2) 
replace the Request-URI of the received REGISTER request with the URI of the S-CSCF;

3)
apply the procedures as described in clause 5.3.3 if topology hiding is required; and,
4) 
forward the REGISTER request to the selected S-CSCF.

Point 14
Clause 5.3.2 - Further initial requests - Normal procedures - 3rd paragraph 

Hyphenate Request-URI for consistency (3 times).

Upon successful user location query, the I-CSCF shall:

1) 
add a Route header to the request, indicating the originally received Request-URI, i.e. the public user identity of the callee as it was indicated by the caller;

2) 
replace the received Request-URI with the SIP URI received from the HSS, i.e. the S-CSCF assigned to the public user identity;

3)
apply the procedures as described in clause 5.3.3 if topology hiding is required; and

4)
forward the request to the location indicated in the Request-URI.

Point 15
Clause 5.4.1.2.1 - Initial registration and user-initiated reregistration - Normal procedures - 1st paragraph 

Hyphenate "option-tag" for consistency throughout the specification.

When the S-CSCF receives a REGISTER request, the S-CSCF shall verify that the “path” option-tag is contained in the Proxy-Require header. If the “path” option-tag is present, the S-CSCF shall store the information contained in the Path header so that it can be used for mobile terminated requests. 

Editor’s Note: If the S-CSCF receives a Path header without the “path” option tag in the Proxy-Require header, we have an error condition in the I-CSCF. The I-CSCF behavior for this scenario is FFS.

Point 16
Clause 5.4.1.2.1 - Initial registration and user-initiated reregistration - Normal procedures - 2nd paragraph 

Add "and" to penultimate item to indicate all items should be performed.

Hyphenate "third-party REGISTER request".

The S-CSCF shall:

-
check the existence of a Path header in the request;

Editor's note: The action S-CSCF has to take when a Path header is not present in the request is FFS.

-
when a Path header exists in the request, insert its own FQDN, or IP address, in the form of SIP URL at the top of the list found in the Path header saved from the REGISTER request; 

-
construct a list of preloaded Route headers from the list of entries in the Path header. The order in the lists is preserved; 

-
include an expiration time in the 200 OK response, using the values provided within the S-CSCF, according to the local policy of the network;

-
save the list of preloaded Route headers for the entire duration of the registration; 

NOTE 1: 
If this registration is a reregistration, then a list of pre-loaded Route headers will already exist. The new list replaces the old list.

-
bind to each individual public user identity all contact information under which the public user identity has been registered (either manually by means of a REGISTER message or automatically upon the registration of another public user identity);

NOTE 2:
There might be more then one contact information available for one public user identity. 

-
bind to each contact information the respective Path header entries, that were received in the same REGISTER message as that contact information;

-
add its Path header on the top of the received list of Path headers, and returns this list in the 200 OK response;

-
check whether the message contains information indicating that it was received with a valid integrity check by the P-CSCF; and,
-
send a third-party REGISTER request, as described in clause 5.4.1.6, to each Application Server that matches the Filter Criteria from the HSS for the REGISTER event. 

Point 17
Clause 5.4.1.2.1 - Initial registration and user-initiated reregistration - Normal procedures - 3rd paragraph 

Hyphenate "third-party REGISTER request".

On receiving a failure response to one of the third-party REGISTER requests, the S-CSCF may initiate network-initiated deregistration procedure based on the information in the Filter Criteria. If the Filter Criteria does not contain instruction to the S-CSCF regarding the failure of the contact to the Application Server, the S-CSCF shall not initiate network-initiated deregistration procedure.

Point 18
Clause 5.4.1.4 - User-initiated deregistration - 1st paragraph 

Hyphenate "option-tag" for consistency throughout the specification.

When the S-CSCF receives a REGISTER request, it shall verify that the “path” option-tag is contained in the Proxy-Require header. If the “path” option-tag is present, the S-CSCF shall store the information contained in the Path header so that it can be used for mobile terminated requests. 

Editor’s Note: If the S-CSCF receives a Path header without the “path” option tag in the Proxy-Requre header, we have an error condition in the I-CSCF. The I-CSCF behavior for this scenario is FFS.

Point 19
Clause 5.4.1.4 - User-initiated deregistration - 3rd paragraph 

Insert "and" at end of penultimate item.

Hyphenate "third-party REGISTER request".

When S-CSCF receives a REGISTER request with the Expires header field containing the value zero, the S-CSCF shall: 

-
deregister the subscriber and remove all related stored information;

-
insert its own FQDN or IP address in the form of SIP URL at the top of the list found in the Path header saved from the REGISTER request; 

-
add its Path header on the top of the received list of Path headers, and returns this list in the 200 OK response; and,
-
send a third-party REGISTER request, as described in clause 5.4.1.6, to each Application Server that matches the Filter Criteria from the HSS for the REGISTER event.

Point 20
Clause 5.4.1.5 - Network-initiated deregistration - 4th paragraph 

Insert actor in the sentence.

Hyphenate "third-party REGISTER request".

Also, the S-CSCF shall send a third-party REGISTER request, as described in clause 5.4.1.6, to each Application Server that matches the Filter Criteria from the HSS for the REGISTER event.

Point 21
Clause 5.4.1.6 - Network-initiated reauthentication - 2nd paragraph 

Hyphenate "Request-URI" for consistency throughout the specification.

Some editorial tidying.

If the S-CSCF is informed that a private user identity needs to be re-authenticated, the S-CSCF shall generate a NOTIFY request on all dialogs (i.e. the dialog between S-CSCF and the UE and additionally between S-CSCF and P-CSCF) which have been established due to subscription to the registration-state event package of that user. The S-CSCF shall populate the content of the NOTIFY request and additionally shall:

-
set the Request-URI and Route header to the saved route information during subscription;

-
set the Event header to the “registration-state” value; and,
-
indicate a public user identity of the user for which the private user identity needs to be re-authenticated in the body of the NOTIFY request with registration state “re-authenticate”. 

Point 22
Clause 5.4.1.6 - Network-initiated reauthentication - 3rd paragraph 

The first item of this list is a duplicate of text already specified in the previous paragraph.

The second item is according to IETF procedures and has no 3GPP specific impact.

Second sentence of the note is a duplicate of item 3.

Afterwards the S-CSCF shall

 
wait for the user to reauthenticate (see clause Error! Bookmark not defined.).

NOTE: 
Network initiated re-authentication might be requested from the HSS or may occur due to internal processing within the S-CSCF. 
Point 23
Clause 5.4.1.7 - Notification of Application Servers about registration status

Hyphenate "third-party REGISTER request".

If the registration procedure described in clause Error! Bookmark not defined., Error! Bookmark not defined. or Error! Bookmark not defined. (as appropriate) was successful, the S-CSCF shall send a third-party REGISTER request to each Application Server with the following information:

a)
the Request-URI shall contain the FQDN or IP address of the AS in the form of a SIP URL;

b)
the From header shall contain the FQDN or IP address of the S-CSCF in the form of a SIP URL;

c)
the To header shall contain the public user identity as contained in the REGISTER request received form the UE;

d)
the Contact header shall contain the FQDN or IP address of the S-CSCF in the form of a SIP URL;

e)
for initial registration and user-initiated reregistration (clause Error! Bookmark not defined.), the Expires header shall contain the same value that the S-CSCF returned in the 200 OK response for the REGISTER request received form the UE;

f)
for user-initiated deregistration (clause Error! Bookmark not defined.) and network-initiated deregistration (clause Error! Bookmark not defined.), the Expires header shall contain the value zero;

g)
for initial registration and user-initiated reregistration (clause Error! Bookmark not defined.), a message body shall be included in the REGISTER request if there is Filter Criteria indicating the need to include HSS provided data for the REGISTER event (e.g. HSS may provide AS specific data to be included in the third-party REGISTER, such as IMSI to be delivered to IM SSF).

Editor’s Note: The format of the message body for including the AS specific data (e.g. IMSI) is FFS.

Point 24
Clause 5.4.2.1.2 - Notification about registration state - 1st paragraph

Delete hyphen from "reregister" for consistency through document.

Hyphenate "Request-URI" for consistency throughout the specification.

Inclusion of "and" in penultimate item.

Correct spelling of "automatically"

If the registration state of one or more public user identities changes, the S-CSCF shall generate a NOTIFY request on all dialogs which have been established due to subscription to the registration-state event package of that user. For each NOTIFY request, the S-CSCF shall:

-
set the Request-URI and Route header to the saved route information during subscription;

-
set the Event header to the “registration-state” value;

-
indicate registration state “open” for all public user identities which are currently registered;

-
indicate registration state “closed” for all public user identities which are currently deregistered; and,
-
indicate within the “<detail>” information of those public user identities which will be automatically reregistered the “automatically by” information, followed by the specific public user identity which will cover the re-registration.

Point 25
Clause 5.4.2.1.2 - Notification about registration state - 1st paragraph - EXAMPLE

Delete hyphen from "reregister" for consistency through document.

EXAMPLE: 
If sip:user1_public1@home1.net is reregistered, the public user identity sip:user1_public2@home1.net was automatically be registered. Therefore the entries in the body of the NOTIFY message look like:

Point 26
Clause 5.4.3.1 - Requests initiated by the served user - 1st paragraph

Hyphenate "Request-URI" for consistency throughout the specification.

Change MRF to MRFC.

When the S-CSCF receives from the served user an initial request for a dialog or a request for a standalone transaction, prior to forwarding the request, the S-CSCF shall:

-
use the URL in the Route header (i.e. destination) to construct the outgoing Request-URI header and remove the Route header from the initial request;

-
if the outgoing Request-URI is a TEL URL, the S-CSCF shall translate the E.164 address (see RFC 2806  [16]) to a globally routable SIP URL using an ENUM/DNS translation mechanism with the format specified in RFC 2916 [17]. Databases aspects of ENUM are outside the scope of this document. If this translation fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g a MRFC to play an announcement) in the originator's home network or an appropriate SIP response shall be sent to the originator,

-
check if Original-Dialog-ID is present in the payload of the incoming request. If present, it indicates an association with an existing dialog, the request has been sent from an Application Server in response to a previously sent request.

NOTE:
To, From and Call-ID headers from the Original-Dialog-ID shall be used as additional parameters when searching for existing dialogs. 

Local data shall be updated to indicate that this Application Server has been contacted for the initial request. The S-CSCF shall determine the next hop using initial filter criteria and local data on status of which Application Servers have been contacted. If the next hop is another Application Server, the S-CSCF shall retain the Original-Dialog-ID in the message body of the request. If the next hop is not an Application Server, the S-CSCF shall leave out the Original-Dialog-ID from the payload of the request;

-
check whether the initial request matches the initial filter criteria of the application servers assigned for the public user identity as described in 3GPP TS 23.218 [12] clause 6.4. Depending on the result of the previous check, the S-CSCF maycontact one or more application server(s) before processing the outgoing Request-URI. In case of contacting one or more application server(s) the S-CSCF shall initialise local data to track the status of contacting each application server specified in the service profile. Additionally S-CSCF shall also populate the Original-Dialog-ID in the message body with the original To, From and Call-ID headers received in the request.  See clause 5.4.3.3 for the format of the Original-Dialog-ID. 

-
determine the destination address (e.g. DNS access) using the URL placed in the outgoing Request-URI; and,
-
in case of an initial request for a dialog the S-CSCF shall create a Record-Route header containing its own SIP URL and save the necessary header fields from the request (and from its appropriate responses) in order to release the dialog when needed.

Point 27
Clause 5.5.3.1.1 - Title

Amend title to improve hyphenation.

5.5.3.1.1
Calls originating from circuit-switched networks
Point 28
Clause 5.5.3.1.1 - Initial INVITE - Circuit-switched network-originating case

Hyphenate "Request-URI" for consistency throughout the specification.

When the MGCF receives an indication of an incoming call from a circuit-switched network, the MGCF shall: 

-
generate and send  an INVITE request:

-
set the Request-URI to the “tel” format using an E.164 address;

-
set the Supported header to “100rel” (see draft-ietf-sip-manyfolks-resource [7]).

Point 29
Clause 5.5.3.1.2 - Title

Amend title to improve hyphenation.

5.5.3.1.2
Calls terminating in circuit-switched networks
Point 30
Clause 5.5.3.2.1 - Title

Amend title to improve hyphenation.

5.5.3.2.1
Calls originating from circuit-switched networks
Point 31
Clause 5.5.3.2.1 - Circuit-switched network-originating case

Clarification that PRACK is a request.

When the MGCF receives 200 OK response to a PRACK request and notification that bearer setup is complete, the MGCF shall:

-
send a COMET request. 

Point 32
Clause 5.5.3.2.2 - Title

Amend title to improve hyphenation.

5.5.3.2.2
Calls terminating in circuit-switched networks
Point 33
Clause 5.5.4.1 - Title

Amend title to improve hyphenation.

5.5.4.1
Call release initiated by a circuit-switched network
Point 34
Clause 5.5.5.1.1 - Title

Amend title to improve hyphenation.

5.5.5.1.1
Calls originating from circuit-switched networks
Point 35
Clause 5.5.5.1.2 - Title

Amend title to improve hyphenation.

5.5.5.1.2
Calls terminating in circuit-switched networks
Point 36
Clause 5.5.5.2.1 - Title

Amend title to improve hyphenation.

5.5.5.2.1
Calls originating from circuit-switched networks
Point 37
Clause 5.5.5.2.2 - Title

Amend title to improve hyphenation.

5.5.5.2.2
Calls terminating in circuit-switched networks
Point 38
Clause 5.7.5.1 - General

Change text relating to TS 24.229 to reflect "outside the scope of this document" which is the more normal wording.

The AS performing 3rd party call control acts as a B2BUA. The B2BUA AS will internally map the message headers between the two dialogs that it manages. It is responsible for correlating the dialog identifiers and will decide when to simply translate a message from one dialog to the other, or when to perform other functions. These decisions are specific to each AS and are outside the scope of this document.

Point 39
Clause 6.1 - Procedures at the UE item 4

Clarify message usage.

4.
UE shall include SDP in the PRACK request for acknowledging the 183 Session Progress response if the codec negotiation during the INVITE request and 183 Session Progress response resulted in more than one codec per media line. It is recommended not to include any SDP payload if the SDP payload in the 183 Session Progress response contains only one codec information for each media line.
Point 40
Clause 6.4.1 - Title and 1st paragraph

Amend title and 1st paragraph to improve hyphenation.

6.4.1
Calls originated from circuit-switched networks 

When the MGCF generates and sends an INVITE request for a call originating in a circuit-switched network, the MGCF shall: 

-
populate the SDP with the codecs supported by the associated MGW (see 3GPP TS 26.235 [24] for the supported codecs);

-
set the ‘t’ field with the <stop time> set to zero, which indicates an unbounded session;

-
set the “a:qos” attribute with the values of  “mandatory” and “sendrecv”.

Point 41
Clause 6.4.1 - 2nd paragraph

Clarify the response.

When the MGCF receives 183 Session Progress response to an INVITE request, the MGCF shall:

-
check that a supported codec has been indicated in the SDP.

Editor’s note: the current 3GPP TS 24.228 call flow in 7.2.4.1 shows the use of Final SDP in the PRACK.  Should that example be changed to align with the offer/answer model that does not include SDP in the PRACK?  Will there be a requirement for the UE to only select one codec? Or, should the MGCF procedures allow for the possibility that the UE sends multiple codecs and that the MGCF selects the codec and includes the result in the SDP in the PRACK?

Point 42
Clause 6.4.2 - Title

Amend title to improve hyphenation.

6.4.2
Calls terminated in circuit-switched networks
Point 43
Clause 6.4.2 - 2nd paragraph

Clarify the reponse.

When the MGCF generates and sends a 183 Session Progress response to an initial INVITE request, the MGCF shall:

-
set SDP indicating the selected codec

-
set the ‘t’ field with the <stop time> set to zero, which indicates an unbounded session 

-
set the “a:qos” attribute with the values of  “mandatory”, “sendrecv” and “confirm”

Editor’s note: the current 3GPP TS 24.228 call flow in 7.4.4.1 shows the use of Final SDP in the PRACK.  Should that example be changed to align with the offer/answer model that does not include SDP in the PRACK?

Point 44
Clause 7.1 - SIP methods defined within this specification

Replace the editor's note by appropriate text indicating that there are no contents.

There are no SIP methods defined within this specification over and above those defined in the referenced IETF specifications.


Point 45
Clause 7.2 - SIP headers defined within this specification.

The Path header will remain defined in this specification for the forseeable future and therefore this text should be retained. The editor's note can however be deleted as follows:


Point 46
Clause 7.2.1.1 - Path header - Introduction

Delete hyphen from "reregister" for consistency through document.

Path header is a mechanism whereby a P-CSCF, I-CSCFs, and S-CSCF can request to be on a signalling path for the initial INVITE exchanged between the UE and the S-CSCF. The path-establishment procedure is originated by the P-CSCF during the registration process. The procedure is performed during the initial registration of each public user identity and all subsequent re-registrations. The list of Path headers obtained by a re-registration overwrites the existing list of Path headers at the S-CSCF. Each re-registration of the same public user identity may result in new list of Path headers. The P-CSCF uses the list of Path headers to construct a list of Route headers. When initiating a call pertaining to a given public user identity, the list of Route headers will be pre-loaded into the initial INVITE request.. If a CSCF wants to receive subsequent requests, it will insert its own name to the Record Route header of the initial INVITE request. Once on the route, a CSCF remains on the route for the duration of the call. The path learned while reregistering during an active call does not affect the existing call, since the routing path for the respective call has already been established. The list of Path headers is not forwarded to the UE. 

Point 47
Clause 7.2.1.2 - Path header - Syntax

Update the reference to the table.

The Path header field has the syntax described in table 7.1

Point 48
Clause 7.3

Hyphenate "option-tag" for consistency throughout the specification.

The editor's note can be deleted as it is not appropriate to carry it into the specification under change control.

Place the option-tag value in quotation marks for consistency throughout the specification.

7.3
Option-tags defined within this specification


7.3.1
"path" option-tag

A new option tag “path” is added to the list of option-tags allowed for both Require and Proxy-Require headers.

The operation of this option-tag is described in clause 5.

Point 49
Clause 7.4

Hyphenate "status-code" for consistency throughout the specification.

Replace the editor's note by appropriate text indicating that there are no contents.

7.4
Status-codes defined within this specification

There are no status-codes defined within this specification over and above those defined in the referenced IETF specifications.


Point 50
Clause 7.5 - Session description types defined within this specification

Replace the editor's note by appropriate text indicating that there are no contents.

There are no session description types defined within this specification over and above those defined in the referenced IETF specifications.


Point 51
Clause 7.6.1 - General

Change "section" to "clause".

Change case of "subsystem".

7.6
3GPP IM CN subsystem XML body, version 1

This clause describes the Document Type Definition that is applicable for the 3GPP IM CN Subsystem XML body.

Any SIP User Agent or proxy may insert or remove the 3GPP IM CN subsystem XML body or parts of it, as required, in any SIP message. The 3GPP IM CN subsystem XML body shall not be forwarded outside a 3GPP network.

The associated MIME type with the 3GPP IMX XML body is "application/3gpp-ims+xml".

Point 52
Clause 8.2.2 - Compression of SIP requests and responses transmitted to the UE

Change reference to clause 8.2.1

If SIP compression is to be applied for the SIP communication between the UE and the P-CSCF, the P-CSCF shall compress the SIP and SDP requests and responses according to the SIP compression attributes selected for that particular UE by the procedure in clause 8.2.1.

Point 53
Clause 9 - Title

Change "IMS" to "IM CN subsystem"

9
GPRS aspects when connected to the IM CN subsystem
Point 54
Clause 9.2 - Session management procedures

Change "IMS" to "IM CN subsystem"

The existing procedures for session management as described in 3GPP TS 24.008 [21] shall apply while the UE is connected to the IM CN subsystem.

Point 55
Clause 9.3 - Mobility management procedures

Change "IMS" to "IM CN subsystem"

The existing procedures for mobility management as described in 3GPP TS 24.008 [21] shall apply while the UE is connected to the IM CN subsystem.

Point 56
Clause 9.4 - Cell selection and lack of coverage

Change "IMS" to "IM CN subsystem"

Change paragraph style to "Normal"

The existing mechanisms and criteria for cell selection as described in 3GPP TS 25.304 [22] and 3GPP TS 44.018 [23] shall apply while the UE is connected to the IM CN subsystem.

