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Introduction:

This contribution proposes a treatment for each clause in the Annex. Treatment is either:

a) Move (as-is to main body) 

b) Delete. 

c) N/A (non applicable)

All text that remains in the Annex after CN1#22bis will automatically be deleted.

The annex is also include below for reference

	Annex
	Tdoc Title
	Proposed Action

	Annex A-3
	7.4.2.4 
Mobile termination, roaming, terminal is out of radio coverage (MO#2, S-S#2 assumed)
	Move

	Annex A-5
	8.2
Mobile terminal initiated session release
	Move

	Annex A-5
	18.2
Mobile terminal initiated session release
	Move

	Annex A-8
	6.7.1
Network Initiated Deregistration event occurs in the S-CSCF
	Move

	Annex A-8
	6.7.2
Network Initiated Deregistration event occurs in the HSS
	Move

	Annex A-8
	6.9
Registration error conditions
	N/A

	Annex A-8
	6.9.1
 Reregistration: failure of reregistration
	Delete

	Annex A-8
	6.9.2
User not registered, user not allowed to roam / user unknown
	Move

	Annex A-9
	7.2.5.2 Mobile Terminal sending INVITE without having a valid registration in S-CSCF
	Delete

	Annex A-9
	7.2.5.3
Mobile terminal sending INVITE without having a valid registration in P-CSCF
	Delete

	Annex A-10
	Emergency Calls
	Delete

	
	Annex B (temporary informative): Scratch pad
	Delete


Annex A (informative): Documentation of preliminary material 

Editor’s note: This annex provides a temporary space for holding the contents of material that is to be achieving maturity, but is not yet regarded as stable. 

When the material achieves stability, then it will move to the main body of the document.

Editor’s note: Material in this area still needs final formatting, i.e. by the numbering and titling of all tables and figures, and the referencing of these from the text.

Annex A-3: Proposed addition of “Mobile termination, roaming, without I-CSCF in home network providing configuration independence, terminal is out of radio coverage”

7.4.2.4 
Mobile termination, roaming, terminal is out of radio coverage (MO#2, S-S#2 assumed)

Figure 7.4.2.4-1 shows a signalling flow for mobile termination, with roaming, where the terminal is out of radio coverage. This termination procedure applies to roaming subscribers when the home network operator does not desire to keep its internal configuration hidden from the visited network. The UE is located in a visited network, and determines the P-CSCF via the CSCF discovery procedure. During registration, the home network allocates the S-CSCF. The terminal is out of the radio coverage when caller starts the session setup. Two assumptions are made here: caller is an automated server not directly controlled by a human being; there is no mechanism to inform the CSCF about the failure of the radio link.
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Figure 7.4.2.4-1: Mobile termination, roaming, without I-CSCF in home network providing configuration independence, terminal is out of radio coverage

1.
INVITE (S-S to MT#1a) – see example in Table 7.4.2.4-1


The calling party sends the INVITE request, via one of the origination procedures and via one of the S-CSCF-to-S-CSCF procedures, to the S-CSCF for the terminating subscriber.

Table 7.4.2.4-1: INVITE (S-S to MT#1a)

INVITE sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:332b23.1@scscf1.home1.net

Supported: 100rel 

Remote-Party-ID: John Doe <tel:+1-212-555-1111>

Proxy-Require: privacy

Anonymity: Off 

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>;tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE 

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.home1.net

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=audio 3456 RTP/AVP 97 3 96

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

2.
100 Trying (MT#1a to S-S) – see example in Table 7.4.2.4-2


S-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 7.4.2.4-2: 100 Trying (MT#1a to S-S)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0
3.
Service Control


S-CSCF validates the service profile, and performs any termination service control required for this subscriber

4.
INVITE (S-CSCF to P-CSCF) – see example in Table 7.4.2.4-4


S-CSCF remembers (from the registration procedure) the next hop CSCF for this UE. It forwards the INVITE request to the P-CSCF.

Table 7.4.2.4-4: INVITE (S-CSCF to P-CSCF)

INVITE sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home2.net;user=phone

Record-Route: sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: 

Content-Type: 

Content-Length: (…)

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

a=
Route: 
built from the registration information, (pcscf and UE contact name), followed by the initial Request-URI from the incoming INVITE request. The first component of the Route header, pcscf, is moved to the Request-URI of the request.

Via:, Record-Route: S-CSCF adds itself 

5.
100 Trying (P-CSCF to S-CSCF) – see example in Table 7.4.2.4-5


P-CSCF responds to the INVITE request (4) with a 100 Trying provisional response.

Table 7.4.2.4-5: 100 Trying (P-CSCF to S-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0
6.
INVITE (P-CSCF to UE) – see example in Table 7.4.2.4-6


P-CSCF determines the UE address from the value of the Request-URI (which was previously returned by P-CSCF as a contact header value in the registration procedure), and forwards the INVITE request to the UE. 

Table 7.4.2.4-6: INVITE (P-CSCF to UE)

INVITE sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=361k21.1;branch=token1

Media-Authorization: 31S14621

Supported: 

Remote-Party-ID: 

Proxy-Require: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: token1@pcscf2.visited2.net

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

a=
P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the Route header is:

Route: sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net,



sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.home1.net
Contact: 
a locally unique token to identify the saved routing information.

Via:  
P-CSCF removes the Via headers, and generates a locally unique token to identify the saves values. It inserts this as a branch value on its Via header.

Media-Authorization: a P-CSCF generated authorization token.

7.
Retransmission INVITE (P-CSCF to UE) 

8.
Retransmission INVITE (P-CSCF to UE) 

9.
Retransmission INVITE (P-CSCF to UE) 

10.
Retransmission INVITE (P-CSCF to UE) 

11.
Retransmission INVITE (P-CSCF to UE) 

12.
Retransmission INVITE (P-CSCF to UE) 

13.
480 Temporarily Unavailable (P-CSCF to S-CSCF)


P-CSCF forwards the 480 Temporarily Unavailable final response to the S-CSCF.

Table 7.4.2.4-13: 480 Temporarily Unavailable (P-CSCF to S-CSCF)

SIP/2.0 480 Temporarily Unavailable 

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=4321

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net

Call-ID: 

CSeq: 127 INVITE

Retry-After:3600

Content-Length: 0
14.
Service Control


S-CSCF validates the service profile, and performs any termination service control required for this subscriber

15.
ACK (S-CSCF to P-CSCF)


S-CSCF sends ACK to the P-CSCF. 

Table 7.4.2.4-15: ACK (S-CSCF to P-CSCF)

ACK sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1

From: 

To: 

Call-ID: 

CSeq: 127 ACK

Content-Length: 0
16.
480 Temporarily Unavailable (S-CSCF to S-S) (related to 7.4.2.4-13)


S-CSCF forwards the 480 response to the S-S procedure.

Table 7.4.2.4-16: 480 Temporarily Unavailable (S-CSCF to S-S)

SIP/2.0 480 Temporarily Unavailable 

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.home1.net;branch=431h23.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

From: 

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost; tag=1234

Contact: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net

Call-ID: 

CSeq: 

Retry-After:3600

Content-Length: 0
17.
ACK (S-S to S-CSCF)


The S-CSCF of calling party responds to the 480 Temporarily Unavailable response with an ACK request that is sent to S-CSCF via the S-CSCF to S-CSCF procedure.

Table 7.4.2.4-17: ACK (S-S to S-CSCF)

ACK sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From:

To: 

Call-ID: 

CSeq: 127 ACK

Content-Length: 0
Annex A-5: Proposed addition of session release procedures

Editor’s Note: The following text proposes session release procedures to be placed in clause 8.

8.2
Mobile terminal initiated session release

Figure 8.2-1 shows a mobile terminal initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established directly between the two visited networks (the visited networks could be the Home network in either or both cases).


[image: image2.wmf]GPRS

GPRS

UE#1

P-CSCF1

S-CSCF1

S-CSCF2

UE#2

P-CSCF2

Visited1.net

Home1.net

Home2.net

Visited2.net

1. BYE

9. BYE

7. BYE

5. BYE

6. Service control

8. Service control

11. BYE

12. 200 OK

17. 200 OK

15. 200 OK

18. 200 OK

16. 200 OK

4. Remove

resource

reservation

10. Remove

resource

reservation

3. Rls.

response

2.

Release

PDP

14. Rls.

response

13.

Release

PDP


Figure 8.2-1: Mobile initiated session release

1
SIP BYE (UE to P-CSCF) - see example in Table 8.2-1

One mobile party hangs up, which generates a SIP BYE request from the UE to the P-CSCF. 

Table 8.2-1: SIP BYE (UE to P-CSCF)

BYE sip:token10@pcscf1.visited1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost> 

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159 
Call-ID: cb03a0s09a2sdfglkj490333 

CSeq: 153 BYE

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Length: 0


The request-URI takes the value of the Contact header of the previously received response.


The Via header and the contact header take the value of either the IP address or the FQDN of the originating UE.


The example contents of the From header, the To header and Call-ID header are used to identify the session being cleared, and therefore are identical to those of the previously received response for that session, so that they include any tag parameters.


The content of the Cseq header must have a higher sequence number than the previous transaction. Here it is assumed that a Cseq value no greater than 152 has been previously used.

2
Release PDP

Steps 2 and 3 may take place before or after Step 1 and  in parallel with Step 4. The UE initiates the release of the bearer PDP context. The GPRS subsystem releases the PDP context. The IP network resources that had were reserved for the message receive path to the mobile for this session are now released. This is initiated from the GGSN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

3
Rls. Response

The GPRS subsystem responds to the UE.

4
Remove resource reservation

The P-CSCF removes the authorization for resources that had previously been issued for this endpoint for this session. This step will also result in a release indication to the GPRS subsystem to confirm that the IP bearers associated with the session have been deleted.

5
SIP BYE (P-CSCF to S-CSCF)  - see example in Table 8.2-5

The P-CSCF sends a SIP BYE request to the S-CSCF of the releasing party. 

Table 8.2-5: SIP BYE (P-CSCF to S-CSCF)

BYE sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:764z87.1@scscf2.home2.net, sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home2.net

From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

6
Service control

The S-CSCF performs whatever service control procedures are appropriate for this ending session.

7
SIP BYE (S-CSCF to S-CSCF) see example in Table 8.2-7
The SIP BYE request is sent from the S-CSCF to the S-CSCF of the network of the other party. 

Table 8.2-7: SIP BYE (S-CSCF to S-CSCF)

BYE sip:scscf2.home2.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.home2.net
Record-Route: sip:332b23.1@scscf1.home1.net
From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 

8
Service control

The S-CSCF performs whatever service control procedures are appropriate for this ending session.

9
SIP BYE (S-CSCF to P-CSCF)  - see example in Table 8.2-9

The SIP BYE request is forwarded directly to the P-CSCF. 

Table 8.2-9: SIP BYE (S-CSCF to P-CSCF)

BYE sip:pcscf2.visited2.net SIP/2.0

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net
Record-Route: sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net

From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

10
Remove resource reservation

The P-CSCF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the GPRS subsystem to confirm that the IP bearers associated with the UE#2 session have been deleted.

11
SIP BYE (P-CSCF to UE) - see example in Table 8.2-11

The P-CSCF forwards the SIP BYE request on to the UE. 

Table 8.2-11: SIP BYE (P-CSCF to UE)

BYE sip:[5555::eee:fff:aaa:bbb] SIP/2.0

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=361k21.1;branch=token25

From:

To:

Call-ID:

CSeq:

Contact: token25@pcscf2.visited2.net 

Content-Length: 0

12
200 OK (UE to P-CSCF) - see example in Table 8.2-12

The mobile responds with a 200 OK response, which is sent back to the P-CSCF. 

Table 8.2-12: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=361k21.1;branch=token25

From:

To:

Call-ID:

CSeq:

Content-Length: 0

13
Release PDP

Steps 14 and 15 may be done in parallel with step 13. The Mobile initiates the release of the bearer PDP context.

14
Rls response

The GPRS subsystem releases the PDP context. The IP network resources that had were reserved for the message receive path to the mobile for this session are now released. This is initiated from the GGSN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

15
200 OK (P-CSCF to S-CSCF) - see example in Table 8.2-15

The P-CSCF sends a 200 OK response to the S-CSCF directly. 

Table 8.2-15: 200 OK (P-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From:

To:

Call-ID:

CSeq:

Content-Length: 0

16
200 OK (S-CSCF to S-CSCF) - see example in Table 8.2-16

The S-CSCF of the other party forwards the 200 OK response to its local S-CSCF. 

Table 8.2-16: 200 OK (S-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From:

To:

Call-ID:

CSeq:

Content-Length: 0

17
200 OK (S-CSCF to P-CSCF) - see example in Table 8.2-17


The S-CSCF of the releasing party forwards the 200 OK response to the P-CSCF of the releasing party. The example contents of the 200 OK response are shown in table 9-9.

Table 8.2-17: 200 OK (S-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: 

From:

To:

Call-ID:

CSeq:

Content-Length: 0

18
200 OK (P-CSCF to UE) - see example in Table 8.2-18

The P-CSCF of the releasing party forwards the 200 OK response to the UE.

Table 8.2-18: 200 OK (P-CCSF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From:

To:

Call-ID:

CSeq:

Content-Length: 0

18.2
Mobile terminal initiated session release

Figure 18.2-1 shows a mobile terminal initiated IM CN subsystem application (SIP) session release. It is assumed that the session is active and that the bearer was established directly between the two visited networks (the visited networks could be the home network in either or both cases).

NOTE 1:
For the puposes of the description of the I-CSCF in figure 18.2-1 and in the associated text, it is assumed that the party that established the session initiated the clearing. For clearing in the reverse direction, there is a slight change in the optionality of the I-CSCFs between the S-CSCFs. This is as described for session establishment.
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Figure 18.2-1: Mobile initiated session release

1
SIP BYE (UE to P-CSCF) - see example in Table 18.2-1

One mobile party hangs up, which generates a SIP BYE request from the UE to the P-CSCF. 

Table 18.2-1: SIP BYE (UE to P-CSCF)

BYE sip:token10@pcscf1.visited1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost> 

To: <sip:B36(SHA-1(555-2222; time=36123E5B; seq=73))@localhost>;tag=314159 
Call-ID: cb03a0s09a2sdfglkj490333 

CSeq: 153 BYE

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Length: 0


The request-URI takes the value of the Contact header of the previously received response.


The Via header and the contact header take the value of either the IP address or the FQDN of the originating UE.


The example contents of the From header, the To header and Call-ID header are used to identify the session being cleared, and therefore are identical to those of the previously received response for that session, so that they include any tag parameters.


The content of the Cseq header must have a higher sequence number than the previous transaction. Here it is assumed that a Cseq value no greater than 152 has been previously used.

2
Release PDP

Steps 2 and 3 may take place before or after Step 1 and  in parallel with Step 4. The UE initiates the release of the bearer PDP context. The GPRS subsystem releases the PDP context. The IP network resources that had were reserved for the message receive path to the mobile for this session are now released. This is initiated from the GGSN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

3
Rls. Response

The GPRS subsystem responds to the UE.

4
Remove resource reservation

The P-CSCF removes the authorization for resources that had previously been issued for this endpoint for this session. This step will also result in a release indication to the GPRS subsystem to confirm that the IP bearers associated with the session have been deleted.

5
SIP BYE (P-CSCF to I-CSCF) - see example in Table 18.2-5


The P-CSCF sends a SIP BYE request to the I-CSCF (THIG) hiding the S-CSCF of the releasing party.

Table 18.2-5: SIP BYE (P-CSCF to I-CSCF)

BYE sip:icscf1a.home1.net SIP/2.0
Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:Token(scscf1.home1.net, sip:764z87.1@scscf2.home2.net), sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net
From:

To:

Call-ID:

CSeq:

Contact: sip:%5b5555%3a%3aaaa%3abbb%3accc%3addd%5d@pcscf1.visited1.net

Content-Length: 0

6
SIP BYE (I-CSCF to S-CSCF) - see example in Table 18.2-6


The I-CSCF (THIG) sends a SIP BYE request to the S-CSCF of the releasing party.

Table 18.2-6: SIP BYE (I-CSCF to S-CSCF)

BYE sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:351g45.1@icscf1_p.home1.net
Route: sip:764z87.1@scscf2.home2.net, sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net
Record-Route: sip:icscf1a.home1.net
From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

7
Service control

The S-CSCF performs whatever service control procedures are appropriate for this ending session.

8
SIP BYE (S-CSCF to I-CSCF) - see example in Table 18.2-8

The SIP BYE request is sent from the S-CSCF to the I-CSCF (THIG).

Table 18.2-8: SIP BYE (S-CSCF to I-CSCF)

BYE sip:icscf1b.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:icscf2b.home2.net, sip:Token(scscf2.home2.net), sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net
Record-Route: sip:332b23.1@scscf1.home1.net

From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

9
SIP BYE (I-CSCF to I-CSCF) - see example in Table 18.2-9

The SIP BYE request is sent from the I-CSCF (THIG) to the I-CSCF of the network of the other party.

Table 18.2-9: SIP BYE (I-CSCF to I-CSCF)

BYE sip:icscf2b.home2.net SIP/2.0

Via: SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Route: sip:Token(scscf2.home2.net), sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net

Record-Route: sip:icscf1b.home1.net, sip:Token(scscf1.home1.net)

From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

10
SIP BYE (I-CSCF to S-CSCF) - see example in Table 18.2-10


The SIP BYE request is forwarded from the I-CSCF that was used to determine the location of S-CSCF of the other party. 

Table 18.2-10: SIP BYE (I-CSCF to S-CSCF)

BYE sip:scscf2.home2.net SIP/2.0
Via: SIP/2.0/UDP icscf2b.home2.net, SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net
Record-Route: sip:icscf2b.home2.net, sip:icscf1b.home1.net, sip:Token(scscf1.home1.net)

From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

11
Service control

The S-CSCF performs whatever service control procedures are appropriate for this ending session.

12
SIP BYE (S-CSCF to I-CSCF) - see example in Table 18.2-12

The SIP BYE request is forwarded to a I-CSCF (THIG).

Table 18.2-12: SIP BYE (S-CSCF to I-CSCF)

BYE sip:icscf2a.home2.net SIP/2.0
Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP icscf2b.home2.net, SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])
Route: sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net
Record-Route: sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net

From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

13
SIP BYE (I-CSCF to P-CSCF) - see example in Table 18.2-13


The I-CSCF (THIG) forwards the SIP BYE request to the P-CSCF.

Table 18.2-13: SIP BYE (I-CSCF to P-CSCF)

BYE sip:%5b5555%3a%3aeee%3afff%3aaaa%3abbb%5d@pcscf2.visited2.net SIP/2.0
Via: SIP/2.0/UDP icscf2a.home2.net, SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP icscf2b.home2.net, SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]))

Record-Route: sip:icscf2a.home2.net, sip:Token(scscf2.home2.net, sip:332b23.1@scscf1.home1.net)

From:

To:

Call-ID:

CSeq:

Contact: 

Content-Length: 0

14
Remove resource reservation

The P-CSCF removes the authorisation for resources that had previously been issued for this endpoint for this session. This step also results in a release indication to the GPRS subsystem to confirm that the IP bearers associated with the UE#2 session have been deleted.

15
SIP BYE (P-CSCF to UE) - see example in Table 18.2-15

The P-CSCF forwards the SIP BYE request on to the UE.

Table 18.2-15: SIP BYE (P-CSCF to UE)

BYE sip:[5555::eee:fff:aaa:bbb] SIP/2.0
Via: SIP/2.0/UDP pcscf2.visited2.net;branch=361k21.1;branch=token25

From:

To:

Call-ID:

CSeq:

Contact: token26@pcscf2.visited2.net 

Content-Length: 0

16
200 OK (UE to P-CSCF) - see example in Table 18.2-16

The mobile responds with a 200 OK response, which is sent back to the P-CSCF.

Table 18.2-16: 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf2.visited2.net;branch=361k21.1;branch=token26

From:

To:

Call-ID:

CSeq:

Content-Length: 0

17
Release PDP

Steps 14 and 15 may be done in parallel with step 13. The Mobile initiates the release of the bearer PDP context.

18
Rls response

The GPRS subsystem releases the PDP context. The IP network resources that had were reserved for the message receive path to the mobile for this session are now released. This is initiated from the GGSN. If RSVP was used to allocated resources, then the appropriate release messages for that protocol would invoked here.

19
200 OK (P-CSCF to I-CSCF) - see example in Table 18.2-19

The P-CSCF sends a 200 OK response to the I-CSCF (THIG).

Table 18.2-19: 200 OK (P-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf2a.home2.net, SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP icscf2b.home2.net, SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]))

Record-Route: sip:icscf2a.home2.net, sip:Token(scscf2.home2.net, sip:332b23.1@scscf1.home1.net)

From:

To:

Call-ID:

CSeq:

Content-Length: 0

20
200 OK (I-CSCF to S-CSCF) - see example in Table 18.2-20


The I-CSCF (THIG) sends a 200 OK response to the S-CSCF.

Table 18.2-20: 200 OK (I-CSCF to S-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf2.home2.net;branch=764z87.1, SIP/2.0/UDP icscf2b.home2.net, SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:icscf2a.home2.net, sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net

From:

To:

Call-ID:

CSeq:

Content-Length: 0

21
200 OK (S-CSCF to I-CSCF) - see example in Table 18.2-21

The S-CSCF of the other party forwards the 200 OK response to its selecting I-CSCF.

Table 18.2-21: 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf2b.home2.net, SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:icscf2b.home2.net, sip:icscf1b.home1.net, sip:Token(scscf1.home1.net)

From:

To:

Call-ID:

CSeq:

Content-Length: 0

22
200 OK (I-CSCF to I-CSCF) - see example in Table 18.2-22

The selecting I-CSCF forwards the 200 OK response to the I-CSCF (THIG).

Table 18.2-22: 200 OK (I-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf1b.home1.net, SIP/2.0/UDP Token(scscf1.home1.net, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd])

Record-Route: sip:Token(icscf1b.home1.net), sip:332b23.1@scscf1.home1.net

From:

To:

Call-ID:

CSeq:

Content-Length: 0

23
200 OK (I-CSCF to S-CSCF) - see example in Table 18.2-23


The I-CSCF (THIG) forwards the 200 OK response to the S-CSCF.

Table 18.2-23: 200 OK (I-CSCF to S-CSCF) 

SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1, SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:Token(scscf2.home2.net), sip:icscf.home2.net, sip:icscf.home1.net, sip:332b23.1@scscf1.home1.net 

From:

To:

Call-ID:

CSeq:

Content-Length: 0

24
200 OK (S-CSCF to I-CSCF) - see example in Table 18.2-24

The S-CSCF of the releasing party forwards the 200 OK response to the I-CSCF (THIG).

Table 18.2-24: 200 OK (S-CSCF to I-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP icscf1a.home1.net, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:764z87.1@scscf2.home2.net, sip:332b23.1@scscf1.home1.net, sip:icscf1a.home1.net

From:

To:

Call-ID:

CSeq:

Content-Length: 0

25
200 OK (I-CSCF to P-CSCF) - see example in Table 18.2-25


The I-CSCF (THIG) forwards the 200 OK response to the P-CSCF of the releasing party.

Table 18.2-25: 200 OK (I-CSCF to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:Token(scscf1.home1.net, sip:764z87.1@scscf2.home2.net), sip:icscf2.home2.net

From:

To:

Call-ID:

CSeq:

Content-Length: 0

26
SIP OK (P-CSCF to UE) - see example in Table 18.2-26

The P-CSCF of the releasing party forwards the 200 OK response to the UE.

Table 18.2-26: SIP OK (P-CSCF to UE)

SIP/2.0 200 OK

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From:

To:

Call-ID:

CSeq:

Content-Length: 0

Annex A-8: Proposed additions to clauses 6, 16

6.7.1
Network Initiated Deregistration event occurs in the S-CSCF.

Figure 6.7.1-1 assumes that the UE and the P-CSCF both have subscribed for the Users registration state event package according to 6.5 and shows how the UE and the P-CSCF are notified when the Network Initiated Deregistration event occurs in the S-CSCF.

Also, it is assumed that the home network does not have network configuration hiding active.
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Figure 6.7.1-1: Network Initiated Deregistration event occurs in the S-CSCF

1.
Network Initiated Deregistration event occurs in the S-CSCF 

2.
S-CSCF deregistration notification
When the Network Initiated Deregistration Event occurs in the S-CSCF, the S-CSCF sends an update to the HSS to remove itself as the registered S-CSCF for this UE. And HSS sends response to confirm.

For detailed message flows see [29.228].
3
SIP NOTIFY (S-CSCF to P-CSCF) – see example in Table 6.7.1-3

After the S-CSCF deregistration notification procedure the S-CSCF immediately sends a NOTIFY towards the UE in order to inform about the network initiated deregistration. The same Request URI, To, From, Call-ID are used as in the first NOTIFY. CSeq is incremented since this is the second NOTIFY request sent towards the UE.

Table 6.7.1-3 SIP NOTIFY (S-CSCF to P-CSCF)

NOTIFY sip:pcscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

Route: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: <sip:user1_public1@home1.net>;tag=151170
To: <sip:user1_public1@home1.net>;tag=31415
Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 43 NOTIFY

Expires: 7200

Event:  presence

Content-Type:  application/cpim-pidf+xml

Content-Length: (...)

<presence xmlns="http://www.ietf.org/ns/cpim-pidf-xml-1.0">

        <tuple name="sip:user1_public1@home1.net">

          <status><value>closed</value>





<detail>





reason-phrase: “You have been deregistered from the network, please register again”;





registrar: registrar.home1.net





</detail>



  <<</status>

        </tuple>



<tuple name="sip:user1_public2@home1.net">

          <status> <value>closed</value> </status>

        </tuple>



<tuple name="tel:+498972233114">

          <status><value>closed</value>





<detail>





reason-phrase: “This ID has been automatically de-registered”;





registrar: registrar.home1.net





</detail>



  <<</status>

        </tuple>

      </presence>
4.
SIP NOTIFY (P-CSCF to UE) – see example in Table 6.7.1-4

P-CSCF forwards the NOTIFY request to the UE.

Table 6.7.1-4 SIP NOTIFY (P-CSCF to UE)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd] SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1

From: 

To: 

Call-ID: 

CSeq: 

Expires: 

Event: 

Content-Length:

5.

200 OK (UE to P-CSCF) – see example in Table 6.7.1-5

Table 6.7.1-5 SIP 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1

From:

To:

Call-ID:

CSeq:

Content-Length:

6.
SIP 200 OK (P-CSCF to S-CSCF) – see example in Table 6.7.1-6
Table 6.7.1-6 SIP 200 OK (P-CSCF to S-CSCF)  
SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From:

To:

Call-ID:

CSeq:

Content-Length:

7
SIP NOTIFY (S-CSCF to P-CSCF) – see example in Table 6.7.1-7

After sending the Cx.Put request the S-CSCF also immediately sends a NOTIFY towards the P-CSCF to which the UE is attached to, in order to inform about the network initiated deregistration. The same Request URI, To, From, Call-ID are used as in the first NOTIFY. CSeq is incremented since this is the second NOTIFY request sent towards the P-CSCF.

Table 6.7.1-7 SIP NOTIFY (S-CSCF to P-CSCF)

NOTIFY sip:pcscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From: <sip:user1_public1@home1.net>;tag=151170

To: <sip:pcscf1.visisted1.net>;tag=31415

Call-ID: 1234567890@[5555::aaa:bbb:ccc:ddd]

CSeq: 43 NOTIFY

Expires: 7200

Event:  presence

Content-Type:  application/cpim-pidf+xml

Content-Length: (...)

<presence xmlns="http://www.ietf.org/ns/cpim-pidf-xml-1.0">

        <tuple name="sip:user1_public1@home1.net">

          <status><value>closed</value>





<detail>





reason-phrase: “This public ID has been de-registered by the network”;





registrar: registrar.home1.net





</detail>



  <<</status>

        </tuple>



<tuple name="sip:user1_public2@home1.net">

          <status> <value>closed</value> </status>

        </tuple>



<tuple name="tel:+498972233114">

          <status><value>closed</value>





<detail>





reason-phrase: “This ID has been automatically de-registered”;





registrar: registrar.home1.net





</detail>



  <<</status>

        </tuple>

      </presence>
8.
SIP 200 OK (P-CSCF to S-CSCF) – see example in Table 6.7.1-8
Table 6.7.1-8 SIP 200 OK (P-CSCF to S-CSCF)  
SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From:

To:

Call-ID:

CSeq:

Content-Length:

6.7.2
Network Initiated Deregistration event occurs in the HSS

Figure 6.7.2-1 assumes that the UE and the P-CSCF both have subscribed for the Users registration state event package according to 6.5 and shows how the UE and the P-CSCF are notified when the Network Initiated Deregistration event occurs in the HSS.

Also, it is assumed that the home network does not have network configuration hiding active.
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Figure 6.7.2-1: Network Initiated Deregistration event occurs in the HSS

Editor’s Note: Session flow should be consistent with the newly approved flows in 23.228.

1.
Network Initiated Deregistration event occurs in the HSS

2.
Cx-Deregister


HSS initiates the de-registration, sending a Cx-Deregister (subscriber identity)

3.
Cx-Put

The S-CSCF sends an update to the HSS to remove itself as the registered S-CSCF for this UE.

4.
SIP NOTIFY (S-CSCF to P-CSCF) – see example in Table 6.7.2-4

After sending the Cx.Put request the S-CSCF immediately sends a NOTIFY towards the UE order to inform about the network initiated deregistration. The same Request URI, To, From, Call-ID are used as in the first NOTIFY. CSeq is incremented since this is the second NOTIFY request sent towards the UE.

Table 6.7.2-4 SIP NOTIFY (S-CSCF to P-CSCF)

NOTIFY sip:pcscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

Route: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: <sip:user1_public1@home1.net>;tag=151170

To: <sip:user1_public1@home1.net>;tag=31415

Call-ID: b89rjhnedlrfjflslj40a222

CSeq: 43 NOTIFY

Expires: 7200

Event:  presence

Content-Type:  application/cpim-pidf+xml

Content-Length: (...)

<presence xmlns="http://www.ietf.org/ns/cpim-pidf-xml-1.0">

        <tuple name="sip:user1_public1@home1.net">

          <status><value>closed</value>





<detail>





reason-phrase: “You have been deregistered from the network, please register again”;





registrar: registrar.home1.net





</detail>



  <<</status>

        </tuple>



<tuple name="sip:user1_public2@home1.net">

          <status> <value>closed</value> </status>

        </tuple>



<tuple name="tel:+498972233114">

          <status><value>closed</value>





<detail>





reason-phrase: “This ID has been automatically de-registered”;





registrar: registrar.home1.net





</detail>



  <<</status>

        </tuple>

      </presence>
5.
SIP NOTIFY (P-CSCF to UE) – see example in Table 6.7.2-5


P-CSCF forwards the NOTIFY response to the UE.

Table 6.7.2-5 SIP NOTIFY (P-CSCF to UE)

NOTIFY sip:[5555::aaa:bbb:ccc:ddd] SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1

From: 

To: 

Call-ID: 

CSeq: 

Expires: 

Event: 

Content-Length:

6.
Cx-Put response

The HSS confirms the update.

7. 
Cx-Deregister response

The S-CSCF returns a response to the entity that initiated the process.

8.

200 OK (UE to P-CSCF) – see example in Table 6.7.2-8

Table 6.7.2-8 SIP 200 OK (UE to P-CSCF)

SIP/2.0 200 OK

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1

From:

To:

Call-ID:

CSeq:

Content-Length:

9.
SIP 200 OK (P-CSCF to S-CSCF) – see example in Table 6.7.2-9
Table 6.7.2-9 SIP 200 OK (P-CSCF to S-CSCF)  
SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From:

To:

Call-ID:

CSeq:

Content-Length:

10
SIP NOTIFY (S-CSCF to P-CSCF) – see example in Table 6.7.2-10

After sending the Cx.Put request the S-CSCF also immediately sends a NOTIFY towards the P-CSCF to which the UE is attached to, in order to inform about the network initiated deregistration. The same Request URI, To, From, Call-ID are used as in the first NOTIFY. CSeq is incremented since this is the second NOTIFY request sent towards the P-CSCF.

Table 6.7.2-10 SIP NOTIFY (S-CSCF to P-CSCF)

NOTIFY sip:pcscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From: <sip:user1_public1@home1.net>;tag=151170

To: <sip:pcscf1.visisted1.net>;tag=31415

Call-ID: 1234567890@[5555::aaa:bbb:ccc:ddd]

CSeq: 43 NOTIFY

Expires: 7200

Event:  presence

Content-Type:  application/cpim-pidf+xml

Content-Length: (...)

<presence xmlns="http://www.ietf.org/ns/cpim-pidf-xml-1.0">

        <tuple name="sip:user1_public1@home1.net">

          <status><value>closed</value>





<detail>





reason-phrase: “This public ID has been de-registered by the network”;





registrar: registrar.home1.net





</detail>



  <<</status>

        </tuple>



<tuple name="sip:user1_public2@home1.net">

          <status> <value>closed</value> </status>

        </tuple>



<tuple name="tel:+498972233114">

          <status><value>closed</value>





<detail>





reason-phrase: “This ID has been automatically de-registered”;





registrar: registrar.home1.net





</detail>



  <<</status>

        </tuple>

      </presence>
11.
SIP 200 OK (P-CSCF to S-CSCF) – see example in Table 6.7.2-11
Table 6.7.2-11 SIP 200 OK (P-CSCF to S-CSCF)  
SIP/2.0 200 OK

Via: SIP/2.0/UDP scscf1.home1.net;branch=332b23.1

From:

To:

Call-ID:

CSeq:

Content-Length:

6.9
Registration error conditions

6.9.1

Reregistration: failure of reregistration

This signalling flow is a continuation of the signalling flow in subclause 16.3 “Registration Signalling: reregistration – User Currently Registered” after reception of signalling flow 4. This signalling flow shows the recovery after a failure of the S-CSCF that had been assigned to the subscriber in a previous registration.
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Figure 6.9.1-1: Failure of previous S-CSCF during reregistration
Steps 1 through 4 are the same as the signalling flow in subclause 16.3 “Registration signalling: reregistration – user currently registered”

5
REGISTER (I-CSCF to S-CSCF) – see example in Table 6.9.1-5


This signalling flow forwards the REGISTER request from the I-CSCF to the S-CSCF selected. The Request-URI is changed to the address of the S-CSCF.


I-CSCF adds a proper I-CSCF name to the Path header.

Table 6.9.1-5 REGISTER request (I-CSCF to S-CSCF)

REGISTER sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP icscf1_p.home1.net;branch=351g45.1, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Path: <sip:icscf1_p.home1.net>, <sip:pcscf1.visited1.net>

Proxy-require: path

Require: path

Roaming-Info: vnid="Visited Network Number 1"

From: <sip:user1_public1@home1.net>;tag=4fa3

To: <sip:user1_public1@home1.net>

Contact: <sip:[5555::aaa:bbb:ccc:ddd]>

Call-ID: apb03a0s09dkjdfglkj49111

Authorization: eap eap-p=AQAAEwFqYXJpQGFya2tvLmNvbQ==

CSeq: 10 REGISTER

Expires: 7200

Content-Length: 0

6
Timeout of reregister


The I-CSCF times out, waiting for the response from the S-CSCF.

Editor’s Note:  The value of the timer in this particular instance is FFS. Clearly the value of the timers in the P-CSCF and UE waiting for the response must be considered when choosing this value.

Editor's note: "Whether it is appropriate or not to send the Register request to S-CSCF2 when I-CSCF times out waiting for a response from S-CSCF1 is FFS. While doing a new HSS query or performing a new S-CSCF selection the UE might time out and resend the Register request. 

If this step is found to be not a problem for the UE, then the issue of having one subscriber registered to only one S-CSCF must be clarified."

7
User Registration Status Query Procedure


The I-CSCF informs the HSS that the S-CSCF for the subscriber is unreachable and requests information related to the required S-CSCF capabilities from the HSS,  The HSS sends the capability information required for S-CSCF selection. The I-CSCF uses this information to select a suitable S-CSCF.


This step is optional. Depending on implementation, sufficient information may be available to the I-CSCF from Step 4, to allow the I-CSCF select an alternate S-CSCF. Alternative mechanisms (for example a CSCF management plane) would be used to enable the HSS learn of S-CSCF failure. In addition, the HSS will learn about the assignment of a new S-CSCF in Step 9.

For detailed message flows see [29.228].


Table 6.2-5a provides the parameters in the REGISTER message (flow 5) which need to been sent to HSS.
8

REGISTER (I-CSCF to S-CSCF) – see example in Table 6.9.1-8


This signalling flow forwards the REGISTER request from the I-CSCF to the newly selected S-CSCF. The Request-URI is changed to the address of the new S-CSCF.

Table 6.9.1-8 REGISTER request (I-CSCF to S-CSCF)

REGISTER sip:scscf2.home1.net SIP/2.0

Via: 

Via: 

Via: 

Path: 

Path: 

Proxy-require: 

Require: 

Roaming-Info: 

From: 

To: 

Contact: 

Authorization: 

Call-ID: 

CSeq: 

Expires: 

Content-Length: 


The remaining steps (9-15) are the same as in the normal reregistration case (steps 6-12 in subclause 16.3)

6.9.2
User not registered, user not allowed to roam / user unknown.
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Figure 6.9.2-1: Registration failure: User not registered, user not allowed to roam

The first six steps are similar with the regular Registration signalling flows described in subclause 16.2

The "Roaming not allowed" and "User unknown" error conditions would result in the same signalling flow (only the actions taken by I-CSCF will differ), thus the signalling flows are merged and only the I-CSCF action is described depending on the error condition.

7. 
The information received as a response to the Cx-Query may indicate that "Roaming is not allowed" for the subscriber from the visited1.net network. In this case I-CSCF needs to send a 403 Forbidden response back to the UE. I-CSCF will insert a warning header in the response, indicating to the UE the reason of refusing the Registration request. Warning header should contain the name of the network inserting the warning header (warn-agent = icscf1.home1.net) and optionally a warn-text. In case the network operator would like to advise the subscriber to attach instead to the CS domain then the warn-code 312 should be inserted in the warning header.

When the information received as a response to the Cx-Query indicates that the subscriber is unknown to the network or the subscriber does not have a valid subscription, the I-CSCF needs to send a 403 Forbidden response back to the UE. I-CSCF will insert a warning header in the response, indicating to the UE the reason of refusing the Registration request. Warning header should contain the name of the network inserting the warning header (warn-agent = icscf1.home1.net) and optionally a warn-text.

8. 
403 Forbidden (I-CSCF to P-CSCF) – see example in Table 6.9.2-8
Table 6.9.2-8: 403 Forbidden (I-CSCF to P-CSCF)

SIP/2.0 403 Forbidden

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Warning: 312 home1.net "Roaming not allowed from this network"

From: 

To: 

Call-ID: 

Cseq: 

Content-Length:

9.
403 Forbidden (P-CSCF to UE) – see example in Table 6.9.2-9
Table 6.9.2-9: 403 Forbidden (P-CSCF to UE)

SIP/2.0 403 Forbidden

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Warning: 312 home1.net "Roaming not allowed from this network"

From: 

To: 

Call-ID: 

Cseq: 

Content-Length:

Annex A-9: Proposed additions to clauses 7

7.2.5.2
Mobile Terminal sending INVITE without having a valid registration in S-CSCF
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Figure 7.2.5.2-1 Terminal sending INVITE without having a valid registration in S-CSCF

1.
INVITE (UE to P-CSCF) – see example in Table 7.2.5.2-1

Table 7.2.5.2-1: INVITE (UE to P-CSCF)

INVITE sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off

Proxy-Require: privacy

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 3400 RTP/AVP 98 99

a=qos:mandatory sendrecv 

a=rtpmap:98 H261

a=rtpmap:99:MPV

m=video 3402 RTP/AVP 98 99

a=rtpmap:98 H261

a=rtpmap:99:MPV

a=qos:mandatory sendrecv 

m=audio 3456 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

m=audio 3458 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

2.
100 Trying (P-CSCF to UE) – see example in Table 7.2.5.2-2

P-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table 7.2.5.2-2: 100 Trying (P-CSCF to UE)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

3.
INVITE (P-CSCF to S-CSCF) – see example in Table 7.2.5.2-3
The INVITE request is forwarded to the S-CSCF.

Table 7.2.5.2-3: INVITE (P-CSCF to S-CSCF)

INVITE sip:scscf1.home1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Route: sip:+1-212-555-2222@home1.net;user=phone

Supported: 

Remote-Party-ID: 

Proxy-Require: 

From: 

To: 

Call-ID: 

Cseq: 

Contact: sip:pcscf1.visited1.net

Content-Type: 

Content-Length: (…)

v=

o=

s=

c=

b=

t=

m=

a=

4.
100 Trying (S-CSCF to P-CSCF) – see example in Table 7.2.5.2-4

S-CSCF responds to the INVITE request (3) with a 100 Trying provisional response.

Table 7.2.5.2-4: 100 Trying (S-CSCF to P-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

5. 
403 Forbidden (S-CSCF to P-CSCF) – see example in Table 7.2.5.2-5
S-CSCF checks the validity of the user's registration. It finds out that the originator of this request does not have a valid registration. A 403 Forbidden response is sent back to the user, and a warning header is inserted in it.

Table 7.2.5.2-5: 403 Forbidden (S-CSCF to P-CSCF)

SIP/2.0 403 Forbidden

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Warning: 311 home1.net "Reregistration needed"

From: 

To: 

Call-ID: 

Cseq: 

Content-Length:

Editor’s Note: The correct value for the warning code is yet to be assigned by IANA. 

6.
403 Forbidden (P-CSCF to UE) – see example in Table 7.2.5.2-6
P-CSCF forwards the 403 Forbidden response to the UE

Table 7.2.5.2-6: 403 Forbidden (P-CSCF to UE)

SIP/2.0 403 Forbidden

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Warning:

From: 

To: 

Call-ID: 

Cseq: 

Content-Length:

7.2.5.3
Mobile terminal sending INVITE without having a valid registration in P-CSCF
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Figure 7.2.5.3-1 Terminal sending INVITE without having a valid registration in P-CSCF

1.
INVITE (UE to P-CSCF) – see example in Table 7.2.5.3-1

Table 7.2.5.3-1: INVITE (UE to P-CSCF)

INVITE sip:+1-212-555-2222@home2.net;user=phone SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: “John Doe” <tel:+1-212-555-1111>;privacy=off

Proxy-Require: privacy

From: “Alien Blaster” <sip:B36(SHA-1(user1_public1@home1.net; time=36123E5B; seq=72))@localhost>; tag=171828

To: sip:B36(SHA-1(+1-212-555-2222; time=36123E5B; seq=73))@localhost 

Call-ID: cb03a0s09a2sdfglkj490333 

Cseq: 127 INVITE 

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

m=video 3400 RTP/AVP 98 99

a=qos:mandatory sendrecv 

a=rtpmap:98 H261

a=rtpmap:99:MPV

m=video 3402 RTP/AVP 98 99

a=rtpmap:98 H261

a=rtpmap:99:MPV

a=qos:mandatory sendrecv 

m=audio 3456 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

m=audio 3458 RTP/AVP 97 96 0 15

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=rtpmap:96 G726-32/8000

a=qos:mandatory sendrecv 

2.
403 Forbidden (P-CSCF to UE) – see example in Table 7.2.5.3-2
S-CSCF checks the validity of the user's registration. It finds out that the originator of this request does not have a valid registration. A 403 Forbidden response is sent back to the user, and a warning header is inserted in it.

Table 7.2.5.3-2: 403 Forbidden (P-CSCF to UE)

SIP/2.0 403 Forbidden

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Warning: 311 visited1.net "Registration needed"

From: 

To: 

Call-ID: 

Cseq: 

Content-Length:

Editor’s Note: The correct value for the warning code is yet to be assigned by IANA.

Annex A-10: Emergency Calls

X.Y.Z
(EM#1) Emergency Session Mobile origination, located in Visited network

Figure X.Y.Z-1 shows an Emergency Session origination procedure which applies to subscribers located in a visited network service area. 

NOTE 1:
The procedure when the subscriber is located in the Home Network is identical except that visited1.net is replaced by home1.net.

In this example the user has dialled the emergency number 911 and the UE has identified this as an emergency session establishment based on the emergency number database stored on the USIM. 

Editors Note: It is assumed that the UE has already completed GPRS attach procedures and has activated a signalling PDP context for emergency sessions to the GGSN in the visited PLMN by mechanisms which are FFS.
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Figure X.Y.Z-1: EM#1

Procedure EM#1 is as follows:

1.
INVITE (UE to P-CSCF) – see example in table X.Y.Z-1


UE determines the complete set of codecs that it is capable of supporting for this session. It builds a SDP containing bandwidth requirements and characteristics of each, and assigns local port numbers for the media flow.  The language of the User is identified using the a=lang attribute in the SDP with a valid language tag as defined in RFC 1766 and IS0 639 and this may be used by the Emergency Centre to possibly route the call to a human operator that speaks the callers language.


The UE includes the Priority header set to the value of emergency, which may be used by network proxies to prioritise handling of this session initiation.

UE sends the SIP INVITE request, containing an initial SDP, to a P-CSCF determined via the CSCF discovery mechanism. Location Information including Cell Global ID for the emergency session is sent in the INVITE message by the UE. Additional geographic location information may be added by the UE based upon it’s capabilities.

Editors Note: The mechanism for transporting Location Information including Cell Global ID in the Invite is FFS.

Table X.Y.Z-1: INVITE (UE to P-CSCF)

INVITE sip:sos@home1.net SIP/2.0

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Supported: 100rel 

Remote-Party-ID: “John Doe” sip:user1_public1@home1.net;privacy=off

Anonymity: Off 

From: “John Doe” sip:user1_public1@home1.net; tag=171828

To: tel:911

Call-ID: d58gjmr5bndfjspwk45r9444 

Cseq: 127 INVITE 

Priority: emergency

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Content-Type: application/sdp 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0 

m=audio 3456 RTP/AVP 97 

a=lang en-US

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv 

Request-URI: 
contains the emergency URL sos@home1.net.

Editors Note: The mechanism for addressing for dealing with the situation in some countries where the Emergency Services have separate numbers for Police, Fire, Ambulance, etc is FFS.

Via: 
contains the IP address or FQDN of the originating UE.

Remote-Party-ID: contains the public identity of the UE. The Display name is optional.

From:
contains the public identity of the UE. The Display name is optional.
To: 
contains the dialled digits (or URL) entered by the user

Editors Note: In this example it is assumed that the To header contains whatever number is dialled by the user. This may provide additional useful information regarding the caller and could also be used to identify abuse of the Priority Header. Confirmation of the use of the To header or use of an alternative mechanism is FFS.

Cseq: 
a random starting number.

Priority:
set to emergency

Contact:  
the IP address or FQDN of the originating UE.

SDP
The SDP contains the full set of codecs supported by UE#1 and desired by the user at UE#1 for this session.

NOTE 2:
The UE sending the Invite may not be registered. Therefore the P-CSCF needs to be prepared to accept the Invite based on this fact. I.E. Integrity checking may not be present etc.

NOTE 3:
In the case when the UE is already IMS registered the pre-loaded route determined at registration is not used to route the Invite.

Upon receiving the INVITE, the P-CSCF stores the following information about this session, for use in possible error recovery actions – see example in table X.Y.Z-1b:

Table X.Y.Z-1b: Storage of information at P-CSCF

Request-URI: sip:sos@home1.net

From: “John Doe” sip:user1_public1@home1.net; tag=171828

To: tel:911 

Call-ID: d58gjmr5bndfjspwk45r9444 

CSeq: 127 INVITE

Contact: sip:[5555::aaa:bbb:ccc:ddd]

2.
100 Trying (P-CSCF to UE) – see example in Table X.Y.Z-2


P-CSCF responds to the INVITE request (1) with a 100 Trying provisional response.

Table X.Y.Z-2: 100 Trying (P-CSCF to UE)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

3.
INVITE (P-CSCF to S-CSCF) – see example in table X.Y.Z-3


P-CSCF examines the request URI. Since the request URI contains “sos” as the user part then this is an Emergency Call.

The P-CSCF selects a S-CSCF in the visited network to route the Emergency Call to and enters this S-CSCF in the Request URI.

Editors Note: The mechanism for the P-CSCF to select a S-CSCF for the Emergency Session is FFS.


P-CSCF forwards the SIP INVITE request including the location information about emergency session to S-CSCF. 

Table X.Y.Z-3: INVITE (P-CSCF to S-CSCF)

INVITE sip:scscf1.visited1.net SIP/2.0

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:240f34.1@pcscf1.visited1.net

Route: sip:sos@visited1.net

Supported:

Remote-Party-ID:

Anonymity:

From:

To: 

Call-ID: 

Cseq: 

Priority: 

Contact:

Content-Type: 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0

 m=audio 3456 RTP/AVP 97

a=lang en-US 

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv 

Contact:
the P-CSCF does not tokenise the Address contained in the contact header.
Request-URI: 
the selected S-CSCF in the visited network.

Route: 
the P-CSCF adds the URL”sos@visited1.net” to a Route header in the request.  It does this even if a dialled number was present in the Request URI in order to prevent misuse of the Priority header since now all Invites with Priority set to Emergency will be routed to an Emergency Call Centre regardless of the number dialled.

SDP
The SDP contains the codecs. 

Upon receiving the INVITE, the S-CSCF stores the following information about this session, for use in possible error recovery actions – see example in table X.Y.Z-3b:

Table X.Y.Z-3b: Storage of information at S-CSCF

Request-URI: sip:sos@visited1.net

From: “John Doe” sip:user1_public1@home1.net; tag=171828

To: tel:911

Call-ID: d58gjmr5bndfjspwk45r9444 

CSeq: 127 INVITE

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Editors Note: The need for the S-CSCF to store the To header and the Priority header are FFS.

4.
100 Trying (S-CSCF to P-CSCF) – see example in table X.Y.Z-4


S-CSCF responds to the INVITE request (3) with a 100 Trying provisional response.

Table X.Y.Z-4: 100 Trying (S-CSCF to P-CSCF)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

5.
Obtaining Location Data


S-CSCF includes information that will enable the Emergency Centre to request UE geographic location at a later time. The S-CSCF does not remove Location Information from the Invite.

6.
INVITE (EM#1 to S-S) – see example in table X.Y.Z-6


The S-CSCF uses the location information to select either an appropriate Emergency Centre SIP server to handle the Emergency Session (if one exists) or an E.164 number for reaching the appropriate Emergency Centre via the PSTN. The S-CSCF forwards the Invite, to the Emergency Centre either directly if it is a SIP server or via a BGCF and MGCF in the case of PSTN routing.

If the Emergency Centre is reached using the PSTN then the procedures similar to (S-S#3) PSTN Termination performed by home network of originator should be used with the route header set to the E.164 number of the emergency Centre and the Request URI set to the BGCF.

NOTE 4:
For this example we will continue with the scenario where the Invite is forwarded to an Emergency Centre SIP server.

Editors Note: The mechanism for selecting and routing to an Emergency Centre SIP server based on the location information is FFS

Table X.Y.Z-6: INVITE (MO#2 to S-S)

INVITE sip:sos@visited1.net SIP/2.0

Via: SIP/2.0/UDP scscf1.visited1.net, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf1.visited1.net, sip:240f34.1@pcscf1.visited1.net

Supported: 

Remote-Party-ID: 

Anonymity: 

From: 

To: 

Call-ID: 

Cseq: 

Priority: emergency

Contact:

Content-Type: 

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd

s=-

c=IN IP6 5555::aaa:bbb:ccc:ddd 

b=AS:64

t=907165275 0 

m=audio 3456 RTP/AVP 97 

a=lang en-US

a=rtpmap:97 AMR 

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv 

Request-URI: 
The Request-URI is set to sos@visited1.net obtained from the Route Header.

7.
100 Trying (S-S to EM#1) – see example in table X.Y.Z-7


S-CSCF may receive a 100 Trying provisional response, (as specified by the S-CSCF to S-CSCF procedures) if the route to the Emergency Centre requires proxying through another SIP proxy (sip-proxy.xxx.net) or through the PSTN.

Table X.Y.Z-7: 100 Trying (S-S to EM#1)

SIP/2.0 100 Trying

Via: SIP/2.0/UDP scscf1.visited1.net, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP sip-proxy.xxx.net

From: 

To: 

Call-ID: 

CSeq: 

Content-Length: 0

8.
183 Session Progress (S-S to EM#1) – see example in table X.Y.Z-8


The media stream capabilities of the Emergency Call Centre are returned along the signalling path, in a 183 Session Progress provisional response (to (6)).

Table X.Y.Z-8: 183 Session Progress (S-S to EM#1)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP scscf1.visited1.net, SIP/2.0/UDP pcscf1.visited1.net;branch=240f34.1, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: sip:scscf1.visited1.net sip:240f34.1@pcscf1.visited1.net

Remote-Party-ID: “Emergency Centre” sip:Emergency_Centre@emergencydomain.net;privacy=off;screen=yes

Anonymity: Off

Require: 100rel

From: “John Doe” sip:user1_public1@home1.net; tag=171828

To: tel:911

Call-ID: 

CSeq: 

Contact: sip:Emergency_Centre@emergencydomain.net 

RSeq: 9021

Content-Disposition: precondition

Content-Type: application/sdp

Content-Length: (…)

v=0

o=- 2987933615 2987933615 IN IP6 5555::aaa:bbb:ccc:ddd
s=-

c=IN IP6 5555::eee:fff:aaa:bbb

b=AS:64

t=907165275 0

m=audio 6544 RTP/AVP 97 

a=rtpmap:97 AMR

a=fmtp:97 mode-set=0,2,5,7; maxframes=2

a=qos:mandatory sendrecv confirm

Contact: 
The URL of the Emergency Centre.

9.
183 Session Progress (S-CSCF to P-CSCF) – see example in table X.Y.Z-9


S-CSCF forwards the 183 Session Progress response to P-CSCF.

Table X.Y.Z-9: 183 Session Progress (S-CSCF to P-CSCF)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP pcscf1.visted1.net, SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Record-Route: t

Remote-Party-ID: 

Anonymity: 

Require:

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=

Upon receiving the 183 Session Progress, the P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the information for this session is – see example in table X.Y.Z-9b:

Table X.Y.Z-9b: Storage of information at P-CSCF

Request-URI: sip:sos@home1.net 

From: “John Doe” sip:user1_public1@home1.net; tag=171828

To: tel: 911 

Call-ID: d58gjmr5bndfjspwk45r9444 

CSeq: 127 INVITE

Contact: sip:[5555::aaa:bbb:ccc:ddd]

Route: sip:scscf1.visited1.net

10.
Authorize QoS resources



P-CSCF authorizes the resources necessary for this session

11.
183 Session Progress (P-CSCF to UE) – see example in table X.Y.Z-11



P-CSCF forwards the 183 Session Progress response to the originating endpoint.

Table X.Y.Z-11: 183 Session Progress (P-CSCF to UE)

SIP/2.0 183 Session Progress

Via: SIP/2.0/UDP [5555::aaa:bbb:ccc:ddd]

Media-Authorization: 0020000100100101706366312e78797a2e6e6574000c02013942563330373200

Remote-Party-ID: 

Anonymity: 

Require:

From: 

To: 

Call-ID: 

CSeq: 

Contact: 

RSeq: 

Content-Disposition: 

Content-Type: 

Content-Length: 

v=

o=

s=

c=

b=

t=

m=

a=

a=

a=


P-CSCF removes the Record-Route headers, calculates the proper Route header to add to future requests, and saves that information without passing it to UE. The saved value of the Route header is:

Route: sip:scscf1.visited1.net

Media-Authorization: a P-CSCF generated authorization token. This particular example shows a Policy-Element generated by “pcf1.xyz.net” with credentials “9BV3072”. “00” at the end of the authorization token is required to pad to a multiple of 4 bytes.

Editor’s Note: This is work in progress and the details of the rest of the scenario (steps 12 – 40) are FFS.

Annex B (temporary informative): Scratch pad

Editor’s Note: This Annex is to be deleted before the Specification goes for approval. 
The purpose of the Annex is to act as a temporary scratch pad while the specification is being developed for 
a) reminders of items to be completed,
b) capturing partially agreed working assumptions and understandings,
c) providing assistance in understanding of concepts not yet fully captured/detailed in 24.229,
d) miscellaneous Editor’s Notes.
The primary different between Annex B and Annex A is that there are no plans to transfer text in Annex B to the main body of the document.

B1
Topic: To: From: headers (N1-011158)
Meeting: CN1#19
Source: Nokia

Introduction

This is a follow up contribution of N1-010972, which was requested to be postponed and a few concern were arose during the meeting.

One such concern was that the new version of privacy draft may redefine the usage of To: and From: fields, but it turned out that this part of the draft will not suffer any changes.

Another concern was that the network might have a service which does not allow for certain subscribers to initiate calls with privacy=off. In such cases a call initiated with the To: and From: headers in clear text has to be terminated by the service cloud and a new call leg with encrypted To: and From: fields to be initiated. Thus, a subscriber of IMS network shall not be forced to insert encrypted information into the To: and From: header fields. 

In the current version of 24.228 the To: and From: fields both contain encrypted information, regardless of the privacy requirements for the session. 

Proposal

It is proposed to use the caller's public_ID in the From: and the callee's public_ID in the To: header fields when the privacy for the session has the value off or when the privacy header is missing from the INVITE request.

B2
Topic: Partial updates (N1-011316, N1-011317, N1-011320)
and “The use of Request URI, Route, Record Route and Contact headers in signalling flows” (N1-011335)
Meeting: CN1#19
Source: Nokia

The changes introduced by the following Tdocs to the indicated sections, need to propagated to all other sections of the document:

N1-011317

7.2.2

7.4.2

7.3.2

N1-011317

7.2.3

7.4.3

7.3.5

N1-011320

10.5.1

10.5.2

10.5.3

The changes introduced are described in N1-011335 as follows:

· The initial INVITE and any network initiated requests is routed from Terminating S-CSCF to Terminating P-CSCF using a Route header constructed from the information saved from the Path header during registration of called subscriber.

· The content of Record Route headers from the initial INVITE and its 183 SDP messages are stored in P-CSCFs before P-CSCFs removes it from the request (response) which is delivered to the UE. This is then used for routing subsequent requests.

· The route (the entries found in the Record Route header) between Originating P-CSCF and Terminating S-CSCF will be stored by Terminating S-CSCF from the initial INVITE request and used for routing subsequent requests originated by Terminating S-CSCF.

· Originating S-CSCF will store the route (the entries found in the Record Route header) between itself and Terminating P-CSCF from the 183 SDP provisional response and used for routing subsequent requests originated by Originating S-CSCF

· PRACK and COMET will be routed with Route header constructed from Record Route headers saved in P-CSCFs from initial INVITE and 183 SDP

· NO S-CSCFs neither I-CSCFs remove entries from any of the headers

· The Contact header is not modified during session setup.

Status update on 24228v160 (CN1#20). The above changes are yet to be applied to the following clauses (based on information from N1-011538):

6.2 
Registration

6.3 
Reregistration

7.4.5
MT#1c

7.5.2 Sample MM-flow / addition of further media

10
Enhanced mm services

16.2
Registration

16.3
Reregistration

16.4
Mobile initiated de-registration

17.3.2
S-S#1b

17.3.3 
S-S#1c

17.3.4 S-S#1d

17.4.5

MT#1d

17.5.2
sample mm signalling flows

All error cases under subclause 7.2 and17.2.

Majority of subclauses that remain in Annex A.

B3
Topic: Working assumption on user identification within IMS entities. (N1-011319)
Meeting: CN1#19
Source: Siemens / Lucent / Ericsson / Motorola

Editor’s Note: This subclause (B3) is duplicate information taken from 24.229 annex. Should there be any discrepancies, the 24.229 version shall be deemed the more accurate. 

B3.1 
At any SIP entity how do we identify a call leg?

By means of From (including tags), To (including tags) and Call-ID headers

A session consists of multiple call legs.  

B3.2 
Is there a need for end-to-end identification of a session

This question was left open.

Functions like a traceroute (tracing a call end-to-end) might cause problems. 

An S-CSCF might whish to recognize calls which come back to it from an AS which is acting as a B2BUA (e.g. in order to know which filter criteria have been already applied to the call and which are not).

B3.3 
At the P-CSCF, how do we identify which list to use as a pre-loaded route (path)?

Mobile Originated:

At the P-CSCF1 use Remote-Party-ID if it is there, else use From header and if that is not useful (e.g. anonymous) send 4xx response.

Note: RFC2543bis04 – chapter 16 – shows J.Rosenbergs proposal how to add/change record-route headers in order to find out if a incoming request comes from the originating or the terminating side (see also Lucent contribution on this subject).

Mobile Terminated:

The “Gateway” I-CSCF determines the responsible S-CSCF based on a Cx-Query to the HSS with the public-user ID as received in the request uri of the INVITE from the Home Network of the originating user.

The S-CSCF loads the route (constructed from path stored at registration time) to the P-CSCF based on Public-ID of the B-user (which can be found in the Route header).

The P-CSCF determines the Contact / IP-addr of the user based on the Public-ID (based on binding at registration time) of the B-user (which can be found in the Route header).  

B3.4 
At the S-CSCF, how do we identify which pre-authenticated user an incoming session relates to? This may be calling or called user.

MOC:

At the S-CSCF1 use Remote-Party-ID if it is there, else use From header and if that is not useful send 4xx response (same as for P-CSCF in MOC).

MTC:

The S-CSCF loads the route (constructed from path constructed during registration) to the P-CSCF based on Public-ID of the B-user (which can be found in the Route header).

B3.5 
At the remote user, how do we identify the dial back number for the calling user?

1. What can be displayed as the A party identification at the B party?

· no privacy:
use RPI if there, else use From

· privacy: 
anonymous

2. Which URI is used as the callback URI for party A at the User B?

· no privacy: 
use RPI if there, else use From

· privacy:

not possible for a normal user B

3. Which URI is used as the callback URI for Party A in the S-CSCF / AS providing e.g. malicious caller -> this is a service, depending on regulatory rules 

· no privacy:
use RPI if there, else use From

· privacy:

use RPI 

B3.6 
At an emergeny call centre (PSAP), how do we identify the caller?

Proposal: do not define this now, as there are discussions ongoing in SA2. We assume the following:

· RPI shall always be delivered to a PSAP.

· If no RPI is available, the PSAP shall use the From data.

B3.7 
How does the user prevent the release of any of the identities provided to the remote user?

This is stated in the privacy draft.Don’t include legitimate ID in the From field. 

We currently see no possibility to hide the public-ID that is dialled by user A, as it is the main thing for user identification all along the route to the P-CSCF of the visisted2.net.

The P-CSCF strips all routing information from the message, so user B cannot determine in which visited network user A is located from the SIP message. 

B3.8 
Which identities have a guarantee of integrity provided by the network and how do we verify any of these identities (if required) within the network.

Editor’s Note: (to be verified with SA3) It is assumed that since the entire message is integrity protected, all headers in the message are integrity protected. It is also assumed that the public-ID, that is used in the message, is the one that was registered before (this includes automatically registered public-IDs). 

B3.9 
Is the network allowed to apply privacy to an INVITE for which the user did not request privacy.

Yes.

If the network / AS can really act as a B2BUA then it would be ok. 

B3.10
Further changes agreed but yet not implemented in 24.228 

From tdoc N1-011158: From and To headers in the call flows of 24.228 shall not be shown as encrypted, as long as this is not needed due to a request for privacy for the call.

B4
Topic: Consistent tokenisation required
Meeting: CN1#19bis

While discussing a number of contributions at CN1#19bis (e.g. N1-011352), the need for consistent approach to tokenisation was highlighted. This is just not a notation issue, as a consistent standard approach need to applied during implementation.  

The following are some examples taken from 24.228v140

a) sip:Token(scscf1.home1.net, sip:scscf2.home2.net)

b) sip:Token(scscf1.home1.net, sip:scscf2.home2.net)

c) sip:Token(scscf1.home1.net), sip:Token(scscf2.home2.net)

Example (a) is clearly incorrect as it resolves to “sip:sip:scscf1.home1.net, sip:scscf2.home2.net”

Example (b) while resolving correctly, may compromise security as tokenising fixed strings may weaken the encryption algorithm. 

Example (c) will not hide the number of elements in a network, where configuration hiding is required. It needs to be verified if this is a requirement.

In addition there was no consensus, on whether blanket tokenisation can be applied to a header or tokenisation of only the elements representing entities in the network performing 

Contributions are invited to future meetings to propose a solution. 
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N1-010964, N1-010969, N1-010970, N1-010975, N1-010991, 
N1-010994, N1-010995, N1-011024, N1-011030, N1-011031, 
N1-011036, N1-011038, N1-011047 
	1.1.0
	1.2.0

	11/09/01
	
	N1-011363
	
	
	Version 1.3.0. Inclusion of all Tdocs (with exception of but N1-011269 - document restructuring) from CN1#19. Tdocs include: 
N1-011335, N1-011320, N1-011319, N1-011317, N1-011316, 
N1-011186, N1-011158, N1-011179, N1-011104, N1-011329,
N1-011220 (duplicate N1-011180) and N1-011160. 
	1.2.0
	1.3.0

	13/09/01
	
	N1-011364
	
	
	Version 1.4.0. Restructured document in accordance to N1-011269. 
	1.3.0
	1.4.0

	05/10/01
	
	N1-011496
	
	
	Version 1.5.0. Inclusion of all Tdocs from CN1#19bis. Tdocs include:
N1-011429, N1-011352, N1-011353, N1-011354, N1-011376, 
N1-011377, N1-011420, N1-011421, N1-011361, N1-011362,
N1-011422, N1-011424, N1-011425
	1.4.0
	1.5.0

	23/10/01
	
	N1-011706
	
	
	Version 1.6.0. Inclusion of all Tdocs from CN1#20. Tdocs include:
N1-011582, N1-011583, N1-011503, N1-011494, N1-011475, 
N1-011538 (partial), N1-011478, N1-011493, N1-011509, 
N1-011495, N1-011602, N1-011603, N1-011606, N1-011627,
N1-011591, N1-011616
	1.5.0
	1.6.0

	15/11/01
	
	N1-011866
	
	
	Version 1.7.0. Inclusion of all Tdocs from CN1#20bis. Tdocs include:
N1-011654, N1-011752, N1-011753, N1-011703, N1-011655, 
N1-011711, N1-011667, N1-011671, N1-011764,N1-011708 ,
N1-011656, N1-011775, N1-011776
	1.6.0
	1.7.0

	03/12/01
	
	N1-020043
	
	
	Version 1.8.0. Inclusion of all Tdocs from CN1#21. Tdocs include:
N1-012009, N1-012007, N1-012008, N1-011982, N1-012029, 
N1-012028, N1-012035, N1-012036, N1-012000, N1-012016,
N1-012001, N1-011873, N1-011935, N1-012032, N1-011834, 
N1-012017, N1-011859, N1-011864
	1.7.0
	1.8.0

	20/01/02
	
	N1-02xxxx
	
	
	Version 1.9.0. Inclusion of all Tdocs from CN1-SIPadhoc. Tdocs include:
N1-020131, N1-020019, N1-020020, N1-020143, N1-020045, 
N1-020121, N1-020054, N1-020134, N1-020162, N1-020125,
N1-020075, N1-020091, N1-020158
	1.8.0
	1.9.0


_1055061223.vsd

_1066764243.vsd

_1069633014.vsd

_1069633597.vsd

_1067842371.vsd

_1064134485.vsd

_1064147859.vsd

_1050816795.vsd

_1055059142.vsd

_1047676364.vsd

