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1. Introduction

During CN1#19bis there was discussion of the requirements and implementation of Network Initiated Re-Registration in IMS domain. There was no conclusion to these discussions, at least partly due to the fact that it was not clear what the requirements and/or use cases were. This paper aims to clarify why Re-registration should take place and what happens if it fails.

2. Requirements

A SIP REGISTER includes an expiry time, after which another REGISTER must take place. The terminal can set the Expires: header in the REGISTER request to any value it desires, but the network is able to override that value with its own value. The re-registration is initiated by the terminal when the timer expires. 

The need for Network Initiated Re-registration is made clear by the liaison statement from SA3, ref 1, as follows 

The network operator basically has three choices all of which seem unsatisfactory:

· He sets the duration of the registration period to a relatively low value to ensure that the user cannot incur a high amount of charges between two authentications. This is undesirable as it may create a lot of unnecessary authentications of users which have remained largely inactive. 

· He sets the duration of the registration period to a relatively high value to avoid unnecessary authentications. Then he runs the risk that some users may incur high charges between two authentications.

· He de-registers the user when a certain threshold for charges (or number or duration of sessions) is reached without giving the user a chance to re-authenticate and remain registered, even if a valid registration is ongoing. This seems clearly unacceptable from a service point of view.

From this, it seems clear that a network initiated Re-registration is required.

3. Use Cases

It is clear that the S_CSCF may send an re-registration request based on a number of possible triggers e.g. 

· The user has now made X number of calls (X could be set per user, or for different user classes etc.)

· The user has had an active session for Y minutes/hours (Y could be set per user, or for different user classes etc.)

These do not necessarily relate to the users reachability or activity at the time of the re-registration. However it is clear that some triggers (e.g. the Xth call has been requested) will occur when the users reachability is known.

It is clear that the re-registration should be possible during an active session (i.e. with a multimedia call active).

The scenarios that may occur when a network initiated re-registration takes place are discussed below. No implication of any proposed implementation should be inferred from the flows described below.

The call flows shown below are not intended to imply an implementation i.e. the messages are intended to be abstract and not specific SIP messages.

3.1.1. Successful

This scenario shows the actions when the terminal sends the expected response to the Re-register request sent from the network.
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1. The S-CSCF will determine the need for a re-registration based on activity, session length, credit level etc.  

2. This will trigger the Re-register request to be sent to the terminal. The request will include an authentication challenge.

3. On receipt of the re-register request the terminal will reply with the Register message.

4. The network then responds with an authentication challenge.

5. The terminal sends an authentication response.

6. The terminal responded with the expected authorisation parameters etc. and hence the network (S-CSCF) acknowledges the registration.

7. The network (S-CSCF) restarts any timers/counters that are used to trigger re-registration

3.1.2. Incorrect Reply 

This scenario shows the actions when the sends an incorrect response to the Re-register request. 
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1. The S-CSCF will determine the need for a re-registration based on activity, session length, credit level etc.  

2. This will trigger the Re-register request to be sent to the terminal. 

3. On receipt of the re-register request the terminal will reply with the Register message.

4. The network then responds with an authentication challenge.

5. The terminal sends an authentication response, but in this case the parameters are incorrect.

6. The network determines that the response parameters are incorrect, and therefore de-registers the user and any ongoing sessions for that user are terminated.

3.1.3. No Reply 

This scenario shows the actions when the terminal fails to respond to the Re-register request.
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1. The S-CSCF will determine the need for a re-registration based on activity, session length, credit level etc.  

2. This will trigger the Re-register request to be sent to the terminal. The request will include an authentication challenge.

3. No reply is received from the terminal within an operator defined time. A repeat of the re-register request is sent, and if no reply is received it is repeated again. The repeat interval and number of repeats should be operator settable.

4. The network determines that the user is unreachable, and therefore de-registers the user and any ongoing sessions for that user are terminated.

In the case that the terminal was unreachable due to it temporarily being out of radio coverage, it will return to coverage and it’s re-registration timer will still be running. The terminal will be unaware of the fact that it has been de-registered by the network. 

In this scenario the network will need to request a re-registration on the next occasion that the terminal attempts to use network resources, unless the terminals re-registration timer has expired in the meantime.
4. Conclusion

It is clear from the above discussion that network initiated re-registration is required. It is also clear that the actions in both normal and abnormal cases needs to be specified. This should be included in Annex A of 24.229  in a new section 9.4.1.4 as follows -

--------------------------

9.4  Procedures at the S-CSCF

9.4.1 Registration and Authentication
9.4.1.1

Initial registration and user-initiated reregistration

The use of the Path header must be supported by the S-CSCF. The S-CSCF must also support the Require and Proxy-Require headers. The Path header is only applicable to the REGISTER request and its 200-OK response.

When the S-CSCF receives a REGISTER request, it verifies that the “path” option tag is contained in the Proxy-Require header. If the “path” option tag is present, the information contained in the Path header must be stored so that it can be used for mobile terminated requests. 

Editor’s Note: If the S-CSCF receives a Path header without the “path” option tag in the Proxy-Require header, we have an error condition in the I-CSCF. The I-CSCF behavior for this scenario is FFS.

Construction of the 200-OK response

The S-CSCF must insert its own name in the form of SIP URL into the Path header saved from the REGISTER request. 

· Constructs a list of Route headers that will be pre-loaded into the initial INVITE request destined for UE.. The order in the lists is preserved. 

· Saves the list of Route headers for the entire duration of the registration. 

· Adds its Path header on the top of the received list of Path headers, and returns this list in the 200 OK response.

The S-CSCF maintains a separate list of Route headers for each registered public identity. If this registration is a re-registration, then a list of Route headers already exist. The new list of Route headers replaces the old list.

Behavior for mobile terminated requests

When the S-CSCF receives a request identifying a new call leg for a UE, it recalls the list of Route headers saved for that user. The S-CSCF removes the first entry and then proxies the request to the address listed in that entry, also using it as the Request-URI.
Editor’s Note: If the Path header does not exist, the S-CSCF must request a re-registration from the UE.

9.4.1.2 User-initiated deregistration

9.4.1.3 Network-initiated deregistration

9.4.1.4
Network-initiated re-authentication
The S-CSCF may request a subscriber to re-authenticate at any time, based on a number of possible operator settable triggers, by sending an authentication challenge.
In the case that the response  from the UE contains the correct response to the challenge, the S-CSCF shall restart any timers/counters/event monitors etc. that trigger re-authentication.

In the case that the response from the UE is incorrect (e.g. the response to the challenge is not correct) the S-CSCF shall either :-

· attempt a further challenge ; or
· de-register the user and terminate any ongoing sessions for all public identities associated with the private identity being authenticated, and release resources allocated to those sessions. 
In the case that the response from the UE is incorrect three consecutive attempts then the S-CSCF shall de-register the user and terminate any ongoing sessions for all public identities associated with the private identity being authenticated, and release resources allocated to those sessions.

In the case that the S-CSCF determines that no response will be received from the UE (e.g. it may be unreachable due to loss of radio coverage), the S-CSCF shall  either :-

· attempt a further challenge ; or
· de-register the user and terminate any ongoing sessions for all public identities associated with the private identity being authenticated, and release resources allocated to those sessions. 

In the case that there is no response from the UE for three consecutive attempts then the S-CSCF shall de-register the user and terminate any ongoing sessions or all public identities associated with the private identity being authenticated, and release resources allocated to those sessions.

