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Introduction

The 52nd IETF meeting was heavily influenced by the 3GPP discussions. Apart from the requirements discussion, there were open meetings with several IETF members. The IETF folks gave several suggestions and solutions to some of our requirements. This document summarizes those suggestions. The main purpose of the document is to get a preliminary agreement in 3GPP on some of the issues that were discussed.

Issue #1: Inbound/outbound proxy. How to reach the originating S-CSCF?

There are several problems here:

1. How to find the chain of proxies to traverse for outbound or inbound service?

2. How to traverse that set of proxies

Using the use of the Path header can solve problem 1 above. However, the Path header is not a standard header (it is internally used by 3GPP). IETF has clearly said that it will not developed non-standard extension to SIP. 

Making use of the Route header and the relaxed loose routing mechanisms that will be rolled onto SIP bis-06 can solve the second problem. The relaxed loose routing basically allows a proxy to forward the message to another proxy due to a policy routing decision.

Proposed solution: The proposed solution comprises the following elements:

1. The Path header is used to transport the proxies to traverse in the path.

2. The Path header informs the P-CSCF about the S-CSCF, and vice versa, the S-CSCF about the P-CSCF.

3. The Path header does not contain an I-CSCF, because if needed, it can be guessed with similar mechanisms as with the registration procedures

4. Preloaded routes are used to traverse the set of nodes.

5. All nodes apply the loose routing mechanism. For instance, the P-CSCF may forward the signalling to an I-CSCF even when the I-CSCF is not in the Route. Similarly, for terminating calls, the S-CSCF may forward the signalling to another I-CSCF.

6. An Internet-Draft describing the semantics and use of the Path header is issued. This is strictly needed if we want to avoid having a divergence from standard SIP.

Issue #2: Additional signalling information

There are a few pieces of information that need to be transported in certain messages. We have been typically thinking of adding new headers, but according to the recently issued Internet Draft on the SIP change process (http://search.ietf.org/internet-drafts/draft-tsvarea-sipchange-00.txt), it is not allowed to register new headers. Further more, only new standard headers will be allowed from now on.

The IETF position is that those pieces of information that affect the routing should be part of a header. However, information that is piggybacked to a message should go as part of a new body rather than in a new header. 

Within 3GPP, information that falls into this category comprises: visited domain name, cell-id, charging-id, etc.

Therefore, the IETF proposal of defining a new body to transport various pieces of information has several advantages and disadvantages:

Advantages:

1. It gives 3GPP certain freedom and independence from the IETF. 

2. A standard SIP proxy need not understand the new body. This body will be treated as an opaque body and forwarded upstream by a non 3GPP SIP server.

Disadvantages:

1. The main disadvantage is the increase the size of the message. The addition of a new body to an INVITE that already contains SDP will turn the INVITE into a multipart body. This adds more headers to delimit the new body. The increase in size will affect, primarily, the first message of a call. Subsequent messages will not be so much affected if signalling compression is used, as it is expected that the information will not change so often from message to message.

2. 3GPP needs to define the structure of the new body.

Proposed solution: It is proposed to agree on the use of a new body between SIP entities that need to convey extra information.  If this is agreed, the next step is to decide on whether an XML based format or any other format is used for the body.

Issue #3: Hiding

CN1 has decided on a mechanism that fulfils the hiding requirements. However, the mechanism is far complicated as it requires the THIGs to examine headers, tokenised them and perhaps even restore them if the message enters again the network that strip those headers. 

The need for restoring headers comes from the need to use the SIP property of detecting loops and differentiate them from spirals.

Further more, in our effort to be able to hide without loosing the loop detection capability, we have introduced a new parameter to various headers. This parameter is not standard, and therefore, will be removed if the message goes to a standard SIP server, so that if the message is returned back, the stripped headers will not be restored and a loop will not be detected.

The IETF proposal is much simpler. Relay on the Max-Forwards header to detect loops. Typically loops are not common, so there is not a need to have a very accurate mechanism that detects the loop immediately. A mechanism that detects and informs about a loop is enough.

The IETF proposal of using the Max-Forwards to detect loops had a problem because a proxy, if it wasn't present in the original message, could not insert this header. However, this problem is going to be fixed in SIP bis-06 and proxies will be able to insert the Max-Forwards headers if not present. A THIG can then strip (in the case of Via headers) or tokenise in a simple way (in the case of Record-Route, Route or other headers) and relay on the Max-Forwards for Loop detection.

Proposed solution: UEs do not insert the Max-Forwards headers. Proxies shall insert the Max-Forward headers, if not present. The recommended initial value is 25 (big enough for 3GPP needs). Hiding of headers is revised so that Via headers are stripped/restored and other headers are tokenised in a simple way.

Issue #4: Session Release

There has been some discussion on how to proceed with the session release in abnormal situations. There are two different cases to consider:

1. Session release due to lost of contact with mobile (e.g., flat battery, mobile moving out of coverage)

2. Session release due to administrative reasons (e.g., administrative disconnection, failure to authenticate during a session or not enough credit to continue the session).

For the IETF it is strictly forbidden that a SIP proxy sends a BYE to release a call. Some people are in favour of the so-called transparent B2BUA. This entity is not defined anywhere, though, and therefore, its behaviour may be guessed. However, there is not a real study on what the behaviour of this entity should be. 

Some people stated that an Internet Draft describing the behaviour of a transparent B2BUA could be written, but no real commitment was done.

As a minimum, a transparent B2BUA should behave as a stateful SIP proxy that remembers the Cseq numbers of the previous messages. This property makes the transparent B2BUA able to send a BYE on behalf of the remote UA.
