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MAP- MB- Dat aTypes {

itu-t identified-organization (4) etsi
gsm Network (1) nodul es (3) map- M5-DataTypes (11) version8 (8)}

DEFI NI TI ONS

IMPLICI T TAGS

BEG N

EXPORTS

-- location registration types

Updat eLocat i onAr g,
Updat eLocat i onRes,
Cancel Locati onArg,
Cancel Locat i onRes,

Pur geMs- Ar g,

Pur geMs- Res,

Sendl denti ficati onArg,
Sendl denti fi cati onRes,
Updat eGpr sLocat i onAr g,
Updat eGpr sLocat i onRes,
| ST- Support | ndi cat or,
Support edLCS- Capabi | i tySet s,

-- gprs location registration types

GSN- Addr ess,

-- handover types

For war dAccessSi gnal | i ng- Ar g,
Pr epar eHO- Ar g,

Pr epar eHO Res,

Pr epar eSubsequent HO- Ar g,

Pr epar eSubsequent HO Res,
ProcessAccessSi gnal | i ng- Arg,
SendEndSi gnal - Ar g,

SendEndSi gnal - Res,

-- authenticati on managenment types

SendAut henti cati onl nf 0Ar g,
SendAut henti cati onl nf oRes,

Aut hent i cat i onFai | ur eReport Arg,
Aut hent i cati onFai | ur eReport Res,

-- security managenent types
Equi pnent St at us,
Kc,

-- subscriber managenent types

I nsert Subscri ber Dat aAr g,
I nsert Subscri ber Dat aRes,
LSAl dentity,

Del et eSubscri ber Dat aAr g,
Del et eSubscri ber Dat aRes,
Ext - QoS- Subscri bed,
Subscri ber Dat a,

ODB- Dat a,

Subscri ber St at us,
ZoneCodeli st ,

maxNuntf ZoneCodes,

o Csl,

D Csl,

O BcsntCanel TDPCri teri alLi st

T- BCSM CAMEL- TDP- Cri teri alLi st

SS- Csl,

Ser vi ceKey,

Def aul t Cal | Handl i ng,
Canel Capabi | i t yHandl i ng,
Basi cServiceCriteria,
Suppor t edCanel Phases,

O f eredCanel 4CSl s,

O f eredCanel 4Functionalities,
max Nunf Canel TDPDat a,
CUG | ndex,

CUG I nf o,

(0) nobil eDomai n (0)
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CUG I nterl ock,

InterCUG Restrictions,

I ntraCuUG Opti ons,

Noti fi cati onToMsUser,

QoS- Subscri bed,

| ST- Al ert Ti nmer Val ue,

T-CSI,

T- Bcsnilri gger Det ect i onPoi nt ,
APN,

-- fault recovery types
Reset Ar g,

Rest or eDat aAr g,
Rest or eDat aRes,

provi de subscriber info types
Geogr aphi cal | nf or mati on,
MS- Ol assmar k2,

GPRSMsC ass,

-- subscriber information enquiry types

Provi deSubscri ber | nf 0Ar g,
Pr ovi deSubscri ber | nf oRes,
Subscri ber | nfo,

Locati onl nf or mati on,
Locat i onl nf or mat i onGPRS,
RAl dentity,

Subscri ber St at e,

GPRSChar gi ngl D,

-- any time information enquiry types

AnyTi nel nt errogat i onArg,
AnyTi nel nt errogat i onRes,

-- any time informati on handling types
AnyTi meSubscri ptionl nterrogati onArg,
AnyTi nmeSubscri pti onl nt errogati onRes,

AnyTi neModi fi cati onArg,
AnyTi neModi fi cati onRes,

-- subscriber data nodification notification types

Not eSubscr i ber Dat aModi fi edAr g,
Not eSubscri ber Dat avbdi fi edRes,

-- gprs location information retrieval

SendRout i ngl nf oFor Gpr sAr g,
SendRout i ngl nf oFor Gpr sRes,

-- failure reporting types
Fai | ureReport Arg,
Fai | ur eReport Res,

-- gprs notification types
Not eMsPr esent For Gor sAr g,
Not eMs Pr esent For Gopr sRes,

-- Mbility Managenment types
Not eMt Event Ar g,
Not eMVt Event Res

| MPORTS

max Nunt SS,

SS- Subscri pti onOpti on,
SS-Li st

SS- For BS- Code,
Password

FROM MAP- SS- Dat aTypes {

itu-t identified-organization (4) etsi
gsm Network (1) nodul es (3) map-SS-DataTypes (14) version8 (8)}

SS- Code

FROM MAP- SS- Code {

itu-t identified-organization (4) etsi

types

(0) nobil eDomai n (0)

(0) nobil eDomai n (0)

gsm Network (1) nodul es (3) nap-SS-Code (15) version8 (8)}
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Ext - Bear er Ser vi ceCode
FROM MAP- BS- Code {

itu-t identified-organization (4) etsi

(0) nobil eDomai n (0)

gsm Network (1) nodul es (3) nap-BS-Code (20) version8 (8)}

Ext - Tel eser vi ceCode
FROM MAP- TS- Code {

itu-t identified-organization (4) etsi

(0) nobil eDomai n (0)

gsm Network (1) nodul es (3) map-TS-Code (19) version8 (8)}

AddressString,

| SDN- Addr essStri ng,

| SDN- Subaddr essStri ng,
FTN- Addr essStri ng,
AccessNet wor kSi gnal | nf o,
I M8l ,

I MEI,

TMVSI,

HLR- Li st

LMSI,

I dentity,

d obal Cel | I d,

Cel | d obal | dOr Ser vi ceAr eal dOr LAl ,

Ext - Basi cSer vi ceCode,
NAEA- Pr ef erredCl ,

EM_PP- | nf o,

MC- SS- I nf o,

Subscri berldentity,

AgeOf Locat i onl nformati on,
LCSd i ent Ext ernal | D,
LCSA ientlnternall D,

Ext - SS- St at us,

LCSSer vi ceTypel D

FROM MAP- CormonDat aTypes {

itu-t identified-organization (4) etsi

(0) nobil eDomai n (0)

gsm Network (1) nodul es (3) nap- ConmobnDat aTypes (18) version8 (8)}

Ext ensi onCont ai ner
FROM MAP- Ext ensi onDat aTypes {

itu-t identified-organization (4) etsi

(0) nobil eDomai n (0)

gsm Network (1) nodul es (3) map- ExtensionDataTypes (21) version8 (8)}

Absent Subscri ber Di agnosti cSM
FROM MAP- ER- Dat aTypes {

itu-t identified-organization (4) etsi

(0) nobil eDomai n (0)

gsm Network (1) nodul es (3) nap-ER-DataTypes (17) version8 (8)}

-- location registration types

CR page 5

Updat eLocati onArg :: = SEQUENCE {
i nBi I MBI,
nsc- Nunber [1] | SDN- AddressStri ng,
vl r- Nunber | SDN- Addr essStri ng,
| msi [10] LMSI OPTI ONAL,
ext ensi onCont ai ner Ext ensi onCont ai ner OPTI ONAL,
vlr-Capability [6] VLR-Capability OPTI ONAL,
i nf or nPrevi ousNet wor kEntity [11] NuULL OPTI ONAL,
cs- LCS- Not Support edBy UE [12] NULL OPTI ONAL,
v- gl c- Addr ess [2] GSN Address OPTI ONAL }
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VLR- Capabil ity ::= SEQUENCE{

support edCanel Phases [0] SupportedCanel Phases OPTI ONAL,
ext ensi onCont ai ner Ext ensi onCont ai ner OPTIl ONAL,
sol sl’;\Support I ndi cat or [2] NuLL OPTI ONAL,
i st Support | ndi cat or [1] | ST-Supportl ndicator OPTI ONAL,
super Char ger Suppor t edl nSer vi ngNet wor kKEnti ty [3] SuperChargerlnfo OPTI ONAL,
| ongFTN- Support ed [4] NULL OPTI ONAL,
support edLCS- Capabi | i tySet s [5] SupportedLCS-CapabilitySets OPTI ONAL,
of f er edCanel 4CSl s [6] O feredCanel 4CSl s OPTI ONAL }
Super ChargerlInfo ::= CHO CE {
sendSubscri ber Dat a [0] NULL,
subscri ber Dat aSt or ed [1] Agelndicator }
Agel ndicator ::= OCTET STRING (SI ZE (1..6))

-- The internal structure of this paranmeter is inplenmentation specific.

| ST- Supportlndicator ::= ENUMERATED {
basi cl STSupported (0),
i st CommandSupport ed (1),

-- ex'c.e'pti on handl i ng:
-- reception of values > 1 shall be mapped to ' istCommandSupported '

Support edLCS- Capabi litySets ::= BI T STRING {

| csCapabilitySetl (0),

| csCapabilitySet2 (1),

| csCapabilitySet3 (2),

| csCapabilitySet4 (3) } (SIZE (2..16))
-- Core network signalling capability setl indicates LCS Rel ease98 or Rel ease99 version.
-- Core network signalling capability set2 indicates LCS Rel ease4.
-- Core network signalling capability set3 indicates LCS Rel ease5—or—tater—version.
-- Core network signalling capability set4 indicates LCS Rel ease6 or |ater version.
-- A node shall mark in the BIT STRING all LCS capability sets it supports.
-- If no bit is set then the sending node does not support LCS.

-- If the paranmeter is not sent by an VLR then the VLR may support at nost capability set1.

-- If the paranmeter is not sent by an SGSN then no support for LCS is assuned.
-- An SGSN is not allowed to indicate support of capability setl.
-- Oher bits than listed above shall be discarded.
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*** For Information ***

TS23.271V6.2.0

9.1.8.2 Location Report Procedure

4) Immediately following step 3, the SGSN/M SC shall verify if the requested event is already satisfied (e.g. UE
available inferred from a current transaction) or can be invoked immediately (e.g. by paging the UE and
receiving a page response). If requested event is not existing the SGSN/M SC waits until it has occurred or until
some maximum time has expired.

=> |n case the SGSN/M SC receives an indication that the UE has moved to another SGSN/MSC whileit iswaiting
for the requested event to happen, a Subscriber Location Report is directly sent to the GMLC with the reference
number that was included in the Provide Subscriber Location and the information that MT-LR must be re-
initiated against the new SGSN/M SC. The address of the new SGSN/M SC isincluded in Subscriber Location
Report if available. (If new SGSN/MSC address was included, the GMLC continues at step 1 above, otherwise it
continues with an interrogation against HLR as described in 9.1.1.)
If V-GMLC is noticed that the UE has moved to another PLMN while it is waiting for the requested event to
happen, alocation report message shall be sent to the H-GMLC from V-GMLC with the information that MT-
LR must be re-initiated against the new VPLMN. The H-GML C continues with an interrogation against
HLR/HSS as described in 9.1.1.

5) When the requested event is detected, the SGSN/M SC will proceed with the location request as described in
9.1.2/9.1.6.

If either security or privacy check related action fails, a Subscriber Location Report with the reference number that
was included in the Provide Subscriber Location is returned with appropriate error cause indicating termination
of the deferred location request.

6) When location information has been obtained from the RAN, the SGSN/M SC returns the Subscriber Location
Report. The report shall indluced the reference number that was included in the Provide Subscriber Location and
an indication that thisis aresponse to a previously sent deferred location request.

If the location information could not be obtained, or the SGSN/MSC for some other reason decides to not wait any
longer for the requested event to occur (ex. timer expires), the Subscriber Location Report with the reference
number that was included in the Provide Subscriber Location will be returned with an appropriate error cause
indicating termination of the deferred location request.

7) GMLC then returns the LCS Service Response to the LCS Client viaH-GMLC and R-GMLC asin 9.1.1.

*** Eirst Modification ***

8.1.4 MAP_SEND_IDENTIFICATION service

8.14.1 Definition

The MAP_SEND_IDENTIFICATION serviceis used between aVLR and a previous VLR to retrieve IMSI and
authentication datafor a subscriber registering afresh in that VLR.

It may also be used to send the MSC number from aVLR to aprevious VLR.

The MAP_SEND_IDENTIFICATION service isaconfirmed service using the service primitives defined in table 8.1/4.

8.1.4.2 Service primitives

CR page 3
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Table 8.1/4: MAP_SEND_IDENTIFICATION

Parameter name Request Indication Response Confirm
Invoke Id M M(=) M(=) M(=)
TMSI M M(=)
Number of requested vectors M M(=)
Segmentation prohibited indicator C C-(3)
MSC Number V] C(=
IMSI C C(=)
Authentication set U C(3)
Current Security Context U C(=3)
User error C C(3)
Provider error ®)

8.1.4.3 Parameter definitions and use

Invoke Id

See definition in clause 7.6.1.

TMSI

See definition in clause 7.6.2.

If multiple service requests are present in a dialogue then this parameter shall be present in every service request.

Number of requested vectors

A number indicating how many authentication vectors the new VLR is prepared to receive. The previous VLR shall not
return more vectors than indicated by this parameter.

This parameter shall be present in the first (or only) request of the dialogue. If multiple service requests are present in a
dialogue then this parameter shall not be present in any service request other than the first one

Segmentation prohibited indicator

This parameter indicatesif the new VLR or SGSN allows segmentation of the response at MAP user level.
This parameter may be present only in the first request of the dialogue.

IMSI

See definition in clause 7.6.2. The IMSI isto be returned if the service succeeds.

If multiple service requests are present in a dialogue and the service succeeds then this parameter shall not be present in
any service response other than the first one

M SC Number

Thisisthe ISDN number assigned to the M SC currently serving the MS.

Authentication set

See definition in clause 7.6.7. If the service succeeds alist of up to five authentication setsis returned, if there are any
available.

Current Security Context

See definition in clause 7.6.7. If the service succeeds, alist of either GSM or UMTS Security Context parameters can be
returned.
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User error

This parameter is mandatory if the service fails. The following error cause defined in clause 7.6.1 may be used,
depending on the nature of the fault:

- unidentified subscriber.
Provider error

For definition of provider errors see clause 7.6.1.

*** Next Modification ***

17.7  MAP constants and data types

17.7.1 Mobile Service data types

PurgeMs-Arg ::= [3] SEQUENCE {
i mei I MBI,
vl r- Nurmber [0] | SDN- AddressString OPTI ONAL,
sgsn- Nunber [1] | SDN- AddressString OPTI ONAL,
ext ensi onCont ai ner Ext ensi onCont ai ner OPTIl ONAL,
-}
Pur geMs- Res :: = SEQUENCE {
freezeTNBI [0] NuULL OPTI ONAL,
freezeP- TVSI [1] NULL OPTI ONAL,
ext ensi onCont ai ner Ext ensi onCont ai ner OPTIl ONAL,
-}
Sendl dentificationArg ::= SEQUENCE {
t nsi TMVSI,
nunber O Request edVect or s Nunber Of Request edVect or s OPTI ONAL,

-- within a dial ogue nunber O Request edVectors shall be present in

-- the first service request and shall not be present in subsequent service requests.
-- If received in a subsequent service request it shall be discarded.

segnent ati onPr ohi bi t ed NULL OPTI ONAL,

ext ensi onCont ai ner Ext ensi onCont ai ner OPTI ONAL,

msc- Nunber | SDN- Addr essSt ri ng OPTI ONAL}
Sendl dentificationRes ::= [3] SEQUENCE {

i msi I VS| OPTI ONAL,

-- IMSlI shall be present
-- If multiple service requests are present
-- shall not be present

aut henti cati onSet Li st

current SecurityCont ext
ext ensi onCont ai ner

Aut hent i cati onSet Li st
[ 2] Current SecurityCont ext
[3] ExtensionCont ai ner

inthe first (or only) service response of a dial ogue.
in a dial ogue then | MBI
in any service response other than the first one.

OPTI ONAL,
OPTI ONAL,
OPTI ONAL,

-}
-- authenticati on managenment types
Aut henti cati onSetList ::= CHO CE {
tripletList

qui ntupl etList

[0] TripletlList,
[1] Quintupletlist }
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TripletList ::= SEQUENCE SIZE (1..5) OF
Aut henti cati onTri pl et

QuintupletlList ::= SEQUENCE S| ZE (1..5) OF
Aut hent i cati onQui nt upl et

*** End of the Document ***
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2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.
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Release as the present document.
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[14] RFC 1700: "Assigned Numbers', J. Reynolds and J. Postel.

[15] RFC 2181: "Clarifications to the DNS Specification”, R. Elz and R. Bush.

[16] 3GPP TS 23.007: "Restoration Procedures’.

[17] 3GPP TS 23.121: "Architectural Requirements for Release 1999".

[18] 3GPP TS 32.215 : "Charging data description for the packet switched domain®.

[19] 3GPP TS 23.236: "Intra Domain Connection of RAN Nodes to Multiple CN Nodes".

[20] 3GPP TS 48.018: "Base Station System (BSS) - Serving GPRS Support Node (SGSN); BSS GPRS
Protocol (BSSGP)".

[21] 3GPP TR 44.901: "External Network assisted Cell Change; (Release 5)"

[22] 3GPP TS 33.210: “Network Domain Security”.
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[xx] 3GPP TS 23.271: " Technical Specification Group Services and System Aspects; Functional stage
2 description of LCS; (Release 6)"
**x%x  END OF MODIFICATION ****
**xx%  START OF MODIFICATION  ****
3.2 Abbreviations

Abbreviations used in the present document are listed in 3GPP TS 21.905.

For the purposes of the present document, the following additional abbreviations apply:

BB Backbone Bearer
DF Don't Fragment
FFS For Further Study
GMLC Gateway Mobile L ocation Centerre
GTP GPRS Tunnelling Protocol
GTP-C GTP Control
GTP-U GTP User
IANA Internet Assigned Number Authority
ICMP Internet Control Message Protocol
IE Information Element
IP Internet Protocol
IPv4 Internet Protocol version 4
IPv6 Internet Protocol version 6
MTU Maximum Transmission Unit
NACC Network Assisted Cell Change
QoS Quality of Service
RAN Radio Access Network
RANAP Radio Access Network Application Part
RIM RAN Information Management
RNC Radio Network Controller
TEID Tunnel Endpoint IDentifier
TFT Traffic Flow Template
UDP User Datagram Protocol
UTRAN UMTS Terrestrial Radio Access Network
Gn interface Interface between GPRS Support Nodes (GSNs) withina PLMN
Gp interface Interface between GPRS Support Nodes (GSNs) in different PLMNs
****  END OF MODIFICATION  ****
**x%  START OF MODIFICATION  ****
7.5.3 SGSN Context Request

The new SGSN shall send an SGSN Context Request to the old SGSN to get the MM and PDP Contexts for the MS.

For Intra Domain Connection of RAN Nodes to Multiple CN Nodes, where the old SGSN belongs to an SGSN pool,
the new SGSN cannot in the general case determine the old SGSN. The new SGSN shall in this case send the SGSN
Context Request message to an SGSN based on the old RAI, as usual. If an SGSN within an SGSN pool receives an
SGSN Context Request message for an M S that has been attached to another SGSN of the same SGSN pool, the SGSN
shall relay the SGSN Context Request message unchanged to the old SGSN. The SGSN within an SGSN pool can
determine if the received SGSN Context Request message was meant for itself or for another SGSN of the SGSN pool
by looking at the Network Resource Identifier contained in the P-TM S| parameter, or aternatively inthe TLLI
parameter. See 3GPP TS 23.003 [2] for details on the coding of the P-TMSI and see 3GPP TS 23.236 [18] for details on
SGSN pool.

Note that an SGSN relaying the SGSN Context Request message shall not supervise the SGSN Context Response
message.
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The MSisidentified in the old SGSN by itsold RAI and old TLLI/old P-TMSI values. The TLLI/P-TMSI and RAI isa
foreign TLLI/P-TM S| and an RAI in the old SGSN. Exactly one of the TLLI, P-TMSI or IMSI information fields shall
be present.

The old SGSN responds with an SGSN Context Response.

The new SGSN shall include a SGSN Address for control plane. The old SGSN shall store this SGSN Address and use
it when sending control plane messages for the M S to the new SGSN in the SGSN context transfer procedure.

The new SGSN may include aits SGSN number. FIf the old SGSN receives the SGSN number of the new SGSN it shall
include this number when informing interworking core network nodes that there is a need to re-route previously sent
reguests against the new SGSN, e.g. in LCS the GMLC will use this SGSN number to re-activate the L ocation Request
to the new SGSN (3GPP TS 23.271 [xX]).

The Tunnel Endpoint Identifier Control Plane field specifies a Tunnel Endpoint Identifier for control plane messages,
which is chosen by the new SGSN. The old SGSN shall include this Tunnel Endpoint Identifier in the GTP header of all
subsequent control plane messages that are sent from the old SGSN to the new SGSN and related to the PDP context(s)
requested.

The MS Vadidated indicates that the new SGSN has successfully authenticated the MS. IMSI shall beincluded if MS
Validated indicates 'Y es.

The P-TMSI Signature is conditionally provided by the MS to the new SGSN for identification checking purposes as
defined in GSM 3GPP TS 23.060 and 3GPP TS 24.008. If the M S has provided the P-TMSI Signature, the new SGSN
shall include this parameter in the SGSN Context Request message.

The optional Private Extension contains vendor or operator specific information.

Table 26: Information Elements in a SGSN Context Request

Information element Presence requirement Reference
IMSI Conditional 7.7.2
Routeing Area Identity (RAI) Mandatory 7.7.3
Temporary Logical Link Identifier (TLLI) Conditional 7.7.4
Packet TMSI (P-TMSI) Conditional 7.75
P-TMSI Signature Conditional 7.7.9
MS Validated Optional 7.7.10
Tunnel Endpoint Identifier Control Plane Mandatory 7.7.14
SGSN Address for Control Plane Mandatory 7.7.32
SGSN Number Optional 71.7.X
Private Extension Optional 7.7.46

***%%x END OF MODIFICATION  ****

*¥*¥*%x  START OF MODIFICATION  ****

7.7 Information Elements

A GTP Signalling message may contain severa information elements. The TLV (Type, Length, Vaue) or TV (Type,
Value) encoding format shall be used for the GTP information elements. The information elements shall be sorted, with
the Type fields in ascending order, in the signalling messages. The Length field contains the length of the information
element excluding the Type and Length field.

For al the length fields, bit 8 of the lowest numbered octet is the most significant bit and bit 1 of the highest numbered
octet isthe least significant bit.

Within information elements, certain fields may be described as spare. These bits shall be transmitted with the value
defined for them. To alow for future features, the receiver shall not eval uate these bits.

The most significant bit in the Typefield is set to 0 when the TV format is used and set to 1 for the TLV format.
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Bits
Octets 8 7 6 5 4 3 2 1
1 0 Type -> TV format
Bits
Octets 8 7 6 5 4 3 2 1
1 1 Type -> TLV format

Figure 8: Type field for TV and TLV format
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Table 37: Information Elements

IE Type | Format Information Element Reference
Value
1 TV Cause 7.7.1
2 TV International Mobile Subscriber Identity 7.7.2
(IMSI)
3 TV Routeing Area Identity (RAI) 7.7.3
4 TV Temporary Logical Link Identity (TLLI) 7.7.4
5 TV Packet TMSI (P-TMSI) 7.7.5
6-7 Spare
8 TV Reordering Required 7.7.6
9 TV Authentication Triplet 7.7.7
10 Spare
11 TV MAP Cause 7.7.8
12 TV P-TMSI Signature 7.7.9
13 TV MS Validated 7.7.10
14 TV Recovery 7.7.11
15 TV Selection Mode 7.7.12
16 TV Tunnel Endpoint Identifier Data | 7.7.13
17 TV Tunnel Endpoint Identifier Control Plane 7.7.14
18 TV Tunnel Endpoint Identifier Data Il 7.7.15
19 TV Teardown Ind 7.7.16
20 TV NSAPI 7.7.17
21 TV RANAP Cause 7.7.18
22 TV RAB Context 7.7.19
23 TV Radio Priority SMS 7.7.20
24 TV Radio Priority 7.7.21
25 TV Packet Flow Id 7.7.22
26 TV Charging Characteristics 7.7.23
27 TV Trace Reference 7.7.24
28 TV Trace Type 7.7.25
29 TV MS Not Reachable Reason 7.7.25A
30 TV Radio Priority LCS 7.7.25B
117-126 | Reserved for the GPRS charging protocol (see GTP' in
3GPP TS 32.215)
127 TV Charging ID 7.7.26
128 TLV End User Address 7.7.27
129 TLV MM Context 7.7.28
130 TLV PDP Context 7.7.29
131 TLV Access Point Name 7.7.30
132 TLV Protocol Configuration Options 7.7.31
133 TLV GSN Address 7.7.32
134 TLV MS International PSTN/ISDN Number 7.7.33
(MSISDN)
135 TLV Quality of Service Profile 7.7.34
136 TLV Authentication Quintuplet 7.7.35
137 TLV Traffic Flow Template 7.7.36
138 TLV Target Identification 7.7.37
139 TLV UTRAN Transparent Container 7.7.38
140 TLV RAB Setup Information 7.7.39
141 TLV Extension Header Type List 7.7.40
142 TLV Trigger Id 7.7.41
143 TLV OMC Identity 7.7.42
144 TLV RAN Transparent Container 7.7.43
145 TLV PDP Context Prioritization 7.7.45
146 TLV Additional RAB Setup Information 7.7.45A
Yyy TLV SGSN Number 7.7.X
239-250 | Reserved for the GPRS charging protocol (see GTP'in 3GPP TS
32.215)
251 TLV | Charging Gateway Address | 7.7.44
252-254 | Reserved for the GPRS charging protocol (see GTP'in 3GPP TS
32.215)
255 TLV | Private Extension | 7.7.46
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***%x END OF MODIFICATION = ****

*xxx  START OF MODIFICATION  ****

7.7.X SGSN Number
The SGSN number refersto the ISDN number of a SGSN. The SGSN Number is defined in 3GPP TS 23.003 [2].

Bits
Octets 8 7 6 5 4 3 2 1
1 Type = yyy (Decimal)
2.3 Length
4-n SGSN Number

Figure xx: SGSN Number Information Element

***%x END OF MODIFICATION = ****
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***x  START OF MODIFICATION  ****

7.5.7 Forward Relocation Response

The new SGSN shall send a Forward Relocation Response to the old SGSN as a response to a previous Forward
Relocation Request.

Possible Cause valuesis:
'Request Accepted'.
- 'Systemfailure'.
- 'Mandatory IE incorrect'.
- 'Mandatory |IE missing'.
- 'Optiona IE incorrect'.
- 'Noresources available'.
- 'Invalid message format'.
- 'Relocation failure'.
RANAP Cause is mandatory if cause value is contained in RANAP message.

RAB Setup Information, UTRAN transparent container and RANAP Cause are information from the target RNC in the
new SGSN.

One or more RAB Setup Information parameters may be sent in this message. This information element shall be
included if the Cause contains the val ue '‘Request accepted' and thereis at least one RAB assigned in the new SGSN.

The new SGSN shall include a SGSN Address for control plane. The old SGSN shall store this SGSN Address and use
it when sending control plane messages for the MS to the new SGSN in the SRNS Relocation Procedure.

The Tunnel Endpoint Identifier Control Plane field specifies a Tunnel Endpoint Identifier that is chosen by the new
SGSN. The old SGSN shall include this Tunnel Endpoint Identifier in the GTP header of al subsegquent signalling
messages that are sent from the old SGSN to the new SGSN. This information element shall be included if the Cause
contains the value 'Request accepted'.

One or more Additional RAB Setup Information parameters may be sent in this message for I1Pv6. Thisinformation
element shall be included if the Cause contains the value 'Request accepted' and thereis at least one RAB assigned in
the new SGSN.

The new SGSN may include its SGSN number. If the old SGSN receives the SGSN number of the new SGSN it shall
include this number when informing interworking core network nodes that there is a need to re-route previously sent
requests against the new SGSN, e.g. in LCS the GML C will use this SGSN number to re-activate the Location Request
to the new SGSN (3GPP TS 23.271 [xx]).

The optional Private Extension contains vendor or operator specific information.

Table 30: Information Elements in a Forward Relocation Response

Information element Presence requirement Reference
Cause Mandatory 7.7.1
Tunnel Endpoint Identifier Control Plane Conditional 7.7.14
RANAP Cause Conditional 7.7.18
SGSN Address for Control plane Conditional 7.7.32
UTRAN transparent container Optional 7.7.38
RAB Setup Information Conditional 7.7.39
Additional RAB Setup Information Conditional 7.7.45A
SGSN Number Optional 7.7.X
Private Extension Optional 7.7.46

***%%x END OF MODIFICATION  ****

CR page 3




	NP-030114.doc
	29002_529_N4-030054.doc
	29002_566r1_N4-030222.doc
	29060_390r1_N4-030224.doc
	29060_403_N4-030265.doc


