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Introduction:

This document contains 21 CRs on Rel-4 and earlier Work Item ”TEI”, that have been agreed by TSG CN WG4,
and are forwarded to TSG CN Plenary meeting #16 for approval.

Spec CR Rev Doc-2nd-Level Phase Subject Cat Ver_C
23.082 013 N4-020398 R99 “Long FTN Supported” to be transferred from VLR to HLR

with Restore Data
F 3.6.0

23.082 014 N4-020399 Rel-4 “Long FTN Supported” to be transferred from VLR to HLR
with Restore Data

A 4.2.0

29.002 458 N4-020639 R99 Clarification on Resume Call Handling F 3.12.0

29.002 459 N4-020640 Rel-4 Clarification on Resume Call Handling A 4.7.0

29.002 460 N4-020641 Rel-5 Clarification on Resume Call Handling A 5.1.0

23.079 017 N4-020658 R99 Removal of unnecessary references to O-CSI F 3.6.0

23.079 018 N4-020659 Rel-4 Removal of unnecessary references to O-CSI A 4.0.0

23.079 019 N4-020660 Rel-5 Removal of unnecessary references to O-CSI A 5.0.0

23.008 049 N4-020669 R99 Alignment of 23.008 F 3.6.0

23.008 050 N4-020671 Rel-4 Alignment of 23.008 A 4.1.0

23.008 053 N4-020741 Rel-5 Alignment of 23.008 A 5.0.0

23.007 006 N4-020670 R99 Removal of an optional IMSI paging after SGSN restart F 3.4.0

23.007 007 N4-020672 Rel-4 Removal of an optional IMSI paging after SGSN restart A 4.0.0

03.03 A055 N4-020709 R97 Restructuring the IMEI to combine the TAC and FAC F 6.6.0

03.03 A056 N4-020710 R98 Restructuring the IMEI to combine the TAC and FAC A 7.6.0

23.003 042 N4-020711 R99 Restructuring the IMEI to combine the TAC and FAC A 3.9.0

23.003 043 N4-020712 Rel-4 Restructuring the IMEI to combine the TAC and FAC A 4.3.0

23.003 044 N4-020713 Rel-5 Restructuring the IMEI to combine the TAC and FAC A 5.2.0

29.002 438 2 N4-020744 R99 Clarification on SendAuthenticationInfo F 3.12.0

29.002 439 2 N4-020745 Rel-4 Clarification on SendAuthenticationInfo A 4.7.0

29.002 440 2 N4-020746 Rel-5 Clarification on SendAuthenticationInfo A 5.1.0
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Category: a F Critical correction Release: a R97
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F  (correction)
A  (corresponds to a correction in an earlier release)
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C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.

Use one of the following releases:
2 (GSM Phase 2)
R96 (Release 1996)
R97 (Release 1997)
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R99 (Release 1999)
REL-4 (Release 4)
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directive. Under the R&TTE directive the TAC code allocation was tied to the
type approval tests being successfully completed; without a Type Approval
Test another mechanism for allocating TAC codes is needed.

An extension to the decimal IMEI numbering capacity is urgently needed to
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not approved:
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hexadecimal digits) in the IMEI is conditional on the CRs to GSM 03.03 and
23.003 being applied to GSM Release 97 and onwards.
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Other specs a  Other core specifications a

affected:  Test specifications
 O&M Specifications
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6 International Mobile Station Equipment Identity and
Software Version Number

6.1 General
Below the structure and allocation principles of the International Mobile station Equipment Identity and Software
Version Number (IMEISV) and the International Mobile station Equipment Identity (IMEI) are defined.

The Mobile Station Equipment is uniquely defined by the IMEI or the IMEISV.

6.2 Composition of IMEI and IMEISV

6.2.1 Composition of IMEI

The International Mobile station Equipment Identity (IMEI) is composed as shown in figure 10.

FA CT A C

1 d ig it

S N R spare

IM E I 15  d ig its

6  d ig its 2  d ig its 6  d ig its

Figure 10: Structure of IMEI

The IMEI is composed of the following elements (each element shall consist of decimal digits only):

- Type Allocation Approval Code (TAC). Its length is 68 digits;

-     Final Assembly Code (FAC) identifies the place of manufacture/final assembly. Its length is 2 digits;

- Serial Number (SNR) is an individual serial number uniquely identifying each equipment within each TAC and
FAC. Its length is 6 digits.

- Spare digit: this digit shall be zero, when transmitted by the MS.

The security requirements of the IMEI are defined in TS GSM 02.16.

6.2.2 Composition of IMEISV

The International Mobile station Equipment Identity and Software Version Number (IMEISV) is composed as shown in
figure 11.
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FA CT A C

2 d ig its

S N R S V N

IM E IS V  16  d ig its

6  d ig its 2  d ig its 6  d ig its

Figure 11: Structure of IMEISV

The IMEISV is composed of the following elements (each element shall consist of decimal digits only):

- Type Allocation Approval Code (TAC). Its length is 68 digits;

-     Final Assembly Code (FAC) identifies the place of manufacture/final assembly. Its length is 2 digits;

- Serial Number (SNR) is an individual serial number uniquely identifying each equipment within each TAC and
FAC. Its length is 6 digits.

- Software Version Number (SVN) identifies the software version number of the mobile equipment. Its length is
2 digits.

Regarding updates of the IMEISV: The security requirements of TS GSM 02.16 apply only to the TAC, FAC and SNR,
but not to the SVN part of the IMEISV.

6.3 Allocation principles
The Type Allocation Approval Code (TAC) is issued by a central body.

The place of final assembly (FAC) is encoded by the manufacturer.

Manufacturers shall allocate individual serial numbers (SNR) in a sequential order.

For a given ME, the combination of TAC, FAC and SNR used in the IMEI shall duplicate the combination of TAC,
FAC and SNR used in the IMEISV.

The Software Version Number is allocated by the manufacturer after authorization by the type approval authority. SVN
value 99 is reserved for future use.

 

IMEI 16 digits 
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Assembly Code) with an 8-digit TAC (Type Allocation Code).

Remove reference to the Type Approval Authority

Consequences if a

not approved:
Discord between 3GPP and 3GPP2 over the structure of IMEIs. The agreement
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6 International Mobile Station Equipment Identity and
Software Version Number

6.1 General
Below the structure and allocation principles of the International Mobile station Equipment Identity and Software
Version Number (IMEISV) and the International Mobile station Equipment Identity (IMEI) are defined.

The IMEI or the IMEISV uniquely defines the Mobile Station Equipment.

6.2 Composition of IMEI and IMEISV

6.2.1 Composition of IMEI

The International Mobile station Equipment Identity (IMEI) is composed as shown in figure 10.

FA CT A C

1 d ig it

S N R spare

IM E I 15  d ig its

6  d ig its 2  d ig its 6  d ig its

Figure 10: Structure of IMEI

The IMEI is composed of the following elements (each element shall consist of decimal digits only):

- Type Allocation Approval Code (TAC). Its length is of 68 digits;

-     Final Assembly Code (FAC) identifies the place of manufacture/final assembly. Its length is of 2 digits;

- Serial Number (SNR) is an individual serial number uniquely identifying each equipment within each TAC and
FAC. Its length is of 6 digits.

- Spare digit: this digit shall be zero, when transmitted by the MS.

The security requirements of the IMEI are defined in TS GSM 02.16.

6.2.2 Composition of IMEISV

The International Mobile station Equipment Identity and Software Version Number (IMEISV) is composed as shown in
figure 11.
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FA CT A C

2 d ig its

S N R S V N

IM E IS V  16  d ig its

6  d ig its 2  d ig its 6  d ig its

Figure 11: Structure of IMEISV

The IMEISV is composed of the following elements (each element shall consist of decimal digits only):

- Type Allocation Approval Code (TAC). Its length is of 68 digits;

-     Final Assembly Code (FAC) identifies the place of manufacture/final assembly. Its length is of 2 digits;

- Serial Number (SNR) is an individual serial number uniquely identifying each equipment within each TAC and
FAC. Its length is of 6 digits.

- Software Version Number (SVN) identifies the software version number of the mobile equipment. Its length is
of 2 digits.

Regarding updates of the IMEISV: The security requirements of TS GSM 02.16 apply only to the TAC, FAC and SNR,
but not to the SVN part of the IMEISV.

6.3 Allocation principles
A central body issues the Type Allocation Approval Code (TAC).

The manufacturer encodes the place of final assembly (FAC).

Manufacturers shall allocate individual serial numbers (SNR) in a sequential order.

For a given ME, the combination of TAC, FAC and SNR used in the IMEI shall duplicate the combination of TAC,
FAC and SNR used in the IMEISV.

The manufacturer allocates the Software Version Number after authorisation by the type approval authority. SVN value
99 is reserved for future use.

 

IMEI 16 digits 

TAC 

8 digits 
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SVN 
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6 International Mobile Station Equipment Identity and
Software Version Number

6.1 General
Below the structure and allocation principles of the International Mobile station Equipment Identity and Software
Version Number (IMEISV) and the International Mobile station Equipment Identity (IMEI) are defined.

The Mobile Station Equipment is uniquely defined by the IMEI or the IMEISV.

6.2 Composition of IMEI and IMEISV

6.2.1 Composition of IMEI

The International Mobile station Equipment Identity (IMEI) is composed as shown in figure 10.

FA CT A C

1 d ig it

S N R spare

IM E I 15  d ig its

6  d ig its 2  d ig its 6  d ig its

Figure 10: Structure of IMEI

The IMEI is composed of the following elements (each element shall consist of decimal digits only):

- Type Allocation Approval Code (TAC). Its length is 68 digits;

-     Final Assembly Code (FAC) identifies the place of manufacture/final assembly. Its length is 2 digits;

- Serial Number (SNR) is an individual serial number uniquely identifying each equipment within each TAC and
FAC. Its length is 6 digits.

- Spare digit: this digit shall be zero, when transmitted by the MS.

The IMEI (14 digits) is complemented by a check digit. The check digit is not part of the digits transmitted at IMEI
check occasions, as described below. The Check Digit shall avoid manual transmission errors, e.g. when customers
register stolen MEs at the operators customer care desk. The Check Digit is defined according to the Luhn formula, as
defined in annex B.

NOTE: The Check Digit is not applied to the Software Version Number.

 

IMEI 15 digits 

TAC 

8 digits 

SNR 

6 digits 

spare 

1 digit 
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The security requirements of the IMEI are defined in TS GSM 02.16.

6.2.2 Composition of IMEISV

The International Mobile station Equipment Identity and Software Version Number (IMEISV) is composed as shown in
figure 11.

FA CT A C

2 d ig its

S N R S V N

IM E IS V  16  d ig its

6  d ig its 2  d ig its 6  d ig its

Figure 11: Structure of IMEISV

The IMEISV is composed of the following elements (each element shall consist of decimal digits only):

- Type Allocation Approval Code (TAC). Its length is 68 digits;

-     Final Assembly Code (FAC) identifies the place of manufacture/final assembly. Its length is 2 digits;

- Serial Number (SNR) is an individual serial number uniquely identifying each equipment within each TAC and
FAC. Its length is 6 digits.

- Software Version Number (SVN) identifies the software version number of the mobile equipment. Its length is
2 digits.

Regarding updates of the IMEISV: The security requirements of 3GPP TS GSM 22.016 apply only to the TAC, FAC
and SNR, but not to the SVN part of the IMEISV.

6.3 Allocation principles
The Type Approval Allocation Code (TAC) is issued by a central body.

The place of final assembly (FAC) is encoded by the manufacturer.

Manufacturers shall allocate individual serial numbers (SNR) in a sequential order.

 

IMEI 16 digits 

TAC 

8 digits 

SNR 

6 digits 

SVN 

2 digits 
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For a given ME, the combination of TAC, FAC and SNR used in the IMEI shall duplicate the combination of TAC,
FAC and SNR used in the IMEISV.

The manufacturer allocates the Software Version Number after authorisation by the type approval authority. SVN value
99 is reserved for future use.
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6 International Mobile Station Equipment Identity and
Software Version Number

6.1 General
Below the structure and allocation principles of the International Mobile station Equipment Identity and Software
Version Number (IMEISV) and the International Mobile station Equipment Identity (IMEI) are defined.

The Mobile Station Equipment is uniquely defined by the IMEI or the IMEISV.

6.2 Composition of IMEI and IMEISV

6.2.1 Composition of IMEI

The International Mobile station Equipment Identity (IMEI) is composed as shown in figure 10.

FA CT A C

1 d ig it

S N R spare

IM E I 15  d ig its

6  d ig its 2  d ig its 6  d ig its

Figure 10: Structure of IMEI

The IMEI is composed of the following elements (each element shall consist of decimal digits only):

- Type Allocation Approval Code (TAC). Its length is 68 digits;

-     Final Assembly Code (FAC) identifies the place of manufacture/final assembly. Its length is 2 digits;

- Serial Number (SNR) is an individual serial number uniquely identifying each equipment within each TAC and
FAC. Its length is 6 digits.

- Spare digit: this digit shall be zero, when transmitted by the MS.

The IMEI (14 digits) is complemented by a check digit. The check digit is not part of the digits transmitted at IMEI
check occasions, as described below. The Check Digit shall avoid manual transmission errors, e.g. when customers
register stolen MEs at the operators customer care desk. The Check Digit is defined according to the Luhn formula, as
defined in annex B.

NOTE: The Check Digit is not applied to the Software Version Number.

 

IMEI 15 digits 

TAC 

8 digits 

SNR 

6 digits 
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1 digit 
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The security requirements of the IMEI are defined in TS GSM 02.16.

6.2.2 Composition of IMEISV

The International Mobile station Equipment Identity and Software Version Number (IMEISV) is composed as shown in
figure 11.

FA CT A C

2 d ig its

S N R S V N

IM E IS V  16  d ig its

6  d ig its 2  d ig its 6  d ig its

Figure 11: Structure of IMEISV

The IMEISV is composed of the following elements (each element shall consist of decimal digits only):

- Type Allocation Approval Code (TAC). Its length is 68 digits;

-     Final Assembly Code (FAC) identifies the place of manufacture/final assembly. Its length is 2 digits;

- Serial Number (SNR) is an individual serial number uniquely identifying each equipment within each TAC and
FAC. Its length is 6 digits.

- Software Version Number (SVN) identifies the software version number of the mobile equipment. Its length is
2 digits.

Regarding updates of the IMEISV: The security requirements of 3GPP TS GSM 22.016 apply only to the TAC, FAC
and SNR, but not to the SVN part of the IMEISV.

6.3 Allocation principles
The Type Approval Allocation Code (TAC) is issued by a central body.

The place of final assembly (FAC) is encoded by the manufacturer.

Manufacturers shall allocate individual serial numbers (SNR) in a sequential order.

 

IMEI 16 digits 

TAC 
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For a given ME, the combination of TAC, FAC and SNR used in the IMEI shall duplicate the combination of TAC,
FAC and SNR used in the IMEISV.

The manufacturer allocates the Software Version Number after authorisation by the type approval authority. SVN value
99 is reserved for future use.
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Clauses affected: a 6

Other specs a  Other core specifications a

affected:  Test specifications
 O&M Specifications

Other comments: a



ETSI

Error! No text of specified style in document.2Error! No text of specified style in document.

6 International Mobile Station Equipment Identity and
Software Version Number

6.1 General
Below the structure and allocation principles of the International Mobile station Equipment Identity and Software
Version Number (IMEISV) and the International Mobile station Equipment Identity (IMEI) are defined.

The Mobile Station Equipment is uniquely defined by the IMEI or the IMEISV.

6.2 Composition of IMEI and IMEISV

6.2.1 Composition of IMEI

The International Mobile station Equipment Identity (IMEI) is composed as shown in figure 10.

FA CT A C

1 d ig it

S N R spare

IM E I 15  d ig its

6  d ig its 2  d ig its 6  d ig its

Figure 10: Structure of IMEI

The IMEI is composed of the following elements (each element shall consist of decimal digits only):

- Type Allocation Approval Code (TAC). Its length is 68 digits;

-     Final Assembly Code (FAC) identifies the place of manufacture/final assembly. Its length is 2 digits;

- Serial Number (SNR) is an individual serial number uniquely identifying each equipment within each TAC and
FAC. Its length is 6 digits.

- Spare digit: this digit shall be zero, when transmitted by the MS.

The IMEI (14 digits) is complemented by a check digit. The check digit is not part of the digits transmitted at IMEI
check occasions, as described below. The Check Digit shall avoid manual transmission errors, e.g. when customers
register stolen MEs at the operators customer care desk. The Check Digit is defined according to the Luhn formula, as
defined in annex B.

NOTE: The Check Digit is not applied to the Software Version Number.
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The security requirements of the IMEI are defined in TS GSM 02.16.

6.2.2 Composition of IMEISV

The International Mobile station Equipment Identity and Software Version Number (IMEISV) is composed as shown in
figure 11.

FA CT A C
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IM E IS V  16  d ig its

6  d ig its 2  d ig its 6  d ig its

Figure 11: Structure of IMEISV

The IMEISV is composed of the following elements (each element shall consist of decimal digits only):

- Type Allocation Approval Code (TAC). Its length is 68 digits;

-     Final Assembly Code (FAC) identifies the place of manufacture/final assembly. Its length is 2 digits;

- Serial Number (SNR) is an individual serial number uniquely identifying each equipment within each TAC and
FAC. Its length is 6 digits.

- Software Version Number (SVN) identifies the software version number of the mobile equipment. Its length is
2 digits.

Regarding updates of the IMEISV: The security requirements of 3GPP TS GSM 22.016 apply only to the TAC, FAC
and SNR, but not to the SVN part of the IMEISV.

6.3 Allocation principles
The Type Approval Allocation Code (TAC) is issued by a central body.

The place of final assembly (FAC) is encoded by the manufacturer.

Manufacturers shall allocate individual serial numbers (SNR) in a sequential order.
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For a given ME, the combination of TAC, FAC and SNR used in the IMEI shall duplicate the combination of TAC,
FAC and SNR used in the IMEISV.

The manufacturer allocates the Software Version Number after authorisation by the type approval authority. SVN value
99 is reserved for future use.
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1 Scope
The data stored in location registers are automatically updated in normal operation;
the main information stored in a location register defines the location of each mobile
station and the subscriber data required to handle traffic for each mobile subscriber.
The loss or corruption of these data will seriously degrade the service offered to
mobile subscribers; it is therefore necessary to define procedures to limit the effects of
failure of a location register, and to restore the location register data automatically.
The present document defines the necessary procedures.
The basic principle is that restoration should be based on radio contact to avoid faulty
data being spread in the system.
Subscriber data for supplementary services must also be correctly restored, although
the impact on service of corruption of supplementary service data is less severe.
Procedures for supporting these functions are defined in GSM 09.02 and
09.603GPP TS  29.002 and 3GPP TS  29.060.
The MAP operation "IMSI Attach" is used only in MAP version 1; in MAP version 2
the same function is performed by the MAP operation "Update Location Area".
References in this specification to IMSI attach apply only to MAP version 1 network
entities.
If the restoration of subscriber data in the VLR is triggered by Location Updating or
IMSI Attach, the VLR retrieves subscriber data from the HLR by sending an "Update
Location" request, which triggers one or more "Insert Subscriber Data" operations
from the HLR. The "Update Location" request may also be used to send the LMSI to
the HLR.
If the restoration of subscriber data in the VLR is triggered by a "Provide Roaming
Number" request, the behaviour of the VLR depends on whether it is implemented
according to MAP version 1 or MAP version 2. For MAP version 2, the VLR
retrieves subscriber data from the HLR by sending a "Restore Data" request, which
triggers one or more "Insert Subscriber Data" operations from the HLR. The "Restore
Data" request is also used to send the LMSI to the HLR. For MAP version 1, the VLR
retrieves subscriber data from the HLR by sending a "Send Parameters" request with
parameter type "Subscriber Data", which cannot be used to send the LMSI to the
HLR.
The VLR number and MSC number in the subscriber data in the HLR are updated by
the "Update Location" procedure.
The GGSN (Gateway GPRS Support Node) is the point of PDN interconnection with
the GSM PLMN supporting GPRS. The GGSN contains routing information for
GPRS users with a PDP context active. The necessary procedures needed to restore
GGSN data information after a restart are described in this document.
The SGSN (Serving GPRS Support Node) is the node that is serving the MS. The
SGSN stores information regarding e.g. mobility management, routing and security.
The necessary procedures needed to restore this SGSN information after a restart are
described in this document.
A Type A LMU (Location Measurement Unit) is a network node, accessed over the
GSM air interface, that is functionally similar to an MS. All requirements associated
with a non-GPRS MS in this specification apply also to a Type A LMU except where
specified otherwise.
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NEXT MODIFICATION

4.2.2 Mobile Terminated Short Message

a) Send Routing Information for MT SMS (SMS-GMSC->HLR):

The HLR returns the MSC number as for normal operation.

b) Send Information for MT SMS (MSC->VLR) - MAP version 2:

- If the VLR has no IMSI record, or if the record is marked "Subscriber Data Not Confirmed
by HLR" the VLR returns an "Unidentified Subscriber" error. This causes the MSC to report
a short message delivery failure, with cause "Unidentified Subscriber", to the SMS gateway
MSC. The Gateway MSC sends a "Report SM Delivery Status" request, with a cause of
"Absent Subscriber", to the HLR. This causes the HLR to set the "Mobile Station Not
Reachable Flag" for the MS, as described in Technical Specifications GSM 03.40 and GSM
09.023GPP TS  23.040 and 3GPP TS  29.002.

- If the VLR has an IMSI record marked "Subscriber Data Confirmed by HLR" and "Not
Confirmed by Radio Contact", the VLR handles the request in the normal way, except that
the "Search for MS" procedure is used instead of the "Page MS" procedure.

- If the VLR has an IMSI record marked "Subscriber Data Confirmed by HLR" and
"Confirmed by Radio Contact", the VLR handles the request in the normal way; for this MS,
VLR restoration is complete.

- The state of the indicator "Location Information Confirmed in HLR" does not affect the
"Send Information for MT SMS" procedure.

c) Send Information for I/C Call Setup (MSC->VLR) - MAP version 1:

- If the VLR has no IMSI record, or if the record is marked "Subscriber Data Not Confirmed
by HLR" the VLR returns a "System Failure" error. This causes the MSC to report a short
message delivery failure, with cause "System Failure", to the SMS gateway MSC.

- If the VLR has an IMSI record marked "Subscriber Data Confirmed by HLR" and "Not
Confirmed by Radio Contact", the VLR handles the request in the normal way, except that
the "Search for MS" procedure is used instead of the "Page MS" procedure.

- If the VLR has an IMSI record marked "Subscriber Data Confirmed by HLR" and
"Confirmed by Radio Contact", the VLR handles the request in the normal way; for this MS,
VLR restoration is complete.

- The state of the indicator "Location Information Confirmed in HLR" does not affect the
"Send Information for MT SMS" procedure.

d) Process Access Request in Response to Search (MSC->VLR):

- If the MS responds to paging, the MSC sends a positive response to the search request and a
"Process Access Request" to the VLR. After successful authentication, if required, the VLR
sets the indicator "Confirmed by Radio Contact" to "Confirmed", sets the location area
information for the MS, and handles the request in the normal way.

- The VLR checks the indicator "Location Information Confirmed in HLR". If it indicates
"Not Confirmed" the VLR starts an "Update Location" procedure to the HLR. When this
procedure is successfully completed, the VLR sets the indicator "Location Information
Confirmed in HLR" to "Confirmed".
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For this MS, VLR restoration is complete.

NEXT MODIFICATION

6 Periodic location updating
The time taken to confirm the location of an MS after location register failure is
governed by the frequency with which the MS establishes radio contact with the
network. The location information for an MS which remains silent for a long time will
remain doubtful for a long time.
A method of reducing this time is to require the MS to establish radio contact with the
network at intervals, purely to confirm its location, if the MS does not move to a new
location area (which would lead to a normal location registration) or respond to
paging for a mobile terminated call or request a mobile originated call or call-
independent supplementary service activity.
The interval between successive periodic location updatings is controlled by a timer in
the MS; this timer is reset to its initial value at the end of each successfully
established radio contact between the MS and the network.
The use of the periodic location update timer is described in GSM 03.223GPP TS 
243.022.

7 Periodic routeing area updating
All GPRS-attached MSs, except MSs in class-B mode of operation engaged in CS
communication, shall perform periodic RA updates. For MSs that are both IMSI-
attached and GPRS-attached, the periodic updates depend on whether the Gs interface
is installed or not:

- If the Gs interface is installed, periodic RA updates shall be performed, and periodic LA updates
shall not be performed. If the SGSN has the indicator "VLR-reliable" set to ´false´ the SGSN
shall perform a location area update procedure towards the VLR

- If the Gs interface is not installed, both periodic RA updates and periodic LA updates shall be
performed independently. RA updates are performed via the Gb interface, and LA updates are
performed via the A interface.

The periodic routeing area update is described in GSM 03.603GPP TS  23.060.

NEXT MODIFICATION
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10 Restoration of data in the GGSN

10.1 Restart of the GGSN

After a GGSN restart, all the PDP contexts stored in the GGSN and affected by the
restart become invalid and may be deleted. GGSN storage of data is volatile except as
specified in this subclause. The GGSN maintains in volatile memory an SGSN Restart
counter for each SGSN with which the GGSN is in contact, and in non-volatile
memory a GGSN Restart counter. The GGSN Restart counter shall be incremented
and all the SGSN Restart counters cleared immediately after the GGSN has restarted.
The SGSN performs a polling function (echo request and echo response) towards the
GGSN's with which the SGSN is in contact. The GGSN Restart counter shall be
included in the echo response. If the value received in the SGSN differs from the one
stored for that GGSN, the SGSN will consider that the GGSN has restarted (see GSM
09.603GPP TS  29.060). The SGSN Restart counters shall be updated in the GGSN to
the value received in the first echo message coming from each SGSN after the GGSN
has restarted.
When the SGSN detects a restart in a GGSN with which it has one or more PDP
contexts activated, it shall deactivate all these PDP contexts and request the MS to
reactivate them. Also, the new value of the GGSN Restart counter received in the
echo response from the GGSN restarted shall be updated in the SGSN.

10.2 Restoration Procedures

10.2.1 Mobile terminated transmission

When the GGSN receives a mobile terminated PDU for which no valid PDP context
exists the GGSN discards the received PDU and may also return an appropriate Error
message depending on the protocol used. No further actions are performed by the
GGSN. Alternatively, if the GGSN has static PDP information about the PDP address,
the GGSN may try to deliver the PDU by initiating the Network-Requested PDP
Context Activation procedure (see GSM 03.603GPP TS  23.060).

10.2.2 Mobile originated transmission

When the GGSN receives a tunnel PDU for which no PDP context exists it discards
the tunnel PDU and sends an Error indication message to the originating SGSN. The
SGSN deactivates the PDP context and sends an Error indication to the MS. The MS
may then re-activate the PDP context.

11 Restoration of data in the SGSN

11.1 Restart of the SGSN

After an SGSN restart, the SGSN deletes all MM and PDP contexts affected by the
restart. SGSN storage of data is volatile except as specified in this subclause. The
SGSN maintains in volatile memory a GGSN Restart counter for each GGSN with
which the SGSN is in contact, and in non-volatile memory an SGSN Restart counter.
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The SGSN Restart counter shall be incremented and all the GGSN Restart counters
cleared immediately after the SGSN has restarted.
The GGSN performs a polling function (echo request and echo response) towards the
SGSNs with which the GGSN is in contact. The SGSN Restart counter shall be
included in the echo response. If the value received in the GGSN differs from the one
stored for that SGSN, the GGSN will consider that the SGSN has restarted (see GSM
09.603GPP TS  29.060). The GGSN Restart counters shall be updated in the SGSN to
the value received in the first echo message coming from each GGSN after the SGSN
has restarted.
When the GGSN detects a restart in an SGSN with which it has any PDP context
activated, it shall delete all these PDP contexts. Also, the new value of the SGSN
Restart counter received in the echo response from the SGSN restarted shall be
updated in the GGSN.

11.2 Restoration Procedures

11.2.1 Mobile terminated user data transmission

When the SGSN receives a tunnel PDU for which no PDP context exists it discards
the tunnel PDU and sends an Error indication message to the originating GGSN. The
SGSN may search for the MS by paging with the IMSI in the SGSN area if there is no
MM context for the MS. An MS that is paged with the IMSI performs a GPRS attach
procedure.

11.2.2 Mobile terminated services requested by the MSC/VLR

When the SGSN receives a request for CS paging from an MSC/VLR for an IMSI
unknown by the SGSN, if the "SGSN-Reset" indicator is set to "true", the SGSN
sends the paging request with the location information provided by the VLR. If no
such location information is provided, the SGSN should page for the MS in all the
routeing areas corresponding to that SGSN.
If the "SGSN-Reset" indicator is set to "false" and the IMSI is unknown or the MS is
marked as GPRS or non-GPRS detached by the SGSN, the paging request is rejected.
If the "SGSN-Reset" indicator is set to "false" and the IMSI is known and the MS is
marked as GPRS and is non-GPRS attached by the SGSN, the paging request shall be
sent to the MS.

11.2.3 Mobile terminated SMS over GPRS

a) Send Routing Information for MT SMS (SMS-GMSC -> HLR):

The HLR returns the SGSN number as for normal operation.
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b) Send Information for MT SMS:

- When the SGSN receives a mobile terminated SMS for an unknown MM context for the MS,
or if the SGSN indicator "Subscriber Data Confirmed by HLR" is marked "Not Confirmed"
it rejects the SMS request and returns a failure report with cause value "Unidentified
Subscriber" to the SMS gateway MSC indicating unsuccessful delivery of the SMS. The
Gateway MSC sends a "Report SM Delivery Status" request, with a cause of "Absent
Subscriber", to the HLR. This causes the HLR to set the "Mobile Station Not Reachable for
GPRS Flag" for the MS, as described in the Technical Specifications GSM 03.40 and GSM
09.023GPP TS  23.040 and 3GPP TS  29.002.

- If the SGSN has the indicator "Subscriber Data Confirmed by HLR" set to "Confirmed", the
SGSN handles the SMS request in the normal way.

The state of the indicator "Location Information Confirmed in HLR" does not affect
the Mobile Terminated SMS procedure.

11.2.4 Mobile originated Routeing Area Updating or Attach

If the MS is unknown in the SGSN (i.e. the SGSN has no MM context for the MS) the
SGSN creates an MM context for the MS and sets the indicators "Location
Information Confirmed in HLR" and "Subscriber Data Confirmed by HLR" to "Not
Confirmed". If authentication is required, the SGSN retrieves authentication data. The
SGSN then performs an "Update GPRS Location" to the HLR. If this is successful,
the SGSN sets the indicators "Location Information Confirmed in HLR" and
"Subscriber Data Confirmed by HLR" to "Confirmed".
If the SGSN has an MM context for the MS, and the indicators "Location Information
Confirmed in HLR" or "Subscriber Data Confirmed by HLR" is set to "Not
Confirmed" the SGSN performs an "Update GPRS Location" to the HLR. If this is
successful, the SGSN sets the indicators "Location Information Confirmed in HLR"
and "Subscriber Data Confirmed by HLR" to "Confirmed".
If the SGSN has an MM context for the MS with the indicator "Subscriber Data
Confirmed by HLR" marked "Confirmed" the originated transmission is handled in
the normal way.
The SGSN retrieves subscriber data from the HLR by sending an "Update GPRS
Location" request, which triggers one or more "Insert Subscriber Data" operations
from the HLR.

11.2.5 Mobile originated LLC frame

If an SGSN receives an LLC frame for which no MM context exists in the SGSN, and
if the LLC frame does not contain an Attach Request or a Routeing Area Update
Request signalling message, then the LLC frame shall be discarded. The MS may
determine that the network is not repsonding responding and attempt to re-attach or
eventually a periodic Routing Area Update message is sent by the MS which initiates
the attach procedures.

11.3 Use of TLLI

After the SGSN has restarted but before the next authenticated radio contact the
P-TMSI and TLLI known by the MS are invalid, as the P-TMSI was allocated before
the SGSN restarted. The SGSN may request the MS to identify itself with the IMSI in
order to make a relationship between the IMSI and the received old TLLI. The SGSN
shall allocate a new P-TMSI for that MS.
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If an MS identifies itself by a TLLI in an MS originating transmission, the SGSN
proceeds as follows:

a) The SGSN checks the routing area identity (RAI) of the previous routing area sent by the MS. If
this previous RAI belongs to a different SGSN, the request is handled in the normal way.

b) If the previous RAI belongs to the current SGSN, the status of the TLLI is checked.

- If the P-TMSI derived from the TLLI was allocated after the SGSN restarted, and
corresponds to a valid IMSI record, then the request is handled in the normal way.

- If the P-TMSI derived from the TLLI was allocated before the SGSN restarted, or does not
correspond to a valid IMSI record, then the SGSN requests the IMSI from the MS. If the MS
returns an IMSI the SGSN proceeds in the normal way. If the MS does not return an IMSI
the network aborts the originating transmission request or location registration procedure.

11.4 VLR associations

All associations with VLRs affected by the restart of an SGSN are marked as
unreliable and may be deleted. Based on configuration data, "Reset" messages are
sent on the Gs-interface to the VLRs served by the SGSN. The VLRs mark all
associations with the SGSN as unreliable by setting the restoration indicator
"Confirmed by radio contact" to "Not Confirmed" for the MSs served by that SGSN.
The associations will be re-initiated one by one by the SGSN at the next Routing Area
update, or combined RA/LA update from each MS.

12 Restoration of Data in an SMLC (GSM only)

12.1 Restart of an SMLC

When an SMLC restarts after a failure, it performs the following actions for those of
its associated LMUs whose records have been affected by the fault:

- Reload all administered LMU data from non-volatile back-up;

- Reinitialize other temporary data for each LMU to indicate no ongoing measurement or
diagnostic activities;

- Perform data restoration for each affected Type A and Type B LMU as described below.

12.2 Data Restoration for a Specific LMU

An SMLC may restore data for a specific LMU when the data in the SMLC or LMU
is considered unreliable (e.g. if there is no communication between the SMLC and
LMU for a long time or if messages received by the SMLC are inconsistent with the
LMU state kept by the SMLC). To restore data for a specific LMU, the SMLC shall
open a signalling connection to the LMU if this is Type A, as described in GSM
03.713GPP TS  23.071. For both a Type A LMU and a Type B LMU, the SMLC shall
then send an  LLP Reset message to the LMU. On receiving an LLP Reset, an LMU
shall cancel any LCS measurement and O&M tasks previously ordered by the SMLC
and shall return an LLP Reset acknowledgement to the SMLC.
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13 Restoration of Data in an LMU (GSM only)
When an LMU restarts following a failure, it shall reinitialize all data concerning LCS
measurement and O&M tasks to indicate that no tasks ordered by an SMLC are
active.  A Type A LMU shall then perform an "IMSI Attach".  A Type A LMU shall
then open a signaling connection to its controlling SMLC as described in GSM
03.713GPP TS  23.071. Both a Type A LMU and a Type B LMU shall send an LLP
Status Update message to their controlling SMLC containing an indication that the
LMU has restarted following a failure. The SMLC shall update its data regarding the
state of the LMU and shall return an LLP Update Status acknowledgement to the
LMU.
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1 Scope
The data stored in location registers are automatically updated in normal operation;
the main information stored in a location register defines the location of each mobile
station and the subscriber data required to handle traffic for each mobile subscriber.
The loss or corruption of these data will seriously degrade the service offered to
mobile subscribers; it is therefore necessary to define procedures to limit the effects of
failure of a location register, and to restore the location register data automatically.
The present document defines the necessary procedures.
The basic principle is that restoration should be based on radio contact to avoid faulty
data being spread in the system.
Subscriber data for supplementary services must also be correctly restored, although
the impact on service of corruption of supplementary service data is less severe.
Procedures for supporting these functions are defined in GSM 09.02 and
09.603GPP TS  29.002 and 3GPP TS  29.060.
The MAP operation "IMSI Attach" is used only in MAP version 1; in MAP version 2
the same function is performed by the MAP operation "Update Location Area".
References in this specification to IMSI attach apply only to MAP version 1 network
entities.
If the restoration of subscriber data in the VLR is triggered by Location Updating or
IMSI Attach, the VLR retrieves subscriber data from the HLR by sending an "Update
Location" request, which triggers one or more "Insert Subscriber Data" operations
from the HLR. The "Update Location" request may also be used to send the LMSI to
the HLR.
If the restoration of subscriber data in the VLR is triggered by a "Provide Roaming
Number" request, the behaviour of the VLR depends on whether it is implemented
according to MAP version 1 or MAP version 2. For MAP version 2, the VLR
retrieves subscriber data from the HLR by sending a "Restore Data" request, which
triggers one or more "Insert Subscriber Data" operations from the HLR. The "Restore
Data" request is also used to send the LMSI to the HLR. For MAP version 1, the VLR
retrieves subscriber data from the HLR by sending a "Send Parameters" request with
parameter type "Subscriber Data", which cannot be used to send the LMSI to the
HLR.
The VLR number and MSC number in the subscriber data in the HLR are updated by
the "Update Location" procedure.
The GGSN (Gateway GPRS Support Node) is the point of PDN interconnection with
the GSM PLMN supporting GPRS. The GGSN contains routing information for
GPRS users with a PDP context active. The necessary procedures needed to restore
GGSN data information after a restart are described in this document.
The SGSN (Serving GPRS Support Node) is the node that is serving the MS. The
SGSN stores information regarding e.g. mobility management, routing and security.
The necessary procedures needed to restore this SGSN information after a restart are
described in this document.
A Type A LMU (Location Measurement Unit) is a network node, accessed over the
GSM air interface, that is functionally similar to an MS. All requirements associated
with a non-GPRS MS in this specification apply also to a Type A LMU except where
specified otherwise.
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NEXT MODIFICATION

4.2.2 Mobile Terminated Short Message

a) Send Routing Information for MT SMS (SMS-GMSC->HLR):

The HLR returns the MSC number as for normal operation.

b) Send Information for MT SMS (MSC->VLR) - MAP version 2:

- If the VLR has no IMSI record, or if the record is marked "Subscriber Data Not Confirmed
by HLR" the VLR returns an "Unidentified Subscriber" error. This causes the MSC to report
a short message delivery failure, with cause "Unidentified Subscriber", to the SMS gateway
MSC. The Gateway MSC sends a "Report SM Delivery Status" request, with a cause of
"Absent Subscriber", to the HLR. This causes the HLR to set the "Mobile Station Not
Reachable Flag" for the MS, as described in Technical Specifications GSM 03.40 and GSM
09.023GPP TS  23.040 and 3GPP TS  29.002.

- If the VLR has an IMSI record marked "Subscriber Data Confirmed by HLR" and "Not
Confirmed by Radio Contact", the VLR handles the request in the normal way, except that
the "Search for MS" procedure is used instead of the "Page MS" procedure.

- If the VLR has an IMSI record marked "Subscriber Data Confirmed by HLR" and
"Confirmed by Radio Contact", the VLR handles the request in the normal way; for this MS,
VLR restoration is complete.

- The state of the indicator "Location Information Confirmed in HLR" does not affect the
"Send Information for MT SMS" procedure.

c) Send Information for I/C Call Setup (MSC->VLR) - MAP version 1:

- If the VLR has no IMSI record, or if the record is marked "Subscriber Data Not Confirmed
by HLR" the VLR returns a "System Failure" error. This causes the MSC to report a short
message delivery failure, with cause "System Failure", to the SMS gateway MSC.

- If the VLR has an IMSI record marked "Subscriber Data Confirmed by HLR" and "Not
Confirmed by Radio Contact", the VLR handles the request in the normal way, except that
the "Search for MS" procedure is used instead of the "Page MS" procedure.

- If the VLR has an IMSI record marked "Subscriber Data Confirmed by HLR" and
"Confirmed by Radio Contact", the VLR handles the request in the normal way; for this MS,
VLR restoration is complete.

- The state of the indicator "Location Information Confirmed in HLR" does not affect the
"Send Information for MT SMS" procedure.

d) Process Access Request in Response to Search (MSC->VLR):

- If the MS responds to paging, the MSC sends a positive response to the search request and a
"Process Access Request" to the VLR. After successful authentication, if required, the VLR
sets the indicator "Confirmed by Radio Contact" to "Confirmed", sets the location area
information for the MS, and handles the request in the normal way.

- The VLR checks the indicator "Location Information Confirmed in HLR". If it indicates
"Not Confirmed" the VLR starts an "Update Location" procedure to the HLR. When this
procedure is successfully completed, the VLR sets the indicator "Location Information
Confirmed in HLR" to "Confirmed".
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For this MS, VLR restoration is complete.

NEXT MODIFICATION

6 Periodic location updating
The time taken to confirm the location of an MS after location register failure is
governed by the frequency with which the MS establishes radio contact with the
network. The location information for an MS which remains silent for a long time will
remain doubtful for a long time.
A method of reducing this time is to require the MS to establish radio contact with the
network at intervals, purely to confirm its location, if the MS does not move to a new
location area (which would lead to a normal location registration) or respond to
paging for a mobile terminated call or request a mobile originated call or call-
independent supplementary service activity.
The interval between successive periodic location updatings is controlled by a timer in
the MS; this timer is reset to its initial value at the end of each successfully
established radio contact between the MS and the network.
The use of the periodic location update timer is described in GSM 03.223GPP
 TS 243.022.

7 Periodic routeing area updating
All GPRS-attached MSs, except MSs in class-B mode of operation engaged in CS
communication, shall perform periodic RA updates. For MSs that are both IMSI-
attached and GPRS-attached, the periodic updates depend on whether the Gs interface
is installed or not:

- If the Gs interface is installed, periodic RA updates shall be performed, and periodic LA updates
shall not be performed. If the SGSN has the indicator "VLR-reliable" set to ´false´ the SGSN
shall perform a location area update procedure towards the VLR

- If the Gs interface is not installed, both periodic RA updates and periodic LA updates shall be
performed independently. RA updates are performed via the Gb interface, and LA updates are
performed via the A interface.

The periodic routeing area update is described in GSM 03.603GPP  TS 23.060.

NEXT MODIFICATION
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10 Restoration of data in the GGSN

10.1 Restart of the GGSN

After a GGSN restart, all the PDP contexts stored in the GGSN and affected by the
restart become invalid and may be deleted. GGSN storage of data is volatile except as
specified in this subclause. The GGSN maintains in volatile memory an SGSN Restart
counter for each SGSN with which the GGSN is in contact, and in non-volatile
memory a GGSN Restart counter. The GGSN Restart counter shall be incremented
and all the SGSN Restart counters cleared immediately after the GGSN has restarted.
The SGSN performs a polling function (echo request and echo response) towards the
GGSN's with which the SGSN is in contact. The GGSN Restart counter shall be
included in the echo response. If the value received in the SGSN differs from the one
stored for that GGSN, the SGSN will consider that the GGSN has restarted (see GSM
09.603GPP  TS 29.060). The SGSN Restart counters shall be updated in the GGSN to
the value received in the first echo message coming from each SGSN after the GGSN
has restarted.
When the SGSN detects a restart in a GGSN with which it has one or more PDP
contexts activated, it shall deactivate all these PDP contexts and request the MS to
reactivate them. Also, the new value of the GGSN Restart counter received in the
echo response from the GGSN restarted shall be updated in the SGSN.

10.2 Restoration Procedures

10.2.1 Mobile terminated transmission

When the GGSN receives a mobile terminated PDU for which no valid PDP context
exists the GGSN discards the received PDU and may also return an appropriate Error
message depending on the protocol used. No further actions are performed by the
GGSN. Alternatively, if the GGSN has static PDP information about the PDP address,
the GGSN may try to deliver the PDU by initiating the Network-Requested PDP
Context Activation procedure (see GSM 03.603GPP  TS 23.060).

10.2.2 Mobile originated transmission

When the GGSN receives a tunnel PDU for which no PDP context exists it discards
the tunnel PDU and sends an Error indication message to the originating SGSN. The
SGSN deactivates the PDP context and sends an Error indication to the MS. The MS
may then re-activate the PDP context.

11 Restoration of data in the SGSN

11.1 Restart of the SGSN

After an SGSN restart, the SGSN deletes all MM and PDP contexts affected by the
restart. SGSN storage of data is volatile except as specified in this subclause. The
SGSN maintains in volatile memory a GGSN Restart counter for each GGSN with
which the SGSN is in contact, and in non-volatile memory an SGSN Restart counter.
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The SGSN Restart counter shall be incremented and all the GGSN Restart counters
cleared immediately after the SGSN has restarted.
The GGSN performs a polling function (echo request and echo response) towards the
SGSNs with which the GGSN is in contact. The SGSN Restart counter shall be
included in the echo response. If the value received in the GGSN differs from the one
stored for that SGSN, the GGSN will consider that the SGSN has restarted (see GSM
09.603GPP  TS 29.060). The GGSN Restart counters shall be updated in the SGSN to
the value received in the first echo message coming from each GGSN after the SGSN
has restarted.
When the GGSN detects a restart in an SGSN with which it has any PDP context
activated, it shall delete all these PDP contexts. Also, the new value of the SGSN
Restart counter received in the echo response from the SGSN restarted shall be
updated in the GGSN.

11.2 Restoration Procedures

11.2.1 Mobile terminated user data transmission

When the SGSN receives a tunnel PDU for which no PDP context exists it discards
the tunnel PDU and sends an Error indication message to the originating GGSN. The
SGSN may search for the MS by paging with the IMSI in the SGSN area if there is no
MM context for the MS. An MS that is paged with the IMSI performs a GPRS attach
procedure.

11.2.2 Mobile terminated services requested by the MSC/VLR

When the SGSN receives a request for CS paging from an MSC/VLR for an IMSI
unknown by the SGSN, if the "SGSN-Reset" indicator is set to "true", the SGSN
sends the paging request with the location information provided by the VLR. If no
such location information is provided, the SGSN should page for the MS in all the
routeing areas corresponding to that SGSN.
If the "SGSN-Reset" indicator is set to "false" and the IMSI is unknown or the MS is
marked as GPRS or non-GPRS detached by the SGSN, the paging request is rejected.
If the "SGSN-Reset" indicator is set to "false" and the IMSI is known and the MS is
marked as GPRS and is non-GPRS attached by the SGSN, the paging request shall be
sent to the MS.

11.2.3 Mobile terminated SMS over GPRS

a) Send Routing Information for MT SMS (SMS-GMSC -> HLR):

The HLR returns the SGSN number as for normal operation.
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b) Send Information for MT SMS:

- When the SGSN receives a mobile terminated SMS for an unknown MM context for the MS,
or if the SGSN indicator "Subscriber Data Confirmed by HLR" is marked "Not Confirmed"
it rejects the SMS request and returns a failure report with cause value "Unidentified
Subscriber" to the SMS gateway MSC indicating unsuccessful delivery of the SMS. The
Gateway MSC sends a "Report SM Delivery Status" request, with a cause of "Absent
Subscriber", to the HLR. This causes the HLR to set the "Mobile Station Not Reachable for
GPRS Flag" for the MS, as described in the Technical Specifications GSM 03.40 and GSM
09.023GPP  TS 23.040 and 3GPP  TS 29.002.

- If the SGSN has the indicator "Subscriber Data Confirmed by HLR" set to "Confirmed", the
SGSN handles the SMS request in the normal way.

The state of the indicator "Location Information Confirmed in HLR" does not affect
the Mobile Terminated SMS procedure.

11.2.4 Mobile originated Routeing Area Updating or Attach

If the MS is unknown in the SGSN (i.e. the SGSN has no MM context for the MS) the
SGSN creates an MM context for the MS and sets the indicators "Location
Information Confirmed in HLR" and "Subscriber Data Confirmed by HLR" to "Not
Confirmed". If authentication is required, the SGSN retrieves authentication data. The
SGSN then performs an "Update GPRS Location" to the HLR. If this is successful,
the SGSN sets the indicators "Location Information Confirmed in HLR" and
"Subscriber Data Confirmed by HLR" to "Confirmed".
If the SGSN has an MM context for the MS, and the indicators "Location Information
Confirmed in HLR" or "Subscriber Data Confirmed by HLR" is set to "Not
Confirmed" the SGSN performs an "Update GPRS Location" to the HLR. If this is
successful, the SGSN sets the indicators "Location Information Confirmed in HLR"
and "Subscriber Data Confirmed by HLR" to "Confirmed".
If the SGSN has an MM context for the MS with the indicator "Subscriber Data
Confirmed by HLR" marked "Confirmed" the originated transmission is handled in
the normal way.
The SGSN retrieves subscriber data from the HLR by sending an "Update GPRS
Location" request, which triggers one or more "Insert Subscriber Data" operations
from the HLR.

11.2.5 Mobile originated LLC frame

If an SGSN receives an LLC frame for which no MM context exists in the SGSN, and
if the LLC frame does not contain an Attach Request or a Routeing Area Update
Request signalling message, then the LLC frame shall be discarded. The MS may
determine that the network is not repsonding responding and attempt to re-attach or
eventually a periodic Routing Area Update message is sent by the MS which initiates
the attach procedures.

11.3 Use of TLLI

After the SGSN has restarted but before the next authenticated radio contact the
P-TMSI and TLLI known by the MS are invalid, as the P-TMSI was allocated before
the SGSN restarted. The SGSN may request the MS to identify itself with the IMSI in
order to make a relationship between the IMSI and the received old TLLI. The SGSN
shall allocate a new P-TMSI for that MS.
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If an MS identifies itself by a TLLI in an MS originating transmission, the SGSN
proceeds as follows:

a) The SGSN checks the routing area identity (RAI) of the previous routing area sent by the MS. If
this previous RAI belongs to a different SGSN, the request is handled in the normal way.

b) If the previous RAI belongs to the current SGSN, the status of the TLLI is checked.

- If the P-TMSI derived from the TLLI was allocated after the SGSN restarted, and
corresponds to a valid IMSI record, then the request is handled in the normal way.

- If the P-TMSI derived from the TLLI was allocated before the SGSN restarted, or does not
correspond to a valid IMSI record, then the SGSN requests the IMSI from the MS. If the MS
returns an IMSI the SGSN proceeds in the normal way. If the MS does not return an IMSI
the network aborts the originating transmission request or location registration procedure.

11.4 VLR associations

All associations with VLRs affected by the restart of an SGSN are marked as
unreliable and may be deleted. Based on configuration data, "Reset" messages are
sent on the Gs-interface to the VLRs served by the SGSN. The VLRs mark all
associations with the SGSN as unreliable by setting the restoration indicator
"Confirmed by radio contact" to "Not Confirmed" for the MSs served by that SGSN.
The associations will be re-initiated one by one by the SGSN at the next Routing Area
update, or combined RA/LA update from each MS.

12 Restoration of Data in an SMLC (GSM only)

12.1 Restart of an SMLC

When an SMLC restarts after a failure, it performs the following actions for those of
its associated LMUs whose records have been affected by the fault:

- Reload all administered LMU data from non-volatile back-up;

- Reinitialize other temporary data for each LMU to indicate no ongoing measurement or
diagnostic activities;

- Perform data restoration for each affected Type A and Type B LMU as described below.

12.2 Data Restoration for a Specific LMU

An SMLC may restore data for a specific LMU when the data in the SMLC or LMU
is considered unreliable (e.g. if there is no communication between the SMLC and
LMU for a long time or if messages received by the SMLC are inconsistent with the
LMU state kept by the SMLC). To restore data for a specific LMU, the SMLC shall
open a signalling connection to the LMU if this is Type A, as described in GSM
03.713GPP  TS 23.071. For both a Type A LMU and a Type B LMU, the SMLC shall
then send an  LLP Reset message to the LMU. On receiving an LLP Reset, an LMU
shall cancel any LCS measurement and O&M tasks previously ordered by the SMLC
and shall return an LLP Reset acknowledgement to the SMLC.
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13 Restoration of Data in an LMU (GSM only)
When an LMU restarts following a failure, it shall reinitialize all data concerning LCS
measurement and O&M tasks to indicate that no tasks ordered by an SMLC are
active.  A Type A LMU shall then perform an "IMSI Attach".  A Type A LMU shall
then open a signaling connection to its controlling SMLC as described in GSM
03.713GPP TS  23.071. Both a Type A LMU and a Type B LMU shall send an LLP
Status Update message to their controlling SMLC containing an indication that the
LMU has restarted following a failure. The SMLC shall update its data regarding the
state of the LMU and shall return an LLP Update Status acknowledgement to the
LMU.
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2.13.1 PDP Type

 PDP Type is defined in 3GPP TS 23.060. It indicates which type of protocol is used
by the MS for a certain service, e.g. IP and X.25.
 PDP Type is permanent subscriber data and conditionally stored in HLR, SGSN and
GGSN.

2.13.2 PDP Address

 PDP Address is defined in 3GPP TS 23.060. It holds the address of the MS for a
certain service, e.g. an X.121IP address. If dynamic addressing is allowed, PDP
Address is empty in the HLR, and, before the PDP context is activated, empty in the
SGSN.
 PDP Address is permanent subscriber data and conditionally stored in HLR, SGSN
and GGSN.

NEXT MODIFICATION

2.13.21 Tunnel Endpoint IDentifier (TIDTEID)

 Tunnel Endpoint Identifier is defined in 3GPP TS 29.060. It is used for Anonymous
Access. TID TEID is temporary subscriber data conditionally stored in SGSN and
GGSN.

NEXT MODIFICATION
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Table 2: Overview of data used for GPRS Network Access Mode

PARAMETER Subclause HLR VLR SGSN   GGSN TYPE
IMSI 2.1.1.1 M M M M P
Network Access Mode 2.1.1.2 M - C note1 - P
International MS ISDN number 2.1.2 M M M -M T
multinumbering MSISDNs 2.1.3 C - - - T
Basic MSISDN indicator 2.1.3.1 C - - - T .
MSISDN-Alert indicator 2.1.3.2 C - - - T
P-TMSI 2.1.5 - - C - T
TLLI 2.1.6 - - C - T
Random TLLI 2.1.7 - - C - T
IMEI 2.1.9 - - C - T
RAND/SRES and Kc 2.3.1 - C - T
RAND, XRES, CK, IK, AUTN 2.3.2 M - C - T
Ciphering Key Sequence Number 2.3.3 - - M - T
Key Set Identifier (KSI) 2.3.4 - - M - T
Selected Ciphering Algorithm 2.3.5 - - M - T
Current Kc 2.3.6 - - M - T
P-TMSI Signature 2.3.7 - - C - T
Routing Area Identity 2.4.3 - - M - T
VLR Number 2.4.5 M - C note2 - T
SGSN Number 2.4.8.1 M C note2 - - T
GGSN Number 2.4.8.2 M - - - P
RSZI Lists 2.4.11.1 C - - - P
Zone Code List 2.4.11.2 - - C - P
LA not allowed flag 2.4.13 - - M - T
SGSN area restricted flag 2.4.14 M - - - T
Roaming Restriction in the SGSN .. 2.4.15.2 M - M - T
Cell Global ID or Service Area ID 2.4.16 - - C - T
LSA Identity 2.4.17.1 C C C - P
LSA Priority 2.4.17.2 C C C - P
LSA Preferential Access Indicator 2.4.17.2A C C C P
LSA Active Mode Support Indicator 2.$.17.2B C C C P
LSA Only Access Indicator 2.4.17.3 C C C - P
LSA Active Mode Indicator 2.4.17.4 C C C - P
VPLMN Identifier 2.4.17.5 C - - - P
Provision of teleservice 2.5.2 C - C - P
Transfer of SM option 2.5.4 M - - - P
MNRG 2.7.2 M - M M T
MM State 2.7.3 - - M - T
Subscriber Data Confirmed by HLR Indicator 2.7.4.2 - - M - T
Location Info Confirmed by HLR Indicator 2.7.4.3 - - M - T
MS purged for GPRS flag 2.7.6 M - - - T
MNRR 2.7.7 C - - - T
Subscriber Status 2.8.1 C - C - P
Barring of outgoing calls 2.8.2.1 C - - P
Barring of roaming 2.8.2.3 C - C - P
ODB PLMN-specific data 2.8.3 C - C - P
Notification to CSE flag for ODB 2.8.4 C - - - T
gsmSCF address list for ODB 2.8.5 C - - - P
Trace Activated in SGSN 2.11.7 C - C - P
PDP Type 2.13.1 C - C M P
PDP Address 2.13.2 C - C M P
NSAPI 2.13.3 - - C C T
PDP State 2.13.4 - - C - T
New SGSN Address 2.13.5 - - C - T
Access Point Name 2.13.6 C - C C P/T
GGSN Address in Use 2.13.7 - - C - T
VPLMN Address Allowed 2.13.8 C - C - P
Dynamic Address 2.13.9 - - - C T
SGSN Address 2.13.10 - - - M T
GGSN-list 2.13.11 M - - - T

(continued)
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Table 2 (concluded): Overview of data used for GPRS Network Access Mode

PARAMETER Subclause HLR VLR SGSN   GGSN TYPE
Quality of Service Subscribed 2.13.12 C - C - P
Quality of Service Requested 2.13.13 - - C - T
Quality of Service Negotiated 2.13.14 - - C M T
SND 2.13.15 - - C C T
SNU 2.13.16 - - C C T
DRX Parameters 2.13.17 - - M - T
Compression 2.13.18 - - C - T
NGAF 2.13.19 - - C note2 - T
Classmark 2.13.20 - - M - T
 TIDTEID 2.13.21 - - C C T
Radio Priority 2.13.22 - - C - T
Radio Priority SMS 2.13.23 - - C - T
PDP Context Identifier 2.13.24 C - C - T
PDP Context Charging Characteristics 2.13.25 C - C C P
Short Message Service CAMEL Subscription
Information (SMS-CSI)

2.14.4.1/1.8 C - C - P

GPRS CAMEL Subscription Information (GPRS-CSI) 2.14.4.2/1.9 C - C - C
SMS-CSI SGSN Negotiated CAMEL Capability
Handling

2.14.2.1 C - - - T

GPRS-CSI Negotiated CAMEL Capability Handling 2.14.2.1 C - - - T
SGSN Supported CAMEL Phases 2.14.2.3 C - - - T
GsmSCF address for CSI 2.14.2.4 C - - - P
Age Indicator 2.16.1 C - C - T
Subscribed Charging Characteristics 2.19.1 C - C C P
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2.1.1 Data defining the subscription profile

2.1.1.1 International Mobile Subscriber Identity (IMSI)

International Mobile Subscriber Identity (IMSI) is defined in 3GPP TS 23.003.
IMSI is permanent subscriber data. IMSI is stored in HLR, VLR, SGSN, GGSN and
SMLC. For Anonymous Access, IMSI is not used in SGSN nor in GGSN. The IMSI
serves as the root of the subscriber data pseudo-tree.

NEXT MODIFICATION

2.1.1 Data defining the subscription profile

2.1.1.1 International Mobile Subscriber Identity (IMSI)

International Mobile Subscriber Identity (IMSI) is defined in 3GPP TS 23.003.
IMSI is permanent subscriber data. IMSI is stored in HLR, VLR, SGSN, GGSN and
SMLC. For Anonymous Access, IMSI is not used in SGSN nor in GGSN. The IMSI
serves as the root of the subscriber data pseudo-tree.

NEXT MODIFICATION

2.13.1 PDP Type

 PDP Type is defined in 3GPP TS 23.060. It indicates which type of protocol is used
by the MS for a certain service, e.g. IP and X.25.
 PDP Type is permanent subscriber data and conditionally stored in HLR, SGSN and
GGSN.

2.13.2 PDP Address

 PDP Address is defined in 3GPP TS 23.060. It holds the address of the MS for a
certain service, e.g. an X.121IP address. If dynamic addressing is allowed, PDP
Address is empty in the HLR, and, before the PDP context is activated, empty in the
SGSN.
 PDP Address is permanent subscriber data and conditionally stored in HLR, SGSN
and GGSN.

NEXT MODIFICATION

2.13.21 Tunnel Endpoint IDentifier (TIDTEID)

 Tunnel Endpoint Identifier is defined in 3GPP TS 29.060GSM 09.60. It is used for
Anonymous Access. TID TEID is temporary subscriber data conditionally stored in
SGSN and GGSN.



CR page 4

NEXT MODIFICATION
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Table 2: Overview of data used for GPRS Network Access Mode

PARAMETER Subclause HLR VLR SGSN   GGSN TYPE
IMSI 2.1.1.1 M M M M P
Network Access Mode 2.1.1.2 M - C note1 - P
International MS ISDN number 2.1.2 M M M -M T
multinumbering MSISDNs 2.1.3 C - - - T
Basic MSISDN indicator 2.1.3.1 C - - - T .
MSISDN-Alert indicator 2.1.3.2 C - - - T
P-TMSI 2.1.5 - - C - T
TLLI 2.1.6 - - C - T
Random TLLI 2.1.7 - - C - T
IMEI 2.1.9 - - C - T
RAND/SRES and Kc 2.3.1 - C - T
RAND, XRES, CK, IK, AUTN 2.3.2 M - C - T
Ciphering Key Sequence Number 2.3.3 - - M - T
Key Set Identifier (KSI) 2.3.4 - - M - T
Selected Ciphering Algorithm 2.3.5 - - M - T
Current Kc 2.3.6 - - M - T
P-TMSI Signature 2.3.7 - - C - T
Routing Area Identity 2.4.3 - - M - T
VLR Number 2.4.5 M - C note2 - T
SGSN Number 2.4.8.1 M C note2 - - T
GGSN Number 2.4.8.2 M - - - P
RSZI Lists 2.4.11.1 C - - - P
Zone Code List 2.4.11.2 - - C - P
LA not allowed flag 2.4.13 - - M - T
SGSN area restricted flag 2.4.14 M - - - T
Roaming Restriction in the SGSN .. 2.4.15.2 M - M - T
Cell Global ID or Service Area ID 2.4.16 - - C - T
LSA Identity 2.4.17.1 C C C - P
LSA Priority 2.4.17.2 C C C - P
LSA Preferential Access Indicator 2.4.17.2A C C C P
LSA Active Mode Support Indicator 2.$.17.2B C C C P
LSA Only Access Indicator 2.4.17.3 C C C - P
LSA Active Mode Indicator 2.4.17.4 C C C - P
VPLMN Identifier 2.4.17.5 C - - - P
Provision of teleservice 2.5.2 C - C - P
Transfer of SM option 2.5.4 M - - - P
MNRG 2.7.2 M - M M T
MM State 2.7.3 - - M - T
Subscriber Data Confirmed by HLR Indicator 2.7.4.2 - - M - T
Location Info Confirmed by HLR Indicator 2.7.4.3 - - M - T
MS purged for GPRS flag 2.7.6 M - - - T
MNRR 2.7.7 C - - - T
Subscriber Status 2.8.1 C - C - P
Barring of outgoing calls 2.8.2.1 C - - P
Barring of roaming 2.8.2.3 C - C - P
Barring of Packet Oriented Services 2.8.2.8 C - C - P
ODB PLMN-specific data 2.8.3 C - C - P
Notification to CSE flag for ODB 2.8.4 C - - - T
gsmSCF address list for ODB 2.8.5 C - - - P
Trace Activated in SGSN 2.11.7 C - C - P
PDP Type 2.13.1 C - C M P
PDP Address 2.13.2 C - C M P
NSAPI 2.13.3 - - C C T
PDP State 2.13.4 - - C - T
New SGSN Address 2.13.5 - - C - T
Access Point Name 2.13.6 C - C C P/T
GGSN Address in Use 2.13.7 - - C - T
VPLMN Address Allowed 2.13.8 C - C - P
Dynamic Address 2.13.9 - - - C T
SGSN Address 2.13.10 - - - M T
GGSN-list 2.13.11 M - - - T
Quality of Service Subscribed 2.13.12 C - C - P
Quality of Service Requested 2.13.13 - - C - T
Quality of Service Negotiated 2.13.14 - - C M T
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PARAMETER Subclause HLR VLR SGSN   GGSN TYPE
SND 2.13.15 - - C C T
SNU 2.13.16 - - C C T
DRX Parameters 2.13.17 - - M - T
Compression 2.13.18 - - C - T
NGAF 2.13.19 - - C note2 - T
Classmark 2.13.20 - - M - T
 TIDTEID 2.13.21 - - C C T
Radio Priority 2.13.22 - - C - T
Radio Priority SMS 2.13.23 - - C - T
PDP Context Identifier 2.13.24 C - C - T
PDP Context Charging Characteristics 2.13.25 C - C C P
Short Message Service CAMEL Subscription
Information (SMS-CSI)

2.14.4.1/1.8 C - C - P

GPRS CAMEL Subscription Information (GPRS-CSI) 2.14.4.2/1.9 C - C - C
SMS-CSI SGSN Negotiated CAMEL Capability
Handling

2.14.2.1 C - - - T

GPRS-CSI Negotiated CAMEL Capability Handling 2.14.2.1 C - - - T
SGSN Supported CAMEL Phases 2.14.2.3 C - - - T
GsmSCF address for CSI 2.14.2.4 C - - - P
Age Indicator 2.16.1 C - C - T
Subscribed Charging Characteristics 2.19.1 C - C C P
Privacy Exception List 2.16.1.1 C - C - P
GMLC Numbers 2.16.1.2 C - C - P
MO-LR List 2.16.1.3 C - C - P
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2.1.1 Data defining the subscription profile

2.1.1.1 International Mobile Subscriber Identity (IMSI)

International Mobile Subscriber Identity (IMSI) is defined in 3GPP TS 23.003.
IMSI is permanent subscriber data. IMSI is stored in HLR, VLR, SGSN, GGSN and
SMLC. For Anonymous Access, IMSI is not used in SGSN nor in GGSN. The IMSI
serves as the root of the subscriber data pseudo-tree.

NEXT MODIFICATION

2.13.1 PDP Type

 PDP Type is defined in 3GPP TS 23.060. It indicates which type of protocol is used
by the MS for a certain service, e.g. IP and X.25.
 PDP Type is permanent subscriber data and conditionally stored in HLR, SGSN and
GGSN.

2.13.2 PDP Address

 PDP Address is defined in 3GPP TS 23.060. It holds the address of the MS for a
certain service, e.g. an X.121IP address. If dynamic addressing is allowed, PDP
Address is empty in the HLR, and, before the PDP context is activated, empty in the
SGSN.
 PDP Address is permanent subscriber data and conditionally stored in HLR, SGSN
and GGSN.

NEXT MODIFICATION

2.13.21 Tunnel Endpoint IDentifier (TIDTEID)

 Tunnel Endpoint Identifier is defined in 3GPP TS 29.060GSM 09.60. It is used for
Anonymous Access. TID TEID is temporary subscriber data conditionally stored in
SGSN and GGSN.

NEXT MODIFICATION
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Table 2: Overview of data used for GPRS Network Access Mode

PARAMETER Subclause HLR VLR SGSN   GGSN TYPE
IMSI 2.1.1.1 M M M M P
Network Access Mode 2.1.1.2 M - C note1 - P
International MS ISDN number 2.1.2 M M M -M T
multinumbering MSISDNs 2.1.3 C - - - T
Basic MSISDN indicator 2.1.3.1 C - - - T .
MSISDN-Alert indicator 2.1.3.2 C - - - T
P-TMSI 2.1.5 - - C - T
TLLI 2.1.6 - - C - T
Random TLLI 2.1.7 - - C - T
IMEI 2.1.9 - - C - T
RAND/SRES and Kc 2.3.1 - C - T
RAND, XRES, CK, IK, AUTN 2.3.2 M - C - T
Ciphering Key Sequence Number 2.3.3 - - M - T
Key Set Identifier (KSI) 2.3.4 - - M - T
Selected Ciphering Algorithm 2.3.5 - - M - T
Current Kc 2.3.6 - - M - T
P-TMSI Signature 2.3.7 - - C - T
Routing Area Identity 2.4.3 - - M - T
VLR Number 2.4.5 M - C note2 - T
SGSN Number 2.4.8.1 M C note2 - - T
GGSN Number 2.4.8.2 M - - - P
RSZI Lists 2.4.11.1 C - - - P
Zone Code List 2.4.11.2 - - C - P
LA not allowed flag 2.4.13 - - M - T
SGSN area restricted flag 2.4.14 M - - - T
Roaming Restriction in the SGSN .. 2.4.15.2 M - M - T
Cell Global ID or Service Area ID 2.4.16 - - C - T
LSA Identity 2.4.17.1 C C C - P
LSA Priority 2.4.17.2 C C C - P
LSA Preferential Access Indicator 2.4.17.2A C C C P
LSA Active Mode Support Indicator 2.4.17.2B C C C P
LSA Only Access Indicator 2.4.17.3 C C C - P
LSA Active Mode Indicator 2.4.17.4 C C C - P
VPLMN Identifier 2.4.17.5 C - - - P
Provision of teleservice 2.5.2 C - C - P
Transfer of SM option 2.5.4 M - - - P
MNRG 2.7.2 M - M M T
MM State 2.7.3 - - M - T
Subscriber Data Confirmed by HLR Indicator 2.7.4.2 - - M - T
Location Info Confirmed by HLR Indicator 2.7.4.3 - - M - T
MS purged for GPRS flag 2.7.6 M - - - T
MNRR 2.7.7 C - - - T
Subscriber Status 2.8.1 C - C - P
Barring of outgoing calls 2.8.2.1 C - - P
Barring of roaming 2.8.2.3 C - C - P
Barring of Packet Oriented Services 2.8.2.8 C - C - P
ODB PLMN-specific data 2.8.3 C - C - P
Notification to CSE flag for ODB 2.8.4 C - - - T
gsmSCF address list for ODB 2.8.5 C - - - P
Trace Activated in SGSN 2.11.7 C - C - P
PDP Type 2.13.1 C - C M P
PDP Address 2.13.2 C - C M P
NSAPI 2.13.3 - - C C T
PDP State 2.13.4 - - C - T
New SGSN Address 2.13.5 - - C - T
Access Point Name 2.13.6 C - C C P/T
GGSN Address in Use 2.13.7 - - C - T
VPLMN Address Allowed 2.13.8 C - C - P
Dynamic Address 2.13.9 - - - C T
SGSN Address 2.13.10 - - - M T
GGSN-list 2.13.11 M - - - T
Quality of Service Subscribed 2.13.12 C - C - P
Quality of Service Requested 2.13.13 - - C - T
Quality of Service Negotiated 2.13.14 - - C M T
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PARAMETER Subclause HLR VLR SGSN   GGSN TYPE
SND 2.13.15 - - C C T
SNU 2.13.16 - - C C T
DRX Parameters 2.13.17 - - M - T
Compression 2.13.18 - - C - T
NGAF 2.13.19 - - C note2 - T
Classmark 2.13.20 - - M - T
 TIDTEID 2.13.21 - - C C T
Radio Priority 2.13.22 - - C - T
Radio Priority SMS 2.13.23 - - C - T
PDP Context Identifier 2.13.24 C - C - T
PDP Context Charging Characteristics 2.13.25 C - C C P
GPRS CAMEL Subscription Information (GPRS-CSI) 2.14.1.10/2.1

4.4.4
C - C - C

MO Short Message Service CAMEL Subscription
Information(MO-SMS-CSI)

2.14.1.8/2.14.
4.1

C - C - C

MT Short Message Service CAMEL Subscription
Information(MT-SMS-CSI)

2.14.1.9/2.14.
4.2.

C - C - C

MO-SMS-CSI SGSN Negotiated CAMEL Capability
Handling

2.14.2.1 C - - - P

MT-SMS-CSI SGSN Negotiated CAMEL Capability
Handling

2.14.2.1 C - - - P

Mobility Management for GPRS event notification
(MG-CSI)

2.14.1.12/2.14.
4.4

C - C - C

MG-CSI Negotiated CAMEL Capability Handling 2.14.2.1 C - - - P
GPRS-CSI Negotiated CAMEL Capability Handling 2.14.2.1 C - - - T
SGSN Supported CAMEL Phases 2.14.2.3 C - - - T
GsmSCF address for CSI 2.14.2.4 C - - - P
Age Indicator 2.16.1 C - C - T
Subscribed Charging Characteristics 2.19.1 C - C C P
Privacy Exception List 2.16.1.1 C - C - P
GMLC Numbers 2.16.1.2 C - C - P
MO-LR List 2.16.1.3 C - C - P
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****    FIRST MODIFIED SECTION    ****

9.7.1 Procedure Handle_ORLCF_VMSC

The procedure UUS_ICH_Handle_LCF is specific to UUS; it is specified in 3GPP TS 23.087 [Error! Reference
source not found.].
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Figure 12: Procedure Handle_ORLCF_VMSC
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Figure 12: Procedure Handle_ORLCF_VMSC
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****    NEXT MODIFIED SECTION    ****

10.1.4 Send Info For Incoming Call ack

This message is specified in 3GPP TS 23.018 [Error! Reference source not found.]. The following additional
information elements are required:

Information element name Required Description
OR indicator C Indicates whether the call has been routed directly from a GMSC not in

the same PLMN as the HLR. Shall be present if it was received in the
Provide Roaming Number, otherwise shall be absent.

GMSC address C E.164 address of the GMSC. Shall be present if it was received in the
Provide Roaming Number, otherwise shall be absent.

Call reference number C Call reference number used by the GMSC for this call. Shall be present if
it was received in the Provide Roaming Number, otherwise shall be
absent.

Originating CSI C Originating CAMEL subscription information. Shall be present if the B
subscriber has subscribed to originating CAMEL service and VMSCB
supports CAMEL; otherwise shall be absent.

OR not supported in GMSC C Indicates that the GMSC does not support Optimal Routeing. Shall be
present if it was received in the Provide Roaming Number, otherwise shall
be absent.

****    NEXT MODIFIED SECTION    ****



3GPP TS aa.bbb vX.Y.Z (YYYY-MM) CR page 6

CR page 6

10.4.1 Resume Call Handling

The following information elements are required:

Information element name Required Description
Call reference number M Call reference number used by the GMSC for this call.
Forwarding reason M Indicates the reason for forwarding (on call deflection, on busy, on no

subscriber reply, or on mobile subscriber not reachable).
Basic service group M Basic service group which applies for this call.
IMSI M IMSI of the B subscriber.
Forwarded-to number M E.164 number of the C subscriber.
Notification to calling party M Indication of whether the calling party is to be notified that the call has

been forwarded.
Forwarded-to subaddress C Subaddress of the C subscriber (see 3GPP TS 23.003 [Error! Reference

source not found.]). Shall be present if a forwarded-to subaddress is
stored in the VLR in association with the forwarded-to number; otherwise
shall be absent.

Redirecting presentation C Indication of whether the MSISDN of the B subscriber shall be presented
to the C subscriber. Shall be present if VMSCB supports the handling of
the redirecting number, otherwise shall be absent.

MSISDN C E.164 number which identifies the B subscriber. It will be used to create
the redirecting number presented to the C subscriber. Shall be present if
VMSCB supports the handling of the redirecting number, otherwise shall
be absent.

CUG interlock C For the definition of this IE, see 3GPP TS 23.085 [Error! Reference
source not found.]. Shall be present if the VLR has determined that the
forwarded call is to be treated as a CUG call in accordance with the rules
in 3GPP TS 23.085 [Error! Reference source not found.], otherwise
shall be absent.

CUG outgoing access C For the definition of this IE, see 3GPP TS 23.085 [Error! Reference
source not found.]. Shall be present if the VLR has determined that the
forwarded call is to be treated as a CUG call with outgoing access in
accordance with the rules in 3GPP TS 23.085 [Error! Reference source
not found.], otherwise shall be absent.

Originating CSI C Originating CAMEL subscription information excluding triggering criteria.
Shall be present if the B subscriber has subscribed to originating CAMEL
service, VMSCB supports CAMEL and the triggering criteria are satisfied
for the forwarding leg; otherwise shall be absent.

****    LAST MODIFIED SECTION    ****
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****    FIRST MODIFIED SECTION    ****

9.7.1 Procedure Handle_ORLCF_VMSC

The procedure UUS_ICH_Handle_LCF is specific to UUS; it is specified in 3GPP TS 23.087 [Error! Reference
source not found.].
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****    NEXT MODIFIED SECTION    ****

10.1.4 Send Info For Incoming Call ack

This message is specified in 3GPP TS 23.018 [Error! Reference source not found.]. The following additional
information elements are required:

Information element name Required Description
OR indicator C Indicates whether the call has been routed directly from a GMSC not in

the same PLMN as the HLR. Shall be present if it was received in the
Provide Roaming Number, otherwise shall be absent.

GMSC address C E.164 address of the GMSC. Shall be present if it was received in the
Provide Roaming Number, otherwise shall be absent.

Call reference number C Call reference number used by the GMSC for this call. Shall be present if
it was received in the Provide Roaming Number, otherwise shall be
absent.

Originating CSI C Originating CAMEL subscription information. Shall be present if the B
subscriber has subscribed to originating CAMEL service and VMSCB
supports CAMEL; otherwise shall be absent.

OR not supported in GMSC C Indicates that the GMSC does not support Optimal Routeing. Shall be
present if it was received in the Provide Roaming Number, otherwise shall
be absent.

****    NEXT MODIFIED SECTION    ****
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10.4.1 Resume Call Handling

The following information elements are required:

Information element name Required Description
Call reference number M Call reference number used by the GMSC for this call.
Forwarding reason M Indicates the reason for forwarding (on call deflection, on busy, on no

subscriber reply, or on mobile subscriber not reachable).
Basic service group M Basic service group which applies for this call.
IMSI M IMSI of the B subscriber.
Forwarded-to number M E.164 number of the C subscriber.
Notification to calling party M Indication of whether the calling party is to be notified that the call has

been forwarded.
Forwarded-to subaddress C Subaddress of the C subscriber (see 3GPP TS 23.003 [Error! Reference

source not found.]). Shall be present if a forwarded-to subaddress is
stored in the VLR in association with the forwarded-to number; otherwise
shall be absent.

Redirecting presentation C Indication of whether the MSISDN of the B subscriber shall be presented
to the C subscriber. Shall be present if VMSCB supports the handling of
the redirecting number, otherwise shall be absent.

MSISDN C E.164 number which identifies the B subscriber. It will be used to create
the redirecting number presented to the C subscriber. Shall be present if
VMSCB supports the handling of the redirecting number, otherwise shall
be absent.

CUG interlock C For the definition of this IE, see 3GPP TS 23.085 [Error! Reference
source not found.]. Shall be present if the VLR has determined that the
forwarded call is to be treated as a CUG call in accordance with the rules
in 3GPP TS 23.085 [Error! Reference source not found.], otherwise
shall be absent.

CUG outgoing access C For the definition of this IE, see 3GPP TS 23.085 [Error! Reference
source not found.]. Shall be present if the VLR has determined that the
forwarded call is to be treated as a CUG call with outgoing access in
accordance with the rules in 3GPP TS 23.085 [Error! Reference source
not found.], otherwise shall be absent.

Originating CSI C Originating CAMEL subscription information excluding triggering criteria.
Shall be present if the B subscriber has subscribed to originating CAMEL
service, VMSCB supports CAMEL and the triggering criteria are satisfied
for the forwarding leg; otherwise shall be absent.

****    LAST MODIFIED SECTION    ****
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****    FIRST MODIFIED SECTION    ****

9.7.1 Procedure Handle_ORLCF_VMSC

The procedure UUS_ICH_Handle_LCF is specific to UUS; it is specified in 3GPP TS 23.087 [Error! Reference
source not found.].
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****    NEXT MODIFIED SECTION    ****

10.1.4 Send Info For Incoming Call ack

This message is specified in 3GPP TS 23.018 [Error! Reference source not found.]. The following additional
information elements are required:

Information element name Required Description
OR indicator C Indicates whether the call has been routed directly from a GMSC not in

the same PLMN as the HLR. Shall be present if it was received in the
Provide Roaming Number, otherwise shall be absent.

GMSC address C E.164 address of the GMSC. Shall be present if it was received in the
Provide Roaming Number, otherwise shall be absent.

Call reference number C Call reference number used by the GMSC for this call. Shall be present if
it was received in the Provide Roaming Number, otherwise shall be
absent.

Originating CSI C Originating CAMEL subscription information. Shall be present if the B
subscriber has subscribed to originating CAMEL service and VMSCB
supports CAMEL; otherwise shall be absent.

OR not supported in GMSC C Indicates that the GMSC does not support Optimal Routeing. Shall be
present if it was received in the Provide Roaming Number, otherwise shall
be absent.

****    NEXT MODIFIED SECTION    ****
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10.4.1 Resume Call Handling

The following information elements are required:

Information element name Required Description
Call reference number M Call reference number used by the GMSC for this call.
Forwarding reason M Indicates the reason for forwarding (on call deflection, on busy, on no

subscriber reply, or on mobile subscriber not reachable).
Basic service group M Basic service group which applies for this call.
IMSI M IMSI of the B subscriber.
Forwarded-to number M E.164 number of the C subscriber.
Notification to calling party M Indication of whether the calling party is to be notified that the call has

been forwarded.
Forwarded-to subaddress C Subaddress of the C subscriber (see 3GPP TS 23.003 [Error! Reference

source not found.]). Shall be present if a forwarded-to subaddress is
stored in the VLR in association with the forwarded-to number; otherwise
shall be absent.

Redirecting presentation C Indication of whether the MSISDN of the B subscriber shall be presented
to the C subscriber. Shall be present if VMSCB supports the handling of
the redirecting number, otherwise shall be absent.

MSISDN C E.164 number which identifies the B subscriber. It will be used to create
the redirecting number presented to the C subscriber. Shall be present if
VMSCB supports the handling of the redirecting number, otherwise shall
be absent.

CUG interlock C For the definition of this IE, see 3GPP TS 23.085 [Error! Reference
source not found.]. Shall be present if the VLR has determined that the
forwarded call is to be treated as a CUG call in accordance with the rules
in 3GPP TS 23.085 [Error! Reference source not found.], otherwise
shall be absent.

CUG outgoing access C For the definition of this IE, see 3GPP TS 23.085 [Error! Reference
source not found.]. Shall be present if the VLR has determined that the
forwarded call is to be treated as a CUG call with outgoing access in
accordance with the rules in 3GPP TS 23.085 [Error! Reference source
not found.], otherwise shall be absent.

Originating CSI C Originating CAMEL subscription information excluding triggering criteria.
Shall be present if the B subscriber has subscribed to originating CAMEL
service, VMSCB supports CAMEL and the triggering criteria are satisfied
for the forwarding leg; otherwise shall be absent.

****    LAST MODIFIED SECTION    ****
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****    FIRST NEW ADDED SECTION    ****

2.9.2.4           Restore Data

This message corresponds to the MAP_RESTORE_DATA service specified in 3G TS 29.002.

Restore Data contains the following IE specific to Long Forwarded-to Numbers:

Information element name Required Description
Long FTN supported C Shall be present if the VLR supports Long Forwarded-to Numbers;

otherwise shall be absent.

****    LAST MODIFIED SECTION    ****

2.10.4 MSC/VLR does not support Long Forwarded-to Numbers

The VLR shall indicate whether it supports Long Forwarded-to Numbers in the Update Location and Restore Data
messages to the HLR. If the VLR does not support Long Forwarded-to Numbers and a Long Forwarded-to Number is
registered for CFB, then:

- If a default forwarded-to number (containing a maximum of 15 digits) is stored in the HLR, the HLR shall send to
the VLR an Insert Subscriber Data message containing the default forwarded-to number in the Forwarded-to
number parameter.

- Otherwise, the HLR shall send the VLR the following service state information:

(Provisioned, Not Registered, Not Active, Not Induced)

For an MT call, if the following conditions are met then the HLR shall include the Forwarding interrogation required
parameter in the first Send Routing Info ack:

- The GMSC supports Optimal Routeing and Long Forwarded-to Numbers, and

- The MSC/VLR does not support Long Forwarded-to Numbers,and

- CFB is active and operative, and

- A long forwarded-to number is registered for CFB.

According to the rules of Optimal Routeing, when the GMSC receives a Resume Call Handling message from the
MSC/VLR, it shall send a second Send Routing Info message to the HLR allowing the HLR to insert the correct long
forwarded-to number.

****    END OF MODIFICATIONS    ****
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****    FIRST NEW ADDED SECTION    ****

2.9.2.4           Restore Data

This message corresponds to the MAP_RESTORE_DATA service specified in 3G TS 29.002.

Restore Data contains the following IE specific to Long Forwarded-to Numbers:

Information element name Required Description
Long FTN supported C Shall be present if the VLR supports Long Forwarded-to Numbers;

otherwise shall be absent.

****    LAST MODIFIED SECTION    ****

2.10.4 MSC/VLR does not support Long Forwarded-to Numbers

The VLR shall indicate whether it supports Long Forwarded-to Numbers in the Update Location and Restore Data
messages to the HLR. If the VLR does not support Long Forwarded-to Numbers and a Long Forwarded-to Number is
registered for CFB, then:

- If a default forwarded-to number (containing a maximum of 15 digits) is stored in the HLR, the HLR shall send to
the VLR an Insert Subscriber Data message containing the default forwarded-to number in the Forwarded-to
number parameter.

- Otherwise, the HLR shall send the VLR the following service state information:

(Provisioned, Not Registered, Not Active, Not Induced)

For an MT call, if the following conditions are met then the HLR shall include the Forwarding interrogation required
parameter in the first Send Routing Info ack:

- The GMSC supports Optimal Routeing and Long Forwarded-to Numbers, and

- The MSC/VLR does not support Long Forwarded-to Numbers,and

- CFB is active and operative, and

- A long forwarded-to number is registered for CFB.

According to the rules of Optimal Routeing, when the GMSC receives a Resume Call Handling message from the
MSC/VLR, it shall send a second Send Routing Info message to the HLR allowing the HLR to insert the correct long
forwarded-to number.

****    END OF MODIFICATIONS    ****
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****    FIRST MODIFIED SECTION    ****

8.5.2 MAP_SEND_AUTHENTICATION_INFO service

8.5.2.1 Definition

This service is used between the VLR and the HLR for the VLR to retrieve authentication information from the HLR.
The VLR requests up to five authentication vectors.

Also this service is used between the SGSN and the HLR for the SGSN to retrieve authentication information from the
HLR. The SGSN requests up to five authentication vectors.

If the user is a UMTS subscriber, the HLR shall return authentication quintuplets. If the user is a GSM subscriber, the
HLR shall return authentication triplets.

If the HLR cannot provide the VLR or the SGSN with triplets, an empty response is returned. The VLR or the SGSN
may then re-use old authentication triplets, except where this is forbidden under the conditions specified in
GSM 03.20 [24].

If the HLR cannot provide the VLR or the SGSN with quintuplets, an empty response is returned. The VLR or the
SGSN shall not re-use old authentication quintuplets.

If the VLR or SGSN receives a MAP_SEND_AUTHENTICATION_INFO response containing a User Error parameter
as part of the handling of an authentication procedure, the authentication procedure in the VLR or SGSN shall fail.

Security related network functions are further described in GSM 03.20 and 3GPP TS 33.102.

The service is a confirmed service and consists of four service primitives.

8.5.2.2 Service primitives

The service primitives are shown in table 8.5/2.

Table 8.5/2: MAP_SEND_AUTHENTICATION_INFO parameters

Parameter name Request Indication Response Confirm
Invoke id M M(=) M(=) M(=)
IMSI C C(=)
Number of requested vectors C C(=)
Re-synchronisation Info C C(=)
Segmentation prohibited indicator C C (=)
Immediate response preferred indicator U C (=)
AuthenticationSetList C C(=)
User error C C(=)
Provider error O

8.5.2.3 Parameter use

Invoke id

See clause 7.6.1 for the use of this parameter.

IMSI

See clause 7.6.2 for the use of this parameter.
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This parameter shall be present in the first (or only) request of the dialogue. If segmentation is used this parameter shall
not be present in subsequent segments. If multiple service requests are present in a dialogue then this parameter shall
not be present in any service request other than the first one.

Number of requested vectors

A number indicating how many authentication vectors the VLR or SGSN is prepared to receive. The HLR shall not
return more vectors than indicated by this parameter.

This parameter shall be present in the first (or only) request of the dialogue. If multiple service requests are present in a
dialogue then this parameter shall not be present in any service request other than the first one.If segmentation is used
this parameter shall not be present in subsequent segments.

Re-synchronisation Info

For definition and use of this parameter see 3GPP TS 33.102.

If multiple service requests are present in a dialogue then this parameter shall not be present in any service request other
than the first one.If segmentation is used this parameter shall not be present in subsequent segments.

Segmentation prohibited indicator

This parameter indicates if the VLR or SGSN allows message segmentation of the response at application level.

This parameter may be present only in the first request of the dialogue.If segmentation is used this parameter shall not
be present in subsequent segments.

Immediate response preferred indicator

This parameter indicates that one of the requested authentication vectors is requested for immediate use in the VLR or
SGSN. It may be used by the HLR together with the number of requested vectors and the number of vectors stored in
the HLR to determine the number of vectors to be obtained from the AuC. It shall be ignored if the number of available
vectors is greater than the number of requested vectors.

If multiple service requests are present in a dialogue then this parameter shall not be present in any service request other
than the first one.If segmentation is used this parameter shall not be present in subsequent segments.

AuthenticationSetList

A set of one to five authentication vectors are transferred from the HLR to the VLR or from the HLR to the SGSN, if
the outcome of the service was successful.

User error

One of the following error causes defined in clause 7.6.1 shall be sent by the user in case of unsuccessful outcome of
the service, depending on the respective failure reason:

- unknown subscriber;

- unexpected data value;

- system failure;

- data missing.

Provider error

See clause 7.6.1 for the use of this parameter.

****    NEXT MODIFIED SECTION    ****
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17.6.1 Mobile Service Operations
.....
-- authentication management operations

SendAuthenticationInfo ::= OPERATION --Timer m
ARGUMENT

sendAuthenticationInfoArg SendAuthenticationInfoArg
-- optional

          -- within a dialogue sendAuthenticationInfoArg shall not be present in
          -- subsequent invoke components. If received in a subsequent invoke component
          -- it shall be discarded.
          -- if segmentation is used, sendAuthenticationInfoArg shall be present in the first
          -- segment and shall not be present in subsequent segments.  If received in
          -- subsequent segments it shall be discarded.

RESULT
sendAuthenticationInfoRes SendAuthenticationInfoRes
-- optional

ERRORS {
SystemFailure,
DataMissing,
UnexpectedDataValue,
UnknownSubscriber}

.....

****    NEXT MODIFIED SECTION    ****

25.5.4 Macro Obtain_Authent_Para_VLR

This macro is used by the VLR to request authentication vectors from the HLR. The macro proceeds as follows:

- a connection is opened, and a MAP_SEND_AUTHENTICATION_INFO request sent to the HLR;

- if the HLR indicates that a MAP version 1 or 2 dialogue is to be used, the VLR performs the equivalent MAP
version 1 or 2 dialogue. which can return a positive result containing authentication sets, an empty positive
result, or an error;

- if the dialogue opening fails, the "Procedure Error" exit is used. Otherwise, the VLR waits for the response from
the HLR;

- if a MAP_SEND_AUTHENTICATION_INFO confirmation is received from the HLR, the VLR checks the
received data.

One of the following positive responses may be received from a MAP version 1 or MAP version 2 dialogue with the
HLR:

- Authentication triplets, in which case the outcome is successful;

- Empty response, in which case the VLR may re-use old triplets, if allowed by the PLMN operator.

If the VLR cannot re-use old triplets (or no such triplets are available) then the "Procedure Error" exit is used.

If the outcome was successful or re-use of old parameters in the VLR is allowed, then the "OK" exit is used.

If an "Unknown Subscriber" error is returned by the MAP version 1 or 2 dialogue, then the "Unknown Subscriber" exit
is used.
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In a MAP version 3 dialogue a (possibly empty) set of authentication vectors may be received, transferred by means of
the TC-RESULT-L service, from the HLR followed by a MAP_CLOSE_Indication or by a
MAP_DELIMITER_Indication. If a MAP_DELIMITER_Indication is received, the VLR may request additional
authentication vectors from the HLR by sending a new MAP_SEND_AUTHENTIFICATION_INFO_Request with no
parameter part. If a MAP_CLOSE_Indication is received, and authentication vectors have been received during the
dialogue, then the "OK" exit is used. If no authentication vectors have been received during the dialogue, the VLR
checks whether old GSM Triplets are available and can be re-used. If so, the "OK" exit is used, otherwise the
"Procedure Error" exit is used. Note that re-use of old UMTS Quintuplets is not allowed.

If in a MAP version 3 dialogue an "Unknown Subscriber" error is received, then the "Unknown Subscriber" exit is used.
If other errors are received, the VLR checks whether old GSM Triplets are available and can be re-used. If so, the "OK"
exit is used, otherwise the "Procedure Error" exit is used. Note that re-use of old UMTS Quintuplets is not allowed.

- if a MAP-U-ABORT, MAP_P_ABORT, MAP_NOTICE or unexpected MAP_CLOSE service indication is
received from the MSC, then open connections are terminated, and the macro takes the "Null" exit;

- if a MAP-U-ABORT, MAP_P_ABORT or unexpected MAP_CLOSE service indication is received from the
HLR, then the VLR checks whether old authentication parameters (GSM triplets) can be re-used. If old
parameters cannot be re-used the macro takes the "Procedure Error" exit; otherwise it takes the "OK" exit; note
that re-use of old UMTS Quintuplets is not allowed;

- if a MAP_NOTICE service indication is received from the HLR, then the dialogue with the HLR is closed. The
VLR then checks whether old authentication parameters (GSM triplets) can be re-used. If old parameters cannot
be re-used the macro takes the "Procedure Error" exit; otherwise it takes the "OK" exit; note that re-use of old
UMTS Quintuplets is not allowed.

The macro is described in figure 25.5/4.

****    NEXT MODIFIED SECTION    ****

25.5.5 Process Obtain_Auth_Sets_HLR

Opening of the dialogue is described in the macro Receive_Open_Ind in clause 25.1, with outcomes:

- reversion to version one or two procedure;

- procedure termination; or

- dialogue acceptance, with proceeding as below.

This process is used by the HLR to obtain authentication vectors from the AuC, upon request from the VLR or from the
SGSN. The process acts as follows:

- a MAP_SEND_AUTHENTICATION_INFO indication is received by the HLR;

- the HLR checks the service indication for errors. If any, they are reported to the VLR or to the SGSN in the
MAP_SEND_AUTHENTICATION_INFO response. If no errors are detected, authentication vectors are fetched
from the AuC. Further details are found in GSM 03.20;

- if errors are detected they are reported to the VLR or to the SGSN in the
MAP_SEND_AUTHENTICATION_INFO response. Otherwise the authentication vectors are returned by
means of the TC-RESULT-L service.

- if segmentation of the response message is required and allowed, a
MAP_SEND_AUTHENTICATION_INFO_response transferred by means of the TC-RESULT-L service,
containing at least one authentication vector, followed by a MAP_DELIMITER_request is returned to the VLR
or SGSN, the remaining authentication vectors are stored and the HLR waits for a new service indication from
the VLR or SGSN.

The process is described in figure 25.5/5.
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****    SDL Sheet modified in Section 25.5.5   ****

Figure 25.5/5a
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Figure 25.5/6: Procedure Check_Available_Vectors
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Figure 25.5/5a
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****    NEXT MODIFIED SECTION    ****

25.5.6 Process Obtain_Authent_Para_SGSN

For authentication procedure description see 3GPP TS 23.060[104] and GSM 04.08.

This Process is used by the SGSN to request authentication vectors from the HLR.

If the SGSN does not know the subscriber's HLR address (e.g. no IMSI translation exists), the Authentication Parameter
negative response with error “Unknown HLR” is returned to the requesting process.

Otherwise, the Process proceeds as follows:

- a connection is opened, and a MAP_SEND_AUTHENTICATION_INFO request sent to the HLR;

- if the HLR indicates that a MAP version 1 or 2dialogue is to be used, the SGSN performs the equivalent MAP
version 1 or 2dialogue. which can return a positive result containing authentication sets, an empty positive result,
or an error;

- if the dialogue opening fails, the Authentication Parameters negative response with appropriate error is sent to
the requesting process. Otherwise, the SGSN waits for the response from the HLR;

- if a MAP_SEND_AUTHENTICATION_INFO confirmation is received from the HLR, the SGSN checks the
received data.

One of the following positive responses may be received from a MAP version 1 or MAP version 2 dialogue with the
HLR:

- Authentication triplets, in which case the outcome is successful;

- Empty response, in which case the SGSN may re-use old triplets, if allowed by the PLMN operator.

If the SGSN cannot re-use old triplets (or no such triplets are available) then the Authentication Parameters negative
response with appropriate error is sent to the requesting process.

If the outcome was successful or re-use of old parameters in the SGSN is allowed, then the Authentication Parameters
response is sent to the requesting process

If an "Unknown Subscriber" error is included in the MAP_SEND_AUTHENTICATION_INFO confirm or is returned
by the MAP version 1 dialogue, then the appropriate error is sent to the requesting process in the Authentication
Parameters negative response

In a MAP version 3 dialogue a (possibly empty) set of authentication vectors may be received, transferred by means of
the TC-RESULT-L service, from the HLR followed by a MAP_CLOSE_Indication or by a
MAP_DELIMITER_Indication. If a MAP_DELIMITER_Indication is received, the SGSN may request additional
authentication vectors from the HLR by sending a new MAP_SEND_AUTHENTIFICATION_INFO_Request. If a
MAP_CLOSE_Indication is received, and authentication vectors have been received during the dialogue, then the "OK"
exit is used. If no authentication vectors have been received during the dialogue, the SGSN checks whether old GSM
Triplets are available and can be re-used. If so, the "OK" exit is used, otherwise the "Procedure Error" exit is used. Note
that re-use of old UMTS Quintuplets is not allowed.

If in a MAP version 3 dialogue an "Unknown Subscriber" error is received, then the "Unknown Subscriber" exit is used.
If other errors are received, the SGSN checks whether old GSM Triplets are available and can be re-used. If so, the
"OK" exit is used, otherwise the "Procedure Error" exit is used. Note that re-use of old UMTS Quintuplets is not
allowed.

- if a MAP-U-ABORT, MAP_P_ABORT or unexpected MAP_CLOSE service indication is received from the
HLR, then the SGSN checks whether old authentication parameters can be re-used. If old parameters cannot be
re-used the Authentication Parameters negative response with appropriate error is sent to the requesting process.
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- if a MAP_NOTICE service indication is received from the HLR, then the dialogue with the HLR is closed. The
SGSN then checks whether old authentication parameters can be re-used. If old parameters cannot be re-used the
process terminates and the Authentication Parameters negative response with appropriate error is sent to the
requesting process; Otherwise the Authentication Parameters response is sent to requesting process.

The process is described in figure 25.5/6.

****    LAST MODIFIED SECTION    ****
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****    FIRST MODIFIED SECTION    ****

8.5.2 MAP_SEND_AUTHENTICATION_INFO service

8.5.2.1 Definition

This service is used between the VLR and the HLR for the VLR to retrieve authentication information from the HLR.
The VLR requests up to five authentication vectors.

Also this service is used between the SGSN and the HLR for the SGSN to retrieve authentication information from the
HLR. The SGSN requests up to five authentication vectors.

If the user is a UMTS subscriber, the HLR shall return authentication quintuplets. If the user is a GSM subscriber, the
HLR shall return authentication triplets.

If the HLR cannot provide the VLR or the SGSN with triplets, an empty response is returned. The VLR or the SGSN
may then re-use old authentication triplets, except where this is forbidden under the conditions specified in 3GPP TS
43.020 [24].

If the HLR cannot provide the VLR or the SGSN with quintuplets, an empty response is returned. The VLR or the
SGSN shall not re-use old authentication quintuplets.

If the VLR or SGSN receives a MAP_SEND_AUTHENTICATION_INFO response containing a User Error parameter
as part of the handling of an authentication procedure, the authentication procedure in the VLR or SGSN shall fail.

Security related network functions are further described in 3GPP TS 43.020 [24] and 3G TS 33.200.

The service is a confirmed service and consists of four service primitives.

8.5.2.2 Service primitives

The service primitives are shown in table 8.5/2.

Table 8.5/2: MAP_SEND_AUTHENTICATION_INFO parameters

Parameter name Request Indication Response Confirm
Invoke id M M(=) M(=) M(=)
IMSI C C(=)
Number of requested vectors C C(=)
Requesting node type C C(=)
Re-synchronisation Info C C(=)
Segmentation prohibited indicator C C (=)
Immediate response preferred indicator U C (=)
AuthenticationSetList C C(=)
User error C C(=)
Provider error O

8.5.2.3 Parameter use

Invoke id

See clause 7.6.1 for the use of this parameter.

IMSI

See clause 7.6.2 for the use of this parameter.
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This parameter shall be present in the first (or only) request of the dialogue. If multiple service requests are present in a
dialogue then this parameter shall not be present in any service request other than the first one.If segmentation is used
this parameter shall not be present in subsequent segments.

Number of requested vectors

A number indicating how many authentication vectors the VLR or SGSN is prepared to receive. The HLR shall not
return more vectors than indicated by this parameter.

This parameter shall be present in the first (or only) request of the dialogue. If multiple service requests are present in a
dialogue then this parameter shall not be present in any service request other than the first one.If segmentation is used
this parameter shall not be present in subsequent segments.

Requesting node type

The type of the requesting node (SGSN or VLR).

This parameter shall be present in the first (or only) request of the dialogue. If multiple service requests are present in a
dialogue then this parameter shall not be present in any service request other than the first one.If segmentation is used
this parameter shall not be present in subsequent segments.

Re-synchronisation Info

For definition and use of this parameter see 3G TS 33.200.

If multiple service requests are present in a dialogue then this parameter shall not be present in any service request other
than the first one.If segmentation is used this parameter shall not be present in subsequent segments.

Segmentation prohibited indicator

This parameter indicates if the VLR or SGSN allows message segmentation of the response at application level.

This parameter may be present only in the first request of the dialogue.If segmentation is used this parameter shall not
be present in subsequent segments.

Immediate response preferred indicator

This parameter indicates that one of the requested authentication vectors is requested for immediate use in the VLR or
SGSN. It may be used by the HLR together with the number of requested vectors and the number of vectors stored in
the HLR to determine the number of vectors to be obtained from the AuC. It shall be ignored if the number of available
vectors is greater than the number of requested vectors.

If multiple service requests are present in a dialogue then this parameter shall not be present in any service request other
than the first one.If segmentation is used this parameter shall not be present in subsequent segments.

AuthenticationSetList

A set of one to five authentication vectors are transferred from the HLR to the VLR or from the HLR to the SGSN, if
the outcome of the service was successful.

User error

One of the following error causes defined in clause 7.6.1 shall be sent by the user in case of unsuccessful outcome of
the service, depending on the respective failure reason:

- unknown subscriber;

- unexpected data value;

- system failure;

- data missing.

Provider error

See clause 7.6.1 for the use of this parameter.
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****    NEXT MODIFIED SECTION    ****

17.6.1 Mobile Service Operations
.....
-- authentication management operations

SendAuthenticationInfo ::= OPERATION --Timer m
ARGUMENT

sendAuthenticationInfoArg SendAuthenticationInfoArg
-- optional

          -- within a dialogue sendAuthenticationInfoArg shall not be present in
          -- subsequent invoke components. If received in a subsequent invoke component
          -- it shall be discarded.
          -- if segmentation is used, sendAuthenticationInfoArg shall be present in the first
          -- segment and shall not be present in subsequent segments.  If received in
          -- subsequent segments it shall be discarded.

RESULT
sendAuthenticationInfoRes SendAuthenticationInfoRes
-- optional

ERRORS {
SystemFailure,
DataMissing,
UnexpectedDataValue,
UnknownSubscriber}

.....

****    NEXT MODIFIED SECTION    ****

25.5.4 Macro Obtain_Authent_Para_VLR

This macro is used by the VLR to request authentication vectors from the HLR. The macro proceeds as follows:

- a connection is opened, and a MAP_SEND_AUTHENTICATION_INFO request sent to the HLR;

- if the HLR indicates that a MAP version 1 or 2 dialogue is to be used, the VLR performs the equivalent MAP
version 1 or 2 dialogue. which can return a positive result containing authentication sets, an empty positive
result, or an error;

- if the dialogue opening fails, the "Procedure Error" exit is used. Otherwise, the VLR waits for the response from
the HLR;

- if a MAP_SEND_AUTHENTICATION_INFO confirmation is received from the HLR, the VLR checks the
received data.

One of the following positive responses may be received from a MAP version 1 or MAP version 2 dialogue with the
HLR:

- Authentication triplets, in which case the outcome is successful;

- Empty response, in which case the VLR may re-use old triplets, if allowed by the PLMN operator.

If the VLR cannot re-use old triplets (or no such triplets are available) then the "Procedure Error" exit is used.
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If the outcome was successful or re-use of old parameters in the VLR is allowed, then the "OK" exit is used.

If an "Unknown Subscriber" error is returned by the MAP version 1 or 2 dialogue, then the "Unknown Subscriber" exit
is used.

In a MAP version 3 dialogue a (possibly empty) set of authentication vectors may be received, transferred by means of
the TC-RESULT-L service, from the HLR followed by a MAP_CLOSE_Indication or by a
MAP_DELIMITER_Indication. If a MAP_DELIMITER_Indication is received, the VLR may request additional
authentication vectors from the HLR by sending a new MAP_SEND_AUTHENTIFICATION_INFO_Request with no
parameter part. If a MAP_CLOSE_Indication is received, and authentication vectors have been received during the
dialogue, then the "OK" exit is used. If no authentication vectors have been received during the dialogue, the VLR
checks whether old GSM Triplets are available and can be re-used. If so, the "OK" exit is used, otherwise the
"Procedure Error" exit is used. Note that re-use of old UMTS Quintuplets is not allowed.

If in a MAP version 3 dialogue an "Unknown Subscriber" error is received, then the "Unknown Subscriber" exit is used.
If other errors are received, the VLR checks whether old GSM Triplets are available and can be re-used. If so, the "OK"
exit is used, otherwise the "Procedure Error" exit is used. Note that re-use of old UMTS Quintuplets is not allowed.

- if a MAP-U-ABORT, MAP_P_ABORT, MAP_NOTICE or unexpected MAP_CLOSE service indication is
received from the MSC, then open connections are terminated, and the macro takes the "Null" exit;

- if a MAP-U-ABORT, MAP_P_ABORT or unexpected MAP_CLOSE service indication is received from the
HLR, then the VLR checks whether old authentication parameters (GSM triplets) can be re-used. If old
parameters cannot be re-used the macro takes the "Procedure Error" exit; otherwise it takes the "OK" exit; note
that re-use of old UMTS Quintuplets is not allowed;

- if a MAP_NOTICE service indication is received from the HLR, then the dialogue with the HLR is closed. The
VLR then checks whether old authentication parameters (GSM triplets) can be re-used. If old parameters cannot
be re-used the macro takes the "Procedure Error" exit; otherwise it takes the "OK" exit; note that re-use of old
UMTS Quintuplets is not allowed.

The macro is described in figure 25.5/4.

****    NEXT MODIFIED SECTION    ****

25.5.5 Process Obtain_Auth_Sets_HLR

Opening of the dialogue is described in the macro Receive_Open_Ind in clause 25.1, with outcomes:

- reversion to version one or two procedure;

- procedure termination; or

- dialogue acceptance, with proceeding as below.

This process is used by the HLR to obtain authentication vectors from the AuC, upon request from the VLR or from the
SGSN. The process acts as follows:

- a MAP_SEND_AUTHENTICATION_INFO indication is received by the HLR;

- the HLR checks the service indication for errors. If any, they are reported to the VLR or to the SGSN in the
MAP_SEND_AUTHENTICATION_INFO response. If no errors are detected, authentication vectors are fetched
from the AuC. Further details are found in 3GPP TS 43.020 [24];

- if errors are detected they are reported to the VLR or to the SGSN in the
MAP_SEND_AUTHENTICATION_INFO response. Otherwise the authentication vectors are returned by
means of the TC-RESULT-L service.

- if segmentation of the response message is required and allowed, a
MAP_SEND_AUTHENTICATION_INFO_response transferred by means of the TC-RESULT-L service,
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containing at least one authentication vector, followed by a MAP_DELIMITER_request is returned to the VLR
or SGSN, the remaining authentication vectors are stored and the HLR waits for a new service indication from
the VLR or SGSN.

The process is described in figure 25.5/5.

****    SDL Sheet modified in Section 25.5.5   ****
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Figure 25.5/5a
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Figure 25.5/5a
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****    NEXT MODIFIED SECTION    ****

25.5.6 Process Obtain_Authent_Para_SGSN

For authentication procedure description see 3GPP TS 23.060 [104] and 3GPP TS 24.008 [35].

This Process is used by the SGSN to request authentication vectors from the HLR.

If the SGSN does not know the subscriber's HLR address (e.g. no IMSI translation exists), the Authentication Parameter
negative response with error “Unknown HLR” is returned to the requesting process.

Otherwise, the Process proceeds as follows:

- a connection is opened, and a MAP_SEND_AUTHENTICATION_INFO request sent to the HLR;

- if the HLR indicates that a MAP version 1 or 2dialogue is to be used, the SGSN performs the equivalent MAP
version 1 or 2dialogue. which can return a positive result containing authentication sets, an empty positive result,
or an error;

- if the dialogue opening fails, the Authentication Parameters negative response with appropriate error is sent to
the requesting process. Otherwise, the SGSN waits for the response from the HLR;

- if a MAP_SEND_AUTHENTICATION_INFO confirmation is received from the HLR, the SGSN checks the
received data.

One of the following positive responses may be received from a MAP version 1 or MAP version 2 dialogue with the
HLR:

- Authentication triplets, in which case the outcome is successful;

- Empty response, in which case the SGSN may re-use old triplets, if allowed by the PLMN operator.

If the SGSN cannot re-use old triplets (or no such triplets are available) then the Authentication Parameters negative
response with appropriate error is sent to the requesting process.

If the outcome was successful or re-use of old parameters in the SGSN is allowed, then the Authentication Parameters
response is sent to the requesting process

If an "Unknown Subscriber" error is included in the MAP_SEND_AUTHENTICATION_INFO confirm or is returned
by the MAP version 1 dialogue, then the appropriate error is sent to the requesting process in the Authentication
Parameters negative response

In a MAP version 3 dialogue a (possibly empty) set of authentication vectors may be received, transferred by means of
the TC-RESULT-L service, from the HLR followed by a MAP_CLOSE_Indication or by a
MAP_DELIMITER_Indication. If a MAP_DELIMITER_Indication is received, the SGSN may request additional
authentication vectors from the HLR by sending a new MAP_SEND_AUTHENTIFICATION_INFO_Request. If a
MAP_CLOSE_Indication is received, and authentication vectors have been received during the dialogue, then the "OK"
exit is used. If no authentication vectors have been received during the dialogue, the SGSN checks whether old GSM
Triplets are available and can be re-used. If so, the "OK" exit is used, otherwise the "Procedure Error" exit is used. Note
that re-use of old UMTS Quintuplets is not allowed.

If in a MAP version 3 dialogue an "Unknown Subscriber" error is received, then the "Unknown Subscriber" exit is used.
If other errors are received, the SGSN checks whether old GSM Triplets are available and can be re-used. If so, the
"OK" exit is used, otherwise the "Procedure Error" exit is used. Note that re-use of old UMTS Quintuplets is not
allowed.

- if a MAP-U-ABORT, MAP_P_ABORT or unexpected MAP_CLOSE service indication is received from the
HLR, then the SGSN checks whether old authentication parameters can be re-used. If old parameters cannot be
re-used the Authentication Parameters negative response with appropriate error is sent to the requesting process.

- if a MAP_NOTICE service indication is received from the HLR, then the dialogue with the HLR is closed. The
SGSN then checks whether old authentication parameters can be re-used. If old parameters cannot be re-used the
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process terminates and the Authentication Parameters negative response with appropriate error is sent to the
requesting process; Otherwise the Authentication Parameters response is sent to requesting process.

The process is described in figure 25.5/6.

****    LAST MODIFIED SECTION    ****
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****    FIRST MODIFIED SECTION    ****

8.5.2 MAP_SEND_AUTHENTICATION_INFO service

8.5.2.1 Definition

This service is used between the VLR and the HLR for the VLR to retrieve authentication information from the HLR.
The VLR requests up to five authentication vectors.

Also this service is used between the SGSN and the HLR for the SGSN to retrieve authentication information from the
HLR. The SGSN requests up to five authentication vectors.

If the user is a UMTS subscriber, the HLR shall return authentication quintuplets. If the user is a GSM subscriber, the
HLR shall return authentication triplets.

If the HLR cannot provide the VLR or the SGSN with triplets, an empty response is returned. The VLR or the SGSN
may then re-use old authentication triplets, except where this is forbidden under the conditions specified in 3GPP TS
43.020 [24].

If the HLR cannot provide the VLR or the SGSN with quintuplets, an empty response is returned. The VLR or the
SGSN shall not re-use old authentication quintuplets.

If the VLR or SGSN receives a MAP_SEND_AUTHENTICATION_INFO response containing a User Error parameter
as part of the handling of an authentication procedure, the authentication procedure in the VLR or SGSN shall fail.

Security related network functions are further described in 3GPP TS 43.020 [24] and 3G TS 33.200.

The service is a confirmed service and consists of four service primitives.

8.5.2.2 Service primitives

The service primitives are shown in table 8.5/2.

Table 8.5/2: MAP_SEND_AUTHENTICATION_INFO parameters

Parameter name Request Indication Response Confirm
Invoke id M M(=) M(=) M(=)
IMSI C C(=)
Number of requested vectors C C(=)
Requesting node type C C(=)
Re-synchronisation Info C C(=)
Segmentation prohibited indicator C C (=)
Immediate response preferred indicator U C (=)
AuthenticationSetList C C(=)
User error C C(=)
Provider error O

8.5.2.3 Parameter use

Invoke id

See clause 7.6.1 for the use of this parameter.

IMSI

See clause 7.6.2 for the use of this parameter.
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This parameter shall be present in the first (or only) request of the dialogue. If multiple service requests are present in a
dialogue then this parameter shall not be present in any service request other than the first one.If segmentation is used
this parameter shall not be present in subsequent segments.

Number of requested vectors

A number indicating how many authentication vectors the VLR or SGSN is prepared to receive. The HLR shall not
return more vectors than indicated by this parameter.

This parameter shall be present in the first (or only) request of the dialogue. If multiple service requests are present in a
dialogue then this parameter shall not be present in any service request other than the first one.If segmentation is used
this parameter shall not be present in subsequent segments.

Requesting node type

The type of the requesting node (SGSN or VLR).

This parameter shall be present in the first (or only) request of the dialogue. If multiple service requests are present in a
dialogue then this parameter shall not be present in any service request other than the first one.If segmentation is used
this parameter shall not be present in subsequent segments.

Re-synchronisation Info

For definition and use of this parameter see 3G TS 33.200.

If multiple service requests are present in a dialogue then this parameter shall not be present in any service request other
than the first one.If segmentation is used this parameter shall not be present in subsequent segments.

Segmentation prohibited indicator

This parameter indicates if the VLR or SGSN allows message segmentation of the response at application level.

This parameter may be present only in the first request of the dialogue.If segmentation is used this parameter shall not
be present in subsequent segments.

Immediate response preferred indicator

This parameter indicates that one of the requested authentication vectors is requested for immediate use in the VLR or
SGSN. It may be used by the HLR together with the number of requested vectors and the number of vectors stored in
the HLR to determine the number of vectors to be obtained from the AuC. It shall be ignored if the number of available
vectors is greater than the number of requested vectors.

If multiple service requests are present in a dialogue then this parameter shall not be present in any service request other
than the first one.If segmentation is used this parameter shall not be present in subsequent segments.

AuthenticationSetList

A set of one to five authentication vectors are transferred from the HLR to the VLR or from the HLR to the SGSN, if
the outcome of the service was successful.

User error

One of the following error causes defined in clause 7.6.1 shall be sent by the user in case of unsuccessful outcome of
the service, depending on the respective failure reason:

- unknown subscriber;

- unexpected data value;

- system failure;

- data missing.

Provider error

See clause 7.6.1 for the use of this parameter.
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****    NEXT MODIFIED SECTION    ****

17.6.1 Mobile Service Operations
.....
-- authentication management operations

SendAuthenticationInfo ::= OPERATION --Timer m
ARGUMENT

sendAuthenticationInfoArg SendAuthenticationInfoArg
-- optional

          -- within a dialogue sendAuthenticationInfoArg shall not be present in
          -- subsequent invoke components. If received in a subsequent invoke component
          -- it shall be discarded.
          -- if segmentation is used, sendAuthenticationInfoArg shall be present in the first
          -- segment and shall not be present in subsequent segments.  If received in
          -- subsequent segments it shall be discarded.

RESULT
sendAuthenticationInfoRes SendAuthenticationInfoRes
-- optional

ERRORS {
SystemFailure,
DataMissing,
UnexpectedDataValue,
UnknownSubscriber}

.....

****    NEXT MODIFIED SECTION    ****

25.5.4 Macro Obtain_Authent_Para_VLR

This macro is used by the VLR to request authentication vectors from the HLR. The macro proceeds as follows:

- a connection is opened, and a MAP_SEND_AUTHENTICATION_INFO request sent to the HLR;

- if the HLR indicates that a MAP version 1 or 2 dialogue is to be used, the VLR performs the equivalent MAP
version 1 or 2 dialogue. which can return a positive result containing authentication sets, an empty positive
result, or an error;

- if the dialogue opening fails, the "Procedure Error" exit is used. Otherwise, the VLR waits for the response from
the HLR;

- if a MAP_SEND_AUTHENTICATION_INFO confirmation is received from the HLR, the VLR checks the
received data.

One of the following positive responses may be received from a MAP version 1 or MAP version 2 dialogue with the
HLR:

- Authentication triplets, in which case the outcome is successful;

- Empty response, in which case the VLR may re-use old triplets, if allowed by the PLMN operator.

If the VLR cannot re-use old triplets (or no such triplets are available) then the "Procedure Error" exit is used.
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If the outcome was successful or re-use of old parameters in the VLR is allowed, then the "OK" exit is used.

If an "Unknown Subscriber" error is returned by the MAP version 1 or 2 dialogue, then the "Unknown Subscriber" exit
is used.

In a MAP version 3 dialogue a (possibly empty) set of authentication vectors may be received, transferred by means of
the TC-RESULT-L service, from the HLR followed by a MAP_CLOSE_Indication or by a
MAP_DELIMITER_Indication. If a MAP_DELIMITER_Indication is received, the VLR may request additional
authentication vectors from the HLR by sending a new MAP_SEND_AUTHENTIFICATION_INFO_Request with no
parameter part. If a MAP_CLOSE_Indication is received, and authentication vectors have been received during the
dialogue, then the "OK" exit is used. If no authentication vectors have been received during the dialogue, the VLR
checks whether old GSM Triplets are available and can be re-used. If so, the "OK" exit is used, otherwise the
"Procedure Error" exit is used. Note that re-use of old UMTS Quintuplets is not allowed.

If in a MAP version 3 dialogue an "Unknown Subscriber" error is received, then the "Unknown Subscriber" exit is used.
If other errors are received, the VLR checks whether old GSM Triplets are available and can be re-used. If so, the "OK"
exit is used, otherwise the "Procedure Error" exit is used. Note that re-use of old UMTS Quintuplets is not allowed.

- if a MAP-U-ABORT, MAP_P_ABORT, MAP_NOTICE or unexpected MAP_CLOSE service indication is
received from the MSC, then open connections are terminated, and the macro takes the "Null" exit;

- if a MAP-U-ABORT, MAP_P_ABORT or unexpected MAP_CLOSE service indication is received from the
HLR, then the VLR checks whether old authentication parameters (GSM triplets) can be re-used. If old
parameters cannot be re-used the macro takes the "Procedure Error" exit; otherwise it takes the "OK" exit; note
that re-use of old UMTS Quintuplets is not allowed;

- if a MAP_NOTICE service indication is received from the HLR, then the dialogue with the HLR is closed. The
VLR then checks whether old authentication parameters (GSM triplets) can be re-used. If old parameters cannot
be re-used the macro takes the "Procedure Error" exit; otherwise it takes the "OK" exit; note that re-use of old
UMTS Quintuplets is not allowed.

The macro is described in figure 25.5/4.

****    NEXT MODIFIED SECTION    ****

25.5.5 Process Obtain_Auth_Sets_HLR

Opening of the dialogue is described in the macro Receive_Open_Ind in clause 25.1, with outcomes:

- reversion to version one or two procedure;

- procedure termination; or

- dialogue acceptance, with proceeding as below.

This process is used by the HLR to obtain authentication vectors from the AuC, upon request from the VLR or from the
SGSN. The process acts as follows:

- a MAP_SEND_AUTHENTICATION_INFO indication is received by the HLR;

- the HLR checks the service indication for errors. If any, they are reported to the VLR or to the SGSN in the
MAP_SEND_AUTHENTICATION_INFO response. If no errors are detected, authentication vectors are fetched
from the AuC. Further details are found in 3GPP TS 43.020 [24];

- if errors are detected they are reported to the VLR or to the SGSN in the
MAP_SEND_AUTHENTICATION_INFO response. Otherwise the authentication vectors are returned by
means of the TC-RESULT-L service.

- if segmentation of the response message is required and allowed, a
MAP_SEND_AUTHENTICATION_INFO_response transferred by means of the TC-RESULT-L service,
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containing at least one authentication vector, followed by a MAP_DELIMITER_request is returned to the VLR
or SGSN, the remaining authentication vectors are stored and the HLR waits for a new service indication from
the VLR or SGSN.

The process is described in figure 25.5/5.

****    SDL Sheet modified in Section 25.5.5   ****
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Figure 25.5/5a
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Figure 25.5/5a
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****    NEXT MODIFIED SECTION    ****

25.5.6 Process Obtain_Authent_Para_SGSN

For authentication procedure description see 3GPP TS 23.060 [104] and 3GPP TS 24.008 [35].

This Process is used by the SGSN to request authentication vectors from the HLR.

If the SGSN does not know the subscriber's HLR address (e.g. no IMSI translation exists), the Authentication Parameter
negative response with error “Unknown HLR” is returned to the requesting process.

Otherwise, the Process proceeds as follows:

- a connection is opened, and a MAP_SEND_AUTHENTICATION_INFO request sent to the HLR;

- if the HLR indicates that a MAP version 1 or 2dialogue is to be used, the SGSN performs the equivalent MAP
version 1 or 2dialogue. which can return a positive result containing authentication sets, an empty positive result,
or an error;

- if the dialogue opening fails, the Authentication Parameters negative response with appropriate error is sent to
the requesting process. Otherwise, the SGSN waits for the response from the HLR;

- if a MAP_SEND_AUTHENTICATION_INFO confirmation is received from the HLR, the SGSN checks the
received data.

One of the following positive responses may be received from a MAP version 1 or MAP version 2 dialogue with the
HLR:

- Authentication triplets, in which case the outcome is successful;

- Empty response, in which case the SGSN may re-use old triplets, if allowed by the PLMN operator.

If the SGSN cannot re-use old triplets (or no such triplets are available) then the Authentication Parameters negative
response with appropriate error is sent to the requesting process.

If the outcome was successful or re-use of old parameters in the SGSN is allowed, then the Authentication Parameters
response is sent to the requesting process

If an "Unknown Subscriber" error is included in the MAP_SEND_AUTHENTICATION_INFO confirm or is returned
by the MAP version 1 dialogue, then the appropriate error is sent to the requesting process in the Authentication
Parameters negative response

In a MAP version 3 dialogue a (possibly empty) set of authentication vectors may be received, transferred by means of
the TC-RESULT-L service, from the HLR followed by a MAP_CLOSE_Indication or by a
MAP_DELIMITER_Indication. If a MAP_DELIMITER_Indication is received, the SGSN may request additional
authentication vectors from the HLR by sending a new MAP_SEND_AUTHENTIFICATION_INFO_Request. If a
MAP_CLOSE_Indication is received, and authentication vectors have been received during the dialogue, then the "OK"
exit is used. If no authentication vectors have been received during the dialogue, the SGSN checks whether old GSM
Triplets are available and can be re-used. If so, the "OK" exit is used, otherwise the "Procedure Error" exit is used. Note
that re-use of old UMTS Quintuplets is not allowed.

If in a MAP version 3 dialogue an "Unknown Subscriber" error is received, then the "Unknown Subscriber" exit is used.
If other errors are received, the SGSN checks whether old GSM Triplets are available and can be re-used. If so, the
"OK" exit is used, otherwise the "Procedure Error" exit is used. Note that re-use of old UMTS Quintuplets is not
allowed.

- if a MAP-U-ABORT, MAP_P_ABORT or unexpected MAP_CLOSE service indication is received from the
HLR, then the SGSN checks whether old authentication parameters can be re-used. If old parameters cannot be
re-used the Authentication Parameters negative response with appropriate error is sent to the requesting process.

- if a MAP_NOTICE service indication is received from the HLR, then the dialogue with the HLR is closed. The
SGSN then checks whether old authentication parameters can be re-used. If old parameters cannot be re-used the
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process terminates and the Authentication Parameters negative response with appropriate error is sent to the
requesting process; Otherwise the Authentication Parameters response is sent to requesting process.

The process is described in figure 25.5/6.

****    LAST MODIFIED SECTION    ****
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****    FIRST MODIFIED SECTION    ****

10.3 MAP_RESUME_CALL_HANDLING service

10.3.1 Definition

This service is used between the terminating VMSC and the GMSC. The service is invoked by the terminating VMSC
to request the GMSC to resume handling the call and forward it to the specified destination.

This is a confirmed service which uses the Primitives listed in table 10.3/1.

10.3.2 Service primitives

Table 10.3/1: MAP_RESUME_CALL_HANDLING parameters

Parameter name Request Indication Response Confirm
Invoke Id M M(=) M(=) M(=)
Call Reference Number C C(=)
Basic Service Group C C(=)
IMSI C C(=)
Forwarding Data C C(=)
CUG Interlock C C(=)
CUG Outgoing Access C C(=)
O-CSI C C(=)
D-CSI C C(=)
CCBS Target C C(=)
UU Data C C(=)
UUS CF Interaction C C(=)
All Information Sent C C(=)
MSISDN

User error

C C(=)

C C(=)
Provider error O

10.3.3 Parameter use

Information received in subsequent segment of a segmented dialogue shall not overwrite information received in an
earlier segment.

See clause 7.6 for a definition of the parameters used, in addition to the following.

Call Reference Number

See 3GPP TS 23.079 [99] for the use of this parameter. This parameter shall be present in a first segment of the
dialogue.

Basic Service Group

See 3GPP TS 23.079 [99] for the use of this parameter. This parameter shall be present in a first segment of the
dialogue.

IMSI

This is the IMSI of the forwarding Subscriber. This parameter shall be present in a first segment of the dialogue.

Forwarding Data
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This parameter includes a number to define the forwarded-to destination, the forwarding reason and the forwarding
options Notification to calling party and Redirecting presentation, and can include the forwarded-to subaddress. See
3GPP TS 23.079 [99] for the conditions for the presence of its components. This parameter shall be present in a first
segment of the dialogue.

CUG Interlock

See 3GPP TS 23.079 [99] for the use of this parameter and the conditions for its presence.

CUG Outgoing Access

See 3GPP TS 23.079 [99] for the use of this parameter and the conditions for its presence.

O-CSI

See 3GPP TS 23.079 078 [99] for the use of this parameter and the conditions for its presence.

For CAMEL phases 1 & 2, the O-CSI shall contain only one set of O-BCSM TDP data.

D-CSI

The Dialled Services-CSI.

See 3GPP TS 23.078 for the use of this parameter and the conditions for its presence.

CCBS Target

See 3GPP TS 23.093 [107] for the use of this parameter and the conditions for its presence.

UU Data

See 3GPP TS 23.087 for the use of this parameter and the conditions for its presence.

UUS CF Interaction

See 3GPP TS 23.087 for the use of this parameter and the conditions for its presence.

All Information Sent

This parameter is set when the VMSC has sent all information to GMSC.

MSISDN

This parameter is the basic MSISDN of the forwarding subscriber. It shall be present if the VMSC supports
determination of the redirecting number.

User error

This parameter is sent by the responder when an error is detected and if present, takes one of the following values:

- Optimal Routeing not allowed;

- Forwarding failed;

- Unexpected Data Value;

- Data Missing.

Provider error

These are defined in clause 7.6.

****    LAST MODIFIED SECTION    ****
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****    FIRST MODIFIED SECTION    ****

10.3 MAP_RESUME_CALL_HANDLING service

10.3.1 Definition

This service is used between the terminating VMSC and the GMSC. The service is invoked by the terminating VMSC
to request the GMSC to resume handling the call and forward it to the specified destination.

This is a confirmed service which uses the Primitives listed in table 10.3/1.

10.3.2 Service primitives

Table 10.3/1: MAP_RESUME_CALL_HANDLING parameters

Parameter name Request Indication Response Confirm
Invoke Id M M(=) M(=) M(=)
Call Reference Number C C(=)
Basic Service Group C C(=)
IMSI C C(=)
Forwarding Data C C(=)
CUG Interlock C C(=)
CUG Outgoing Access C C(=)
O-CSI C C(=)
D-CSI C C(=)
CCBS Target C C(=)
UU Data C C(=)
UUS CF Interaction C C(=)
All Information Sent C C(=)
MSISDN

User error

C C(=)

C C(=)
Provider error O

10.3.3 Parameter use

Information received in subsequent segment of a segmented dialogue shall not overwrite information received in an
earlier segment.

See clause 7.6 for a definition of the parameters used, in addition to the following.

Call Reference Number

See 3GPP TS 23.079 [99] for the use of this parameter. This parameter shall be present in a first segment of the
dialogue.

Basic Service Group

See 3GPP TS 23.079 [99] for the use of this parameter. This parameter shall be present in a first segment of the
dialogue.

IMSI

This is the IMSI of the forwarding Subscriber. This parameter shall be present in a first segment of the dialogue.

Forwarding Data
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This parameter includes a number to define the forwarded-to destination, the forwarding reason and the forwarding
options Notification to calling party and Redirecting presentation, and can include the forwarded-to subaddress. See
3GPP TS 23.079 [99] for the conditions for the presence of its components. This parameter shall be present in a first
segment of the dialogue.

CUG Interlock

See 3GPP TS 23.079 [99] for the use of this parameter and the conditions for its presence.

CUG Outgoing Access

See 3GPP TS 23.079 [99] for the use of this parameter and the conditions for its presence.

O-CSI

See 3GPP TS 23.0789 [99] for the use of this parameter and the conditions for its presence.

For CAMEL phases 1 & 2, the O-CSI shall contain only one set of O-BCSM TDP data.

D-CSI

The Dialled Services-CSI.

See 3G TS 23.078 for the use of this parameter and the conditions for its presence.

CCBS Target

See 3GPP TS 23.093 [107] for the use of this parameter and the conditions for its presence.

UU Data

See 3GPP TS 23.087 for the use of this parameter and the conditions for its presence.

UUS CF Interaction

See 3GPP TS 23.087 for the use of this parameter and the conditions for its presence.

All Information Sent

This parameter is set when the VMSC has sent all information to GMSC.

MSISDN

This parameter is the basic MSISDN of the forwarding subscriber. It shall be present if the VMSC supports
determination of the redirecting number.

User error

This parameter is sent by the responder when an error is detected and if present, takes one of the following values:

- Optimal Routeing not allowed;

- Forwarding failed;

- Unexpected Data Value;

- Data Missing.

Provider error

These are defined in clause 7.6.

****    LAST MODIFIED SECTION    ****
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****    FIRST MODIFIED SECTION    ****

10.3 MAP_RESUME_CALL_HANDLING service

10.3.1 Definition

This service is used between the terminating VMSC and the GMSC. The service is invoked by the terminating VMSC
to request the GMSC to resume handling the call and forward it to the specified destination.

This is a confirmed service which uses the Primitives listed in table 10.3/1.

10.3.2 Service primitives

Table 10.3/1: MAP_RESUME_CALL_HANDLING parameters

Parameter name Request Indication Response Confirm
Invoke Id M M(=) M(=) M(=)
Call Reference Number C C(=)
Basic Service Group C C(=)
IMSI C C(=)
Forwarding Data C C(=)
CUG Interlock C C(=)
CUG Outgoing Access C C(=)
O-CSI C C(=)
D-CSI C C(=)
CCBS Target C C(=)
UU Data C C(=)
UUS CF Interaction C C(=)
All Information Sent C C(=)
MSISDN

User error

C C(=)

C C(=)
Provider error O

10.3.3 Parameter use

Information received in subsequent segment of a segmented dialogue shall not overwrite information received in an
earlier segment.

See clause 7.6 for a definition of the parameters used, in addition to the following.

Call Reference Number

See 3GPP TS 23.079 [99] for the use of this parameter. This parameter shall be present in a first segment of the
dialogue.

Basic Service Group

See 3GPP TS 23.079 [99] for the use of this parameter. This parameter shall be present in a first segment of the
dialogue.

IMSI

This is the IMSI of the forwarding Subscriber. This parameter shall be present in a first segment of the dialogue.

Forwarding Data
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This parameter includes a number to define the forwarded-to destination, the forwarding reason and the forwarding
options Notification to calling party and Redirecting presentation, and can include the forwarded-to subaddress. See
3GPP TS 23.079 [99] for the conditions for the presence of its components. This parameter shall be present in a first
segment of the dialogue.

CUG Interlock

See 3GPP TS 23.079 [99] for the use of this parameter and the conditions for its presence.

CUG Outgoing Access

See 3GPP TS 23.079 [99] for the use of this parameter and the conditions for its presence.

O-CSI

See 3GPP TS 23.0789 [99] for the use of this parameter and the conditions for its presence.

For CAMEL phases 1 & 2, the O-CSI shall contain only one set of O-BCSM TDP data.

D-CSI

The Dialled Services-CSI.

See 3GPP TS 23.078 for the use of this parameter and the conditions for its presence.

CCBS Target

See 3GPP TS 23.093 [107] for the use of this parameter and the conditions for its presence.

UU Data

See 3GPP TS 23.087 for the use of this parameter and the conditions for its presence.

UUS CF Interaction

See 3GPP TS 23.087 for the use of this parameter and the conditions for its presence.

All Information Sent

This parameter is set when the VMSC has sent all information to GMSC.

MSISDN

This parameter is the basic MSISDN of the forwarding subscriber. It shall be present if the VMSC supports
determination of the redirecting number.

User error

This parameter is sent by the responder when an error is detected and if present, takes one of the following values:

- Optimal Routeing not allowed;

- Forwarding failed;

- Unexpected Data Value;

- Data Missing.

Provider error

These are defined in clause 7.6.

****    LAST MODIFIED SECTION    ****
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