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5.1.1.2 Initial registration
The UE can register a public user identity at any time that a valid PDP context exists.
A REGISTER request may be integrity protected using 1K, see 3GPP TS 33.203 [14], received in an earlier registration.

The public user identity to be registered can be extracted either from the USIM or may be input from the end user. On
sending a REGISTER request, the UE shall populate the header fields as follows:

a) theuser ID field of the authentication protocol, carried in the Authorization header, shall contain the private user
identity. This shall be extracted from the USIM;

b) the From header shall contain the public user identity to be registered;
¢) theTo header shall contain the public user identity to be registered;

d) the Expires header, or the expires parameter within the Contact header, shall contain 600 000 seconds as the
value desired for the duration of the registration.

NOTE: Theregistrar (S-CSCF) might decrease the duration of the registration in accordance with network policy.
Registration attempts with a registration period of less than a predefined minimum value defined in the
registrar will be rejected with a 423 response.

The use of the Path header shall not be supported by the UE.

The UE shall also include the P-Access-Network-Info header in the REGISTER request. This header shall contain
information concerning the access network technology and, if applicable, the cell 1D (see subclause 7.2.3).

On receiving the 200 OK response to the REGISTER request, the UE shall store the expiration time of the registration.
When a 401 Unauthorized response to a REGISTER is received the UE shall behave as described in subclause 5.1.1.5.1.
On receiving a 423 Registration too brief response to the REGISTER request, the UE shall:
- send another REGISTER request populating the Expires header or the expires parameter with an expiration timer
of at least the value received in the Min-Expires header of the 423 response.
5.1.1.3 Initial subscription to the registration-state event package

Upon receipt of a 2xx response to theinitial registration, the UE shall subscribe to the users registration-state event
package for the public user identity registered as described in subclause 5.1.1.2 at the usersregistrar (S-CSCF).
Therefore the UE shall generate a SUBSCRIBE request with the following elements:

- aRequest URI set to the resource to which the UE wants to be subscribed to, i.e. to a SIP URL that contains the
public user identity that was previously registered;

- aFrom header set to a SIP URL that contains the public user identity that was previously registered;

- aTo header, set to a SIP URL that contains the public user identity that was previoudly registered;

- an Event header set to the "registration-state” event package;

- an Expires header set to a value higher than the Expires header of the before sent REGISTER request.

The UE shall also include the P-Access-Network-1nfo header in the SUBSCRIBE request. This header shall contain
information concerning the access network technology and, if applicable, the cell 1D (see subclause 7.2.3).

Afterwards it shall send out the so generated SUBSCRIBE request.

Upon receipt of a 2xx response to the SUBSCRIBE message, the UE shall store the information for the established
dialog and the expiration time as indicated in the Expires header of the received response.
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The UE shall automatically resubscribe to the registration-state event package for a previously registered public user
identity if the expiration time, asindicated in the Expires header of the 2xx response to the SUBSCRIBE message, has
run out and the public user identity is still registered.

5.1.1.4 User-initiated re-registration

The UE can reregister a previously registered public user identity at any time.

The UE shall reregister the public user identity 600 seconds before the expiration time of a previous registration, unless
either the user or the application within the UE has determined that a continued registration is not required. If the
registration period indicated from the S-CSCF is less than 600 seconds, the UE shall reregister when half of the
registration period has expired.

The REGISTER request may be integrity protected using IK, see 3GPP TS 33.203 [14], received in an earlier
registration.

On sending a REGISTER request, the UE shall populate the header fields as follows:

a) theuser ID field of the authentication protocol, carried in the Authorization header, shall contain the private user
identity. This shall be extracted from the USIM;

b) the From header shall contain the public user identity to be registered;
¢) the To header shall contain the public user identity to be registered;

d) the Expires header, or the expires parameter within the Contact header, should contain the same expiration timer
as the expiration timer returned in the 200 OK response to theinitial.

NOTE: Theregistrar (S-CSCF) might decrease the duration of the registration in accordance with network policy.
Registration attempts with a registration period of less than a predefined minimum value defined in the
registrar will be regjected with a 423 response.

The UE shall also include the P-Access-Network-Info header in the REGISTER request. This header shall contain
information concerning the access network technology and, if applicable, the cell 1D (see subclause 7.2.3).

On receiving the 200 OK response to the REGISTER request, the UE shall store the new expiration time of the
registration for this public user identity.

The use of the Path header shall not be supported by the UE.
When a 401 Unauthorized response to a REGISTER is received the UE shall behave as described in subclause 5.1.1.5.1.
On receiving a 423 Registration Too Brief response to the REGISTER request, the UE shall:

- send another REGISTER request popul ating the Expires header or the expires parameter with an expiration timer
of at least the value received in the Min-Expires header of the 423 response.

5.1.1.6 Mobile-initiated deregistration
The UE can deregister apreviously registered public user identity at any time.
On sending a REGISTER request, the UE shall populate the header fields as follows:

a) theuser ID field of the authentication protocol, carried in the Authorization header, shall contain the private user
identity. This shall be extracted from the USIM;

b) the From header shall contain the public user identity to be deregistered;
¢) the To header shall contain the public user identity to be deregistered;

d) the Expires header, or the expires parameter of the Contact header, shall contain a value of zero, appropriate to
the deregistration requirements of the user.
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The UE shall also include the P-Access-Network-Info header in the REGISTER request. This header shall contain
information concerning the access network technology and, if applicable, the cell ID (see subclause 7.2.3).

On receiving the 200 OK response to the REGISTER request, the UE shall remove all registration details relating to this
public user identity.

5431 Requests initiated by the served user

When the S-CSCF receives from the served user an initial request for adialog or arequest for a standal one transaction,
prior to forwarding the request, the S-CSCF shall:

- removeits own SIP URL from the topmost Route header;

- if the outgoing Request-URI isa TEL URL, the S-CSCF shall trandlate the E.164 address (see RFC 2806 [16]) to
aglobally routable SIP URL using an ENUM/DNS translation mechanism with the format specified in
RFC 2916 [18]. Databases aspects of ENUM are outside the scope of the present document. If thistranslation
fails, the request may be forwarded to a BGCF or any other appropriate entity (e.g aMRFC to play an
announcement) in the originator's home network or an appropriate SIP response shall be sent to the originator;

- check if <original-dialog-id> XML element is present in the payload of the incoming request. If present, it
indicates an association with an existing dialog, the request has been sent from an Application Server in response
to apreviously sent request. The <od-to>, <od-from> and <od-call-id> XML element values from the <original -
dialog-id> XML element may be used as additional parameters when searching for existing dialogs. Local data
shall be updated to indicate that this Application Server has been contacted for the initial request. The S-CSCF
shall determine the next hop using initial filter criteriaand local data on status of which Application Servers have
been contacted. If the next hop is another Application Server, the S-CSCF shall retain the <original-dialog-id>
XML element in the message body of the request. If the next hop is not an Application Server, the S-CSCF shall
|leave out the <original-dialog-id> XML element from the payload of the request;

- check whether the initial request matches the initial filter criteria of the application servers assigned for the
public user identity as described in 3GPP TS 23.218 [5] subclause 6.4. Depending on the result of the previous
check, the S-CSCF may contact one or more application server(s) before processing the outgoing Reguest-URI.
In case of contacting one or more application server(s) the S-CSCF shall:

- insert the AS URL to be contacted into the Route header as the topmost entry followed by its own URL ; and

- initialiselocal datato track the status of contacting each application server specified in the service profile.
Additionally S-CSCF shall also populate the <original-dialog-id> XML element in the message body with
the original To, From and Call-1D headers received in the request. See subclause 5.4.3.3 for further
information on the original dialog identifier.

- storethe value of the <icid> XML element received in the message body (see subclause 7.6) and retain the
<icid> XML element in the message body;

- determine the destination address (e.g. DNS access) using the URL placed in the topmost Route header if
present, otherwise based on the Request-URI ;-and

- incaseof aninitial request for adialog the S-CSCF shall create a Record-Route header containing its own SIP
URL and save the necessary header fields from the request (and from its appropriate responses) in order to
release the dialog when needed; and

- _remove the P-access-network-info header and act upon the contents accordingly .-

When the S-CSCF receives from the served usera refresh request for adialog, prior to forwarding the request the S-
CSCF shall:

- removeits own URL from the topmost Route header;

- create a Record-Route header containing its own SIP URL and save the necessary header fields from the request
(and from its appropriate responses) in order to release the dialog when needed;-and

- remove the P-access-network-info header and act upon the contents accordingly; and
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- route the request based on the topmost Route header.

When the S-CSCF receives from the served user a subsequent request other than refresh request for adialog, prior to
forwarding the request the S-CSCF shall:

- removeits own URL from the topmost Route header;-and

- remove the P-access-network-info header and act upon the contents accordingly; and

- route the request based on the topmost Route header.

7 Extensions within the present document

7.1 SIP methods defined within the present document

There are no SIP methods defined within the present document over and above those defined in the referenced IETF
specifications.

7.2 SIP headers defined within the present document

7.2.1 Path header

7211 Introduction

Path header is a mechanism whereby a P-CSCF, 1-CSCFs, and S-CSCF can request to be on a signalling path for the
initial INVITE exchanged between the UE and the S-CSCF. The path-establishment procedure is originated by the P-
CSCF during the registration process. The procedure is performed during theinitial registration of each public user
identity and all subsequent reregistrations. The list of Path headers obtained by a reregistration overwrites the existing
list of Path headers at the S-CSCF. Each reregistration of the same public user identity may result in new list of Path
headers. The P-CSCF usesthe list of Path headersto construct alist of Route headers. When initiating acall pertaining
to agiven public user identity, the list of Route headers will be pre-loaded into theinitial INVITE request.. If a CSCF
wants to receive subsequent requests, it will insert its own name to the Record Route header of the initial INVITE
reguest. Once on the route, a CSCF remains on the route for the duration of the call. The path learned while
reregistering during an active call does not affect the existing call, since the routeing path for the respective call has
already been established. Thelist of Path headersis not forwarded to the UE.

7.21.2 Syntax
The Path header field has the syntax described in table 7.1.

Table 7.1: Syntax of path header

Path = "Path"":"1#(nane-addr *(";"rr-paranj)

rr-param = generic-param

7.2.1.3 Operation

The operation of this header is described in clause 5.
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7.2.2 P-Called-Party-ID header

7221 Introduction

The P-Called-Party-1D header is the mechanism whereby the terminating UE learns the dialled public user identity that
triggered the current session initiation.

The S-CSCF inserts the header in al terminating INVITE and relNVITE requests. The header is not used in any other
request or response.

7.2.2.2 Syntax
The P-Called-Party-1D header field has the syntax described in table 7.2.

Table 7.2: Syntax of P-Called-Party-ID header

P-Cal | ed-Party-1D = "P-Cal | ed-Party-1 D" HCOLON 1#
(nane-addr *( SEM p-cdpid-paran))

p- cdpi d- param = generi c- param

Table 7.3 is an extension of tables 2 and 3 in RFC 2543bis [20] and table in subclause 7.5 in the SIP-specific event
notification [23].

Table 7.3: P-Called-Party-ID header

Header field wher e proxy ACK BYE CAN | NV OPT REG PRA SUB NOT
P-Cal | ed-Party-1D R am - - - o]
7.2.2.3 Operation

The operation of this header is described in subclause 5.4.3.2.

7.2.3 P-Access-Network-Info header

7.2.3.1 Introduction

The P-access-network-info header is the mechanism whereby the UE provides the S-CSCF with information relating to
the access network it isusing. This may include the cell ID.

The UE shall insert the P-access-network-info header into all requests or responses it originates.

The S-CSCF shall remove the P-access-network-info header from any message where it is present, before it forwards
the message. The S-CSCS shall act accordingly upon the information received in the P-access-network-info header.

7.2.3.2 Syntax

The syntax of the P-access-network-info header is described in draft-mills-sip-access-network-info-02.txt [31].

7.2.3.3 Additional coding rules for P-access-network-info header

In 3GPP systems, there are additional coding rules for the P-Access-Network-Info header:

If the access type field is equal to “3GPP-GERAN" the access info field shall contain avalue for “3GPP-CGI.” This
value shall be the Cell Global Identity obtained from lower layers of the UE.
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The Cell Global Identity is a concatenation of MCC, MNC, LAC and Cl (as described in 3GPP TS23.003). The value
of "3GPP-CGI" istherefore coded as atext string as follows:

Starting with the most significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value), LAC (fixed length
code of 16 bits using full hexadecimal representation) and Cl (fixed length code of 16 bits using afull hexadecimal

representation).

If the accesstype field is equal to “3GPP-UTRAN-FDD,” “3GPP-UTRAN-TDD” or “3GPP-CDMAZ2000" the access
info field shall contain avalue for “3GPP-UTRAN-CELL-ID.” This value shall be made up of a concatenation of the
MCC, MNC, LAC (as described in 3GPP TS 23.003) and the UMTS Cdll Identity (as described in 3GPP TS 25.331),
obtained from lower layers of the UE, and is coded as atext string as follows:

Starting with the most significant bit, MCC (3 digits), MNC (2 or 3 digits depending on MCC value), LAC (fixed length
code of 16 bits using full hexadecimal representation) and UMTS Cell Identity (fixed length code of 28 hits).

7.6 3GPP IM CN subsystem XML body, version 1

7.6.1  General
This subclause describes the Document Type Definition that is applicable for the 3GPP IM CN Subsystem XML body.

Any SIP User Agent or proxy may insert or remove the 3GPP IM CN subsystem XML body or parts of it, as required,
in any SIP message. The <icid> XML element is an exception to this rule; it may only be removed by the P-CSCF. The
3GPP IM CN subsystem XML body shall not be forwarded outside a 3GPP network.

The associated MIME type with the 3GPP IMX XML body is "application/3gpp-ims+xml".

7.6.2 Document Type Definition

<?xm version="1.0" ?>
<!-- Draft DID for the 3GPP | M5 XM. body. -->

<! DOCTYPE i ms- 3gpp [
<!-- inms-3gpp elenment: root elenent -->

<! ELEMENT i ns- 3gpp (vnid?, eeH—id2-
ori gi nal -di al og-i d?, destination-public-user-id?
access?—chargi ng-vector?, service-info?)>

<! ATTLI ST i ms- 3gpp versi on CDATA #REQUI RED>

<l-- vnid element: Visited network identity -->
<! ELEMENT vnid (#PCDATA) >

<l-- original-dialog-id: original dialog ID -->

<! ELEMENT original -dialog-id (od-from od-to, od-call-id)>
<! ELEMENT od-from (#PCDATA) >

<! ELEMENT od-to (#PCDATA) >

<! ELEMENT od-cal | -id (#PCDATA) >

<!-- public-user-id: public user ID-->

<! ELEMENT destinati on-public-user-id (#PCDATA) >

<l-- access:—the type of accessnetwork—>
——<LELEMENT-access————{aceess-type,—technology?)>
——<LELEMENT-acecess-type—{gprs—|—wan|FHxed | (H#PCDATA )=
—— <L ELEMENT-technology—(ut+ranl—geran|—-802-1la|
- 802 11b | sat|adst|(#PCDATA) >

<!-- charging-vector elenent: Charging Vector -->
<! ELEMENT char gi ng- vect or (icid, gprs-charging-id?)>
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<l ereMeNd PLPEENt: | VB charging { dephalrhfl -->
<l-- gprs-charging-id element: GPRS charging identifiers -->

<! ELEMENT gpr s-chargi ng-id (ggsn, pdp-info+)>
<! ELEMENT ggsn (#PCDATA) >
<! ELEMENT pdp-info (pdp-index, pdp-id)>
<! ELEMENT pdp-i ndex (#PCDATA) >
<! ELEMENT pdp-id (#PCDATA) >
<l-- service-info elenment: The transparent data received fromHSS for AS --
<! ELEMENT service-info (#CDATA) >
<l-- alternative-service: alternative-service used in energency sessions --
<! ELEMENT al ternative-service (type, reason)>
<! ELEMENT type (energency) >
<! ELEMENT r eason (#PCDATA) >
1>
7.6.3 DTD description

This section describes the elements of the 3GPP IMS Document Type Definition.

<ims-3gpp>: Thisisthe root element of the 3GPP IMS XML body. It shall always be present. The version

described in the present document is 1.

<vnid>: Visited network identifier. Optional element that describes the P-CSCF network name. The vnid
valueisastring of characters that identifies the P-CSCF network at the user's network home.

<original-dialog-id>: The original dialog, as received by the S-CSCF. This element helps the S-CSCF to correlate
dialogues when the Application Server is behaving asa B2BUA, and therefore, modifies then

dialogue.

The original-dialog-id element comprises three children elements. <od-from>, <od-to>, <od-call-
id>. Their values contain, respectively, a copy of the From, To and Call-ID header values as

received in the SIP message at the S-CSCF.

<destination-public-user-id>:  The destination public-user-id URL of the current session.
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<charging-vector>: the charging-vector element, if present, identifies charging correlation information. The

<service-info>:

element contains two children elements: <icid> and <gprs-charging-id>.

The <icid> child element contains an IMS charging identifier that is globally unique and is
associated with the end-to-end session.

The <gprs-charging-id> child element, if present, contains GPRS charging identifiers comprised of
the following: <ggsn> and <pdp-info>;

- <ggsn>: identifier of the GGSN;

- <pdp-info>: one or more instances of information for a PDP context, which is comprised of
two children elements: <pdp-index> and <pdp-id>:

- <pdp-index>: relative index of PDP context asit correlates to a media stream in the SDP;
- <pdp-id>: unique identifier of the PDP context from the GGSN.

the transparent element received from the HSS for a particular Application Server are placed
within this optional element.

<alternative-service>:  in the present document, the alternative service is used as a response for an attempt to

establish an emergency session within the IM CN subsystem. The element describes an alternative
service where the call should success. The alternative service is described by the type of service
information. A possible reason cause why an alternative service is suggested may be included.

The <alternative-service> element contains a <type> element that indicates the type of alternative
service. In the present document, the <type> element contains only the value "emergency".

The <reason> element contains an explanatory text with the reason why the session setup has been
redirected. A UE may use thisinformation to give an indication to the user.
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Release as the present document.

(1]
(2]
(3]
[4]
(5]
(6]
[7]
(8]
(9]

[10]
[11]
[12]

[13]
[14]
[15]
[16]
[17]

[18]
[19]
[20]

3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

3GPP TS 23.002:
3GPP TS 23.003:
3GPP TS 23.060:
3GPP TS 23.218:
3GPP TS 23.221:
3GPP TS 23.228:
3GPP TS 24.008:
3GPP TS 25.304:

Mode".
3GPP TS 26.235

3GPP TS 29.208:

3GPP TS 29.228
contents’.

3GPP TS 33.102:

3GPP TS 33.203
3GPP TS 44.018

"Network architecture”.

"Numbering, addressing and identification".

"General Packet Radio Service (GPRS); Service description; Stage 2".

"IP Multimedia (IM) Session Handling; IM call model".

"Architectural requirements”.

"IP multimedia subsystem; Stage 2".

"Mobile radio interface layer 3 specification; Core Network protocols; Stage 3".

"UE Procedures in Idle Mode and Procedures for Cell Reselection in Connected

: "Packet switched conversational multimedia applications; Default codecs'.
"End to end Quality of Service (QoS) signalling flows".

:"IP Multimedia (IM) Subsystem Cx Interface; Signalling flows and message

"3G Security; Security architecture”.
: "Access security for |P based services'.

: "Mobile radio interface layer 3 specification, Radio Resource Control Protocol”.

RFC 2806: "URLs for Telephone Calls'.

RFC 2833 (May
Signals'.

2000): "RTP Payload for DTMF Digits, Telephony Tones and Telephony

RFC 2916: "E.164 number and DNS".

RFC 2976 (October 2000): "The SIP INFO method".

draft-ietf-sip-rfc2543bis-07 (January 2002): "SIP: Session Initiation Protocol”.

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[21]

draft-ietf-sip-100rel-05 (February 2002): "Reliability of provisional responsesin SIP".

Editor's note: The above document cannot be formally referenced until it is published as an RFC.
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[22] draft-sip-manyfolks- resource-03 (November 2001): "Integration of resource management and
SIP.

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[23] draft-ietf-sip-events-02.txt (February 2002): " SIP-Specific Event Notification™.

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[24] draft-ietf-sip-callerprefs-05 (November 2001): "SIP caller preferences and callee capabilities’.
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[25] draft-ietf-sip-refer-02 (October 2001): "The REFER method".

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[26] draft-ietf-sip-session-timer-08 (October 2001): "The SIP session timer".

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[27] draft- sip-privacy-03 (November 2001): " SIP extensions for caller identity and privacy".
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[28] draft- sip-state-02 (August 2001): "SIP extensions for supporting distributed call state".
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[29] draft- sip-call-auth-03 (November 2001): " SIP extensions for media authorization".
Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[30] draft-ietf-mmusi c-sdp-new-04 (November 2001): "SDP: Session Description Protocol”.

Editor's note: The above document cannot be formally referenced until it is published as an RFC.

[33] draft-willis-sip-path-07 (May 2002): "SI P Extension for Registering Non-Adjacent Contacts'
[34] draft-willis-scvrtdisco-03 (May 2002): "SIP Extension Header for Service Route Discovery in
Private Networks'

END OF MODIFICATION

NEXT MODIFICATION

5.2 Procedures at the P-CSCF

521  General
The P-CSCF shall support use-ef-the Path and P-Service-Route headers.

NOTE: The Path header is only applicable to the REGISTER request and its 200 OK response.
The P-Service-Route header is only applicable to the 200 OK response of REGISTER request.-
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5.2.2 Registration

When the P-CSCF receives a REGISTER reguest from the UE that pertains to a given public user identity, the P-CSCF
shall:

- insert a Path header in the request. The P-CSCF shall include in the Path header an entry containing the SIP URL
identifying the P-CSCF;

- insert a Require-header-and-a-Proxy-RegquireSupported and a Require header both containing the option tag
n pa[hll;

- if the REGISTER request was received with avalid integrity check, add information to the REGISTER request
to indicate that the REGISTER request was received with avalid integrity check; and

Editor's Note : The exact mechanism for thisis FFS.
- determine the I-CSCF of the home network and forward the request to that 1-CSCF.

When the P-CSCF receives a 200 OK response to a REGISTER request, the P-CSCF shall check the value of the
Expires header field and/or Expires parameter in the Contact header. When the val ue of the Expires header field and/or
expires parameter in the Contact header is different than zero, then the P-CSCF shall:

1)

M nd-save the resulting-list of Path
headersP SerwceRoute headers pr&erw ng the order ThIS list shaII be stored during the entire registration
period of the respective public user identity. Thislist shall be used to preload the routeing information into the
initial requests originated by the UE. If thisregistration is a reregistration, the P-CSCF shall replace the already
existing Path-list of P-Service-Route headers with the new list;

2) associate the Path-P-Service-Route header information with the registered public user identity;

3) remove thelistof any Path and P-Service-Route headers-and-—path™optien-tags from the 200 OK response
before forwarding the response to the UE.

When the P-CSCF receives a 401 Unauthorized response to a REGISTER request, the P-CSCF shall remove and store
the CK and IK values contained in the 401 Unauthorized response. The 401 Unauthorized response shall be forwarded
tothe UE if and only if the CK and IK have been removed.

Editor's Note: The P-CSCF behaviour when 3xx or 4xx responses other than 401 Unauthorized are received is FFS.

Editor's Note: The text above assumes that public user identities are registered one by one. Public user identity
might need to be changed to Service Profile in the case when public user identities can be implicitly
registered.

NOTE: TheP-CSCF will maintain two Route lists. The first Route list - created during the registration procedure
- isused only to pre-load the routeing information into theinitial INVITE request that originated at the
UE. Thislist is valid during the entire registration of the respective public user identity. The second Route
list - constructed from the Record Route headers in the initial INVITE and associated response - is used
during the duration of the call. Once the call isterminated, the second Route list is discarded.

5.2.3 Subscription to the users registration-state event package
Upon receipt of a 2xx response to the initial REGISTER request of an user, the P-CSCF shall subscribe to the users
registration-state event package at the usersregistrar (S-CSCF). Therefore the P-CSCF shall generate a SUBSCRIBE
reguest with the following elements:
- aRequest-URI set to the topmost entry of the path information that was obtained during the users registration;
- alFrom header set to a SIP URL that contains the P-CSCF's FQDN;

- aTo header, set to a SIP URL that contains the public user identity that was previously registered;
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- an Event header set to the "registration-state” event package;

- an Expires header set to a value higher then the Expires header of the before sent REGISTER request from the
user; and

- aRoute header according to the path information that was obtained during the users registration. Th S-CSCF
shall set the last Route header entry to the resource to which it wants to subscribe to, i.e. to a SIP URL the public
user identity that was previously registered.

Afterwards the P-CSCF shall send out the so generated SUBSCRIBE request.

Upon receipt of a 2xx response to the SUBSCRIBE message, the P-CSCF shall store the information for the so
established dialog and the expiration time as indicated in the Expires header of the received response.

5.24 Registration of multiple public user identites

Upon receipt of aNOTIFY message on the dialog which was generated during subscription to the registration-state
event package, the P-CSCF shall perform the following actions:

- if aregistration state value "open", i.e. registered is received for one or more public user identities, the P-CSCF
shall bind the indicated public user identities as registered to the contact information of the user;

- if aregistration state value "closed”, i.e. deregistered is received for one or more public user identities, the P-
CSCF shall release all stored information for these public user identities.

NOTE: There may be public user identities which are automatically registered within the registrar (S-CSCF) of
the user upon registration of one public user identity. These automatically registered public user identities
belong to the same service profile of the user and they are not available at the P-CSCF, i.e. P-CSCF does
not know that they have been registered. The here-described procedures provide a mechanism to inform
the UE about these automatically registered public user identities.

5.2.5 Deregistration

5.25.1 User-initiated deregistration

When the P-CSCF receives a 200 OK response to a REGISTER request (sent according to subclause 5.2.2), it shall
check the value of the Expires header field and/or expires parameter in the Contact header field. When the value of the
Expires header field or expires parameter equal's zero, then the P-CSCF shall remove the public user identity found in
the To header field from the registered public user identities list and all related stored information.

NOTE: Thereisno requirement to distinguish a REGISTER request relating to a registration from that relation to
aderegistration. For administration reasons the P-CSCF may distinguish such requests, however this has
no impact on the SIP procedures.

5.25.2 Network-initiated deregistration

If the P-CSCF has subscribed for the event providing registration state information of a certain public user identity and
an incoming NOTIFY request addressed to P-CSCF arrives containing information about network-initiated
deregistration, then the P-CSCF shall remove the deregistered public user identity from the registered public user
identities list and all related stored information.

Editor's note: The above text came from N1-011984, the text below from N1-011988. The two texts are attempting
to specify the same thing. This conflict needs to be resolved in a future contribution.

Upon receipt of aNOTIFY message on the dialog which was generated during subscription to the registration-state
event package as described in subclause 5.2.3, which contains the registration state value "closed", i.e. deregistered, for
one or more public user identities that were previoudly stored as registered, the P-CSCF shall release all stored
information for that public user identity of that user.

If al public user identities that have been bound to one contact information are marked as deregistered, the P-CSCF
shall release all resources for that specific user, i.e. the user then is treated as deregistered from the IM CN subsystem.
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5.2.6 General treatment for all dialogs and standalone transactions
excluding the REGISTER method

526.1 Introduction

The procedures of subclause 5.2.6 and its subclauses are general to all requests and responses, except those for the
REGISTER method. Procedures in subsequent clauses to subclause 5.2.6 apply in addition to the procedures of
subclause 5.2.6.

5.2.6.2 Requests initiated by the UE

When the P-CSCF receives from the UE an initia request for adialog, and a Path-P-Service-Route header list exists for
the initiator of the request, the P-CSCF shall:

- remove any Route header from the request;

- select thelist of Route headers that was created during the registration or reregistration of the respective public
user identity utilizing the Path-P-Service-Route mechani sm-{see-subeclause 5:2.3);

pre-load the list of Route headers to the request;

create a Record-Route header containing its own SIP URL;

- create anew, globally unique value for the <icid> XML element and insert it into the message body (see
subclause 7.6); and

- forward the request based on the topmost Route header.
When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:
- removethelist of Record-Route headers from the received response; and

- createanew list of stored Route headers, with the newly received list of Record-Route headers. The Contact
header received in the response shall not be appended to the bottom of the stored list of Route headers.

When the P-CSCF receives any other response to the above request, the P-CSCF shall:

- remove any list of Record-Route headers, even though not allowed, from the received response and forward it to
the UE.

When the P-CSCF receives from the UE a refresh request for a dialog, the P-CSCF shall:

- remove any Route header from the request;

select the list of Route headers that was created during the exchange of the initial request and its associated
response;

- pre-load thelist of Route headers to the request;

create a Record-Route header containing its own SIP URL ; and
- forward the request based on the topmost Route header.

When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:
- removethelist of Record-Route headers from the received response; and

- overwrite any existing list of stored Route headers, or create anew list of stored Route headers, with the newly
received list of Record-Route headers. The Contact header received in the response shall not be appended to the
bottom of the stored list of Route headers.

When the P-CSCF receives any other response to the above request, the P-CSCF shall:

- remove any list of Record-Route headers, even though not allowed, from the received response and forward it to
the UE.
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| When the P-CSCF receives from the UE the request for a standal one transaction, and a Path-P-Service-Route header list
existsfor the initiator of the request, the P-CSCF shall:

- remove any Route header from the request;

- select thelist of Route headers that was created during the registration or reregistration of the respective public
user identity utilizing the Path-P-Service-Route mechani sm-{see-subeclause 7-2.1);

- preload thelist of Route headers to the request;

- create anew, globally unique value for the <icid> XML element and insert it into the message body (see
subclause 7.6); and

- forward the request based on the topmost Route header.
When the P-CSCF receives any response to the above request, the P-CSCF shall:

- remove any list of Record-Route headers, even though not allowed, from the received response and forward it to
the UE.

When the P-CSCF receives from the UE subseguent requests other than a refreshing request that pertains to an existing
dialog, the P-CSCF shall:

- select thelist of Route headers that was created during the exchange of theinitial request and associated
response for this cal;

- pre-load the list of Route headers to the request; and
- forward the request based on the topmost Route header.
When the P-CSCF receives any response to the above request, the P-CSCF shall:
- remove any list of Record-Route headers, valid or not, from the received response and forward it to the UE.

When the P-CSCF receives from the UE an initial request for adialog, a refresh request for adialog, or the request of a
| standalone transaction, and a P-Service-Route Path-header list does not exist for the initiator of the request, the P-CSCF
shall:

- send a 403 Forbidden response back to the UE containing a warning header.
Editor's Note: how to find out whether the user has avalid registration in the P-CSCF is FFS.
Editor's Note: The correct value for the warning code is yet to be assigned by IANA.

| When the P-CSCF receives from the UE the request for an unknown method, and a P-Service-Route Path-header list
existsfor the initiator of the request, the P-CSCF shall:

- select thelist of Route headers that was created during the registration or reregistration of the respective public
user identity utilizing the P-Service-Route Path-mechani sm-{see-subclause 7-2-1);

- preload thelist of Route headers to the request, and
- forward the request based on the topmost Route header.
When the P-CSCF receives any response to the above request, the P-CSCF shall:

- removeany list of Record-Route headers, even though invalid, from the received response and forward it to the
UE.

When the P-CSCF receives any request or response from the UE, the P-CSCF shall:

- remove the <charging-vector> XML element (see subclause 7.6), if present, from the message body of the
received request or response.
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5.2.6.3 Requests terminated by the UE

When the P-CSCF receives, destined for the UE, an initial request for adialog, or arefresh request for a dialog, prior to
forwarding the request, the P-CSCF shall:

- removeits own SIP URL from the topmost Route header;

- removethelist of Record-Route headers, and shall convert it into alist of Route headers. The Contact header
shall not be appended to the bottom of the list of Route headers. The P-CSCF shall save thislist of Route headers
and append thislist to all UE originated requests for this dialog;

- additself onthe top of the removed list of Record-Route headers and save the list. The list will be appended to
UE originated response to the SUBSCRIBE request;

- remove and store the list of received Via headers from the received request and shall place its own address in the
Viaheader with locally unique token to identify the saved values as a branch parameter . The P-CSCF shall
append the list of Via headers to the UE originated response for this request; and

- remove and store the <icid> XML element from the message body (see subclause 7.6).
When the P-CSCF receives a 1xx or 2xx response to the above request, the P-CSCF shall:

- append the saved list of Record-Route headers to the response; and,

- append the saved list of Via headers to the response.
When the P-CSCF receives any other response to the above request, the P-CSCF shall:

- append the saved list of Via headers to the response.

When the P-CSCF receives, destined for the UE, a subsequent request for a dialog that is not a refresh request, or a
reguest for a stand-alone transaction, prior to forwarding the request, the P-CSCF shall:

- remove and store the list of received Via headers from the received request and shall place its own address in the
Viaheader with locally unique token to identify the saved values as a branch parameter . The P-CSCF shall
append thislist of Via headers to the UE originated response for this transaction; and

- remove and store the <icid> XML element from the message body (see subclause 7.6).
When the P-CSCF any response to the above request, the P-CSCF shall:

- append the saved list of Via headers to the response.
When the P-CSCF sends any request or response to the UE, the P-CSCF shall:

- remove the <charging-vector> XML element (see subclause 7.6) from the message body of the request or
response.

5.2.7 Initial INVITE

527.1 Determination MO or MT case

Editor's Note: It has to be discussed whether this section is needed or if the determination of MO/MT case at the P-
CSCF shall be left implementation dependent.

5.2.7.2 Mobile-originating case
The P-CSCF shall respond to all INVITE requests with a 100 Trying response.
Upon receiving aresponse (e.g. 183 Session Progress, 200 OK) to theinitial INVITE request, the P-CSCF:
Editor's note: the case when the P-CSCF acts on behalf of the UE is FFS.
- if amedia authorization token is generated by the PCF (i.e. when service-based local policy control is applied),

insert the Media Authorization header containing that media authorization token.
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When the P-CSCF sends the COMET request towards the S-CSCF, the P-CSCF shall aso include the <gprs-charging-
id> XML element in the message body. See subclause 5.2.7.4 for further information on the GPRS charging identifier.
5.2.7.3 Mobile-terminating case

When the P-CSCF receives an initial INVITE request destined for the UE, it will contain the URL of the UE in the
Request-URI, and a single pre-loaded Route header. The received initial INVITE will also have alist of Record-Route
headers. Prior to forwarding the initial INVITE to the URL found in the Request-URI, the P-CSCF shall:

Editor's note: the case when the P-CSCF acts on behalf of the UE is FFS.

- if amedia authorization token is generated by the PCF (i.e. when service-based local policy control is applied),
insert the Media Authorization header containing that media authorization token.

In addition, the P-CSCF shall respond to all INVITE requests with a 100 Trying response.

When the P-CSCF sends 180 Ringing towards the S-CSCF, the P-CSCF shall also include the <gprs-charging-id> XML
element in the message body. See subclause 5.2.7.4 for further information on the GPRS charging identifier.

5.2.7.4 GPRS charging identifier

The GPRS charging identifier is coded as the <gprs-charging-id> XML element within the SIP message body as
described in subclause 7.6.

The <gprs-charging-id> XML element contains one <ggsn> child element and one or more <pdp-info> child elements.
Each <pdp-info> child XML element within <gprs-charging-id> corresponds to a PDP context that was established at
the GGSN for a UE. Each <pdp-info> XML element contains <pdp-id> and <pdp-index> child elements, where <pdp-
id> isthe PDP context identifier that the P-CSCF obtained from the GGSN and <pdp-index> is the relative index to the
media stream in the SDP for the PDP context. The numbering for the <pdp-index> will start at 1 and will be associated
with the 'm'’ lines in the SDP, where the counting is done from top to bottom.

For the messages including the <gprs-charging-id> XML element, set the value of the Content-Type header to include
the MIME type specified in subclause 7.6, which may be one part of a multipart message body.

5.2.8 Call release
5.28.1 P-CSCF-initiated call release

5.2.8.1.1 Cancellation of a session currently being established

Upon receipt of an indication that radio coverage is no longer available for a served user, for whom one ore more
ongoing multimedia session are currently being established, the P-CSCF shall cancel the related dialogs by sending out
a CANCEL request according to the procedures described in draft-ietf-sip-rfc2543bis-05 [20].

5.2.8.1.2 Release of an existing session

Upon receipt of an indication that radio coverage is no longer available for a served user, for whom one or more
ongoing session exists, the P-CSCF shall release each of the related dialogs by applying the following steps:

1) If the P-CSCF servesthe calling user of a session it shall generate a BY E message based on the information
saved for the related dialog, including:

- aRequest-URI, set to the topmost entry of the stored routeing information towards the called user;

- aTo header, set to the To header value as received in the 200 OK response for the initial INVITE request;
- aFrom header, set to the From header value as received in the initial INVITE request;

- aCadl-ID header, set to the Call-1d header value asreceived in theinitial INVITE request;

- aCSeq header, set to the CSeq value that was stored for the direction from the calling to the called user,
incremented by one;
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- aRoute header, set to the routeing information towards the called user as stored for the dialog, exclusively
the topmost entry (which appears in the Request-URI);

- further headers, based on local policy or the requested session release reason.

2) If the P-CSCF servesthe called user of asession it shall generate a BY E message based on the information saved
for the related dialog, including:

- aRequest-URI, set to the topmost entry of the stored routeing information towards the calling user;

- aTo header, set to the From header value asreceived in theinitial INVITE request;

- aFrom header, set to the To header value asreceived in the 200 OK response for the initial INVITE request;
- acCadl-ID header, set to the Call-1d header value asreceived in theinitial INVITE request;

- aCSeq header, set to the CSeq value that was stored for the direction from the called to the calling user,
incremented by one — if no CSeq value was stored for that session it shall generate and apply arandom
number within the valid range for CSegs;

- aRoute header, set to the routeing information towards the calling user as stored for the dialog, exclusively
the topmost entry (which appears in the Request-URI);

- further headers, based on local policy or the requested session release reason.
3) Afterwards the P-CSCF shall send the so generated BY E message towards the indicated user.

4) Upon receipt of the 2xx responses for the BY E request, the P-CSCF shall delete all information related to the
dialog and the related multimedia session.

5.2.8.1.3 Abnormal cases

Upon receipt of arequest on adialog for which the P-CSCF initiated session release, the P-CSCF shall terminate this
received request and answer it with a481 Call/Transaction Does Not Exist response.

5.2.8.2 Call release initiated by any other entity
When the P-CSCF receives a 2xx response for a BY E request matching an existing dialog, it shall delete all the stored
information related to the dialog.

5.2.9 Subsequent requests

5.2.9.1 Mobile-originating case

For arelNVITE request from the UE, when the P-CSCF sends the COMET request towards the S-CSCF, the P-CSCF
shall include the updated <gprs-charging-id> XML element in the message body. See subclause 5.2.7.4 for further
information on the GPRS charging identifier.

5.2.9.2 Mobile-terminating case

For arelNVITE regquest destined towards the UE, when the P-CSCF sends 200 OK response (to the INVITE) towards
the S-CSCF, the P-CSCF shall include the updated <gprs-charging-id> XML element in the message body. See
subclause 5.2.7.4 for further information on the GPRS charging identifier.

5.2.10 Further initial requests

5.2.10.1 Mobile-originating case
Void.
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5.2.10.2 Mobile-terminating case

Void.

5.2.11 Emergency service

The P-CSCF shall inspect the Request URI of al INVITE requests for known emergency numbers and emergency
URLs from a configurable list. If the P-CSCF detects that the Request-URI of the INVITE request matches one of the
numbersin thislist, the INVITE request shall not be forwarded. The P-CSCF shall answer the INVITE request with a
380 Alternative Service response.

The 380 Alternative Service response shall contain a Content-Type header field with the value set to associated MIME
type of the 3GPP IMS XML body as described in subclause 7.6.1.

The 3GPP IMS XML body shall contain an <alternative-service> element that indicates the parameters of the
alternative service. The <type> child element shall be set to "emergency" to indicate that it was an emergency call. An
operator configurable <reason> child element shall be included with a reason phrase.

The P-CSCF shall have a configurable list of emergency numbers and emergency URLSs (e.g. sos@domain). Thelistis
used to determine whether the INVITE is destined for an emergency centre or not.

5.3 Procedures at the I-CSCF

531 Registration procedure
Editor's note: The text on routeing needs to be enhanced to ensure interworking with RFC 2543 and RFC 2543bis
networks.
53.1.1 General

During the registration procedure the I-CSCF shall behave as a stateful proxy.

5.3.1.2 Normal procedures

When |-CSCF receives a REGISTER request, the |-CSCF starts the user registration status query procedure to the HSS
as specified in 3GPP TS 29.228 [12].

If the user registration status query response from the HSS includes avalid SIP URI, the I-CSCF shall:

1) replace the Request-URI of the received REGISTER request with the SIP URL received from the HSS in the
Server-Name AVP;

2) apply the procedures as described in subclause 5.3.3 if topology hiding is required; and
3) forward the REGISTER request to the indicated S-CSCF.
If the user registration status query response from the HSS includes a list of capabilities, the I-CSCF shall:

1) select a S-CSCF that fulfils the indicated mandatory capabilities— if more then one S-CSCFs fulfils the indicated
mandatory capabilities the S-CSCF which fulfils most of the possibly additionally indicated optional capabilities;

2) replace the Request-URI of the received REGISTER request with the URI of the S-CSCF;
3) apply the procedures as described in subclause 5.3.3 if topology hiding is required; and
4) forward the REGISTER reguest to the selected S-CSCF.

When the |-CSCF receives a 2xx response to a REGISTER request, the I-CSCF shall proxy the 2xx response to the P-
CSCF.
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5313 Abnormal cases

If the HSS sends a negative response to the user registration status query request, the I-CSCF shall send back a 403
Forbidden response.

If the the user registration status query procedure cannot be completed, e.g. due to time-out or incorrect information
from the HSS, the I-CSCF shall send back a 480 Temporarily Unavailable response to the UE.

If aselected S-CSCF:
- does not respond to the REGISTER request and its retransmissions by the |-CSCF; or
- sends back a 3xx or 480 Temporarily Unavailable response;

the I-CSCF shall select anew S-CSCF as described in subclause 5.3.1.2, based on the capabilities indicated from the
HSS. The newly selected S-CSCF shall not be one of any S-CSCFs selected previously during this same registration
procedure.

If the I-CSCF cannot select a S-CSCF which fulfils the mandatory capabilities indicated by the HSS, the I-CSCF shall
send back a 600 Busy Everywhere response to the user.

5.3.2 Further initial requests

5.3.2.1 Normal procedures
The I-CSCF may behave as a stateful proxy for further initial requests.

When the |-CSCF receives an initial request, not containing a Route header, the [-CSCF shall start the user location
guery procedure to the HSS as specified in 3GPP TS 29.228 [12] for the called user, indicated in the Request-URI.

Upon successful user location query, the I-CSCF shall:
1) insert the URL received from the HSS as the topmost Route header;

2) storethe value of the <icid> XML element received in the message body (see subclause 7.6) and retain the
<icid> XML element in the message body. If no <icid> XML element was found, then create a new, globally
unique value for the <icid> XML element and insert it into the message body;

3) apply the procedures as described in subclause 5.3.3 if topology hiding is required; and
4) forward the request based on the topmost Route header.
When the |-CSCF receives an initial request containing a Route header, the I-CSCF shall:
- removeits own SIP URL from the topmost Route header;
- apply the procedures as described in subclause 5.3.3; and

- forward the request based on the topmost Route header if present, or based on the Request-URI, in case no
topmost Route header is available.

NOTE: Inaccordance with SIP the |-CSCF can add its own routeable SIP URL to the top of the Record-Route

header to any request, independently of whether it is an initial request, or whether topology hiding is
performed. The P-CSCF will ignore any Record-Route header that is not in the initial request of adialog.

5322 Abnormal cases

If the HSS sends a negative response to the user location query, the I-CSCF shall send back a 404 Not Found response.
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Editor's Note: The procedures for selection of a default S-CSCF are ffs.

If the I-CSCF receives a CANCEL request and if the I-CSCF finds an internal state indicating a pending Cx transaction
with the HSS, the I-CSCF:

- shall answer the CANCEL with a200 OK;
- shall answer the original request with a 487 Request Terminated; and

- shall silently discard the later arriving (pending) Cx answer message from the HSS.

5.3.3  THIG functionality in the -CSCF(THIG)

5331 General

The following procedures shall only be applied if topology hiding is required by the network. The network requiring
topology hiding is called the hiding network.

NOTE: Requestsand responses are handled independently therefore no state information is needed for that
purpose within an I-CSCF(THIG).

All headers which reveal topology information, such as Via, Route, Record-Route, P-Service-RoutePath, shall be
subject to topology hiding. The Refer-To header shall not be subject to topology hiding.

Upon receiving an incoming REGISTER request for which topology hiding has to be applied and which includes a Path
header, the I-CSCF(THIG) shall add the routeable SIP URL of an I-CSCF(THIG) to the top of the Path header.

Upon receiving an incoming initial request for which topology hiding has to be applied and which includes a Record-
Route header, the I-CSCF(THIG) shall add its own routeable SIP URL to the top of the Record-Route header.

5.3.3.2 Encryption for topology hiding

Upon receiving an outgoing request/response from the hiding network the I-CSFC(THIG) shall perform the encryption
for topology hiding purposes, i.e. the I-CSCH(THIG) shall:

1) use the whole header values which were added by one or more specific entity of the hiding network as input to
encryption, besides the UE entry;

2) not change the order of the headers subject to encryption when performing encryption;

3) usefor one encrypted string all received consecutive header entries subject to encryption, regardlessif they
appear in separate consecutive headers or if they are consecutive entriesin a comma separated list in one header;

4) add after the encrypted string a "tokenized-by=" tag, indicating the encrypting network as a parameter;

5) form one valid entry for the specific header out of the resulting string, e.g. add "SIP/2.0/UDP" for Via headers
and "sip:" for Route and Record-Route headers.

NOTE 1: Even if consecutive entries of the same network in a specific header are encrypted, they will result in only
one encrypted header entry. For example:

Via: SIP/2.0/UDP icscfl_s. hormel.net;lr,
SI P/ 2.0/ UDP Token( SIP/2.0/UDP scscfl. hormel. net;lr,
SI P/ 2.0/ UDP pcscf 1. honel. net; | r);tokeni zed- by=honel. net,
SI P/ 2.0/ UDP [ 5555: : aaa: bbb: ccc: ddd]

NOTE 2: If multiple entries of the same network are within the same type of headers, but they are not consecutive,
then these entries will be tokenized to different strings. For example:
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Route: sip:icscfl_s.homel.net;lr,
si p: Token(si p: scscf 1. honel. net; | r);tokeni zed- by=honel. net,
sip:asl.foreign.net;lr,
si p: Token(si p: scscf 1. honel. net;|r,
si p: pcscf 1. horrel. net; | r); tokeni zed- by=honel. net,
si p: [ 5555: : aaa: bbb: ccc: ddd]

5.3.3.3 Decryption for Topology Hiding

Upon receiving and incoming requests/response to the hiding network the |-CSCF(THIG) shall perform the decryption
for topology hiding purposes, i.e. the |-CSCF shall:

1) identify encrypted strings within all headers of the incoming message;

2) use all those encrypted strings that carry the identification of the hiding network within the value of the
tokenized-by tag asinput to decryption;

3) use as encrypted string the data between the sent-protocol (for Via Headers, e.g. "SIP/2.0/UDP") or the URI
scheme (for Route and Record-Route Headers, e.g. "sip:") and the tokenized-by tag;

4) replace all content of the received header which carries encrypted information with the entries resulting from
decryption.

EXAMPLE: An encrypted entry to a Via header that lookslike:

Vi a: SI P/ 2.0/ UDP Token( Sl P/ 2. 0/ UDP scscfl. honel. net;|r,
SI P/ 22. 0/ UDP pcscf 1. honel. net; | r); tokeni zed- by=honel. net

will be replace with the following entries:

Via: SIP/%2.0/UDP scscfl. hoel. net;lr, SIP/42.0/UDP pcscfl. homel. net;lr

NOTE: Motivationsfor these decryption procedures are e.g. to alow the correct routeing of aresponse through
the hiding network, to enable |oop avoidance within the hiding network, or to alow the entities of the
hiding network to change their entries within e.g. the Record-Route header.

54 Procedures at the S-CSCF

Editor's note: The text on routeing needs to be enhanced to ensure interworking with RFC 2543 and RFC 2543bis
networks.

54.1 Registration and authentication

54.1.1 Introduction

The S-CSCF shall act asthe SIP registrar for all UAs of the IM CN subsystem with public user identities, (see
table A.150/2 and other capabilitiesin annex A dependent on that major capability).

The S-CSCF shall support the use of the Path and P-Service-Route header. The S-CSCF must also support the-Reguire
and-Proxy-Reguirethe Require and Supported headers. The Path header is only applicable to the REGISTER request
and its 200-OK response._The P-Service-Route header is only applicable to the 200 OK response of REGISTER.

The network operator defines minimum and maximum times for each registration. These values are provided within the
S-CSCF.

The procedures for notification concerning automatically registered public user identities of a user are described in
subclause 5.4.2.1.2.
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5.4.1.2 Initial registration and user-initiated reregistration

54121 Normal procedures

When the S-CSCF receives a REGISTER request, the S-CSCF shall verify that the "path" option-tag is contained in the
Proxy-Require header. If the "path" option-tag is present, the S-CSCF shall store the information contained in the Path
header so that it can be used for mobile terminated requests.

Editor's Note: If the S-CSCF receives a Path header without the "path" option tag in the Proxy-Require header, we
have an error condition in the I-CSCF. The I-CSCF behavior for this scenario is FFS.

The S-CSCF shall:
- check the existence of a Path header in the request;
Editor's note: The action S-CSCF has to take when a Path header is not present in the request is FFS.

- when a Path header existsin the request, insert its own FQDN, or IP address, in the form of SIP URL at the top
of the list found in the Path header saved from the REGISTER request;

- savethe Contact header value for the entire duration of the registration;

- construct alist of preloaded Route headers from the list of entriesin the Path header. The order inthelistsis
preserved;

- include an expiration time in the 200 OK response, using one value provided within the S-CSCF, according to
the local policy of the network, if this expiration time is shorter than the requested expiry time received from the
UE;

- savethelist of preloaded Route headers for the entire duration of the registration;

NOTE 1: If thisregistration isareregistration, then alist of pre-loaded Route headers will already exist. The new
list replacesthe old list.

- bind to each individual public user identity all contact information under which the public user identity has been
registered (either manually by means of a REGISTER message or automatically upon the registration of another
public user identity);

NOTE 2: There might be more then one contact information available for one public user identity.

- bind to each contact information the respective Path header entries, that were received in the same REGISTER
message as that contact information;

- add its Path header on the top of the received list of Path headers, and returnsthislist in the 200 OK response;

- check whether the message contains information indicating that it was received with avalid integrity check by
the P-CSCF; and

Editor's Note: The method by which the P-CSCF indicates thisis FFS.

- send athird-party REGISTER request, as described in subclause 5.4.1.7, to each Application Server that matches
the Filter Criteriafrom the HSS for the REGISTER event.

On receiving afailure response to one of the third-party REGISTER requests, the S-CSCF may initiate network-
initiated deregistration procedure based on the information in the Filter Criteria. If the Filter Criteria does not contain
instruction to the S-CSCF regarding the failure of the contact to the Application Server, the S-CSCF shall not initiate
network-initiated deregistration procedure.

The S-CSCF may require authentication of the user for any REGISTER request, and shall always require authentication
for initial registration. The information that a REGISTER has avalid integrity check may be used as part of the decision
to authenticate the registration. The S-CSCF shall request authentication by responding to the REGISTER request with
a 401 Unauthorized with:

- the Authorization header containing the authentication parameters (RAND, AUTN, CK and IK).
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54122 Abnormal cases
In the case that the authentication response from the UE isincorrect the S-CSCF shall either:
- attempt afurther authentication challenge; or

- deregister the user and terminate any ongoing sessions for all public user identities associated with the private
user identity being authenticated, and release resources all ocated to those sessions.

In the case that the response from the UE is incorrect for three consecutive attempts then the S-CSCF shall deregister
the user and terminate any ongoing sessions for all public user identities associated with the private user identity being
authenticated, and rel ease resources allocated to those sessions.

In the case that the S-CSCF determines that no response will be received from the UE (e.g. it may be unreachable due to
loss of radio coverage), the S-CSCF shall either:

- attempt afurther authentication challenge; or

- deregister the user and terminate any ongoing sessions for al public user identities associated with the private
user identity being authenticated, and release resources all ocated to those sessions.

In the case that the response from the UE indicates that the authentication challenge was invalid with no RES or AUTS
parameter in the subsequent REGISTER message, the S-CSCF shall:

- respond with the relevant 4xx response (e.g. 401 Unauthorized to initiate a further authentication attempt, or 403
Forbidden if the authentication attempt is to be abandoned).

In the case that the response from the UE indicates that the authentication challenge was invalid with the AUTS
parameter in the subsequent REGISTER message, the S-CSCF shall:

- fetch new authentication vectors from the HSS, including AUTS and RAND in the request to indicate a
resynchronisation; and

- onreceipt of the new vectors send a 401 Unauthorized to initiate a further authentication attempt, using these
new vectors.

In the case that the expiration timer from the UE is too short to be accepted by the S-CSCF, the S-CSCF shall:

- regject the REGISTER with a 423 Registration Too Brief, containing a Min-Expires header with the minimum
registration time the S-CSCF will accept.

54.1.3 Authentication and reauthentication

Authentication and reauthentication is performed by the registration procedures as described in subclause 5.4.1.2.

When S-CSCF receives a REGISTER request with the Expires header field containing the value zero, the S-CSCF
shall:

- deregister the subscriber and remove all related stored information;

CR page 16



3GPP TS aa.bbb vX.Y.Z (YYYY-MM) CR page 17

send athird-party REGISTER request, as described in subclause 5.4.1.7, to each Application Server that matches
the Filter Criteriafrom the HSS for the REGISTER event.

NEXT MODIFICATION

55 Procedures at the MGCF

551 General

The MGCEF, although acting as a UA, does not initiate any registration of its associated addresses. These are assumed to
be known by peer-to-peer arrangements within the IM CN subsystem. Therefore the dependencies of table 0.3/1 and
table 0.3/2 shall not apply.

The use of the Path and P-Service-Route headers shall not be supported by the MGCF.

NEXT MODIFICATION

5.6 Procedures at the BGCF

5.6.1 General

The use of the Path and P-Service-Route headers shall not be supported by the BGCF.

NEXT MODIFICATION

7 Extensions within the present document

7.1 SIP methods defined within the present document

There are no SIP methods defined within the present document over and above those defined in the referenced IETF
specifications.

7.2 SIP headers defined within the present document

7.2.1 VoidRath-header
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7.2.2 P-Called-Party-ID header

7221 Introduction

The P-Called-Party-1D header is the mechanism whereby the terminating UE learns the dialled public user identity that
triggered the current session initiation.

The S-CSCF inserts the header in al terminating INVITE and relNVITE requests. The header is not used in any other
request or response.

7.2.2.2 Syntax
The P-Called-Party-1D header field has the syntax described in table 7.2.

Table 7.2: Syntax of P-Called-Party-ID header

P-Cal l ed-Party-1D = "P-Cal |l ed-Party-1 D' HCOLON 1#
(nanme-addr *( SEM p-cdpi d- param)

p- cdpi d- param = generi c- par am

Table 7.3 isan extension of tables 2 and 3 in RFC 2543bis [20] and table in subclause 7.5 in the SIP-specific event
notification [23].

Table 7.3: P-Called-Party-ID header

Header field wher e proxy ACK BYE CAN I NV OPT REG PRA SUB NOT
P-Cal | ed- Party-1D R am - - - 0
7.2.2.3 Operation

The operation of this header is described in subclause 5.4.3.2.
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7.2.3 P-Service-Route header

The P-Service-Route header is defined in draft-willis-scvrtdisco-03 [34]

7.3 Option-tags defined within the present document

There are no option-tags defined within the present document over and above those defined in the referenced IETF
specifications.

END OF MODIFICATION

NEXT MODIFICATION
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A.2.1.2 Major capabilities

Table A.3: Major capabilities

Iltem Does the implementation support Reference RFC status Profile status

Capabilities within main protocol

1 client behaviour for registration? [20] m m

2 server behaviour for registration? [20] n/a n/a

3 registrar? [20] n/a n/a

4 client behaviour for session requests? [20] m 0

5 server behaviour for session requests? | [20] m 0

6 session release? [20] m cl

7 timestamping of requests? [20] 0 0

8 authentication between UA and UA? [20] subclause 22.4 0 0

9 authentication between UA and [20] subclause 22.4 o] n/a
registrar?

10 insertion of date in requests and [20] subclause 24.17 o] o]
responses?

11 downloading of alerting information? [20] subclause 22.4 0 0
Extensions

12 The SIP INFO method? [19] 0 n/a

13 Reliability of provisional responses in [21] o] m
SIP?

14 SIP caller preferences and callee [24] o] o]
capabilities?

15 the REFER method? [25] 0 0

16 The SIP session timer? [26] 0 0

17 Integration of resource management [22] o] m
and SIP?

18 SIP extensions for caller identity and [27] o] m
privacy?

19 SIP extensions for supporting [28] o] o]
distributed call state?

20 SIP extensions for media authorization? | [29] 0 m

21 SIP specific event notification [23] 0 0

22 acting as the notifier of event [23] c2 c2
information

23 acting as the recipient of event [23] c2 c2
information

24 Path Extension Header for Establishing | [33] o] c3
Service Route with SIP REGISTER

cl: IF A.3/4 OR A.3/5 THEN m ELSE o.

c2: IF A.3/21 THEN 0.1 ELSE n/a.

c3: IF (A.150/3 AND A.150/4) THEN m ELSE n/a. - - S-CSCEF acting as regqistrar

0.1: At least one of these capabilities is supported.

END OF MODIFICATION

NEXT MODIFICATION
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A.2.2.2 Major capabilities

Table A.150: Major capabilities
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Item Does the implementation support Reference | RFC status Profile status
Capabilities within main protocol

1 client behaviour for registration? [20] m m

2 server behaviour for registration? [20] m m

3 registrar? [20] 0

4 client behaviour for session requests? [20] m m

5 server behaviour for session requests? | [20] m m

6 session release? [20] m m

7 Stateless proxy behaviour? [20] 0.1

8 Stateful proxy behaviour? [20] 0.1

9 insertion of date in requests and [20] 24.17 o] o]
responses

10 suppression or modification of alerting [20] 22.4 o] o]
information data

11 reading the contents of the Require [20] 24.33 o] o]
header before proxying the request or
response

12 adding or madifying the contents of the | [20] 24.33 o] m
Require header before proxying the
REGISTER request or response

13 adding or modifying the contents of the | [20] 24.33 o] o]
Require header before proxying the
request or response for methods other
than REGISTER

14 reading the contents of the Supported [20] 24.39 o] o]
header before proxying the response

15 reading the contents of the [20] 24.42 o] m
Unsupported header before proxying
the 420 response to a REGISTER

16 reading the contents of the [20] 24.42 o] o]
Unsupported header before proxying
the 420 response to a method other
than REGISTER

17 the inclusion of the Error-Info header in | [20] 24.42 o] o]
3xX - 6XX responses
Extensions

18 The SIP INFO method? [19] ) )

19 Reliability of provisional responses in [21] o] m
SIP?

20 SIP caller preferences and callee [24] o] o]
capabilities?

21 the REFER method? [25] 0 o]

22 The SIP session timer? [26] 0 0

23 Integration of resource management [22] o] m
and SIP?

24 SIP extensions for caller identity and [27] o] m
privacy?

25 SIP extensions for supporting [28] o] o]
distributed call state?

26 SIP extensions for media authorization? | [29] 0 m

27 SIP specific event notification [23] 0 0

28 Path Extension Header for Establishing | [33] 0 cl
Service Route with SIP REGISTER

0.1: It is mandatory to support at least one of these items.

cl: IF A.2A/2 OR A.2A/3 THEN m ELSE n/a. - - P-CSCF or I-CSCF

END OF MODIFICATION
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A.2 Profile definition for the Session Initiation Protocol as
used in the present document

A.2.1 User agent role

A.2.1.1 Introduction

This subclause contains the | CS proforma tables related to the user role. They need to be completed only for UA
implementations:

Prerequisite: A.2/1 -- user agent role.

A.2.1.2 Major capabilities

Table A.3: Major capabilities

Iltem Does the implementation support Reference RFC status Profile status

Capabilities within main protocol

1 client behaviour for registration? [20] m m

2 server behaviour for registration? [20] n/a n/a

3 registrar? [20] n/a n/a

4 client behaviour for session requests? [20] m 0

5 server behaviour for session requests? | [20] m 0

6 session release? [20] m cl

7 timestamping of requests? [20] 0 0

8 authentication between UA and UA? [20] subclause 22.4 0 0

9 authentication between UA and [20] subclause 22.4 o] n/a
registrar?

10 insertion of date in requests and [20] subclause 24.17 o] o]
responses?

11 downloading of alerting information? [20] subclause 22.4 0 0
Extensions

12 The SIP INFO method? [19] 0 n/a

13 Reliability of provisional responses in [21] o] m
SIP?

14 SIP caller preferences and callee [24] o] o]
capabilities?

15 the REFER method? [25] o] o]

16 The SIP session timer? [26] 0 0

17 Integration of resource management [22] o] m
and SIP?

18 SIP extensions for caller identity and [27] o] m
privacy?

19 SIP extensions for supporting [28] o] o]
distributed call state?

20 SIP extensions for media authorization? | [29] 0 m

21 SIP specific event notification [23] 0 0

22 acting as the notifier of event [23] c2 c2
information

23 acting as the recipient of event [23] c2 c2
information

cl: IF A.3/4 OR A.3/5 THEN m ELSE o.

c2: IF A.3/21 THEN 0.1 ELSE n/a.

0.1: At least one of these capabilities is supported.
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A.2.1.3 PDUs
Table A.4: Supported methods
Item PDU Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 ACK request [20] 13 m m [20] 13 m m
2 BYE request [20]15.1 | o [20]15.1 | o
3 BYE response [20]15.1 | o [20]15.1 | o
4 CANCEL request [20]169 | o [20]169 | o
5 CANCEL response [20]1169 | o [20]169 | o
6 COMET request [22] 5 0 [22] 5 0
7 COMET response [22]5 0 [22]15 0
8 INFO request [19]2 c2 n/a [19]2 c2 n/a
9 INFO response [19] 2 c2 n/a [19] 2 c2 n/a
10 INVITE request [20] 13 m m [20] 13 m m
11 INVITE response [20] 13 m m [20] 13 m m
12 NOTIFY request [23]7.4.2 | c4 c4 [23]7.4.2 | c3 c3
13 NOTIFY response [23]7.4.2 | c3 c3 [23]7.4.2 | c4 c4
14 OPTIONS request [20] 11 m m [20] 11 m m
15 OPTIONS response [20] 11 m m [20] 11 m m
16 PRACK request [21] 6 c5 c5 [21] 6 c5 c5
17 PRACK response [21]6 c5 c5 [21]6 c5 c5
18 REFER request [25] 3 cl cl [25] 3 cl cl
19 REFER response [25] 3 cl cl [25] 3 cl cl
20 REGISTER request [20] 10 0 [20] 10 n/a
21 REGISTER response [20] 10 n/a [20] 10 m
22 SUBSCRIBE request [23] 7.4.1 | c3 c3 [23]17.4.1 | c4 c4
23 SUBSCRIBE response [23]17.4.1 | c4 c4 [23]17.4.1 | c3 c3
c2: IF A.3/12 THEN m ELSE n/a.
cl: IF A.3/15 THEN m ELSE n/a.
c3: IF A.3/23 THEN m ELSE n/a.
c4: IF A.3/22 THEN m ELSE n/a.
c5: IF A.3/13 THEN m ELSE n/a - - reliability of provisional responses.

Editor's note: Optional status of BY E in RFC status is given because RFC states SHOULD (client and serve).

Editor's note: Optional status of REGISTER in RFC status is given because RFC states RECOMMENDED (client);
for the UAS, not statement is made, but it is assumed that this therefore means n/a

3GPP



Error! No text of specified style in document. 5 Error! No text of specified style in document.

A.2.1.4 PDU parameters

A.2.1.4.1 Status-codes
Table A.5: Supported status-codes
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 "100" Trying [20] 23.1.1 n/a n/a [20] 23.1.1 m m
2 "180" Ringing [20] 23.1.2 c2 c2 [20] 23.1.2 cl cl
3 "181" Call Is Being [20] 23.1.3 c2 c2 [20] 23.1.3 cl cl
Forwarded
4 "182" Queued [20] 23.1.4 c2 c2 [20] 23.1.4 cl cl
5 "183" Session Progress [20] 23.1.5 cl cl [20] 23.1.5 cl cl
6 "200" OK
7 "202" Accepted [23]17.6.1 c3 c3 [23]17.6.1 c3 c3
8 "300" Multiple Choices
9 "301" Moved Permanently
10 "302" Moved Temporarily
11 "305" Use Proxy
12 "380" Alternative Service
13 "400" Bad Request
14 "401" Unauthorized
15 "402" Payment Required
16 "403" Forbidden
17 "404" Not Found
18 "405" Method Not Allowed
19 "406" Not Acceptable
20 "407" Proxy Authentication
Required
21 "408" Request Timeout
22 "409" Conflict
23 "410" Gone
24 "411" Length Required
25 "413" Request Entity Too
Large
26 "414" Request-URI Too
Large
27 "415" Unsupported Media
Type
28 "420" Bad Extension
29 "421" Extension Required"
30 "423" Registration Too [20] 25.4.17 c4 c4 [20]125.4.17 | m m
Brief
31 "480" Temporarily not
available
32 "481" Call Leg/Transaction
Does Not Exist
33 "482" Loop Detected
34 "483" Too Many Hops
35 "484" Address Incomplete
36 "485" Ambiguous
37 "486" Busy Here
38 "487" Request Cancelled
39 "488" Not Acceptable Here
40 "489" Bad Events [23] 7.6.2 c3 c3 [23] 7.6.2 c3 c3
41 "500" Internal Server Error
42 "501" Not Implemented
43 "502" Bad Gateway
44 "503" Service Unavailable
45 "504" Gateway Time-out
46 "505" SIP Version not
supported
47 "580" Precondition Failure
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Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
48 "600" Busy Everywhere
49 "603" Decline
50 "604" Does not exist
anywhere
51 "606" Not Acceptable
cl: IF A.4/11 THEN m ELSE n/a.
c2: IF A.4/11 THEN o ELSE n/a.
c3: IF A.3/21 THEN m ELSE n/a.
c4: IF A.4/21 OR A.4/23 THEN m ELSE n/a - - REGISTER response or SUBSCRIBE response.

A.2.1.4.2 ACK method

Prerequisite A.4/1 — ACK request

Table A.6: Supported headers within the ACK request

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Allow [20]1245 | o [20]1245 | o
2 Allow-Events [23]75.2 | cl cl [23]75.2 | c2 c2
3 Authorization [20]124.7 | c3 c3 [20]124.7 | c3 c3
4 Call-ID [20]24.8 | m m [20]24.8 | m m
5 Contact [20]124.10 | o [20]124.10 | o
6 Content-Disposition [20]124.11 | o [20]124.11 | o
7 Content-Encoding [20]124.12 | o [20]124.12 | o
8 Content-Language [20]24.13 | o [20]24.13 | o
9 Content-Length [20]24.14 | m m [20]24.14 | m m
10 Content-Type [20]124.15 | m m [20]124.15 | m m
11 Cseq [20]124.16 | m m [20]124.16 | m m
12 Date [20] 24.17 | c4 c4 [20]124.17 | m m
13 From [20]124.20 | m m [20]124.20 | m m
14 Max-Forwards [20]124.22 | o 0 [20] 24.22 | n/a n/a
15 MIME-Version [20]124.24 | o [20]124.24 | o
16 Proxy-Authorization [20]124.28 | o [20]124.28 | o
17 Proxy-Require [20]124.29 | o n/a [20] 24.29 | n/a n/a
18 Record-Route [20]24.31 | o o] [20]24.31 | m m
19 Referred-By [251 33 €5 €5 [251 33 6 €6
20 Require [20] o] o] [20] m m
24.33, 24.33,
[28] 3 [28] 3
21 Route [20]24.35 | m m [20]24.35 | n/a n/a
22 State [28] 5.1 o [28] 5.1 0
23 Timestamp [20]24.40 | c7 c7 [20]124.40 | m m
24 To [20]124.41 | m m [20]124.41 | m m
25 User-Agent [20]124.43 | o [20]124.43 | o
26 Via [20]24.44 | m m [20]24.44 | m m
cl: IF A.3/21 THEN o ELSE n/a.
c2: IF A.3/21 THEN m ELSE n/a.
c3: IF A.3/8 THEN m ELSE n/a.
c4: IF A.3/10 THEN o ELSE n/a.
c7: IF A.3/7 THEN o0 ELSE n/a.

Editor's note: |s the following table a suitable way of showing the contents of message bodies.

3GPP



Error! No text of specified style in document. 7

Table A.7: Supported message bodies within the ACK request
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Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1
A.2.1.4.3 BYE method
Prerequisite A.4/2 — BY E reguest
Table A.8: Supported headers within the BYE request
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status | status status status
1 Accept [20] 24.1 0 [20] 24.1 0
2 Accept-Contact [24] 5.2 0 [24]5.2 0
3 Accept-Encoding [20] 24.2 o] [20] 24.2 0
4 Accept-Language [20] 24.3 0 [20] 24.3 0
5 Allow-Events [23] 7.5.2 cl cl [23]17.5.2 c2 c2
6 Authorization [20] 24.7 c3 c3 [20] 24.7 c3 c3
7 Call-ID [20] 24.8 m m [20] 24.8 m m
8 Content-Disposition [20] 24.11 0 [20] 24.11 0
9 Content-Encoding [20] 24.12 0 [20] 24.12 0
10 Content-Language [20] 24.13 0 [20] 24.13 0
11 Content-Length [20] 24.14 m m [20] 24.14 m m
12 Content-Type [20] 24.15 m m [20] 24.15 m m
13 Cseq [20] 24.16 m m [20] 24.16 m m
14 Date [20] 24.17 c4 c4 [20] 24.17 m m
15 From [20] 24.20 m m [20] 24.20 m m
16 Max-Forwards [20] 24.22 0 0 [20] 24.22 n/a n/a
17 MIME-Version [20] 24.24 o [20] 24.24 0
18 Proxy-Authorization [20] 24.28 0 [20] 24.28 0
19 Proxy-Require [20] 24.29 0 n/a [20] 24.29, [28] 3 n/a n/a
20 Record-Route [20] 24.31 o] [20]24.31 0
21 Referred-By e == 5 ehies 6 =E
22 Reject-Contact [24] 5. 0 [24] 5. 0
23 Request-Disposition [24] 5.5 o] [24]15.5 0
24 Require [20] 24.33, [28] 3 0 0 [20] 24.33, [28] 3 m m
25 Route [20] 24.35 m m [20] 24.35 n/a n/a
26 State [28] 5.1 0 [28]5.1 0
27 Supported [20] 24.39, [26] 7.1 | c7 c7 [20] 24.39, [26] 7.1 m m
28 Timestamp [20] 24.40 c8 c8 [20] 24.40 m m
29 To [20] 24.41 m m [20] 24.41 m m
30 User-Agent [20] 24.43 o] [20] 24.43 0
31 Via [20] 24.44 m m [20] 24.44 m m
cl: IF A.3/21 THEN o ELSE n/a.
c2: IF A.3/21 THEN m ELSE n/a.
c3: IF A.3/8 THEN m ELSE n/a.
c4: IF A.3/10 THEN o ELSE n/a.
c5 I A3/MA5THEN 6 ELSE nfa:
6 A3A5THEN-Mm ELSE n/a:
c7: IF A.3/16 THEN m ELSE o -- support of timer extension.
c8: IF A.3/7 THEN o ELSE n/a.
Table A.9: Supported message bodies within the BYE request
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1
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Prerequisite A.4/3 —BY E response
Prerequisite A.5/27 -- "415" Unsupported Media Type

Table A.10: Supported headers within the BYE response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Accept [20]124.1 | o [20]24.1 | o
2 Accept-Encoding [20]124.2 | o [20]124.2 | o
3 Accept-Language [20]243 | o [20]243 | o
4 Call-ID [20]24.8 | m m [20]24.8 | m m
5 Content-Disposition [20]24.11 | o [20]24.11 | o
6 Content-Encoding [20]124.12 | o [20]124.12 | o
7 Content-Language [20]124.13 | o [20]124.13 | o
8 Content-Length [20]24.14 | m m [20]24.14 | m m
9 Content-Type [20]24.15 | m m [20]24.15 | m m
10 Cseq [20]124.16 | m m [20]124.16 | m m
11 Date [20]124.17 | c1 cl [20]124.17 | m m
12 Error-Info [20]124.18 | o 0 [20]124.18 | o o]
13 From [20]24.20 | m m [20]24.20 | m m
14 MIME-Version [20]24.24 | o [20]24.24 | o
15 Require [20]124.33 | m m [20]124.33 | m m
16 Server [20]124.37 | o o] [20]124.37 | o 0
17 State [28]5.1 o] [28]5.1 0
18 Supported [20]124.39 | m m [20]24.39 | m m
19 Timestamp [20]24.40 | m m [20] 24.40 | c2 c2
20 To [20]124.41 | m m [20]124.41 | m m
21 User-Agent [20]124.43 | o [20]124.43 | o
22 Via [20]124.44 | m m [20]124.44 | m m
23 Warning [20]24.45 | o [20]24.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/3 —BY E response
Prerequisite: A.5/18 -- "405" Method Not Allowed

Table A.11: Supported headers within the BYE response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Allow [20]245 | m [20] 24.5 m
2 Call-ID [20] 24.8 m m [20] 24.8 m m
3 Content-Disposition [20]24.11 | o [20]24.11 | o
4 Content-Encoding [20]24.12 | o [20]24.12 | o
5 Content-Language [20]24.13 | o [20]24.13 | o
6 Content-Length [20]124.14 | m m [20]124.14 | m m
7 Content-Type [20]124.15 | m m [20]124.15 | m m
8 Cseq [20]24.16 | m m [20]24.16 | m m
9 Date [20] 24.17 | cl cl [20] 24.17 | m m
10 Error-Info [20]24.18 | 0 0 [20]124.18 | o o]
11 From [20]124.20 | m m [20]124.20 | m m
12 MIME-Version [20]124.24 | o [20]124.24 | o
13 Require [20]24.33 | m m [20]24.33 | m m
14 Server [20]124.37 | o o] [20]24.37 | o 0
15 State [28]5.1 o] [28]5.1 0
16 Supported [20]124.39 | m m [20]124.39 | m m
17 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
18 To [20]24.41 | m m [20]24.41 | m m
19 User-Agent [20]24.43 | o [20]24.43 | o
20 Via [20]124.44 | m m [20]124.44 | m m
21 Warning [20]124.45 | o [20]124.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/3 - - BY E response
Prerequisite: A.5/8 OR A.5/9 OR A.5/10 OR A.5/11 OR A.5/12 OR A.5/36 - - 3xx or 485 "Ambiguous’

Table A.12: Supported headers within the BYE response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Contact [20]124.10 | o [20]124.10 | o
3 Content-Disposition [20]24.11 | o [20]24.11 | o
4 Content-Encoding [20]24.12 | o [20]24.12 | o
5 Content-Language [20]24.13 | o [20]24.13 | o
6 Content-Length [20]124.14 | m m [20]124.14 | m m
7 Content-Type [20]124.15 | m m [20]124.15 | m m
8 Cseq [20]24.16 | m m [20]24.16 | m m
9 Date [20] 24.17 | cl cl [20] 24.17 | m m
10 Error-Info [20]24.18 | 0 0 [20]124.18 | o o]
11 From [20]124.20 | m m [20]124.20 | m m
12 MIME-Version [20]124.24 | o [20]124.24 | o
13 Require [20]24.33 | m m [20]24.33 | m m
14 Server [20]124.37 | o o] [20]24.37 | o 0
15 State [28]5.1 o] [28]5.1 0
16 Supported [20]124.39 | m m [20]124.39 | m m
17 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
18 To [20]24.41 | m m [20]24.41 | m m
19 User-Agent [20]24.43 | o [20]24.43 | o
20 Via [20]124.44 | m m [20]124.44 | m m
21 Warning [20]124.45 | o [20]124.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/3 —BY E response
Prerequisite; A.5/8 OR A.5/9 OR A.5/10 OR A.5/11 OR A.5/12 - 401

Table A.13: Supported headers within the BYE response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Disposition [20]124.11 | o [20]124.11 | o
3 Content-Encoding [20]24.12 | o [20]24.12 | o
4 Content-Language [20]24.13 | o [20]24.13 | o
5 Content-Length [20]24.14 | m m [20]24.14 | m m
6 Content-Type [20]124.15 | m m [20]124.15 | m m
7 Cseq [20]124.16 | m m [20]124.16 | m m
8 Date [20] 24.17 | cl cl [20] 24.17 | m m
9 Error-Info [20]124.18 | 0 0 [20]24.18 | o o]
10 From [20]124.20 | m m [20]124.20 | m m
11 MIME-Version [20]124.24 | o [20]124.24 | o
12 Proxy-Authenticate [20]124.27 | o [20]124.27 | o
13 Record-Route [20]24.31 | o [20]24.31 | o
14 Require [20]24.33 | m m [20]24.33 | m m
15 Server [20]124.37 | o o] [20]124.37 | o 0
16 State [28]5.1 0 [28]5.1 0
17 Supported [20]124.39 | m m [20]124.39 | m m
18 Timestamp [20]124.40 | m m [20] 24.40 | c2 c2
19 To [20]24.41 | m m [20]24.41 | m m
20 User-Agent [20]124.43 | o [20]124.43 | o
21 Via [20]124.44 | m m [20]124.44 | m m
22 Warning [20]124.45 | o [20]124.45 | o
23 WWW-Authenticate [20]24.46 | o [20]24.46 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/3 —BY E response
Prerequisite; A.5/8 OR A.5/9 OR A.5/10 OR A.5/11 OR A.5/12 — 407

Table A.14: Supported headers within the BYE response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Disposition [20]124.11 | o [20]124.11 | o
3 Content-Encoding [20]24.12 | o [20]24.12 | o
4 Content-Language [20]24.13 | o [20]24.13 | o
5 Content-Length [20]24.14 | m m [20]24.14 | m m
6 Content-Type [20]124.15 | m m [20]124.15 | m m
7 Cseq [20]124.16 | m m [20]124.16 | m m
8 Date [20] 24.17 | cl cl [20] 24.17 | m m
9 Error-Info [20]124.18 | 0 0 [20]24.18 | o o]
10 From [20]124.20 | m m [20]124.20 | m m
11 MIME-Version [20]124.24 | o [20]124.24 | o
12 Proxy-Authenticate [20]124.27 | o [20]124.27 | o
13 Require [20]24.33 | m m [20]24.33 | m m
14 Server [20]124.37 | o o] [20]24.37 | o 0
15 State [28]5.1 o] [28]5.1 0
16 Supported [20]124.39 | m m [20]124.39 | m m
17 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
18 To [20]24.41 | m m [20]24.41 | m m
19 User-Agent [20]24.43 | o [20]24.43 | o
20 Via [20]124.44 | m m [20]124.44 | m m
21 Warning [20]124.45 | o [20]124.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/3 —BY E response
Prerequisite: A.5/6 — 2xx

Table A.15: Supported headers within the BYE response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Authentication-Info [20]246 | o [20]246 | o
2 Call-ID [20] 24.8 m m [20] 24.8 m m
3 Content-Disposition [20]24.11 | o [20]24.11 | o
4 Content-Encoding [20]24.12 | o [20]24.12 | o
5 Content-Language [20]24.13 | o [20]24.13 | o
6 Content-Length [20]124.14 | m m [20]124.14 | m m
7 Content-Type [20]124.15 | m m [20]124.15 | m m
8 Cseq [20]24.16 | m m [20]24.16 | m m
9 Date [20]24.17 | c1 cl [20]124.17 | m m
10 From [20]124.20 | m m [20]124.20 | m m
11 MIME-Version [20]124.24 | o [20]124.24 | o
12 Record-Route [20]124.31 | o [20]124.31 | o
13 Require [20]24.33 | m m [20]24.33 | m m
14 Server [20]124.37 | o o] [20]24.37 | o 0
15 State [28]5.1 o] [28]5.1 0
16 Supported [20]124.39 | m m [20]124.39 | m m
17 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
18 To [20]24.41 | m m [20]24.41 | m m
19 User-Agent [20]24.43 | o [20]24.43 | o
20 Via [20]124.44 | m m [20]124.44 | m m
21 Warning [20]124.45 | o [20]124.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN o ELSE n/a.
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Prerequisite A.4/3 —BY E response
Prerequisite: A.5/35—484

Table A.16: Supported headers within the BYE response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Disposition [20]124.11 | o [20]124.11 | o
3 Content-Encoding [20]24.12 | o [20]24.12 | o
4 Content-Language [20]24.13 | o [20]24.13 | o
5 Content-Length [20]24.14 | m m [20]24.14 | m m
6 Content-Type [20]124.15 | m m [20]124.15 | m m
7 Cseq [20]124.16 | m m [20]124.16 | m m
8 Date [20] 24.17 | cl cl [20] 24.17 | m m
9 Error-Info [20]124.18 | 0 0 [20]24.18 | o o]
10 From [20]124.20 | m m [20]124.20 | m m
11 MIME-Version [20]124.24 | o [20]124.24 | o
12 Record-Route [20]124.31 | o [20]124.31 | o
13 Require [20]24.33 | m m [20]24.33 | m m
14 Server [20]124.37 | o o] [20]24.37 | o 0
15 State [28]5.1 o] [28]5.1 0
16 Supported [20]124.39 | m m [20]124.39 | m m
17 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
18 To [20]24.41 | m m [20]24.41 | m m
19 User-Agent [20]24.43 | o [20]24.43 | o
20 Via [20]124.44 | m m [20]124.44 | m m
21 Warning [20]124.45 | o [20]124.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN o ELSE n/a.
Prerequisite A.4/3 —BY E response
Prerequisite: A.5/1 — 100 Trying
Table A.17: Supported headers within the BYE response
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status

1 Call-ID [20] 24.8 n/a n/a [20] 24.8 m m
2 Content-Length [20] 24.14 | n/a n/a [20]24.14 | m m
3 Cseq [20] 24.16 | n/a n/a [20]24.16 | m m
4 Date [20]124.17 | n/a n/a [20]124.17 | m m
5 From [20]124.20 | n/a n/a [20]124.20 | m m
6 To [20]24.41 | n/a n/a [20]24.41 | m m
7 Via [20] 24.44 | n/a n/a [20]24.44 | m m
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Prerequisite A.4/3 —BY E response

Prerequisite: A.5/28 — 420

Table A.18: Supported headers within the BYE response

15
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Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Disposition [20]124.11 | o [20]124.11 | o
3 Content-Encoding [20]24.12 | o [20]24.12 | o
4 Content-Language [20]24.13 | o [20]24.13 | o
5 Content-Length [20]24.14 | m m [20]24.14 | m m
6 Content-Type [20]124.15 | m m [20]124.15 | m m
7 Cseq [20]124.16 | m m [20]124.16 | m m
8 Date [20] 24.17 | cl cl [20] 24.17 | m m
9 Error-Info [20]124.18 | 0 0 [20]24.18 | o o]
10 From [20]124.20 | m m [20]124.20 | m m
11 MIME-Version [20]124.24 | o [20]124.24 | o
12 Require [20]124.33 | m m [20]124.33 | m m
13 Server [20]124.37 | o o] [20]24.37 | o 0
14 State [28] 5.1 o [28] 5.1 0
15 Supported [20]124.39 | m m [20]124.39 | m m
16 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
17 To [20]124.41 | m m [20]124.41 | m m
18 Unsupported [20]24.42 | m m [20]24.42 | m m
19 User-Agent [20]24.43 | o [20]24.43 | o
20 Via [20]124.44 | m m [20]124.44 | m m
21 Warning [20]124.45 | o [20]124.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/3 — BY E response

Prerequisite: A.5/17 OR A.5/25 OR A.5/31 OR A.5/37 OR A.5/41 OR A.5/44 OR A.5/48 OR A.5/49 - - 404, 413, 480,
486, 500, 503, 600, 603

Table A.19: Supported headers within the BYE response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Disposition [20]124.11 | o [20]124.11 | o
3 Content-Encoding [20]124.12 | o [20]124.12 | o
4 Content-Language [20]24.13 | o [20]24.13 | o
5 Content-Length [20]24.14 | m m [20]24.14 | m m
6 Content-Type [20]124.15 | m m [20]124.15 | m m
7 Cseq [20]124.16 | m m [20]124.16 | m m
8 Date [20]124.17 | c1 cl [20]124.17 | m m
9 Error-Info [20]124.18 | 0 0 [20]24.18 | o 0
10 From [20]24.20 | m m [20]124.20 | m m
11 MIME-Version [20]124.24 | o [20]124.24 | o
12 Require [20]124.33 | m m [20]124.33 | m m
13 Retry-After [20]124.34 | 0 0 [20]24.34 | o 0
14 Server [20]124.37 | o o] [20]24.37 | o 0
15 State [28] 5.1 0 [28] 5.1 0
16 Supported [20]124.39 | m m [20]124.39 | m m
17 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
18 To [20]124.41 | m m [20]24.41 | m m
19 User-Agent [20]24.43 | o [20]24.43 | o
20 Via [20]24.44 | m m [20]24.44 | m m
21 Warning [20]124.45 | o [20]124.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
Table A.20: Supported message bodies within the BYE response
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1
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A2.1.44 CANCEL method
Prerequisite A.4/4 — CANCEL request

Table A.21: Supported headers within the CANCEL request

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Accept [20]24.1 | o [20]24.1 | o
2 Accept-Contact [24]5.2 0 [24]5.2 0
3 Accept-Encoding [20]124.2 | o [20]124.2 | o
4 Accept-Language [20]124.3 | o [20]24.3 | o
5 Allow-Events [23]75.2 | cl cl [23]75.2 | c2 c2
6 Authorization [20]124.7 | c3 c3 [20]124.7 | c3 c3
7 Call-ID [20]24.8 | m m [20]24.8 | m m
8 Content-Language [20]124.13 | o [20]24.13 | o
9 Content-Length [20]124.14 | m m [20]124.14 | m m
10 Cseq [20]24.16 | m m [20]24.16 | m m
11 Date [20] 24.17 | c4 c4 [20] 24.17 | m m
12 From [20]124.20 | m m [20]124.20 | m m
13 Max-Forwards [20]124.22 | o 0 [20]24.22 | n/a n/a
14 MIME-Version [20]124.24 | o [20]124.24 | o
15 Proxy-Authorization [20]124.28 | o [20]124.28 | o
16 Proxy-Require [20]124.29 | o n/a [20] n/a n/a
24.29,
[28] 3
17 Record-Route [20]124.31 | o [20]124.31 | o
18 Bofornd By == == == == €6 =£
19 Reject-Contact [24] 5. 0 [24] 5. 0
20 Request-Disposition [24]15.5 o] [24]15.5 0
21 Require [20] o] o] [20] m m
24.33, 24.33,
[28] 3 [28] 3
22 Route [20]24.35 | m m [20]24.35 | n/a n/a
23 State [28] 5.1 o [28] 5.1 0
24 Supported [20] c7 c7 [20] m m
24.39, 24.39,
[26] 7.1 [26] 7.1
25 Timestamp [20]24.40 | c8 c8 [20]124.40 | m m
26 To [20]24.41 | m m [20]24.41 | m m
27 User-Agent [20]24.43 | o [20]24.43 | o
28 Via [20] 24.44 | m m [20] 24.44 | m m
cl: IF A.3/21 THEN o ELSE n/a.
c2: IF A.3/21 THEN m ELSE n/a.
c3: IF A.3/8 THEN m ELSE n/a.
c4: IF A.3/10 THEN o ELSE n/a.
c7: IF A.3/16 THEN m ELSE o -- support of timer extension.
c8: IF A.3/7 THEN o ELSE n/a.
Table A.22: Supported message bodies within the CANCEL request
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1
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Prerequisite A.4/5 — CANCEL response
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Prerequisite: A.5/8 OR A.5/9 OR A.5/10 OR A.5/11 OR A.5/12 — 401

Table A.23: Supported headers within the CANCEL response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Language [20]124.13 | o [20]24.13 | o
3 Content-Length [20]24.14 | m m [20]24.14 | m m
4 Cseq [20]24.16 | m m [20]24.16 | m m
5 Date [20] 24.17 | cl cl [20] 24.17 | m m
6 Error-Info [20]124.18 | 0 0 [20]124.18 | o o]
7 From [20]124.20 | m m [20]124.20 | m m
8 MIME-Version [20]24.24 | o [20]24.24 | ©
9 Proxy-Authenticate [20]124.27 | o [20]24.27 | o
10 Record-Route [20]24.31 | o [20]24.31 | o
11 Require [20]124.33 | m m [20]124.33 | m m
12 State [28]5.1 0 [28]5.1 0
13 Supported [20]124.39 | m m [20]24.39 | m m
14 Timestamp [20]24.40 | m m [20] 24.40 | c2 c2
15 To [20]124.41 | m m [20]124.41 | m m
16 User-Agent [20]124.43 | o [20]124.43 | o
17 Via [20]124.44 | m m [20]124.44 | m m
18 Warning [20]24.45 | o [20]24.45 | o
19 WWW-Authenticate [20]24.46 | o [20]24.46 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
Prerequisite A.4/5 — CANCEL response
Prerequisite: A.5/6 — 200
Table A.24: Supported headers within the CANCEL response
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Language [20]124.13 | o [20]124.13 | o
3 Content-Length [20]24.14 | m m [20]24.14 | m m
4 Cseq [20]24.16 | m m [20]24.16 | m m
5 Date [20] 24.17 | cl cl [20] 24.17 | m m
6 From [20]124.20 | m m [20]124.20 | m m
7 MIME-Version [20]124.24 | o [20]124.24 | o
8 Record-Route [20]24.31 | o [20]24.31 | o
9 Require [20]24.33 | m m [20]24.33 | m m
10 State [28] 5.1 o [28] 5.1 0
11 Supported [20]124.39 | m m [20]124.39 | m m
12 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
13 To [20]24.41 | m m [20]24.41 | m m
14 User-Agent [20]24.43 | o [20]24.43 | o
15 Via [20] 24.44 | m m [20] 24.44 | m m
16 Warning [20]124.45 | o [20]124.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/5 — CANCEL response

Prerequisite: A.5/35—484

19 Error! No text of specified style in document.

Table A.25: Supported headers within the CANCEL response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Language [20]124.13 | o [20]24.13 | o
3 Content-Length [20]24.14 | m m [20]24.14 | m m
4 Cseq [20]24.16 | m m [20]24.16 | m m
5 Date [20] 24.17 | c1 cl [20]24.17 | m m
6 Error-Info [20]124.18 | 0 0 [20]124.18 | o o]
7 From [20]124.20 | m m [20]124.20 | m m
8 MIME-Version [20]124.24 | o [20]24.24 | o
9 Record-Route [20]24.31 | o [20]24.31 | o
10 Require [20]24.33 | m m [20]24.33 | m m
11 State [28]5.1 o] [28]5.1 0
12 Supported [20]124.39 | m m [20]124.39 | m m
13 Timestamp [20]24.40 | m m [20] 24.40 | c2 c2
14 To [20]122.37 | m m [20]22.37 | m m
15 User-Agent [20]124.43 | o [20]124.43 | o
16 Via [20]124.44 | m m [20]124.44 | m m
17 Warning [20]124.45 | o [20]124.45 | o
cl:IFA.3/10 THEN o ELSE n/a
c2: IF A.3/7 THEN mELSE n/a
Prerequisite A.4/5 — CANCEL response
Prerequisite: A.5/28 — 420
Table A.26: Supported headers within the CANCEL response
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Language [20]124.13 | o [20]124.13 | o
3 Content-Length [20]24.14 | m m [20]24.14 | m m
4 Cseq [20]24.16 | m m [20]24.16 | m m
5 Date [20]124.17 | c1 cl [20]124.17 | m m
6 Error-Info [20]124.18 | o o] [20]124.18 | o o]
7 From [20]124.20 | m m [20]124.20 | m m
8 MIME-Version [20]124.24 | o [20]24.24 | o
9 Require [20]24.33 | m m [20]24.33 | m m
10 State [28]5.1 0 [28]5.1 0
11 Supported [20]124.39 | m m [20]124.39 | m m
12 Timestamp [20]124.40 | m m [20] 24.40 | c2 c2
13 To [20]24.41 | m m [20]24.41 | m m
14 Unsupported [20]24.42 | m m [20]24.42 | m m
15 User-Agent [20]124.43 | o [20]124.43 | o
16 Via [20]124.44 | m m [20]124.44 | m m
17 Warning [20]124.45 | o [20]124.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/5 — CANCEL response

Prerequisite: A.5/17 OR A.5/25 OR A.5/31 OR A.5/41 OR A.5/44 OR A.5/48 OR A.5/49 — 404, 413, 480, 500, 503,
600, 603

Table A.27: Supported headers within the CANCEL response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Language [20]124.13 | o [20]124.13 | o
3 Content-Length [20]124.14 | m m [20]124.14 | m m
4 Cseq [20]24.16 | m m [20]24.16 | m m
5 Date [20]24.17 | c1 cl [20124.17 | m m
6 Error-Info [20]124.18 | o 0 [20]124.18 | o 0
7 From [20]124.20 | m m [20]124.20 | m m
8 MIME-Version [20]124.24 | o [20]124.24 | o
9 Require [20]24.33 | m m [20]24.33 | m m
10 State [28] 5.1 o [28] 5.1 0
11 Supported [20]124.39 | m m [20]124.39 | m m
12 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
13 To [20124.41 | m m [20124.41 | m m
14 User-Agent [20]24.43 | o [20]24.43 | o
15 Via [20] 24.44 | m m [20] 24.44 | m m
16 Warning [20]124.45 | o [20]124.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
Table A.28: Supported message bodies within the CANCEL response
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1
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A.2.1.45 COMET method
Prerequisite A.4/6 — COMET request

Table A.29: Supported headers within the COMET request

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Accept [20]24.1 | o [20]24.1 | o
2 Accept-Contact [24]5.2 0 [24]5.2 0
3 Accept-Encoding [20]124.2 | o [20]124.2 | o
4 Accept-Language [20]124.3 | o [20]24.3 | o
5 Allow-Events [23]75.2 | cl cl [23]75.2 | c2 c2
6 Authorization [20]124.7 | c3 c3 [20]124.7 | c3 c3
7 Call-ID [20]24.8 | m m [20]24.8 | m m
8 Contact [20]124.10 | o [20]124.10 | o
9 Content-Disposition [20]124.11 | o [20]124.11 | o
10 Content-Encoding [20]24.12 | o [20]24.12 | o
11 Content-Language [20]24.13 | o [20]24.13 | o
12 Content-Length [20]24.14 | m m [20]24.14 | m m
13 Content-Type [20]124.15 | m m [20]124.15 | m m
14 Cseq [20]124.16 | m m [20]124.16 | m m
15 Date [20] 24.17 | c4 c4 [20]124.17 | m m
16 Expires [20]24.19 | o [20]24.19 | o
17 From [20]124.20 | m m [20]124.20 | m m
18 Max-Forwards [20]124.22 | o 0 [20]24.22 | n/a n/a
19 MIME-Version [20]124.24 | o [20]124.24 | o
20 Organization [20]24.25 | o [20]24.25 | o
21 Proxy-Authorization [20]124.28 | o [20]124.28 | o
22 Proxy-Require [20]124.29 | o n/a [20] n/a n/a
24.29,
[28] 3

23 Record-Route [20]124.31 | o [20]124.31 | o
24 Referred-By [251 33 €5 €5 [251 33 6 €6
25 Reject-Contact [24] 5. 0 [24] 5. 0
26 Request-Disposition [24]15.5 o] [24]15.5 0
27 Require [20] o] o] [20] m m

24.33, 24.33,

[28] 3 [28] 3
28 Route [20]24.35 | m m [20]24.35 | n/a n/a
29 State [28] 5.1 0 [28] 5.1 0
30 Subject [20]124.38 | o [20]124.38 | o
31 Supported [20] c7 c7 [20] m m

24.39, 24.39,

[26] 7.1 [26] 7.1
32 Timestamp [20] 24.40 | c8 c8 [20]24.40 | m m
33 To [20]24.41 | m m [20]24.41 | m m
34 User-Agent [20]124.43 | o [20]124.43 | o
35 Via [20]124.44 | m m [20]124.44 | m m
cl: IF A.3/21 THEN o ELSE n/a.
c2: IF A.3/21 THEN m ELSE n/a.
c3: IF A.3/8 THEN m ELSE n/a.
c4: IF A.3/10 THEN o ELSE n/a.
c5 I A3/MA5THEN 6 ELSE nfa:
6 A3ASTHEN-Mm ELSE n/a:
c7: IF A.3/16 THEN m ELSE o -- support of timer extension.
c8: IF A.3/7 THEN o ELSE n/a.
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Table A.30: Supported message bodies within the COMET request

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1
Prerequisite A.4/7 — COMET response
Prerequisite: A.5/27 -- "415" Unsupported Media Type
Table A.31: Supported headers within the COMET response
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Accept [20]24.1 | o [20]24.1 | o
2 Accept-Encoding [20]24.2 | o [20]24.2 | o
3 Accept-Language [20]124.3 | o [20]24.3 | o
4 Call-ID [20] 24.8 m m [20] 24.8 m m
5 Content-Disposition [20]24.11 | o [20]24.11 | o
6 Content-Encoding [20]24.12 | o [20]24.12 | o
7 Content-Language [20]124.13 | o [20]124.13 | o
8 Content-Length [20]124.14 | m m [20]124.14 | m m
9 Content-Type [20]124.15 | m m [20]124.15 | m m
10 Cseq [20]24.16 | m m [20]24.16 | m m
11 Date [20]24.17 | c1 cl [20124.17 | m m
12 Error-Info [20]124.18 | o 0 [20]124.18 | o o]
13 Expires [20]124.19 | o [20]124.19 | o
14 From [20]124.20 | m m [20]124.20 | m m
15 MIME-Version [20]24.24 | o [20]24.24 | o
16 Organization [20]24.25 | o [20]24.25 | o
17 Require [20]124.33 | m m [20]124.33 | m m
18 Server [20]124.37 | o o] [20]124.37 | o 0
19 State [28]5.1 0 [28]5.1 0
20 Supported [20]124.39 | m m [20]124.39 | m m
21 Timestamp [20]124.40 | m m [20] 24.40 | c2 c2
22 To [20]124.41 | m m [20]124.41 | m m
23 User-Agent [20]124.43 | o [20]124.43 | o
24 Via [20]124.44 | m m [20]124.44 | m m
25 Warning [20]24.45 | o [20]24.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/7 — COMET response

Prerequisite: A.5/18 -- "405" Method Not Allowed
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Table A.32: Supported headers within the COMET response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Allow [20]245 | m [20] 24.5 m
2 Call-ID [20] 24.8 m m [20] 24.8 m m
3 Content-Disposition [20]24.11 | o [20]24.11 | o
4 Content-Encoding [20]24.12 | o [20]24.12 | o
5 Content-Language [20]24.13 | o [20]24.13 | o
6 Content-Length [20]124.14 | m m [20]124.14 | m m
7 Content-Type [20]124.15 | m m [20]124.15 | m m
8 Cseq [20]24.16 | m m [20]24.16 | m m
9 Date [20] 24.17 | cl cl [20] 24.17 | m m
10 Error-Info [20]24.18 | 0 0 [20]124.18 | o o]
11 Expires [20]124.19 | o [20]124.19 | o
12 From [20]124.20 | m m [20]124.20 | m m
13 MIME-Version [20]24.24 | o [20]24.24 | o
14 Organization [20]24.25 | o [20]24.25 | o
15 Require [20]124.33 | m m [20]124.33 | m m
16 Server [20]124.37 | o o] [20]124.37 | o 0
17 State [28]5.1 o] [28]5.1 0
18 Supported [20]124.39 | m m [20]24.39 | m m
19 Timestamp [20]24.40 | m m [20] 24.40 | c2 c2
20 To [20]124.41 | m m [20]124.41 | m m
21 User-Agent [20]124.43 | o [20]124.43 | o
22 Via [20]124.44 | m m [20]124.44 | m m
23 Warning [20]24.45 | o [20]24.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/7 — COMET response

Prerequisite: A.5/8 OR A.5/9 OR A.5/10 OR A.5/11 OR A.5/12 OR A.5/36 — 3xx or 485 "Ambiguous’

Table A.33: Supported headers within the COMET response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Contact [20]124.10 | o [20]124.10 | o
3 Content-Disposition [20]24.11 | o [20]24.11 | o
4 Content-Encoding [20]24.12 | o [20]24.12 | o
5 Content-Language [20]24.13 | o [20]24.13 | o
6 Content-Length [20]124.14 | m m [20]124.14 | m m
7 Content-Type [20]124.15 | m m [20]124.15 | m m
8 Cseq [20]24.16 | m m [20]24.16 | m m
9 Date [20] 24.17 | cl cl [20] 24.17 | m m
10 Error-Info [20]24.18 | 0 0 [20]124.18 | o o]
11 Expires [20]124.19 | o [20]124.19 | o
12 From [20]124.20 | m m [20]124.20 | m m
13 MIME-Version [20]24.24 | o [20]24.24 | o
14 Organization [20]24.25 | o [20]24.25 | o
15 Require [20]124.33 | m m [20]124.33 | m m
16 Server [20]124.37 | o o] [20]124.37 | o 0
17 State [28]5.1 o] [28]5.1 0
18 Supported [20]124.39 | m m [20]24.39 | m m
19 Timestamp [20]24.40 | m m [20] 24.40 | c2 c2
20 To [20]124.41 | m m [20]124.41 | m m
21 User-Agent [20]124.43 | o [20]124.43 | o
22 Via [20]124.44 | m m [20]124.44 | m m
23 Warning [20]24.45 | o [20]24.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/7 — COMET response

Prerequisite: A.5/8 OR A.5/9 OR A.5/10 OR A.5/11 OR A.5/12 — 3xx

Table A.34: Supported headers within the COMET response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Contact [20]124.10 | o [20]124.10 | o
3 Content-Disposition [20]24.11 | o [20]24.11 | o
4 Content-Encoding [20]24.12 | o [20]24.12 | o
5 Content-Language [20]24.13 | o [20]24.13 | o
6 Content-Length [20]124.14 | m m [20]124.14 | m m
7 Content-Type [20]124.15 | m m [20]124.15 | m m
8 Cseq [20]24.16 | m m [20]24.16 | m m
9 Date [20] 24.17 | cl cl [20] 24.17 | m m
10 Error-Info [20]24.18 | 0 0 [20]124.18 | o o]
11 Expires [20]124.19 | o [20]124.19 | o
12 From [20]124.20 | m m [20]124.20 | m m
13 MIME-Version [20]24.24 | o [20]24.24 | o
14 Organization [20]24.25 | o [20]24.25 | o
15 Require [20]124.33 | m m [20]124.33 | m m
16 Server [20]124.37 | o o] [20]124.37 | o 0
17 State [28]5.1 o] [28]5.1 0
18 Supported [20]124.39 | m m [20]24.39 | m m
19 Timestamp [20]24.40 | m m [20] 24.40 | c2 c2
20 To [20]124.41 | m m [20]124.41 | m m
21 User-Agent [20]124.43 | o [20]124.43 | o
22 Via [20]124.44 | m m [20]124.44 | m m
23 Warning [20]24.45 | o [20]24.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/7 — COMET response

Prerequisite: A.5/20 — 407
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Table A.35: Supported headers within the COMET response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
24 Call-ID [20] 24.8 m m [20] 24.8 m m
25 Content-Disposition [20]24.11 | o [20]24.11 | o
26 Content-Encoding [20]24.12 | o [20]24.12 | o
27 Content-Language [20]24.13 | o [20]24.13 | o
28 Content-Length [20]24.14 | m m [20]24.14 | m m
29 Content-Type [20]124.15 | m m [20]124.15 | m m
30 Cseq [20]124.16 | m m [20]124.16 | m m
31 Date [20] 24.17 | cl cl [20] 24.17 | m m
32 Error-Info [20]124.18 | 0 o] [20]24.18 | o 0
33 Expires [20]24.19 | o [20]24.19 | o
34 From [20]124.20 | m m [20]124.20 | m m
35 MIME-Version [20]124.24 | o [20]124.24 | o
36 Organization [20]24.25 | o [20]24.25 | o
37 Proxy-Authenticate [20]124.27 | o [20]124.27 | o
38 Require [20]124.33 | m m [20]124.33 | m m
39 Server [20]124.37 | o o] [20]124.37 | o 0
40 State [28]5.1 o] [28]5.1 0
41 Supported [20]124.39 | m m [20]24.39 | m m
42 Timestamp [20]24.40 | m m [20] 24.40 | c2 c2
43 To [20]124.41 | m m [20]124.41 | m m
44 User-Agent [20]124.43 | o [20]124.43 | o
45 Via [20]124.44 | m m [20]124.44 | m m
46 Warning [20]24.45 | o [20]24.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/7 — COMET response
Prerequisite: A.5/6 — 2xx

Table A.36: Supported headers within the COMET response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Allow [20]245 | m [20] 24.5 m
2 Call-ID [20] 24.8 m m [20] 24.8 m m
3 Content-Disposition [20]24.11 | o [20]24.11 | o
4 Content-Encoding [20]24.12 | o [20]24.12 | o
5 Content-Language [20]24.13 | o [20]24.13 | o
6 Content-Length [20]124.14 | m m [20]124.14 | m m
7 Content-Type [20]124.15 | m m [20]124.15 | m m
8 Cseq [20]24.16 | m m [20]24.16 | m m
9 Date [20] 24.17 | cl cl [20] 24.17 | m m
10 Expires [20]24.19 | o [20]24.19 | o
11 From [20]124.20 | m m [20]124.20 | m m
12 MIME-Version [20]124.24 | o [20]124.24 | o
13 Organization [20]24.25 | o [20]24.25 | o
14 Record-Route [20]24.31 | o [20]24.31 | o
15 Require [20]124.33 | m m [20]124.33 | m m
16 Server [20]124.37 | o o] [20]124.37 | o 0
17 State [28]5.1 o] [28]5.1 0
18 Supported [20]124.39 | m m [20]24.39 | m m
19 Timestamp [20]24.40 | m m [20] 24.40 | c2 c2
20 To [20]124.41 | m m [20]124.41 | m m
21 User-Agent [20]124.43 | o [20]124.43 | o
22 Via [20]124.44 | m m [20]124.44 | m m
23 Warning [20]24.45 | o [20]24.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
Prerequisite A.4/7 — COMET response
Prerequisite: A.5/1 — 100 Trying
Table A.37: Supported headers within the COMET response
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status

1 Call-ID [20] 24.8 n/a n/a [20] 24.8 m m
2 Content-Length [20]124.14 | n/a n/a [20]124.14 | m m
3 Cseq [20]124.16 | n/a n/a [20]124.16 | m m
4 Date [20] 24.17 | n/a n/a [20]24.17 | m m
5 From [20]24.20 | n/a n/a [20]24.20 | m m
6 To [20]24.41 | n/a n/a [20]24.41 | m m
7 Via [20] 24.44 | n/a n/a [20]124.44 | m m
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Prerequisite A.4/7 — COMET response

Prerequisite: A.5/28 — 420
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Table A.38: Supported headers within the COMET response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Disposition [20]124.11 | o [20]124.11 | o
3 Content-Encoding [20]24.12 | o [20]24.12 | o
4 Content-Language [20]24.13 | o [20]24.13 | o
5 Content-Length [20]24.14 | m m [20]24.14 | m m
6 Content-Type [20]124.15 | m m [20]124.15 | m m
7 Cseq [20]124.16 | m m [20]124.16 | m m
8 Date [20] 24.17 | cl cl [20] 24.17 | m m
9 Error-Info [20]124.18 | 0 0 [20]24.18 | o o]
10 Expires [20]24.19 | o [20]24.19 | o
11 From [20]124.20 | m m [20]124.20 | m m
12 MIME-Version [20]124.24 | o [20]124.24 | o
13 Organization [20]24.25 | o [20]24.25 | o
14 Require [20]24.33 | m m [20]24.33 | m m
15 Server [20]124.37 | o o] [20]124.37 | o 0
16 State [28]5.1 0 [28]5.1 0
17 Supported [20]124.39 | m m [20]124.39 | m m
18 Timestamp [20]124.40 | m m [20] 24.40 | c2 c2
19 To [20]24.41 | m m [20]24.41 | m m
20 Unsupported [20]124.42 | m m [20]124.42 | m m
21 User-Agent [20]124.43 | o [20]124.43 | o
22 Via [20]124.44 | m m [20]124.44 | m m
23 Warning [20]24.45 | o [20]24.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/7 — COMET response

Prerequisite: A.5/17 OR A.5/25 OR A.5/31 OR A.5/37 OR A.5/41 OR A.5/44 OR A.5/48 OR A.5/49 - - 404, 413, 480,
486, 500, 503, 600, 603

Table A.39: Supported headers within the COMET response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Disposition [20]124.11 | o [20]124.11 | o
3 Content-Encoding [20]124.12 | o [20]124.12 | o
4 Content-Language [20]24.13 | o [20]24.13 | o
5 Content-Length [20]24.14 | m m [20]24.14 | m m
6 Content-Type [20]124.15 | m m [20]124.15 | m m
7 Cseq [20]124.16 | m m [20]124.16 | m m
8 Date [20]124.17 | c1 cl [20]124.17 | m m
9 Error-Info [20]124.18 | 0 0 [20]24.18 | o 0
10 Expires [20]24.19 | o [20]24.19 | o
11 From [20]124.20 | m m [20]124.20 | m m
12 MIME-Version [20]124.24 | o [20]124.24 | o
13 Organization [20]24.25 | o [20]24.25 | o
14 Require [20]24.33 | m m [20]24.33 | m m
15 Retry-After [20] o] o] [20]24.34 | o o]
24.3424.3
4
16 Server [20]124.37 | o 0 [20]124.37 | o 0
17 State [28] 5.1 o [28] 5.1 0
18 Supported [20]124.39 | m m [20]124.39 | m m
19 Timestamp [20]24.40 | m m [20] 24.40 | c2 c2
20 To [20]124.41 | m m [20]124.41 | m m
21 User-Agent [20]124.43 | o [20]124.43 | o
22 Via [20]24.44 | m m [20] 24.44 | m m
23 Warning [20]24.45 | o [20]24.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
Table A.40: Supported message bodies within the COMET response
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status

1
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A.2.1.4.6 INFO method

Prerequisite A.4/8 — INFO request

Table A.41: Supported headers within the INFO request

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Accept [20]24.1 | o [20]24.1 | o
2 Accept-Contact [24]5.2 0 [24]5.2 0
3 Accept-Encoding [20]124.2 | o [20]124.2 | o
4 Accept-Language [20]124.3 | o [20]24.3 | o
5 Allow-Events [23]75.2 | cl cl [23]75.2 | c2 c2
6 Authorization [20]124.7 | c3 c3 [20]124.7 | c3 c3
7 Call-ID [20]24.8 | m [20]24.8 | m
8 Contact [20]124.10 | o [20]124.10 | o
9 Content-Encoding [20]124.12 | o [20]124.12 | o
10 Content-Length [20]24.14 | m m [20]24.14 | m m
11 Content-Type [20]24.15 | m m [20]24.15 | m m
12 Cseq [20]124.16 | m m [20]124.16 | m m
13 Date [20]124.17 | c4 c4 [20]124.17 | m m
14 Expires [20]124.19 | o [20]124.19 | o
15 From [20]24.20 | m m [20]124.20 | m m
16 Max-Forwards [20]124.22 | o 0 [20] 24.22 | n/a n/a
17 Organization [20]24.25 | o [20]24.25 | o
18 Priority [20]124.26 | o o] [20]124.26 | o o]
19 Proxy-Authorization [20]124.28 | o [20]124.28 | o
20 Proxy-Require [20]124.29 | o n/a [20] n/a n/a
24.29,
[28] 3
21 Record-Route [20]124.31 | o [20]124.31 | o
22 Bofornd By ehies =L =L == €6 =E
23 Reject-Contact [24] 5. 0 [24] 5. 0
24 Request-Disposition [24]15.5 o] [24]15.5 0
25 Require [20] o] o] [20] m m
24.33, 24.33,
[28] 3 [28] 3
26 Route [20]124.35 | m m [20]124.35 | n/a n/a
27 State [28] 5.1 o [28] 5.1 0
28 Subject [20]24.38 | o [20]24.38 | o
29 Supported [20] c7 c7 [20] m m
24.39, 24.39,
[26] 7.1 [26] 5,
[28] 3
30 Timestamp [20] 24.40 | c8 c8 [20]24.40 | m m
31 To [20]24.41 | m m [20]24.41 | m m
32 User-Agent [20]24.43 | o [20]24.43 | o
33 Via [20]124.44 | m m [20]124.44 | m m
cl: IF A.3/21 THEN o ELSE n/a.
c2: IF A.3/21 THEN m ELSE n/a.
c3: IF A.3/8 THEN m ELSE n/a.
c4: IF A.3/10 THEN o ELSE n/a.
c7: IF A.3/16 THEN m ELSE o -- support of timer extension.
c8: IF A.3/7 THEN o ELSE n/a.
Table A.42: Supported message bodies within the INFO request
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1
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Prerequisite A.4/9 — INFO response
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Prerequisite: A.5/27 -- "415" Unsupported Media Type @@@ combine

Table A.43: Supported headers within the INFO response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Encoding [20]124.12 | o [20]124.12 | o
3 Content-Length [20]24.14 | m m [20]24.14 | m m
4 Content-Type [20]24.15 | m m [20]24.15 | m m
5 Cseq [20]24.16 | m m [20]24.16 | m m
6 Date [20]124.17 | c1 cl [20]124.17 | m m
7 Error-Info [20]124.18 | o 0 [20]124.18 | o o]
8 Expires [20]24.19 | o [20]24.19 | o
9 From [20]124.20 | m m [20]24.20 | m m
10 Organization [20]24.25 | o [20]24.25 | o
11 Require [20]124.33 | m m [20]124.33 | m m
12 Server [20]124.37 | o o] [20]124.37 | o 0
13 State [28] 5.1 o [28] 5.1 0
14 Supported [20]124.39 | m m [20]124.39 | m m
15 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
16 To [20]124.41 | m m [20]124.41 | m m
17 User-Agent [20]124.43 | o [20]124.43 | o
18 Via [20]24.44 | m m [20] 24.44 | m m
19 Warning [20]24.45 | o [20]24.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
Prerequisite A.4/9 — INFO response
Prerequisite: A.5/18 -- "405" Method Not Allowed
Table A.44: Supported headers within the INFO response
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status

1 Allow [20]245 | m [20] 24.5 m
2 Call-ID [20] 24.8 m m [20] 24.8 m m
3 Content-Encoding [20]24.12 | o [20]24.12 | o
4 Content-Length [20]24.14 | m m [20]24.14 | m m
5 Content-Type [20]24.15 | m m [20]24.15 | m m
6 Cseq [20]124.16 | m m [20]124.16 | m m
7 Date [20]124.17 | c1 cl [20]124.17 | m m
8 Error-Info [20]124.18 | 0 0 [20]24.18 | o o]
9 Expires [20]24.19 | o [20]24.19 | o
10 From [20]124.20 | m m [20]124.20 | m m
11 Organization [20]124.25 | o [20]124.25 | o
12 Require [20]124.33 | m m [20]124.33 | m m
13 Server [20]24.37 | o o] [20]24.37 | o 0
14 State [28] 5.1 o [28] 5.1 0
15 Supported [20]124.39 | m m [20]124.39 | m m
16 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
17 To [20]124.41 | m m [20]124.41 | m m
18 User-Agent [20]24.43 | o [20]24.43 | o
19 Via [20]24.44 | m m [20] 24.44 | m m
20 Warning [20]124.45 | o [20]124.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/9 — INFO response
Prerequisite: A.5/8 OR A.5/9 OR A.5/10 OR A.5/11 OR A.5/12 OR A.5/36 — 3xx or 485 "Ambiguous' @@@ combine

Table A.45: Supported headers within the INFO response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Encoding [20]124.12 | o [20]124.12 | o
3 Content-Length [20]24.14 | m m [20]24.14 | m m
4 Content-Type [20]24.15 | m m [20]24.15 | m m
5 Cseq [20]24.16 | m m [20]24.16 | m m
6 Date [20]124.17 | c1 cl [20]124.17 | m m
7 Error-Info [20]124.18 | o 0 [20]124.18 | o o]
8 Expires [20]24.19 | o [20]24.19 | o
9 From [20]124.20 | m m [20]24.20 | m m
10 Organization [20]24.25 | o [20]24.25 | o
11 Require [20]124.33 | m m [20]124.33 | m m
12 Server [20]124.37 | o o] [20]124.37 | o 0
13 State [28] 5.1 o [28] 5.1 0
14 Supported [20]124.39 | m m [20]124.39 | m m
15 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
16 To [20]124.41 | m m [20]124.41 | m m
17 User-Agent [20]124.43 | o [20]124.43 | o
18 Via [20]24.44 | m m [20] 24.44 | m m
19 Warning [20]24.45 | o [20]24.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
Prerequisite A.4/9 — INFO response
Prerequisite: A.5/14 — 401
Table A.46: Supported headers within the INFO response
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status

1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Encoding [20]124.12 | o [20]124.12 | o
3 Content-Length [20]24.14 | m m [20]24.14 | m m
4 Content-Type [20]24.15 | m m [20]24.15 | m m
5 Cseq [20]24.16 | m m [20]24.16 | m m
6 Date [20]124.17 | c1 cl [20]124.17 | m m
7 Error-Info [20]124.18 | o o] [20]124.18 | o o]
8 Expires [20]24.19 | o [20]24.19 | o
9 From [20]24.20 | m m [20]24.20 | m m
10 Organization [20]24.25 | o [20]24.25 | o
11 Require [20]124.33 | m m [20]124.33 | m m
12 Server [20]124.37 | o 0 [20]124.37 | o 0
13 State [28] 5.1 o [28] 5.1 0
14 Supported [20]124.39 | m m [20]124.39 | m m
15 Timestamp [20]24.40 | m m [20] 24.40 | c2 c2
16 To [20]124.41 | m m [20]124.41 | m m
17 User-Agent [20]124.43 | o [20]124.43 | o
18 Via [20]24.44 | m m [20] 24.44 | m m
19 Warning [20]24.45 | o [20]24.45 | o
20 WWW-Authenticate [20]124.46 | o [20]124.46 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/9 — INFO response
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Prerequisite: A.5/8 OR A.5/9 OR A.5/10 OR A.5/11 OR A.5/12 — 3xx

Table A.47: Supported headers within the INFO response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Encoding [20]124.12 | o [20]124.12 | o
3 Content-Length [20]24.14 | m m [20]24.14 | m m
4 Content-Type [20]24.15 | m m [20]24.15 | m m
5 Cseq [20]24.16 | m m [20]24.16 | m m
6 Date [20]124.17 | c1 cl [20]124.17 | m m
7 Error-Info [20]124.18 | o 0 [20]124.18 | o o]
8 Expires [20]24.19 | o [20]24.19 | o
9 From [20]124.20 | m m [20]24.20 | m m
10 Organization [20]24.25 | o [20]24.25 | o
11 Require [20]124.33 | m m [20]124.33 | m m
12 Server [20]124.37 | o o] [20]124.37 | o 0
13 State [28] 5.1 o [28] 5.1 0
14 Supported [20]124.39 | m m [20]124.39 | m m
15 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
16 To [20]124.41 | m m [20]124.41 | m m
17 User-Agent [20]124.43 | o [20]124.43 | o
18 Via [20]24.44 | m m [20] 24.44 | m m
19 Warning [20]24.45 | o [20]24.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
Prerequisite A.4/9 — INFO response
Prerequisite: A.5/6 — 2xx
Table A.48: Supported headers within the INFO response
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status

1 Allow [20]245 | m [20] 24.5 m
2 Call-ID [20] 24.8 m m [20] 24.8 m m
3 Content-Encoding [20]24.12 | o [20]24.12 | o
4 Content-Length [20]24.14 | m m [20]24.14 | m m
5 Content-Type [20]24.15 | m m [20]24.15 | m m
6 Cseq [20]124.16 | m m [20]124.16 | m m
7 Date [20]124.17 | c1 cl [20]124.17 | m m
8 Expires [20]24.19 | o [20]24.19 | o
9 From [20]24.20 | m m [20]24.20 | m m
10 Organization [20]24.25 | o [20]24.25 | o
11 Record-Route [20]124.31 | o [20]124.31 | o
12 Require [20]124.33 | m m [20]124.33 | m m
13 Server [20]24.37 | o o] [20]24.37 | o 0
14 State [28] 5.1 o [28] 5.1 0
15 Supported [20]124.39 | m m [20]124.39 | m m
16 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
17 To [20]124.41 | m m [20]124.41 | m m
18 User-Agent [20]24.43 | o [20]24.43 | o
19 Via [20]24.44 | m m [20] 24.44 | m m
20 Warning [20]124.45 | o [20]124.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/9 - - INFO response
Prerequisite: A.5/35 - - 484

Table A.49: Supported headers within the INFO response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 24.8 m m [20] 24.8 m m
2 Content-Encoding [20]124.12 | o [20]124.12 | o
3 Content-Length [20]24.14 | m m [20]24.14 | m m
4 Content-Type [20]24.15 | m m [20]24.15 | m m
5 Cseq [20]24.16 | m m [20]24.16 | m m
6 Date [20]124.17 | c1 cl [20]124.17 | m m
7 Error-Info [20]124.18 | o 0 [20]124.18 | o o]
8 Expires [20]24.19 | o [20]24.19 | o
9 From [20]124.20 | m m [20]24.20 | m m
10 Organization [20]24.25 | o [20]24.25 | o
11 Require [20]124.33 | m m [20]124.33 | m m
12 Server [20]124.37 | o o] [20]124.37 | o 0
13 State [28] 5.1 o [28] 5.1 0
14 Supported [20]124.39 | m m [20]124.39 | m m
15 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
16 To [20]124.41 | m m [20]124.41 | m m
17 User-Agent [20]124.43 | o [20]124.43 | o
18 Via [20]24.44 | m m [20] 24.44 | m m
19 Warning [20]24.45 | o [20]24.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
Prerequisite A.4/9 — INFO response
Prerequisite: A.5/1 — 100 Trying
Table A.50: Supported headers within the INFO response
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status

1 Call-ID [20] 10.8 n/a n/a [20] 10.8 m m
2 Content-Length [20]110.14 | n/a n/a [20]110.14 | m m
3 Cseq [20] 24.16 | n/a n/a [20]24.16 | m m
4 Date [20]10.17 | n/a n/a [20]10.17 | m m
5 From [20]24.20 | n/a n/a [20]124.20 | m m
6 To [20]124.41 | n/a n/a [20]124.41 | m m
7 Via [20] 24.44 | n/a n/a [20]124.44 | m m
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Prerequisite A.4/9 — INFO response
Prerequisite: A.5/28 —420

Table A.51: Supported headers within the INFO response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 10.8 m m [20] 10.8 m m
2 Content-Encoding [20]124.12 | o [20]124.12 | o
3 Content-Length [20]10.14 | m m [20]10.14 | m m
4 Content-Type [20]24.15 | m m [20]24.15 | m m
5 Cseq [20]24.16 | m m [20]24.16 | m m
6 Date [20]10.17 | c1 cl [20]110.17 | m m
7 Error-Info [20]124.18 | o 0 [20]124.18 | o o]
8 Expires [20]24.19 | o [20]24.19 | o
9 From [20]124.20 | m m [20]24.20 | m m
10 Organization [20]24.25 | o [20]24.25 | o
11 Require [20]124.33 | m m [20]124.33 | m m
12 Server [20]124.37 | o o] [20]124.37 | o 0
13 State [28] 5.1 o [28] 5.1 0
14 Supported [20]124.39 | m m [20]124.39 | m m
15 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
16 To [20]124.41 | m m [20]124.41 | m m
17 Unsupported [20]124.42 | m m [20]124.42 | m m
18 User-Agent [20]24.43 | o [20]24.43 | o
19 Via [20]124.44 | m m [20]24.44 | m m
20 Warning [20]124.45 | o [20]124.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.

Prerequisite A.4/9 — INFO response

Prerequisite: A.5/17 OR A.5/25 OR A.5/31 OR A.5/37 OR A.5/41 OR A.5/44 OR A.5/48 OR A.5/49 — 404, 413, 480,
486, 500, 503, 600, 603

Table A.52: Supported headers within the INFO response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Call-ID [20] 10.8 m m [20] 10.8 m m
2 Content-Encoding [20]124.12 | o [20]124.12 | o
3 Content-Length [20]10.14 | m m [20]10.14 | m m
4 Content-Type [20]24.15 | m m [20]24.15 | m m
5 Cseq [20]124.16 | m m [20]124.16 | m m
6 Date [20]10.17 | c1 cl [20]110.17 | m m
7 Error-Info [20]124.18 | 0 0 [20]124.18 | o 0
8 Expires [20]24.19 | o [20]24.19 | o
9 From [20]124.20 | m m [20]24.20 | m m
10 Organization [20]124.25 | o [20]124.25 | o
11 Require [20]124.33 | m m [20]124.33 | m m
12 Retry-After [20]124.34 | 0 0 [20]124.34 | o 0
13 Server [20]124.37 | o o] [20]24.37 | o 0
14 State [28] 5.1 o [28] 5.1 0
15 Supported [20]124.39 | m m [20]124.39 | m m
16 Timestamp [20]124.40 | m m [20]24.40 | c2 c2
17 To [20]24.41 | m m [20]24.41 | m m
18 User-Agent [20]24.43 | o [20]24.43 | o
19 Via [20]24.44 | m m [20]24.44 | m m
20 Warning [20]124.45 | o [20]124.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Table A.53: Supported message bodies within the INFO response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1
A.2.1.4.7 INVITE method
Prerequisite A.4/10 — INVITE request
Table A.54: Supported headers within the INVITE request
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Accept [20]124.1 | o [20]24.1 | o
2 Accept-Contact [24]5.2 0 [24]5.2 0
3 Accept-Encoding [20]24.2 | o [20]24.2 | o
4 Accept-Language [20]243 | o [20]243 | o
5 Alert-Info [20]124.4 | o 0 [20]124.4 | cl cl
6 Allow [20]124.5, | o [20] o]
[20] 5.1 24.5,[20]
5.1
7 Allow-Events [23]75.2 | c2 c2 [23] 75.2 | c2 c2
8 Anonymity [27]15.2 0 [27]15.2
9 Authorization [20]124.7 | c3 c3 [20]124.7 | c3 c3
10 Call-ID [20] 24.8 m m [20] 24.8 m m
11 Call-Info [20]249 | o [20]249 | o
12 Contact [20]24.10 | m [20]24.10 | m
13 Content-Disposition [20]124.11 | o [20]24.11 | o
14 Content-Encoding [20]124.12 | o [20]124.12 | o
15 Content-Language [20]124.13 | o [20]124.13 | o
16 Content-Length [20]24.14 | m m [20]24.14 | m m
17 Content-Type [20]24.15 | m m [20]24.15 | m m
18 Cseq [20]124.16 | m m [20]124.16 | m m
19 Date [20]124.17 | c4 c4 [20]124.17 | m m
20 Expires [20]124.19 | o [20]124.19 | o
21 From [20]124.20 | m m [20]24.20 | m
22 In-Reply-To [20]24.21 | o 0 [20]24.21 | o
23 Max-Forwards [20]124.22 | o 0 [20]24.22 | n/a n/a
24 MIME-Version [20]124.24 | o [20]124.24 | o
25 Organization [20]24.25 | o [20]24.25 | o
26 Priority [20]124.26 | o o] [20]124.26 | o 0
27 Proxy-Authorization [20]124.28 | o [20]124.28 | o
28 Proxy-Require [20] c5 c5 [20] n/a n/a
24.29, 24.29,
[26] 4, [26] 4,
[27] 4 [27] 4,
[28] 3
29 Record-Route [20]24.31 | o [20]24.31 | o
20 Pofornd By ehies =E =E == = s
31 Reject-Contact [24] 5. 0 [24] 5. 0
32 Remote-Party-1D [27]15.1 0 [27]15.1 0
33 Reply-To [20]24.32 | o 0 [20]24.32 | o 0
34 Request-Disposition [24] 5.5 o] [24]15.5 0
35 Require [20] c8 o] [20] m m
24.33, 24.33,
[26] 4, [26] 4,
[28] 3 [28] 3
36 Route [20]24.35 | m m [20]24.35 | n/a n/a
37 Session expires [26] 3 o] [26] 3 0
38 State [28]5.1 o] [28]5.1 0
39 Subject [20]24.38 | o [20]24.38 | o
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Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
40 Supported [20] c9 m [20] m m
24.39, 24.39,
[26] 7.1, [26] 7.1,
[28] 5 [28] 5
41 Timestamp [20] 24.40 | cl10 c10 [20]24.40 | m m
42 To [20]124.41 | m m [20]124.41 | m m
43 User-Agent [20]124.43 | o [20]124.43 | o
44 Via [20]24.44 | m m [20] 24.44 | m m
cl: IF A.3/11 THEN m ELSE n/a.
c2: IF A.3/21 THEN m ELSE n/a.
c3: IF A.3/8 THEN m ELSE n/a.
c4: IF A.3/10 THEN o ELSE n/a.
c5: IF A.3/18 THEN m ELSE o -- (note).

e A P E e ELEE pln

c8: IF A.3/13 THEN 0.1 ELSE o -- Reliable transport.

c9: IF A.3/16 OR A.3/19 THEN m ELSE IF A.3/13 THEN 0.1 ELSE o -- support of timer or state extension,
support of reliable transport.

c10: IF A.3/7 THEN o ELSE n/a.

0.1 At least one of these shall be supported.

NOTE: No distinction has been made in these tables between first use of a request on a From/To/Call-ID
combination, and the usage in a subsequent one. Therefore the use of "0" etc. above has been included
from a viewpoint of first usage.

Table A.55: Supported message bodies within the INVITE request
Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1
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Prerequisite A.4/11 — INVITE response
Prerequisite: A.5/27 -- "415" Unsupported Media Type

Table A.56: Supported headers within the INVITE response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Accept [20]124.1 | o [20]24.1 | o
2 Accept-Encoding [20]124.2 | o [20]124.2 | o
3 Accept-Language [20]243 | o [20]243 | o
4 Anonymity [27]5.2 0 [27]15.2
5 Call-ID [20]24.8 | m m [20]24.8 | m m
6 Call-Info [20]1249 | o [20]1249 | o
7 Content-Disposition [20] o] [20] o]
24.11, 24.11,
[22] 8.3 [22] 8.3
8 Content-Encoding [20]24.12 | o [20]24.12 | o
9 Content-Language [20]124.13 | o [20]124.13 | o
10 Content-Length [20]124.14 | m m [20]124.14 | m m
11 Content-Type [20]124.15 | m m [20]124.15 | m m
12 Cseq [20]124.16 | m m [20]24.16 | m m
13 Date [20] 24.17 | c1 cl [20]124.17 | m m
14 Error-Info [20]124.18 | o 0 [20]124.18 | o o]
15 Expires [20]124.19 | o [20]124.19 | o
16 From [20]124.20 | m m [20]124.20 | m m
17 Media-Authorization [29]5.1 0 [29]5.1 0
18 MIME-Version [20]24.24 | 0 [20]124.24 | o
19 Organization [20]124.25 | o [20]124.25 | o
20 Remote-Party-1D [27]15.1 0 [27]15.1 0
21 Require [20]124.33 | m m [26]5.2 m m
22 Server [20]124.37 | o o] [20]24.37 | o 0
23 Session expires [26] 3 o] [26] 3 0
24 State [28]5.1 o] [28]5.1 0
25 Supported [20]124.39 | m m [20]124.39 | m m
26 Timestamp [20]124.40 | m m [20] 24.40 | c2 c2
27 To [20]24.41 | m m [20]24.41 | m m
28 User-Agent [20]24.43 | o [20]24.43 | o
29 Via [20]124.44 | m m [20]124.44 | m m
30 Warning [20]124.45 | o [20]124.45 | o
cl: IF A.3/10 THEN o ELSE n/a.
c2: IF A.3/7 THEN m ELSE n/a.
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Prerequisite A.4/11 — INVITE response

Prerequisite: A.5/18 -- "405" Method Not Allowed

39

Error! No text of specified style in document.

Table A.57: Supported headers within the INVITE response

Item Header Sending Receiving
Ref. RFC Profile Ref. RFC Profile
status status status status
1 Accept [20]124.1 | o [20]24.1 | o
2 Allow [20] 24.5 m [20] 24.5 m/o
3 Anonymity [27]15.2 0 [27]15.2 0
4 Call-ID [20]24.8 | m m [20]24.8 | m m
5 Call-Info [20]249 | o [20]249 | o
6 Content-Disposition [20] o] [20] o]
24.11, 24.11,
[22] 8.3 [22] 8.3
7 Content-Encoding [20]24.12 | o [20]24.12 | o
8 Content-Language [20]24.13 | o [20]24.13 | o
9 Content-Length [20]124.14 | m m [20]124.14 | m m
10 Content-Type [20]124.15 | m m [20]124.15 | m m
11 Cseq [20]124.16 | m m [20]124.1