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Number, Service Name and Service Specialisation to just a simple unique
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was removed from 29.198-03.

However, TpServiceSpecString remains (as sub-section 10.1.18 of the 29.198-
03 specification). The problem is that TpServiceSpecString is not referenced
anywhere else within the specification, and is therefore unused and redundant.
This CR removes this type definition. As it is completely unused, this should not
cause any issues with backwards compatibility.

Summary of change: ¥ Remove redundant data type definition TpServiceSpecString

Consequences if ¥ Redundant data type.
not approved:

Clauses affected: ¥ 10.1.18
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downloaded from the 3GPP server under ftp:/ftp.3app.ora/specs/ For the latest version, look for the directory name
with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.
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**** FIRST MODIFIED SECTION ****

10 Data Definitions

This clause provides the Framework specific data definitions necessary to support the OSA interface specification.
The general format of a data definition specification is the following:

— Datatype, that shows the name of the data type;

— Description, that describes the data type;

— Tabular specification, that specifies the data types and values of the data type;

— Example, if relevant, shown to illustrate the data type.

All data types referenced but not defined in this clause are common data definitions which may be found in
3GPP TS 29.198-2.

10.1 Common Framework Data Definitions

10.1.1  TpClientAppID

Thisisanidentifier for the client application. It is used to identify the client to the Framework. Thisdatatypeis
identical to TpString and is defined as a string of characters that uniquely identifies the application. The content of this
string shall be unique for each OSA API implementation (or unique for a network operator’s domain). This unique
identifier shall be negotiated with the OSA operator and the application shall use it to identify itself.

10.1.2 TpClientAppIDList

This data type defines a Numbered Set of Data Elements of type TpClientApplD.

10.1.3 TpDomainID

Definesthe Tagged Choi ce of Data El enent s that specify either the Framework or the type of entity
attempting to access the Framework.

Tag Element Type

TpDomainlDType

Tag Element Value Choice Element Type Choice Element Name
P_FwW TpFwW D Fw D
P_CLIENT_APPLICATION TpCd i ent Appl D Cient Appl D
P_ENT_OP TpEnt QoI D Ent Opl D
P_SERVI CE_I NSTANCE TpServi cel nst ancel D Servi cel D
P_SERVICE SUPPLIER TpServi ceSupplierl D Servi ceSupplierlD
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10.1.4 TpDomainlDType

Defines either the Framework or the type of entity attempting to access the Framework.

Name Value Description

P_FW 0 The Framework

P_CLI ENT_APPLI CATI ON A client application

P_ENT_OP An enterprise operator

1

2
P_SERVI CE_| NSTANCE 3 A service instance
P_SERVI CE_SUPPLI ER 4

A service supplier

10.1.5 TpENtOpID

Thisdatatypeisidentical to TpString and is defined as a string of characters that identifies an enterprise operator.
In conjunction with the application it uniquely identifies the enterprise operator which uses a particular OSA Service
Capability Feature (SCF).

10.1.6 TpPropertyName

Thisdatatypeisidentical to TpSt ri ng. It isthe name of ageneric “property”.

10.1.7 TpPropertyValue

Thisdatatypeisidentical to TpSt ri ng. Itisthe value (or the list of values) associated with a generic “property”.

10.1.8 TpProperty

ThisdatatypeisaSequence of Data El ement s which describesageneric “property”. It isastructured data
type consisting of the following { name,value} pair:

Sequence Element Sequence Element
Name Type
PropertyName TpPropertyName
PropertyVaue TpPropertyVaue

10.1.9 TpPropertyList

Thisdatatype definesaNunber ed Li st of Data El enent s of type TpProperty.

10.1.10 TpENtOpIDList

This data type defines a Numbered Set of Data Elements of type TpEntOplD.

10.1.11 TpFwID

Thisdatatypeisidentical to TpSt ri ng and identifies the Framework to a client application (or Service Capability
Feature)
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10.1.12 TpService

This datatype is a Sequence of Data Elements which describes aregistered SCFs. It is a structured type which consists
of:

Sequence Element Sequence Element Documentation
Name Type
Servicel D TpServicelD
Servi ceDescri ption TpServiceDescription Thisfield contains the description of the service

10.1.13 TpServiceList

This data type defines a Numbered Set of Data Elements of type TpService.

10.1.14 TpServiceDescription

This datatype is a Sequence of Data Elements which describes aregistered SCF. It is a structured data type which
consists of:

Sequence Element Sequence Element Documentation
Name Type
Ser vi ceTypeNane TpServiceTypeName
Servi cePropertylLi st TpServicePropertyList

10.1.15 TpServicelD

Thisdatatypeisidentical to a TpString, and is defined as a string of characters that uniquely identifies a registered SCF
interface. The string is automatically generated by the Framework.

10.1.16 TpServicelDList

This data type defines a Numbered Set of Data Elements of type TpServicel D.

10.1.17 TpServicelnstancelD

Thisdatatypeisidentical to a TpString, and is defined as a string of characters that uniquely identifies an instance of a
registered SCF interface. The string is automatically generated by the Framework
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10.1.189 TpServiceTypeProperty

ThisdatatypeisaSequence of Data El enent s which describes a service property associated with a service
type. It defines the name and mode of the service property, and also the service property type: e.g. Boolean, integer.
It issimilar to, but distinct from, TpServiceProperty. The latter is associated with an actual service: it definesthe
service property’ s name and mode, but also definesthe list of values assigned to it.

Sequence Element Sequence Element Documentation
Name Type
Servi cePr opert yNanme TpServicePropertyName
Servi ceTypePropert yMde TpServiceTypePropertyMode
Ser vi cePropertyTypeNane TpServiceProperty TypeName

**** END OF DOCUMENT ****
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The IDL only defines P_APPLICATION_NOT_ACTIVATED in Part 2.

Summary of change: ¥ Delete the description of P_APPLICATION_NOT_ACTIVATED in Part 3

Consequences if ¥ Multiple descriptions of P_APPLICATION_NOT_ACTIVATED may lead to
not approved: confusion.

Clauses affected: ¥ 11

Other specs 3 Other core specifications ¥*
affected: Test specifications
O&M Specifications

Other comments: 3*

How to create CRs using this form:
Comprehensive information and tips about how to create CRs can be found at: http://www.3gpp.org/3G_Specs/CRs.htm.
Below is a brief summary:

1) Fill out the above form. The symbols above marked 3 contain pop-up help information about the field that they are
closest to.
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11 Exception Classes

The following are the list of exception classes which are used in thisinterface of the API.

Name

Description

P_ACCESS_DENI ED

P—APPLI-CATH-ON-NOT-ACH-VATED

Theclient isnot currently authenticated with the framework

P_DUPL| CATE_PROPERTY_NAME

A duplicate property name has been received

P_I LLEGAL_SERVI CE_I D

lllegal Service ID

P_I LLEGAL_SERVI CE_TYPE

Illegal Service Type

P_I NVALI D_ACCESS_TYPE

The framework does not support the type of access interface requested
by the client.

P_I NVALI D_ACTI VI TY_TEST_I D

1D does not correspond to avalid activity test request

P_I NVALI D_AGREEMENT_TEXT

Invalid agreement text

P_I NVALI D_ENCRYPTI ON_CAPABI LI TY

Invalid encryption capability

P_I NVALI D_AUTH_TYPE

Invalid type of authentication mechanism

P_I NVALI D_CLI ENT_APP_I D

Invalid Client Application ID

P_I NVALI D_DOMAI N_I D

Invalid client ID

P_I NVALI D_ENT_CP_I D

Invalid Enterprise Operator ID

P_I NVALI D_PROPERTY

The framework does not recognise the property supplied by the client

P_INVALI D_SAG | D

Invalid Subscription Assignment Group ID

P_I NVALI D_SERVI CE_CONTRACT_| D

Invalid Service Contract ID

P_I NVALI D_SERVI CE_I D

Invalid service ID

P_I NVALI D_SERVI CE_PROFI LE_I D

Invalid service profile ID

P_I NVALI D_SERVI CE_TOKEN

The service token has not been issued, or it has expired.

P_I NVALI D_SERVI CE_TYPE

Invalid Service Type

P_I NVALI D_SI GNATURE

Invalid digital signature

P_I NVALI D_SI GNI NG_ALGORI THM

Invalid signing algorithm

P_M SSI NG_MANDATORY_PROPERTY

Mandatory Property Missing

P_NO_ACCEPTABLE_ENCRYPTI ON_CAPABI LI T
Y

An encryption mechanism, which is acceptable to the framework, is
not supported by the client

P_PROPERTY_TYPE_M SMATCH

Property Type Mismatch

P_SERVI CE_ACCESS_DENI ED

The client application is not allowed to access this service.

P_SERVI CE_NOT_ENABLED

The service ID does not correspond to a service that has been enabled

P_SERVI CE_TYPE_UNAVAI LABLE

The service typeis not available according to the Framework.

P_UNKNOWN_SERVI CE_| D

Unknown Service ID

P_UNKNOWN_SERVI CE_TYPE

Unknown Service Type
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Introduction

The Service Type defines which properties the supplier of an SCF shall provide when he registers a service. The
application specifies which properties an SCF shall contain when discovering a service. The type of a Service
Propertie can be one of:

BOOLEAN_SET
INTEGER_SET
STRING_SET
ADDRESSRANGE_SET
INTEGER_INTERVAL
STRING_INTERVAL
INTEGER_INTEGER_MAP

* S & O & o o

29.198-03 describes the use of Service Properties.

Proposed Change

For Service Properties of type BOOLEAN_SET there are cases for which there are no clear semantics:
¢ An SCF can register with an empty set.

¢ An application can request a service and specify {TRUE, FALSE} for a BOOLEAN_SET type service
property.

Ericsson proposes to clarify that both cases are illegal.

Furthermore a clarification is proposed for discoverService() to indicate that an application should only provide
the properties that it is interrested in.

The next section lists the changes to 29.198-03 v4.2.0 (with revision marks).

9.1 Service Property Types
The service type defines which properties the supplier of an SCF supplier shall provide when he registers an SCF.

At Service Registration the properties of atype shall be interpreted as the set of values that can be supported by the service.
If a service type has a certain property (e.g. "CAN_DO_SOVETHI NG'), a service registers with a property value of
{"true", "false"}.Thismeansthatthe SCSisableto support Service instances where this property is used or
allowed and instances where this property is not used or allowed. This clarifies why sets of values shall be used for the
property valuesinstead of primitive types.

At establishment of the Service Level Agreement the property can then be set to the val ue of the specific agreement. The
context of the Service Level Agreement thus restricts the set of property values of the SCS and will thus lead to a sub-set of
the service property values. When the correct SCF isinstantiated during the discovery and selection procedure (see Note),
the Service Properties shall thus be interpreted as the requested property values.

NOTE: Thisisachieved through the createServiceManager() operation in the Service Instance Lifecycle Manager
interface.

All property values are represented by an array of strings. The following table shows all supported property types.
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Property type name Description Example value (array of Interpretation of example

strings) value
BOOLEAN_SET set of Booleans {"FALSE"} The set of Booleans consisting
of the Boolean "false".
INTEGER_SET set of integers {"1", 2", "5", "7} The set of integers consisting of
the integers 1, 2, 5and 7.
STRING_SET set of strings {"Sophia", "Rijen"} The set of strings consisting of
the string “Sophia" and the
string "Rijen"
ADDRESSRANGE_SET set of address ranges {"123??2*", "*.ericsson.se"} | The set of address ranges

consisting of ranges 123??* and
*.ericsson.se.

INTEGER_INTERVAL interval of integers {"5", "100"} The integers that are between
or equal to 5 and 100.
STRING_INTERVAL interval of strings {"Rijen", "Sophia"} The strings that are between or

equal to the strings "Rijen" and
"Sophia", in lexicographical

order.
INTEGER_INTEGER_MAP map from integers to {"1", "10", "2", "20", "3", The map that maps 1 to 10, 2 to
integers "30"} 20 and 3 to 30.

The bounds of the string interval and the integer interval types may hold the reserved value "UNBOUNDED". If the left
bound of the interval holds the value "UNBOUNDED", the lower bound of the interval is the smallest value supported by
the type. If the right bound of the interval holds the value "UNBOUNDED", the upper bound of the interval isthe largest
value supported by the type.

When an SCF is registerd by the Service Supplier, Service Properties of type BOOLEAN SET shall not contain
an empty set. When a service is discovered by an application, this application shall specify either {TRUE} or
{FALSE} as value for service properties of type BOOLEAN SET.

7.3.1.1 Interface Class IpServiceDiscovery

Method
di scover Servi ce()

The discoverService operation is the means by which a client application is able to obtain the service I Ds of the services
that meet its requirements. The client application passesin alist of desired service properties to describe the serviceit is
looking for, in the form of attribute/value pairs for the service properties. The client application also specifies the maximum
number of matched responsesit is willing to accept. The framework must not return more matches than the specified
maximum, but it is up to the discretion of the Framework implementation to choose to return less than the specified
maximum. The discoverService() operation returns a servicel D/Property pair list for those services that match the desired
service property list that the client application provided. The service properties returned will form a complete view of what
the client application will be able to do with the service, as per the service level agreement. If the framework supports
service subscription, the service level agreement will be encapsulated in the subscription properties contained in the
contract/profile for the client application, which will be arestriction of the registered properties.

Returns <servicelList> : This parameter gives alist of matching services. Each serviceis characterised by its service ID and
alist of service property { name, mode and value list} tuples associated with the service.

Parameters

servi ceTypeNane : in TpServi ceTypeNane

The "serviceTypeName" parameter conveys the required service type. It iskey to the central purpose of "service trading". It
isthe basis for type safe interactions between the service exporters (via registerService) and service importers (via
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discoverService). By stating a service type, the importer implies the service type and a domain of discourse for talking
about properties of service.

- If the string representation of the "type" does not obey the rules for service type identifiers, then the
P_ILLEGAL_SERVICE_TYPE exception is raised.

- If the "type" is correct syntactically but is not recognised as a service type within the Framework, then the
P_UNKNOWN_SERVICE_TY PE exception is raised.

The framework may return a service of a subtype of the "type" requested. A service sub-type can be described by the
properties of its supertypes.

desiredPropertylList : in TpServicePropertylLi st

The "desiredPropertyList"parameter isalist of service property { name, mode and value list} tuples that the discovered set
of services should satisfy. These properties deal with the non-functional and non-computational aspects of the desired
service. The property valuesin the desired property list must be logically interpreted as "minimum”, "maximum”, etc. by
the framework (due to the absence of a Boolean constraint expression for the specification of the service criterion). It is
suggested that, at the time of service registration, each property val ue be specified as an appropriate range of values, so that

desired property values can specify an "enclosing" range of values to help in the selection of desired services.

The desiredPropertyList only contains service properties that are relevant for the application. |If an application is not
interested in the value of a certain service property, this service property shall not be included in the desiredPropertyL.ist.

P INVALID PROPERTY s raised when an application includes an unknown service property name or invalid service
property value.

max : in Tplnt32
The "max" parameter states the maximum number of servicesthat are to be returned in the "servicelList" result.

Returns
TpSer vi celi st

Raises
TpComonExcept i ons, P_ACCESS_DENI ED, P_| LLEGAL_SERVI CE_TYPE, P_UNKNOM_SERVI CE
_TYPE, P_I NVALI D_PROPERTY

8.3.1.1 Interface Class IpFwServiceRegistration

Method
regi sterService()

The registerService() operation is the means by which a service is registered in the Framework, for subsequent discovery by
the enterprise applications. Registration can only succeed when the Service type of the service is known to the Framework
(ServiceTypeis'available). A service-ID isreturned to the service supplier when a service is registered in the Framework.
When the service is not registered because the ServiceTypeis 'unavailable’, aP_SERVICE_TYPE_UNAVAILABLE is
raised. The service-ID isthe handle with which the service supplier can identify the registered service when needed (e.g.
for withdrawing it). The service-ID is only meaningful in the context of the Framework that generated it.

Returns <servicel D> : Thisisthe unique handle that is returned as a result of the successful completion of this operation.
The Service Supplier can identify the registered service when attempting to access it via other operations such as
unregisterService(), etc. Enterprise client applications are a so returned this service-ID when attempting to discover a
service of thistype.
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Parameters

servi ceTypeNane : in TpServiceTypeNane

The "serviceTypeName" parameter identifies the service type. If the string representation of the "type" does not obey the
rules for identifiers, thenan P_ILLEGAL_SERVICE_TY PE exception israised. If the "type" is correct syntactically but
the Framework is able to unambiguously determine that it is not a recognised service type, then a
P_UNKNOWN_SERVICE_TY PE exception is raised.

servi cePropertylList : in TpServicePropertylLi st

The "servicePropertyList" parameter isalist of property name and property value pairs. They describe the service being
registered. This description typically covers behavioural, non-functional and non-computational aspects of the service.
Service properties are marked "mandatory" or "readonly”. These property mode attributes have the following semantics:

a. mandatory - a service associated with this service type must provide an appropriate value for this property when
registering.

b. readonly - this modifier indicates that the property is optional, but that once given a value, subsequently it may not be
modified.
Specifying both modifiersindicates that a value must be provided and that subsequently it may not be modified. Examples
of such properties are those which form part of a service agreement and hence cannot be modified by service suppliers
during the life time of service.
If the type or the semantics of the type of any of the property valuesis not the same as the declared type (declared in the
service type), then aP_PROPERTY_TYPE_MISMATCH exceptionisraised. If an attempt is made to assign a dynamic
property value to areadonly property, then the P READONLY_DYNAMIC_PROPERTY exceptionisraised. If the
"servicePropertyList" parameter omits any property declared in the service type with a mode of mandatory, then a
P_MISSING_ MANDATORY_PROPERTY exceptionisraised. If two or more properties with the same property name are
included in this parameter, the P_ DUPLICATE_PROPERTY_NAME exception is raised.

Returns

TpServi cel D

Raises

TpComonExceptions, P_I LLEGAL SERVI CE | D,

P_UNKNOWN_SERVI CE_| D, P_PROPERTY_TYPE_M SVATCH, P_DUPLI CATE_PROPERTY_NANME,

P_I| LLEGAL_SERVI CE_TYPE, P_UNKNOWN SERVI CE_TYPE,
P_M SSI NG_MANDATORY_PROPERTY, P_SERVI CE_TYPE_UNAVAI LABLE
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6.2 Class Diagrams
<<lInterface>> <<Interface>>
IpClientAccess IpClientAPILevelAuthentication
(from Client interfaces) from Clientinterfaces)
*terminateAccess() %authenticate()
A *abortAuthentication()
o *%authenticationSucceeded()
<<uses>> <<uses>> .
<<Interface>> ‘ <<Interface>>
Ipinitial <<Interface>> IpAPILevelAuthentication
(from Framewo ik interfaces) IpAccess (from Framework interfaces)
(from Frame work interface s)
“®initiateAuthe ntication() ) $selectEncryptionMethod..
|n|f|:m:\A||fhpnf|r‘aﬂnn\AIlfh\/cnrson( *‘obtainlnterface() ‘authenticate()
®obtaininterfaceWithCallbac... %abortAuthentication()
*endAccess() %authenticationSucceede..
%istinterfaces() L
“releaselnterface()

<<Interface>>
IpAuthentication
(from Framework interfaces)

%requestAccess()

Figure: Trust and Security Management Package Overview

6.3.1.3 Interface Class Iplinitial
Inherits from: Iplnterface.

The Initial Framework interface is used by the client to initiate the mutual authentication with the Framework.

<<Interface>>

IpInitial

<<deprecated>> initiateAuthentication (clientDomain : in TpAuthDomain, authType : in TpAuthType) :
TpAuthDomain

<<new>> initiateAuthenticationWithVersion (clientDomain : in TpAuthDomain, authType : in TpAuthType,
frameworkVersion : in TpVersion) : TpAuthDomain
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Method
I nitiateAuthentication()

This method is deprecated in this version, this means that it will be supported until the next major release of this
specification.

This method isinvoked by the client to start the process of mutual authentication with the framework, and request the
use of a specific authentication method.

Returns <fwDomain> : This provides the client with a framework identifier, and a reference to call the authentication
interface of the framework.

structure TpAuthDomain {
domainiD: TpDomainiD;
authinterface:  IplnterfaceRef;
}

The domainlD parameter is an identifier for the framework (i.e. TpFwID). It is used to identify the
framework to the client.
The authinterface parameter is areference to the authentication interface of the framework. The type of this
interface is defined by the authType parameter. The client uses thisinterface to authenticate with the framework.

Parameters

clientDomain : in TpAut hDomain
Thisidentifies the client domain to the framework, and provides a reference to the domain's authentication interface.

structure TpAuthDomain {
domainiD: TpDomainiD;
authinterface:  IplnterfaceRef;
¥

The domainlD parameter is an identifier either for a client application (i.e. TpClientApplD) or for an enterprise
operator (i.e. TpENtOpID), or for an existing registered service (i.e. TpServicel D) or for a service supplier (i.e.
TpServiceSupplierl D). It is used to identify the client domain to the framework, (see authenticate() on
IpAPILevel Authentication). If the framework does not recognise the domainlD, the framework returns an error code
(P_INVALID_DOMAIN_ID).

The authinterface parameter is areference to call the authentication interface of the client. The type of thisinterface
is defined by the authType parameter. If the interface reference is not of the correct type, the framework returns an error
code (P_INVALID_INTERFACE_TY PE).

aut hType : in TpAut hType

Thisidentifies the type of authentication mechanism requested by the client. It provides operators and clients with the
opportunity to use an alternative to the API level Authentication interface, e.g. an implementation specific
authentication mechanism like CORBA Security, using the |pAuthentication interface, or Operator specific
Authentication interfaces. OSA API level Authentication is the default authentication mechanism
(P_OSA_AUTHENTICATION). If P_OSA_AUTHENTICATION is selected, then the clientDomain and fwDomain
authl nterface parameters are references to interfaces of type I p(Client)APILevel Authentication. If
P_AUTHENTICATION is selected, the fwDomain authinterface parameter references to interfaces of type

I pAuthentication which is used when an underlying distibution technology authentication mechanism is used.

Returns
TpAut hDomai n
Raises

TpConmonExcept i ons, P_I NVALI D_DOVAI N_I D, P_I NVALI D_| NTERFACE_TYPE, P_I NVALI D
_AUTH_TYPE
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I nitiateAuthenticati onWthVersion()

This method isinvoked by the client to start the process of mutual authentication with the framework, and request the
use of a specific authentication method using the new method with support for backward compatibility in the
framework. The returned fwDomain authlnterface will be selected to match the proposed version from the Client in the
Framework response. If the Framework can’t work with the proposed framework version the framework returns an error
code (P_INVALID_VERSION).

Returns <fwDomain> : This provides the client with a framework identifier, and a reference to call the authentication
interface of the framework.

structure TpAuthDomain {
domainiD: TpDomainiD;
authinterface:  IplnterfaceRef;
} .

The domainlD parameter is an identifier for the framework (i.e. TpFwID). It is used to identify the
framework to the client.
The authinterface parameter is areference to the authentication interface of the framework. The type of this
interface is defined by the authType parameter. The client uses thisinterface to authenticate with the framework.

Parameters

clientDomain : in TpAut hDomain
Thisidentifies the client domain to the framework, and provides a reference to the domain's authentication interface.

structure TpAuthDomain {
domainiD: TpDomainiD;
authinterface:  IplnterfaceRef;
¥

The domainlD parameter is an identifier either for a client application (i.e. TpClientApplD) or for an enterprise
operator (i.e. TpENtOpID), or for an existing registered service (i.e. TpServicel D) or for a service supplier (i.e.
TpServiceSupplierl D). It is used to identify the client domain to the framework, (see authenticate() on
IpAPILevel Authentication). If the framework does not recognise the domainiD, the framework returns an error code
(P_INVALID_DOMAIN_ID).

The authinterface parameter is areference to call the authentication interface of the client. The type of thisinterface
is defined by the authType parameter. If the interface reference is not of the correct type, the framework returns an error
code (P_INVALID_INTERFACE_TYPE).

aut hType : in TpAut hType

Thisidentifies the type of authentication mechanism requested by the client. It provides operators and clients with the
opportunity to use an alternative to the API level Authentication interface, e.g. an implementation specific
authentication mechanism like CORBA Security, using the |pAuthentication interface, or Operator specific
Authentication interfaces. OSA API level Authentication is the default authentication mechanism
(P_OSA_AUTHENTICATION). If P_OSA_AUTHENTICATION is selected, then the clientDomain and fwDomain
authl nterface parameters are references to interfaces of type I p(Client)APILevel Authentication. If
P_AUTHENTICATION is selected, the fwDomain authinterface parameter references to interfaces of type

I pAuthentication that is used when an underlying distribution technology authentication mechanism is used.

framewor kVersion : in TpVersion

Thisidentifies the version of the Framework implemented in the client. The TpVersion is a String containing the
version number. Valid version numbers are defined in the respective framework specification.

Returns
TpAut hDomai n
Raises

TpComonExcept i ons, P_I NVALI D_DOVAI N_I D, P_I NVALI D_I NTERFACE_TYPE,
P_I NVALI D_AUTH_TYPE, P_I NVALI D_VERS| ON
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7.2 Class Diagrams

<<Interface>>
IpAppEventNotification
(from App Interfaces)

*reportNotification()
*notificationTerminated()

/\

<<uses>> .

<<lInterface>>
IpEventNotification
(from Framework Interfaces)

*createNotification()
*destroyNotification()

Figure: Event Notification Class Diagram
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<<Interface>>
IpAppFaultManager

activityTestRes()
appActivity TestReq()
fwFaultReportind()
fwFaultRecoveryInd()
swcUnavailablelnd()
genFaultStatsRecordRes()
fwUnavailablelnd()

activity TestErr()
genFaultStatsRecordErr()

CR page 7

<<Interface>>
IpPAppOAM

A

<<uses>> |

<<Interface>>
IpFaultManager

systemDateTimeQuery()

<<uses>>

<<Interface>>
IpAppLoadManager
queryAppLoadReq()
<<Interface>> Z<ineracess queryLoadRes()
IpAppHeartBeatMgmt IoAppHeartBeat queryLoadErr()
PAPP loadLe vel Notification()
enableAppHeartBeat()
disableAppHeartBeat() 0..n|pulse0
changelnterval()
' <<uses>> '
<<uses>> <<uses>> ' ,
<<Interface>> .
IpHeartBeatMgmt <<|nter‘face>> <<Interface>>
IpHeartBeat IpLoadManager
enableHeartBeat()
disableHeartBeat() | 1 0..n pulse() reportLoad()
changelnterval() queryLoadReq()
queryAppLoadRes()
queryAppLoadErr()

createLoadLevelNotification()
destroyLoadLevelNotification()

activityTestReq()
appActivity TestRes()
swcUnavailablelnd()
genFaultStatsRecordReq()
appActivity TestErr()
appUnavailablelnd()

<<Interface>>
IpOAM

systemDateTimeQuery()

Figure: Integrity Management Package Overview

<<Interface>>
IpSeniceDiscovery
(from Framewolkinterfaces)

%istSeniceTypes()
*describeSeniceType()
*discoverSenice()
*listSubscribedSenices()

Figure: Service Discovery Package Overview
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<<Interface>>
IpInitial
(from Framework interfaces)

%initiate Authentication()

initi

ti ateA uthantication\\ith\/ar
L/ TOuieioarcaaarorivvroaTrv Ul

¥sion()

<<Interface>>
IpClientAccess

(from Client interfaces)

%terminateAccess()

<<uses>>
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<<Interface>>
IpClientAPILevelAuthentication
(from Client interfaces)

®authenticate()
®abortAuthentication()
*authentication Succeeded()

<<uses>> |

<<Interface>>
IpAccess

(from Framework interfaces)

<<Interface>>
IpAPILevelAuthentication

(from Framework interfaces)

®obtaininterface()
®obtaininterfaceWithCallback()
®endAccess()

¥istinte rfaces()
®releaselnterface()

%selectEncryptionMethod()

%authenticate()

%abortAuthentication()

%authenticationSucceeded()
I

L

<<Interface>>
IpAuthentication
(from Framework interfaces)

®requestAccess()

Figure: Trust and Security Management Package Overview
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<<Interface>>
IpAppS erviceAgreementM anagem ent
(from Ap p Interfaces)

*signSeniceAgreement()
%terminateSeniceAgreement()

<<uses>>

<<Interface>>
IpSeniceAgreementManagement
(from Framework Interfaces)

*signSeniceAgreement()
*terminateSeniceAgreement()
*selectSenice()
#*initiateSignSeniceAgreement()

Figure: Service Agreement Management Package Overview
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10.5.32 TpServiceProfileDescription

ThisdatatypeisaSequence of Data El ement s which describesa Service Profile. A service contract contains one
or more Service Profiles, one for each SAG in the enterprise operator domain. A service profile isarestriction of the service
contract in order to provide restricted service featuresto a SAG. It isa structured data type which consists of:

Sequence Element
Name

Sequence Element
Type

ServiceContract| D

TpServiceContractID

ServiceStartDate

TpServiceStartDate

Ser vi ceEndDat e

TpServiceEndDate

Ser vi ceTypeNane

TpServiceTypeName

Servi ceSubscri ptionProperties

TpServiceSubscriptionProperties

10.5.33 TpSagProfilePair

This datatype is a Sequence of Data Elements which describes a pair of aSAG and a Service Profile. It is a structured data

type which consists of:

Sequence Element
Name

Sequence Element
Type

Sag

TpSagl D

ServiceProfile

TpServiceProfilel D

10.5.34 TpAddSagMembersConflict

This datatype is a Sequence of Data Elements which describes a conflict that may occur when client applications are added
to a SAG - see method addSagM embers(). This happens, when a client application is assigned to a service twice.

The AlreadyAssignedSagProfilePair describes the SAG and the service profile through which the client application is
already assigned to the service. It includes the current service profile. The ConflictGeneratingSagProfilePair describes
another SAG, to which the client application should be added, and the corresponding service profile, through which the
client application is also connected to this service. This creates a conflict, as there may exist only a single service profile for

each service.

The TpAddSagM embersConflict is a structured data type which consists of:

Sequence Element

Sequence Element

Name Type
CdientApplication Tpd i ent Appl D

Conflict GeneratingSagProfil ePair

TpSagProfil ePair

Al readyAssi gnedSagProfil ePai r

TpSagProfil ePair

Service

TpServicel D
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10.5.35 TpAddSagMembersConflictList

This datatype definesaNunbered Li st of Data El enents of type TpAddSagMembersConflict.

10.5.36 TpAssignSagToServiceProfileConflict

This datatype is a Sequence of Data Elements which describes a conflict that may occur when a SAG is assigned to a
Service Profile - see method assign().

The AlreadyAssignedSagProfilePair describes the SAG and the service profile through which the client application is
dlready assigned to the service.

The TpAssignSagT oServiceProfileConflict is a structured data type which consists of:

Sequence Element Sequence Element
Name Type
CientApplication Tpd i ent Appl D
Al readyAssi gnedSagProfi | ePai r TpSagProfil ePair
Service TpServicel D

10.5.37 TpAssignSaqgToServiceProfileConflictList

Thisdatatype definesaNunber ed Li st of Data El ements of type TpAssignSagToServiceProfileConflict.
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11

Exception Classes

The following are the list of exception classes which are used in thisinterface of the API.

Name

Description

P_ACCESS_DENI ED

The client isnot currently authenticated with the framework

P_APPLI CATI ON_NOT_ACTI VATED

An application is unauthorised to access information and request
services with regards to users that have deactivated that particular
application.

P_DUPLI CATE_PROPERTY_NAVE

A duplicate property name has been received

P _TLLEGAL_SERVI CE_1 D

Illegal Service ID

P 1 LLEGAL_SERVI CE_TYPE

Illegal Service Type

P_TNVALI D_ACCESS_TYPE

The framework does not support the type of access interface requested
by the client.

P_TNVALI D_ACTI VI TY_TEST_I D

ID does not correspond to avalid activity test request

P_INVALI D ADDI TI ON TO SAG

A client application cannot be added to the SAG
because this would inply that the client
application has two concurrent service profiles
at a particular nonent in tinme for a particular
service.

P_T NVALT D_AGREENVENT_TEXT

Invalid agreement text

P_I NVALI D_ENCRYPTI ON_CAPABI LI TY

Invalid encryption capability

P_TNVALI D_AUTH_TYPE

Invalid type of authentication mechanism

P_TNVALI D_CLI ENT_APP_I D

Invalid Client Application ID

P_TNVALI D_DOVAI N_I D

Invalid client ID

P_TNVALID ENT_CP I D

Invalid Enterprise Operator ID

P_TNVALI D_PROPERTY

The framework does not recognise the property supplied by the client

P TNVALID SAG 1D

Invalid Subscription Assignment Group 1D

P_INVALI D_SAG TO SERVI CE PRCFI LE

A SAG cannot be assigned to the service profile

ASS| GNIVENT

because this would inply that a client
application has two concurrent service profiles
at a particular nonent in tinme for a particular
service.

P_TNVALI D_SERVI CE_CONTRACT_I D

Invalid Service Contract ID

P_TNVALI D_SERVI CE_I D

Invalid service ID

P_TNVALI D_SERVI CE_PROFI LE_I D

Invalid service profile ID

P_TNVALI D_SERVI CE_TOKEN

The service token has not been issued, or it has expired.

P_TNVALI D_SERVI CE_TYPE

Invalid Service Type

P_I NVALI D_SI GNATURE

Invalid digital signature

P_TNVALI D_ST GNI NG_ALGORI THM

Invalid signing algorithm

P_M SSI NG_VANDATORY _PROPERTY

Mandatory Property Missing

P_NO_ACCEPTABLE_ENCRYPTI ON_CAPABI LI T
Y

An encryption mechanism, which is acceptable to the framework, is
not supported by the client

P_PROPERTY_TYPE_M SMVATCH

Property Type Mismatch

P_SERVI CE_ACCESS_DENI ED

The client application is not allowed to access this service.

P_SERVI CE_NOT_ENABLED

The service ID does not correspond to a service that has been enabled

P_SERVI CE_TYPE_UNAVAI LABLE

The service type is not available according to the Framework.

P_UNKNOM_SERVI CE_T D

Unknown Service ID

CR page 4




Name

Description

P_UNKNOMN_SERVI CE_TYPE

Unknown Service Type

Each exception class contains the following structure:

Structure Element Name

Structure Element Type

Structure Element Description

Extral nfornati on

TpString

Carries extra information to help identify the source of the exception,
e.g. aparameter name
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11 Exception Classes

The following are the list of exception classes which are used in thisinterface of the API.

Name

Description

P_ACCESS_DENI ED

P—APPLI-CATH-ON-NOT-ACH-VATED

Theclient isnot currently authenticated with the framework

P_DUPL| CATE_PROPERTY_NAME

A duplicate property name has been received

P_I LLEGAL_SERVI CE_I D

lllegal Service ID

P_I LLEGAL_SERVI CE_TYPE

Illegal Service Type

P_I NVALI D_ACCESS_TYPE

The framework does not support the type of access interface requested
by the client.

P_I NVALI D_ACTI VI TY_TEST_I D

1D does not correspond to avalid activity test request

P_I NVALI D_AGREEMENT_TEXT

Invalid agreement text

P_I NVALI D_ENCRYPTI ON_CAPABI LI TY

Invalid encryption capability

P_I NVALI D_AUTH_TYPE

Invalid type of authentication mechanism

P_I NVALI D_CLI ENT_APP_I D

Invalid Client Application ID

P_I NVALI D_DOMAI N_I D

Invalid client ID

P_I NVALI D_ENT_CP_I D

Invalid Enterprise Operator ID

P_I NVALI D_PROPERTY

The framework does not recognise the property supplied by the client

P_INVALI D_SAG | D

Invalid Subscription Assignment Group ID

P_I NVALI D_SERVI CE_CONTRACT_| D

Invalid Service Contract ID

P_I NVALI D_SERVI CE_I D

Invalid service ID

P_I NVALI D_SERVI CE_PROFI LE_I D

Invalid service profile ID

P_I NVALI D_SERVI CE_TOKEN

The service token has not been issued, or it has expired.

P_I NVALI D_SERVI CE_TYPE

Invalid Service Type

P_I NVALI D_SI GNATURE

Invalid digital signature

P_I NVALI D_SI GNI NG_ALGORI THM

Invalid signing algorithm

P_M SSI NG_MANDATORY_PROPERTY

Mandatory Property Missing

P_NO_ACCEPTABLE_ENCRYPTI ON_CAPABI LI T
Y

An encryption mechanism, which is acceptable to the framework, is
not supported by the client

P_PROPERTY_TYPE_M SMATCH

Property Type Mismatch

P_SERVI CE_ACCESS_DENI ED

The client application is not allowed to access this service.

P_SERVI CE_NOT_ENABLED

The service ID does not correspond to a service that has been enabled

P_SERVI CE_TYPE_UNAVAI LABLE

The service typeis not available according to the Framework.

P_UNKNOWN_SERVI CE_| D

Unknown Service ID

P_UNKNOWN_SERVI CE_TYPE

Unknown Service Type

CR page 2



joint API group (Parlay, ETSI Project OSA, 3GPP TSG_CN WG5) N5-020485
Meeting #18, Budapest, HUNGARY, 13 — 17 May 2002

CHANGE REQUEST
3 29.198-03 CR 040 wrev _ 38 Current version: 450 3

CR-Form-v5

For HELP on using this form, see bottom of this page or look at the pop-up text over the ¥ symbols.

Proposed change affects: & (U)SIM|:| ME/UE|:| Radio Access Network|:| Core Network

Title: ¥ Note added for P_SERVICE_INSTANCE Choice Element Name
Source: % CN5
Work item code: 8 OSA2 Date: 3 17/05/2002
Category: #® D Release: ¥ REL-5
Use one of the following categories: Use one of the following releases:
F (correction) 2 (GSM Phase 2)
A (corresponds to a correction in an earlier release) R96 (Release 1996)
B (addition of feature), R97 (Release 1997)
C (functional modification of feature) R98 (Release 1998)
D (editorial modification) R99 (Release 1999)
Detailed explanations of the above categories can REL-4 (Release 4)
be found in 3GPP TR 21.900. REL-5 (Release 5)

Reason for change: 3 The choice element name for P_SERVICE_INSTANCE in TpDomainID should
have been ServicelnstancelD, not ServicelD

Summary of change: 3 Note added that the ServicelD refers to a service instance

Consequences if ¥ Could cause confusion to developers
not approved:

Clauses affected: ¥ 10.1.3

Other specs 3 Other core specifications ¥*
affected: Test specifications
O&M Specifications

Other comments: 3*

How to create CRs using this form:
Comprehensive information and tips about how to create CRs can be found at: http://www.3gpp.org/3G_Specs/CRs.htm.
Below is a brief summary:

1) Fill out the above form. The symbols above marked 3 contain pop-up help information about the field that they are
closest to.

2) Obtain the latest version for the release of the specification to which the change is proposed. Use the MS Word
"revision marks" feature (also known as "track changes") when making the changes. All 3GPP specifications can be
downloaded from the 3GPP server under ftp://ftp.3gpp.org/specs/ For the latest version, look for the directory name
with the latest date e.g. 2001-03 contains the specifications resulting from the March 2001 TSG meetings.

3) With "track changes" disabled, paste the entire CR form (use CTRL-A to select it) into the specification just in front of
the clause containing the first piece of changed text. Delete those parts of the specification which are not relevant to
the change request.

CR page 1



3GPP TS aa.bbb vX.Y.Z (YYYY-MM) CR page 2

10.1.3 TpDomainID

Definesthe Tagged Choi ce of Data El enent s that specify either the Framework or the type of entity
attempting to access the Framework.

Tag Element Type

TpDomainlDType

Tag Element Value Choice Element Type Choice Element Name
P_FW TpFwW D Fw D
P_CLI ENT_APPLI CATI ON Tpd i ent Appl D Cient Appl D
P_ENT_OP TpEnt Opl D Ent Opl D
P_SERVI CE_| NSTANCE TpServi cel nst ancel D Servicel D (See Note)
P_SERVI CE_SUPPLI ER TpServi ceSupplierl D Servi ceSupplierlD

NOTE: The Choice Element Name ServicelD of TpDomainID refers to a service instance.
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6.3.1.3 Interface Class Iplnitial

Inherits from: IpInterface.
The Initial Framework interface is used by the client to initiate the mutual
authentication with the Framework.

<<Interface>>

Ipinitial

initiateAuthentication (clientDomain : in TpAuthDomain, authType : in TpAuthType) : TpAuthDomain

Method
I nitiateAuthentication()

This method isinvoked by the client to start the process of mutual authentication with
the framework, and request the use of a specific authentication method.

Returns <fwDomain> : This provides the client with a framework identifier, and a
reference to call the authentication interface of the framework.

structure TpAuthDomain {
domainiD: TpDomainiD;
authlnterface: IpInterfaceRef;
|3

The domainID parameter is an identifier for the framework (i.e. TpFwID). It is used
to identify the framework to the client.

The authinterface parameter is areference to the authentication interface of the
framework. The type of thisinterface is defined by the authType parameter. The
client uses this interface to authenticate with the framework.

Parameters

clientDomain : in TpAut hDomai n

Thisidentifies the client domain to the framework, and provides areference to the
domain's authentication interface.

structure TpAuthDomain {
domainiD: TpDomainiD;
authlnterface: IpInterfaceRef;
|3

The domainID parameter is an identifier either for a client application (i.e.
TpClientAppID) or for an enterprise operator (i.e. TpEntOpID), or for an instance of a
registered service (i.e. TpServicelnstancel D)existinrgregistered-service{i-e:
FpServicelD) or for aservice supplier (i.e. TpServiceSupplierlD). Itisused to
identify the client domain to the framework, (see authenticate() on
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IpAPILevel Authentication). If the framework does not recognise the domainiD, the
framework returns an error code (P_INVALID_DOMAIN_ID).

The authinterface parameter is areference to call the authentication interface of the
client. Thetype of thisinterface is defined by the authType parameter. If the interface
reference is not of the correct type, the framework returns an error code
(P_INVALID_INTERFACE_TYPE).

aut hType : in TpAuthType

Thisidentifies the type of authentication mechanism requested by the client. It
provides operators and clients with the opportunity to use an aternative to the API
level Authentication interface, e.g. an implementation specific authentication
mechanism like CORBA Security, using the IpAuthentication interface, or Operator
specific Authentication interfaces. OSA API level Authentication isthe default
authentication mechanism (P_OSA_AUTHENTICATION). If
P_OSA_AUTHENTICATION is selected, then the clientDomain and fwDomain
authinterface parameters are references to interfaces of type

Ip(Client)APILevel Authentication. If P_ AUTHENTICATION is selected, the
fwDomain authinterface parameter references to interfaces of type IpAuthentication
which is used when an underlying distribution technology authentication mechanism
is used.

Returns

TpAut hDomai n

Raises

TpComonExcepti ons, P_I NVALI D DOVAI N _I D,

P_I NVALI D_| NTERFACE_TYPE, P_I NVALI D_AUTH_TYPE

6.3.1.5 Interface Class IpAPILevelAuthentication

Inherits from: IpAuthentication.

The API Level Authentication Framework interface is used by client to perform its
part of the mutual authentication process with the Framework necessary to be allowed
to use any of the other interfaces supported by the Framework.

<<Interface>>

IpAPILevelAuthentication

selectEncryptionMethod (encryptionCaps : in TpEncryptionCapabilityList) : TpEncryptionCapability

authenticate (challenge : in TpOctetSet) : TpOctetSet

abortAuthentication () : void

authenticationSucceeded () : void
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Method
sel ect Encrypti onMet hod()

The client uses this method to initiate the authentication process. The framework
returns its preferred mechanism. This should be within capability of the client. If a
mechanism that is acceptable to the framework within the capability of the client
cannot be found, the framework throwsthe
P_NO_ACCEPTABLE_ENCRYPTION_CAPABILITY exception. Oncethe
framework has returned its preferred mechanism, it will wait for a predefined unit of
time before invoking the client's authenticate() method (the wait is to ensure that the
client can initialise any resources necessary to use the prescribed encryption method).
Returns <prescribedMethod> : Thisis returned by the framework to indicate the
mechanism preferred by the framework for the encryption process. If the value of the
prescribedM ethod returned by the framework is not understood by the client, it is
considered a catastrophic error and the client must abort.

Parameters
encryptionCaps : in TpEncryptionCapabilitylLi st

Thisis the means by which the encryption mechanisms supported by the client are
conveyed to the framework.

Returns

TpEncrypti onCapability

Raises

TpComonExcepti ons, P_ACCESS DEN ED,
P_NO_ACCEPTABLE_ENCRYPTI ON_CAPABI LI TY

Method
aut henti cat e()

This method is used by the client to authenticate the framework. The challenge will
be encrypted using the mechanism prescribed by selectEncryptionMethod. The
framework must respond with the correct responses to the challenges presented by the
client. ThedomainID received in the initiateAuthentication() can be used by the
framework to reference the correct public key for the client (the key management
system is currently outside of the scope of the OSA APIs). The number of exchanges
is dependent on the policies of each side. The whole authentication process is deemed
successful when the authenticationSucceeded method isinvoked. The invocation of
this method may be interleaved with authenticate() calls by the framework on the
client's APILevel Authentication interface.

Returns <response> : Thisis the response of the framework to the challenge of the
client in the current sequence. The response will be based on the challenge data,
decrypted with the mechanism prescribed by selectEncryptionMethod().

Parameters
challenge : in TpCctet Set

The challenge presented by the client to be responded to by the framework. The
challenge mechanism used will be in accordance with the IETF PPP Authentication
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Protocols - Challenge Handshake Authentication Protocol [RFC 1994, August1996].
The challenge will be encrypted with the mechanism prescribed by
selectEncryptionMethod().

Returns

TpCct et Set

Raises

TpComonExcepti ons, P_ACCESS DEN ED

Method
abor t Aut henti cati on()

The client uses this method to abort the authentication process. This method is
invoked if the client no longer wishes to continue the authentication process, (unless
the elent-framework responded incorrectly to a challenge in which case no further
communication with the framework eh-enat-should occur.) If this method has been
invoked, calls to the requestA ccess operation on IpAPILevel Authentication will
return an error code (P_ACCESS _DENIED), until the client has been properly
authenticated.

Parameters
No Parameters were identified for this method

Raises
TpCommonExcept i ons, P_ACCESS_DENI ED

Method
aut henti cati onSucceeded()

The client uses this method to inform the framework of the success of the
authentication attempt.

Parameters
No Parameters were identified for this method

Raises
TpComonExcepti ons, P_ACCESS DEN ED
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7.3.3.6 Interface Class IpHeartBeat

Inherits from: IpInterface.
The Heartbeat Framework interface is used by the client application to send its
heartbeat.

<<Interface>>

IpHeartBeat

pulse () : void

Method
pul se()

The client application uses this method to send its heartbeat to the framework. The
framework will be expecting a pulse at the end of every interval specified in the
parameter to the |pA ppHeartBeatM gmt.enableA ppHeartbeat() method. If the pulse()
is not received within the specified interval, then the framewerk-client application can
be deemed to have failed the heartbeat.

Parameters
No Parameters were identified for this method

Raises
TpComonExcept i ons
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8.1.2 Service Registration Sequence Diagrams

8.1.2.1 New SCF Registration

The following figure shows the process of registering anew Service Capability

Feature in the Framework. Service Registration isatwo step process.

wn
0]

1: registerSenice( )

IpFwSeniceRegistration

2: announceSeniceAvailability( )

1 Registration: first step - register service

The purpose of thisfirst step in the process of registration isto agree, within the
network, on aname to call, internally, a newly installed SCF version. It is hecessary
because the OSA Framework and SCF in the same network may come from different
vendors. The goal isto make an association between the new SCF version, as

characterized by alist of properties, and an identifier called servicelD.

This service ID will be the name used in that network (that is, between that network's
Framework and its SCSs), whenever it is necessary to refer to this newly installed
version of SCF (for example for announcing its availability, or for withdrawing it

later).

The following input parameters are given from the SCS to the Framework in thisfirst

registration step:
in serviceTypeName

Thisis astring with the name of the SCF, among alist of standard names (e.g.

"P_MPCC").
in servicePropertyList

Thisisalist of types TpServiceProperty; each TpServiceProperty isapair of

(SerV| cePropertyName, ServicePropertyValuelist).

ServicePropertyName is a string that defines avalid SFC property name (valid

SCF property names are listed in the SCF data definition).

. ServicePropertyValuelist isanumbered set of types TpServicePropertyValue;
TpServicePropertyValue is a string that describes avalid value of a SCF property

(valid SCF property values are listed in the SCF data definition).
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The following output parameter results from service registration:
out servicelD
Thisisastring, automatically generated by the Framework and unique within the
Framework.
Thisisthe name by which the newly installed version of SCF, described by the list of
properties above, is going to be identified internaly in this network.
2: Registration: second step - announce service availability
At this point the network's Framework is aware of the existence of a new SCF, and
could let applications know - but they would have no way to useit. Installing the SCS
logic and assigning aname to it does not make this SCF available. In order to make
the SCF available an "entry point”, called lifecycle manager, is used. The role of the
lifecycle manager is to control the life cycle of an interface, or set of interfaces, and
provide clients with the references that are necessary to invoke the methods offered
by these interfaces. The starting point for a client to use an SCF isto obtain an
interface reference to alifecycle manager of the desired SCF.
A Network Operator, upon completion of the first registration phase, and once it has
an identifier to the new SCF version, will instantiate a lifecycle manager for it that
will alow client to useit. Then it will inform the Framework of the value of the
interface associated to the new SCF. After the receipt of thisinformation, the
Framework makes the new SCF (identified by the pair [servicel D,
servicel nstancel ifecycleManagerRef]) discoverable.
The following input parameters are given from the SCS to the Framework in this
second registration step:
in servicel D
Thisistheidentifier that has been agreed in the network for the new SCF; any
interaction related to the SCF needs to include the servicel D, to know which SCF it is.
in servicel nstancel ifecycleM anagerRef
Thisistheinterface reference at which the lifecycle manager of the new SCFis
available. Note that the Framework will have to invoke the method
createServiceM anager() inthis mterface When a client appllcatl on Slan an aqreement
to use the SCF any tw /
F€€|H€SES—f—GI’—d+S€G\7‘EFy—SO that it can get the service manager mterface necessary for
applications as an entry point to any SCF.

8.1.4.5 Fault Management: Service requests Application activity test
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Senvice : Framework : = Application :
IpSwvc FaultManager IpFaultManager IpFaultManager IpAppFaultManager

The Framework identifies the senice
instance to conclude which
U /U Application the test is directed at, and
comunicates internally to Framework
interface to the Application.

1: activityTestReq( )

' 2: appActivityTestReq( ) '

U /u The application

carries out the
activity test and
returns the result to

+ 3: appActivityTestRes( ) the Framework.

3 ]

Internal Framework '
Communications.

4: activityTestRes( )

A

1 The service instance asks the framework to invoke an activity test on athe
client application;-the-appticationtstdentified-by-the-appta-parameter.

2. The framework asks the application to do the activity test. It is assumed that
thereisinternal communication between the service facing part of the framework (i.e.
|pFwFaultM anager interface) and the part that faces the client application.

3. The application does the activity test and returns the result to the framework.

4: The framework internally passes the result from its application facing interface
(IpFaultManager) to its service facing side, and sends the result to the service.
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10.1.11 TpFwID

Thisdatatypeisidentical to TpSt r i ng and identifies the Framework-te-a-chient
lieation i il
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