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3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

3GPP
3rd Generation Partnership Project

AC
Access Condition

ACL
APN Control List

ADF
Application Dedicated File

AID
Application IDentifier

AK
Anonymity key

ALW
ALWays

AMF
Authentication Management Field

AoC
Advice of Charge

APN
Access Point Name
ASME
Access Security Management Entity
ASN.1
Abstract Syntax Notation One 

AuC
Authentication Centre

AUTN
Authentication token

BDN
Barred Dialling Number

BER-TLV
Basic Encoding Rule - TLV

B-TID
Bootstrapping Transaction IDentifier

CCP
Capability Configuration Parameter

CK
Cipher key

CLI
Calling Line Identifier

CNL
Co-operative Network List

CPBCCH
COMPACT Packet BCCH

CS
Circuit switched

DCK
Depersonalisation Control Keys

DF
Dedicated File

DO
Data Object

EF
Elementary File
EPS
Evolved Packet System
FCP
File Control Parameters

FFS
For Further Study

GSM
Global System for Mobile communications

HE
Home Environment

ICC
Integrated Circuit Card

ICE
In Case of Emergency

ICI 
Incoming Call Information

ICT
Incoming Call Timer

ID
IDentifier

IDi
Identity of the initiator

IDr
Identity of the responder

IEI
Information Element Identifier

IK
Integrity key

IMSI
International Mobile Subscriber Identity

K
USIM Individual key

KC
Cryptographic key used by the cipher A5 
KSI
Key Set Identifier

LI
Language Indication

LSB
Least Significant Bit

MAC
Message authentication code

MAC-A
MAC used for authentication and key agreement

MAC-I
MAC used for data integrity of signalling messages

MBMS
Multimedia Broadcast/Multicast Service 

MCC
Mobile Country Code

MExE
Mobile Execution Environment

MF
Master File

MGV-F
MTK Generation and Validation Function 

MIKEY
Multimedia Internet KEYing 

MM
Multimedia Message

MMI
Man Machine Interface

MMS
Multimedia Messaging Service

MNC
Mobile Network Code

MODE
Indication packet switched/circuit switched mode

MSB
Most Significant Bit

MSK 
MBMS Service Key

MTK 
MBMS Traffic Key

MUK
MBMS User Key

NEV
NEVer

NPI
Numbering Plan Identifier

OCI
Outgoing Call Information

OCT
Outgoing Call Timer

PBID
Phonebook Identifier

PIN
Personal Identification Number

PL
Preferred Languages

PS
Packet switched

PS_DO
PIN Status Data Object

RAND
Random challenge

RANDMS
Random challenge stored in the USIM
RES
User response

RFU
Reserved for Future Use

RST
Reset

SDN
Service dialling number

SE
Security Environment

SEQp
Sequence number for MGV-F stored in the USIM

SFI
Short EF Identifier

SGSN
Serving GPRS Support Node

SN
Serving Network

SQN
Sequence number

SRES
Signed RESponse calculated by a USIM

SW
Status Word 

TLV
Tag Length Value

USAT
USIM Application Toolkit

USIM
Universal Subscriber Identity Module

VLR
Visitor Location Register

WLAN
Wireless Local Area Network

WSID
WLAN Specific Identifier

XRES
Expected user RESponse

4.2.8
EFUST (USIM Service Table)

This EF indicates which services are available. If a service is not indicated as available in the USIM, the ME shall not select this service.

	Identifier: '6F38'
	Structure: transparent
	Mandatory

	SFI: '04'
	

	File size: X bytes, (X ≥ 1)
	Update activity: low

	Access Conditions:


READ
PIN


UPDATE
ADM


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1
	Services n(1 to n(8
	M
	1 byte

	2
	Services n(9 to n(16
	O
	1 byte

	3
	Services n(17 to n(24
	O
	1 byte

	4
	Services n(25 to n(32
	O
	1 byte

	etc.
	
	
	

	X
	Services n((8X‑7) to n((8X)
	O
	1 byte


	‑Services
	
	

	   Contents:
	Service n°1:
	Local Phone Book

	
	Service n°2:
	Fixed Dialling Numbers (FDN)

	
	Service n°3:
	Extension 2

	
	Service n°4:
	Service Dialling Numbers (SDN)

	
	Service n°5:
	Extension3

	
	Service n°6:
	Barred Dialling Numbers (BDN)

	
	Service n°7:
	Extension4

	
	Service n°8:
	Outgoing Call Information (OCI and OCT)

	
	Service n°9:
	Incoming Call Information (ICI and ICT)

	
	Service n°10:
	Short Message Storage (SMS)

	
	Service n°11:
	Short Message Status Reports (SMSR)

	
	Service n°12:
	Short Message Service Parameters (SMSP)

	
	Service n°13:
	Advice of Charge (AoC)

	
	Service n°14:
	Capability Configuration Parameters 2 (CCP2)

	
	Service n°15:
	Cell Broadcast Message Identifier 

	
	Service n°16:
	Cell Broadcast Message Identifier Ranges 

	
	Service n°17:
	Group Identifier Level 1

	
	Service n°18:
	Group Identifier Level 2

	
	Service n°19:
	Service Provider Name

	
	Service n°20:
	User controlled PLMN selector with Access Technology

	
	Service n°21:
	MSISDN

	
	Service n°22:
	Image (IMG)

	
	Service n°23:
	Support of Localised Service Areas (SoLSA) 

	
	Service n°24:
	Enhanced Multi‑Level Precedence and Pre‑emption Service

	
	Service n°25:
	Automatic Answer for eMLPP

	
	Service n°26:
	RFU

	
	Service n°27:
	GSM Access

	
	Service n°28:
	Data download via SMS-PP

	
	Service n°29:
	Data download via SMS‑CB

	
	Service n°30:
	Call Control by USIM

	
	Service n°31:
	MO-SMS Control by USIM

	
	Service n°32:
	RUN AT COMMAND command

	
	Service n°33:
	shall be set to '1'

	
	Service n°34:
	Enabled Services Table

	
	Service n°35:
	APN Control List (ACL)

	
	Service n°36:
	Depersonalisation Control Keys

	
	Service n°37:
	Co-operative Network List

	
	Service n°38:
	GSM security context 

	
	Service n°39:
	CPBCCH Information

	
	Service n°40:
	Investigation Scan

	
	Service n°41:
	MExE

	
	Service n°42:
	Operator controlled PLMN selector with Access Technology

	
	Service n°43:
	HPLMN selector with Access Technology

	
	Service n°44:
	Extension 5

	
	Service n°45:
	PLMN Network Name

	
	Service n°46:
	Operator PLMN List

	
	Service n°47:
	Mailbox Dialling Numbers 

	
	Service n°48:
	Message Waiting Indication Status

	
	Service n°49:
	Call Forwarding Indication Status

	
	Service n°50:
	Reserved and shall be ignored

	
	Service n°51:
	Service Provider Display Information

	
	Service n°52
	Multimedia Messaging Service (MMS)

	
	Service n°53
	Extension 8

	
	Service n°54
	Call control on GPRS by USIM

	
	Service n°55
	MMS User Connectivity Parameters

	
	Service n°56
	Network's indication of alerting in the MS (NIA)

	
	Service n°57
	VGCS Group Identifier List (EFVGCS and EFVGCSS)

	
	Service n°58
	VBS Group Identifier List (EFVBS and EFVBSS)

	
	Service n°59
	Pseudonym

	
	Service n°60
	User Controlled PLMN selector for WLAN access

	
	Service n°61
	Operator Controlled PLMN selector for WLAN access

	
	Service n°62
	User controlled WSID list

	
	Service n°63
	Operator controlled WSID list

	
	Service n°64
	VGCS security

	
	Service n°65
	VBS security

	
	Service n°66
	WLAN Reauthentication Identity

	
	Service n°67
	Multimedia Messages Storage

	
	Service n°68
	Generic Bootstrapping Architecture (GBA)

	
	Service n°69
	MBMS security

	
	Service n°70
	Data download via USSD and USSD application mode

	
	Service n°71
	Equivalent HPLMN

	
	Service n°72
	Additional TERMINAL PROFILE after UICC activation

	
	Service n°73
	Equivalent HPLMN Presentation Indication

	
	Service n°74
	Last RPLMN Selection Indication

	
	Service n°75
	OMA BCAST Smart Card Profile

	
	Service n°76
	GBA-based Local Key Establishment Mechanism

	
	Service n°77
	Terminal Applications

	
	Service n°78
	Service Provider Name Icon

	
	Service n°79
	PLMN Network Name Icon

	
	Service n°80
	Connectivity Parameters for USIM IP connections

	
	Service n°aa
	EPS Mobility Management Information


[….]

4.2.xx
EFEPSLOCI (EPS location information)

If service n°aa is "available", this file shall be present.
This EF contains the following EPS location information:

‑
Globally Unique Temporary Identifier (GUTI);

‑
Last visited registered Tracking Area Identity (TAI);

‑
EPS update status.

	Identifier: '6Fyx'
	Structure: transparent
	Mandatory

	SFI: 'xx'
	

	File size: 18 bytes
	Update activity: high

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to 12
	GUTI
	M
	12 bytes

	13 to17
	Last visited registered TAI
	M
	5 bytes

	18
	EPS update status
	M
	1 byte


‑
GUTI.
Contents:
Globally Unique Temporary Identifier.

Coding:
as the GUTI part of the EPS mobile identity information element defined in TS 24.301 [xx]. Byte 1 corresponds to "octet 2" of an EPS mobile identity information element containing a GUTI. Byte 12 corresponds to "octet 13" of an EPS mobile identity information element information element containing a GUTI.
Byte 1: first byte of GUTI
	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	
	
	MSB
	
	
	
	
	
	
	


‑
Last visited registered TAI
Contents:
Last visited registered Tracking Area Identity.

Coding:
as the content of the tracking area identity information element defined in TS 24.301 [xx]. Byte 13 corresponds to "octet 2" of a tracking area identity information element. Byte 17 corresponds to "octet 6" of a tracking area identity information element.
Byte 13: first byte of last visited registered TAI

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	
	
	MSB
	
	
	
	
	
	
	


‑
EPS update status.

Contents:
status of EPS update according to TS 24.301 [xx].

Coding:


byte 18:

Bits:
b3
b2
b1.



0
0
0
:
UPDATED.



0
0
1
:
NOT UPDATED.



0
1
0
:
ROAMING NOT ALLOWED.



0
1
1
:
reserved.



1
1
1
:
reserved.

Bits b4 to b8 are RFU (see TS 31.101 [11]).

Unused bytes shall be set to 'FF'.

4.2.yy
EFEPSNSC (EPS NAS Security Context)

If service n°aa is "available", this file shall be present.

This EF contains the EPS NAS Security context as defined in TS 33.401 [yy].
	Identifier: '6Fxx'
	Structure: transparent
	Mandatory

	SFI: 'xx'
	

	File size: X bytes
	Update activity: high

	Access Conditions:


READ
PIN


UPDATE
PIN


DEACTIVATE
ADM


ACTIVATE
ADM



	Bytes
	Description
	M/O
	Length

	1 to X
	EPS NAS Security Context TLV Objects
	M
	X bytes


EPS NAS Security Context tags

	Description
	Tag Value

	Key set identifier KSIASME Tag
	'80'

	ASME key (KASME) Tag
	'81'

	Uplink NAS count Tag
	'82'

	Downlink NAS count Tag
	'83'

	KNASint Tag
	'84'

	KNASenc Tag
	'85'

	Identifiers of selected NAS integrity and encryption algorithms Tag
	'86'

	Next Hop parameter NH Tag
	'87'

	Next Hop Chaining Counter parameter NCC Tag
	'88'


EPS NAS Security Context information

	Description
	Value
	M/O
	Length (bytes)

	Key set identifier KSIASME Tag
	'80'
	M
	1

	Length
	K
	M
	Note 1

	Key set identifier KSIASME
	--
	M
	K

	ASME key (KASME) Tag
	'81'
	M
	1

	Length
	L
	M
	Note 1

	ASME key (KASME)
	--
	M
	L

	Uplink NAS count Tag
	'82'
	M
	1

	Length
	M
	M
	Note 1

	Uplink NAS count
	--
	M
	M

	Downlink NAS count Tag
	'83'
	M
	1

	Length
	N
	M
	Note 1

	Downlink NAS count 
	--
	M
	N

	KNASint Tag
	'84'
	M
	1

	Length
	O
	M
	Note 1

	KNASint
	--
	M
	O

	KNASenc Tag
	'85'
	M
	1

	Length
	P
	M
	Note 1

	KNASenc
	--
	M
	P

	Identifiers of selected NAS integrity and encryption algorithms Tag
	'86'
	M
	1

	Length
	S
	M
	Note 1

	Identifiers of selected NAS integrity and encryption algorithms
	--
	M
	S

	Next Hop parameter NH Tag
	'87'
	C
	1

	Length
	T
	C
	Note 1

	Next Hop parameter NH
	--
	C
	T

	Next Hop Chaining Counter parameter NCC Tag
	'88'
	C
	1

	Length
	U
	C
	Note 1

	Next Hop Chaining Counter parameter NCC
	--
	C
	U

	Note 1:
The length is coded according to ISO/IEC 8825 [35]
Note 2: 
Next Hop parameter NH TLV and Next Hop Chaining Counter parameter NCC Tag are only included by EMM-ACTIVE mode UEs.


-
Key set identifier KSIASME  Tag '80'

Contents:

The ASME key set identifier as defined in TS 33.401 [yy]. In this release the KSIASME is coded on 1 byte.
Coding:

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	
	KSIASME

	
	
	
	
	
	
	
	
	
	
	bits b4 to b8 are coded 0


-
ASME key (KASME) Tag '81'

Contents:

The ASME Key as defined in TS 33.401 [yy]. In this release the ASME key is coded on 32 bytes.
Coding:

The most significant bit of KASME is the most significant bit of the 1st byte of this TLV value field. The least significant bit of KASME is the least significant bit of the last byte of this TLV value field.
-
Uplink NAS count Tag '82'

Contents:

The uplink NAS count as defined in TS 33.401 [yy]. In this release the Uplink NAS count is coded on 4 bytes.
Coding:

The most significant bit of the uplink NAS count is the most significant bit of the 1st byte of this TLV value field. The least significant bit of the uplink NAS count is the least significant bit of the last byte of this TLV value field.

-
Downlink NAS count Tag '83'

Contents:

The downlink NAS count as defined in TS 33.401 [yy]. In this release the downlink NAS count is coded on 4 bytes.

Coding:

The most significant bit of the downlink NAS count is the most significant bit of the 1st byte of this TLV value field. The least significant bit of the downlink NAS count is the least significant bit of the last byte of this TLV value field.

-
KNASint Tag '84'
Contents:

The KNASint as defined in TS 33.401 [yy]. In this release the KNASint may be coded on 16 bytes.

Coding:

The most significant bit of KNASint is the most significant bit of the 1st byte of this TLV value field. The least significant bit of KNASint is the least significant bit of the last byte of this TLV value field.
-
KNASenc Tag '85'

Contents:

The KNASenc as defined in TS 33.401 [yy]. In this release the KNASenc may be coded on 16 bytes.

Coding:

The most significant bit of KNASenc is the most significant bit of the 1st byte of this TLV value field. The least significant bit of KNASenc is the least significant bit of the last byte of this TLV value field.
-
Identifiers of selected NAS integrity and encryption algorithms Tag '86'

Contents:

The identifiers of selected NAS integrity and encryption algorithms as defined in TS 33.401 [yy] and TS 24.301 [xx]. In this release the identifiers of selected NAS integrity and encryption algorithms are coded on 1 byte.
Coding:

as the content of the NAS security algorithms information element defined in TS 24.301 [xx].
Byte 1 of this TLV value field: first byte of the NAS security algorithms information element

	
	
	b8
	b7
	b6
	b5
	b4
	b3
	b2
	b1

	
	
	
	
	
	
	
	
	
	

	
	
	MSB
	
	
	
	
	
	
	


-
Next Hop parameter NH Tag '87'

Contents:

The next Hop parameter NH as defined in TS 33.401 [yy]. In this release the Next Hop parameter NH is coded on 32 byte.
Coding:

The most significant bit of the Next Hop parameter NH is the most significant bit of the 1st byte of this TLV value field. The least significant bit of the Next Hop parameter NH is the least significant bit of the last byte of this TLV value field.

-
Next Hop Chaining Counter parameter NCC Tag '88'

Contents:

The Next Hop Chaining Counter parameter NCC as defined in TS 33.401 [yy].

Coding:

The most significant bit of the Next Hop Chaining Counter parameter NCC is the most significant bit of the 1st byte of this TLV value field. The least significant bit of the Chaining Counter parameter NCC is the least significant bit of the last byte of this TLV value field..

Unused bytes shall be set to 'FF'.
4.7
Files of USIM

This clause contains two figures depicting the file structure of the UICC and the ADFUSIM. ADFUSIM shall be selected using the AID and information in EFDIR.

[…]

	
	ADFUSIM
	
	EFPseudo
	
	EFUPLMNWLAN
	
	EF0PLMNWLAN
	
	EFUSSIDL
	
	EFOSSIDL
	
	EFWRI

	
	
	
	'4F41'
	
	'4F42'
	
	'4F43'
	
	'4F44'
	
	'4F45'
	
	'4F46'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	DFPHONEBOOK
	
	DFGSM-ACCESS
	
	DFMExE
	
	
	DFSoLSA
	
	
	DFWLAN
	
	

	
	
	
	
	'5F3A'
	
	'5F3B'
	
	'5F3C'
	
	'5F70'
	
	'5F40'
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	EFORPK
	
	EFSAI
	
	EFSLL

	
	
	
	
	
	
	
	
	
	
	
	
	
	'4F41'
	
	'4F30'
	
	'4F31'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	EFMExE-ST
	
	EFARPK
	
	EFTPRK
	
	EFTKCDF

	
	
	
	
	
	
	
	
	
	
	'4F40'
	
	'4F42'
	
	'4F43'
	
	'4FXX'

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	EFKc
	
	EFKcGPRS
	
	EFCPBCCH
	
	EFinvSCAN
	
	

	
	
	
	
	
	
	
	'4F20'
	
	'4F52'
	
	'4F63'
	
	'4F64'
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	
	

	
	
	
	
	
	
	
	EFUID
	
	EFPSC
	
	EFCC
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Figure 4.2: File identifiers and directory structures of USIM

5.1.1.2
USIM initialisation

The ME requests the emergency call codes. For service requirements, see TS 22.101 [24].

The ME requests the Language Indication. The preferred language selection shall always use the EFLI in preference to the EFPL at the MF unless any of the following conditions applies:

-
if the EFLI has the value 'FFFF' in its highest priority position, then the preferred language selection shall be the language preference in the EFPL at the MF level according the procedure defined in TS 31.101 [11];

-
if the ME does not support any of the language codes indicated in EFLI , or if EFLI is not present, then the language selection shall be as defined in EFPL at the MF level according the procedure defined in TS 31.101 [11];

-
if neither the languages of EFLI nor EFPL are supported by the terminal, then the terminal shall use its own internal default selection.

The ME then runs the user verification procedure. If the procedure is not performed successfully, the USIM initialisation stops.

The ME performs the administrative information request.

The ME performs the USIM Service Table request.

The ME performs the Enabled Services Table Request.

In case FDN is enabled, an ME which does not support FDN shall allow emergency calls but shall not allow MO-CS calls and MO-SMS.

If BDN is enabled, an ME which does not support Call Control shall allow emergency calls but shall not allow MO-CS calls.

If ACL is enabled, an ME which does not support ACL shall not send any APN to the network.

If all these procedures have been performed successfully then 3G session shall start. In all other cases 3G session shall not start.

Afterwards, the ME runs the following procedures if the ME and the USIM support the related services:

‑
IMSI request;

‑
Access control information request;

-
Higher Priority PLMN search period request;

‑
EHPLMN request
‑
HPLMN selector with Access Technology request;

‑
User controlled PLMN selector with Access Technology request;

-
Operator controlled PLMN selector with Access Technology request;

‑
GSM initialisation requests;

‑
Location Information request for CS-and/or PS-mode and/or EPS;

‑
Cipher key and integrity key request for CS- and/or PS-mode;
-
EPS NAS Security Context request for EPS
‑
Forbidden PLMN request;

‑
Initialisation value for hyperframe number request;

‑
Maximum value of START request;

‑
CBMID request;

‑
Depending on the further services that are supported by both the ME and the USIM the corresponding EFs have to be read.

After the USIM initialisation has been completed successfully, the ME is ready for a 3G session and shall indicate this to the USIM by sending a particular STATUS command.

5.1.2.1
3G session termination

NOTE 1:
This procedure is not to be confused with the deactivation procedure in TS 31.101 [11].

The 3G session is terminated by the ME as follows.

The ME shall indicate to the USIM by sending a particular STATUS command that the termination procedure is starting.

The ME then runs all the procedures which are necessary to transfer the following subscriber related information to the USIM, if the ME and the USIM support the related services:

‑
Location Information update for CS-and/or PS-domain and/or EPS.

‑
Cipher Key and Integrity Key update for CS-and/or PS-domain.

-
EPS NAS Security Context update for EPS domain

‑
Advice of Charge increase.

‑
Forbidden PLMN update.

‑
GSM Termination procedures.

Finally, the ME deletes all these subscriber related information elements from its memory.

NOTE 2:
If the ME has already updated any of the subscriber related information during the 3G session, and the value has not changed until 3G session termination, the ME may omit the respective update procedure.

To actually terminate the session, the ME shall then use one of the mechanisms described in TS 31.101 [11].

5.2.x
EPS Location Information
Request:
The ME performs the reading procedure with EFEPSLOCI.

Update:
The ME performs the updating procedure with EFEPSLOCI.
5.2.y
EPS NAS Security Context
Request:
The ME performs the reading procedure with EFEPSNSC.

Update:
The ME performs the updating procedure with EFEPSNSC.
Annex A (informative):
EF changes via Data Download or USAT applications

This annex defines if changing the content of an EF by the network (e.g. by sending an SMS), or by a USAT Application, is advisable. Updating of certain EFs "over the air" such as EFACC could result in unpredictable behaviour of the UE; these are marked "Caution" in the table below. Certain EFs are marked "No"; under no circumstances should "over the air" changes of these EFs be considered.

	File identification
	Description
	Change advised

	'2F00'
	Application directory
	Caution

	'2F05'
	Preferred languages 
	Yes

	'2F06'
	Access rule reference
	Caution

	'2FE2'
	ICC identification
	No

	'4F20'
	Image data
	Yes

	‘4F20’
	GSM Ciphering key Kc
	No

	'4FXX'
	Image Instance data Files 
	Yes

	'4FXX'
	Unique identifier
	Yes

	'4F22'
	Phone book synchronisation counter
	Yes

	'4F23'
	Change counter
	Yes

	'4F24'
	Previous unique identifier
	Yes

	'4F30'
	Phone book reference file
	Yes

	'4FXX'
	Capability configuration parameters 1
	Yes 

	'4F30'
	SoLSA Access Indicator
	Caution

	'4F31'
	SoLSA LSA List
	Caution

	'4FXX'
	LSA Descriptor files
	Caution

	‘4F52’
	GPRS Ciphring key KcGPRS
	No

	'4F63'
	CPBCCH Information
	No

	'4F64’
	Investigation Scan
	Caution

	'4FXX'
	Additional number alpha string
	Yes

	'4FXX'
	Additional number
	Yes

	'4FXX'
	Second name entry
	Yes

	'4FXX'
	Grouping information alpha string
	Yes

	'4FXX'
	Phone book control
	Yes

	'4FXX'
	E-mail addresses
	Yes

	'4FXX'
	Index administration phone book
	Yes

	'4FXX'
	Extension 1
	Yes 

	'4FXX'
	Abbreviated dialling numbers
	Yes 

	'4FXX'
	Grouping file
	Yes

	'4F41'
	Pseudonym
	Caution

	'4F42'
	User controlled PLMN selector for WLAN
	No

	'4F43'
	Operator controlled PLMN selector for WLAN
	Caution

	'4F44'
	User controlled WSID List
	No

	'4F45'
	Operator controlled WSID List
	Caution

	'4F46'
	WLAN Reauthentication Identity
	No

	'4F47'
	Multimedia Messages List
	Yes

	'4F48'
	Multimedia Messages Data File
	Yes

	'6F05'
	Language indication 
	Yes

	‘6F06’
	Access rule reference (under ADFUSIM and DFTELECOM)
	Caution

	'6F07'
	IMSI
	Caution (Note 1)

	'6F08'
	Ciphering and integrity keys
	No 

	'6F09'
	Ciphering and integrity keys for packet switched domain
	No 

	'6F2C'
	De-personalization Control Keys
	Caution

	'6F31'
	Higher Priority PLMN search period
	Caution

	'6F32'
	Co-operative network list
	Caution

	'6F37'
	ACM maximum value
	Yes

	'6F38'
	USIM service table
	Caution

	'6F39'
	Accumulated call meter
	Yes

	'6F3B'
	Fixed dialling numbers
	Yes

	'6F3C'
	Short messages
	Yes

	'6F3E'
	Group identifier level 1
	Yes

	'6F3F'
	Group identifier level 2
	Yes

	'6F40'
	MSISDN storage
	Yes

	'6F41'
	PUCT
	Yes

	'6F42'
	SMS parameters
	Yes

	'6F43'
	SMS status
	Yes

	'6F45'
	CBMI
	Caution

	'6F46'
	Service provider name
	Yes

	'6F47'
	Short message status reports
	Yes

	'6F48'
	CBMID
	Yes

	'6F49'
	Service Dialling Numbers
	Yes

	'6F4B'
	Extension 2
	Yes

	'6F4C'
	Extension 3
	Yes

	'6F4D'
	Barred dialling numbers
	Yes

	'6F4E'
	Extension 5
	Yes

	'6F4F'
	Capability configuration parameters 2
	Yes 

	'6F50'
	CBMIR
	Yes

	'6F54'
	SetUp Menu Elements
	Yes

	‘6F55’
	Extension 4
	Yes

	'6F56'
	Enabled services table
	Caution

	'6F57'
	Access point name control list
	Yes

	'6F58'
	Comparison method information
	Yes

	'6F5B'
	Initialisation value for Hyperframe number
	Caution

	'6F5C'
	Maximum value of START
	Yes

	'6F60'
	User controlled PLMN selector with Access Technology
	No

	'6F61'
	Operator controlled PLMN selector with Access Technology
	Caution

	'6F62'
	HPLMN selector with Access Technology
	Caution

	'6F73'
	Packet switched location information
	Caution 

	'6F78'
	Access control class
	Caution

	'6F7B'
	Forbidden PLMNs
	Caution

	'6F7E'
	Location information
	No (Note 1)

	'6F80'
	Incoming call information
	Yes

	'6F81'
	Outgoing call information
	Yes

	'6F82'
	Incoming call timer
	Yes

	'6F83'
	Outgoing call timer
	Yes

	'6FAD'
	Administrative data
	Caution

	'6FB1'
	Voice Group Call Service
	Yes

	'6FB2'
	Voice Group Call Service Status
	Yes

	'6FB3'
	Voice Broadcast Service
	Yes

	'6FB4'
	Voice Broadcast Service Status
	Yes

	'6FB5'
	Enhanced Multi Level Pre-emption and Priority
	Yes

	'6FB6'
	Automatic Answer for eMLPP Service
	Yes

	'6FB7'
	Emergency Call Codes
	Caution

	'6FC3'
	Key for hidden phone book entries
	No

	'6FC4'
	Network Parameters
	No

	'6FC5'
	PLMN Network Name
	Yes

	'6FC6'
	Operator Network List
	Yes

	'6FC7'
	Mailbox Dialling Numbers
	Yes

	'6FC8'
	Extension 6
	Yes

	'6FC9'
	Mailbox Identifier
	Caution

	'6FCA'
	Message Waiting Indication Status
	Caution

	'6FCB'
	Call Forwarding Indication Status
	Caution

	'6FCC'
	Extension 7
	Yes

	'6FCD'
	Service Provider Display Information
	Yes

	'6FCE'
	MMS Notification 
	Yes

	'6FCF'
	Extension 8
	Yes

	'6FD0'
	MMS Issuer Connectivity Parameters 
	Yes

	'6FD1'
	MMS User Preferences
	Yes

	'6FD2'
	MMS User Connectivity Parameters
	Yes

	'6FD3'
	Network's indication of alerting (NIA)
	Caution

	'6FD4'
	Voice Group Call Service Ciphering Algorithm
	Yes

	'6FD5'
	Voice Broadcast Service Ciphering Algorithm
	Yes

	'6FD6'
	GBA Bootstrapping parameters
	Caution

	'6FD7'
	MBMS Service Keys List
	Caution

	'6FD8'
	MBMS User Key
	Caution

	'6FD9'
	EHPLMN
	Caution

	'6FDA'
	GBA NAF List
	Caution

	'6FDB'
	EHPLMN Presentation Indication
	Caution

	'6FDC'
	Last RPLMN Selection Indication
	Caution

	'6FDD'
	NAF Key Centre Address
	Caution

	'6FDE'
	Service Provider Name Icon
	Yes

	'6FDF'
	PLMN Network Name Icon
	Yes

	'6FE0'
	In Case of Emergency – Dialling Number
	Yes

	'6FE1'
	In Case of Emergency – Free Format
	Yes

	'6FE2'
	Network Connectivity Parameters for UICC IP connections
	Yes

	'6Fyx'
	EPS location information
	Yes

	'6Fxx'
	EPS NAS Security Context
	Yes

	NOTE1:
If EFIMSI is changed, the UICC should issue REFRESH as defined in TS 31.111 and update EFLOCI and EFEPSLOCI accordingly.


Annex E (informative):
Suggested contents of the EFs at pre‑personalization
If EFs have an unassigned value, it may not be clear from the main text what this value should be. This annex suggests values in these cases.

	File Identification
	Description
	Value

	'2F00'
	Application directory
	Card issuer/operator dependant

	'2F05'
	Preferred languages
	'FF…FF'

	'2F06'
	Access rule reference
	Card issuer/operator dependant

	'2FE2'
	ICC identification
	operator dependant 

	'4F20'
	Image data 
	'00FF...FF'

	‘4F20’
	GSM Ciphering key Kc
	'FF...FF07'

	'4FXX'
	Image instance data files
	'FF…FF'

	'4FXX'
	Unique identifier
	'0000'

	'4F22'
	Phone book synchronisation counter
	'00000000'

	'4F23'
	Change counter
	'0000'

	'4F24'
	Previous unique identifier
	'0000'

	'4F30'
	Phone book reference file
	Operator dependant

	'4F30'
	SoLSA Access Indicator
	'00FF...FF'

	'4F31'
	SoLSA LSA List
	'FF...FF'

	'4FXX'
	LSA Descriptor files
	'FF…FF'

	'4FXX'
	Capability configuration parameters 1
	'FF…FF'

	‘4F52’
	GPRS Ciphring key KcGPRS
	'FF...FF07'

	'4F63'
	CPBCCH Information
	'FF..FF'

	'4F64'
	Investigation PLMN scan
	'00'

	'4FXX'
	E-mail addresses 
	'FF…FF'

	'4FXX'
	Additional number alpha string
	'FF…FF'

	'4FXX'
	Second name entry
	'FF…FF'

	'4FXX'
	Abbreviated dialling numbers
	'FF...FF'

	'4FXX'
	Grouping file
	'00…00'

	'4FXX'
	Grouping information alpha string
	'FF…FF'

	'4FXX'
	Phone book control
	'0000'

	'4FXX'
	Index administration phone book
	'FF…FF'

	'4FXX'
	Additional number
	'FF…FF'

	'4FXX'
	Extension 1
	'00FF...FF'

	'4F41'
	Pseudonym
	'00FF…FF'

	'4F42'
	User Controlled PLMN selector for WLAN
	'FF…FF'

	'4F43'
	Operator Controlled PLMN selector for WLAN
	Operator dependant

	'4F44'
	User Controlled WSID list
	'00FF…FF'

	'4F45'
	Operator controlled WSID list
	Operator dependant

	'4F46'
	WLAN Reauthentication Identity
	'FF…FF'

	'4F47'
	Multimedia Messages List
	'FF…FF'

	'4F48'
	Multimedia Messages Data File
	'FF…FF'

	'6F05'
	Language indication
	'FF…FF'

	'6F06'
	Access rule reference (under ADFUSIM and DFTELECOM)
	Card issuer/operator dependant

	'6F07'
	IMSI
	Operator dependant 

	'6F08'
	Ciphering and integrity keys
	'07FF…FF'

	'6F09'
	Ciphering and integrity keys for packet switched domain
	'07FF…FF'

	'6F2C'
	De-personalization control keys
	'FF…FF'

	'6F31'
	Higher Priority PLMN search period
	'FF'

	'6F32'
	Co-operative network list
	'FF…FF'

	'6F37'
	ACM maximum value
	'000000' (see note 1)

	'6F38'
	USIM service table
	Operator dependant 

	'6F39'
	Accumulated call meter
	'000000'

	'6F3B'
	Fixed dialling numbers
	'FF...FF'

	'6F3C'
	Short messages
	'00FF...FF'

	'6F3E'
	Group identifier level 1
	Operator dependant

	'6F3F'
	Group identifier level 2
	Operator dependant

	'6F40'
	MSISDN storage
	'FF...FF'

	'6F41'
	PUCT
	'FFFFFF0000'

	'6F42'
	SMS parameters
	'FF...FF'

	'6F43'
	SMS status
	'FF...FF'

	'6F45'
	CBMI
	'FF...FF'

	'6F46'
	Service provider name
	Operator dependant 

	'6F47'
	Short message status reports
	'00FF…FF'

	'6F48'
	CBMID
	'FF...FF'

	'6F49'
	Service Dialling Numbers
	'FF...FF'

	'6F4B'
	Extension 2
	'00FF...FF'

	'6F4C'
	Extension 3
	'00FF...FF'

	'6F4D'
	Barred Dialling Numbers
	'FF...FF'

	'6F4E'
	Extension 5
	'00FF...FF'

	'6F4F'
	Capability configuration parameters 2
	'FF...FF'

	'6F50'
	CBMIR
	'FF...FF'

	'6F54'
	SetUp Menu Elements
	Operator dependant 

	'6F55'
	Extension 4
	'00FF...FF'

	'6F56'
	Enabled services table
	Operator dependant

	'6F57'
	Access point name control list
	'00FF…FF'

	'6F58'
	Comparison method information
	'FF…FF'

	'6F5B'
	Initialisation value for Hyperframe number
	'F0 00 00 F0 00 00'

	'6F5C'
	Maximum value of START
	Operator dependant

	'6F60'
	User controlled PLMN selector with Access Technology
	'FFFFFF0000..FFFFFF0000'

	'6F61'
	Operator controlled PLMN selector with Access Technology
	'FFFFFF0000..FFFFFF0000'

	'6F62'
	HPLMN selector with Access Technology
	'FFFFFF0000..FFFFFF0000'

	'6F73'
	Packet switched location information
	'FFFFFFFF FFFFFF xxxxxx 0000 FF 01' (see note 2)

	'6F78'
	Access control class
	Operator dependant 

	'6F7B'
	Forbidden PLMNs
	'FF...FF'

	'6F7E
	Location information
	'FFFFFFFF xxxxxx 0000 FF 01' (see note 2)

	'6F80'
	Incoming call information
	'FF…FF 000000 00 01FFFF'

	'6F81'
	Outgoing call information
	'FF…FF 000000 01FFFF'

	'6F82'
	Incoming call timer
	'000000'

	'6F83'
	Outgoing call timer
	'000000'

	'6FAD'
	Administrative data
	Operator dependant 

	'6FB1'
	Voice Group Call Service
	Operator dependant 

	'6FB2'
	Voice Group Call Service Status
	Operator dependant 

	'6FB3'
	Voice Broadcast Service
	Operator dependant 

	'6FB4'
	Voice Broadcast Service Status
	Operator dependant 

	'6FB5'
	EMLPP
	Operator dependant

	'6FB6'
	AaeM
	'00'

	'6FB7'
	Emergency call codes
	Operator dependant

	'6FC3'
	Key for hidden phone book entries
	'FF…FF'

	'6FC4'
	Network Parameters
	'FF…FF'

	'6FC5'
	PLMN Network Name
	Operator dependant

	'6FC6'
	Operator Network List
	Operator dependant

	'6FC7'
	Mailbox Dialling Numbers
	Operator dependant

	'6FC8'
	Extension 6
	'00 FF...FF'

	'6FC9'
	Mailbox Identifier
	Operator dependant

	'6FCA'
	Message Waiting Indication Status
	'00 00 00 00 00'

	'6FCB'
	Call Forwarding Indication Status
	'xx 00 FF...FF'

	'6FCC'
	Extension 7
	'00 FF...FF'

	'6FCD'
	Service Provider Display Information
	

	'6FCE'
	MMS Notification
	'00 00 00 FF…FF'

	'6FCF'
	Extension 8
	'00FF...FF'

	'6FD0'
	MMS Issuer Connectivity Parameters
	'FF…FF'

	'6FD1'
	MMS User Preferences
	'FF…FF'

	'6FD2'
	MMS User Connectivity Parameters
	'FF…FF'

	'6FD3'
	Network's Indication of Alerting (NIA)
	'FF...FF'

	'6FD4'
	Voice Group Call Service Ciphering Algorithm
	'00…00'

	'6FD5'
	Voice Broadcast Service Ciphering Algorithm
	'00…00'

	'6FD6'
	GBA Bootstrapping parameters
	'FF…FF'

	'6FD7'
	MBMS Service Keys List
	'FF…FF'

	'6FD8'
	MBMS User Key
	'FF…FF'

	'6FD9'
	EHPLMN
	'FF…FF' or xxxxxx (see Note 2)

	'6FDA'
	GBA NAF List
	'FF…FF'

	'6FDB'
	EHPLMN Presentation Indication
	'00'

	'6FDC'
	Last RPLMN Selection Indication
	'00'

	'6FDD'
	NAF Key Centre Address
	'FF…FF'

	'6FDE'
	Service Provider Name Icon
	'00 FF…FF'

	'6FDF'
	PLMN Network Name Icon
	'00 FF…FF'

	'6FE0'
	In Case of Emergency – Dialling Number
	Operator dependant

	'6FE1'
	In Case of Emergency – Free Format
	Operator dependant

	'6FE2'
	Network Connectivity Parameters for UICC IP connections
	Operator dependant

	'6Fyx'
	EPS location information
	'FFFFFFFFFFFFFFFFFFFF xxxxxx0000 FF 01' (see note 2)

	'6Fxx'
	EPS NAS Security Context
	'FF…FF'


NOTE 1:
The value '000000' means that ACMmax is not valid, i.e. there is no restriction on the ACM. When assigning a value to ACMmax, care should be taken not to use values too close to the maximum possible value 'FFFFFF', because the INCREASE command does not update EFACM if the units to be added would exceed 'FFFFFF'. This could affect the call termination procedure of the Advice of Charge function.

NOTE 2:
xxxxxx stands for any valid MCC and MNC, coded according to TS 24.008 [9].

H.1
List of SFI Values at the USIM ADF Level

	File Identification
	SFI
	Description

	'6FB7'
	'01'
	Emergency call codes

	'6F05'
	'02'
	Language indication

	'6FAD'
	'03'
	Administrative data

	'6F38'
	'04'
	USIM service table

	'6F56'
	'05'
	Enabled services table

	'6F78'
	'06'
	Access control class

	'6F07'
	'07'
	IMSI

	'6F08'
	'08'
	Ciphering and integrity keys

	'6F09'
	'09'
	Ciphering and integrity keys for packet switched domain

	'6F60'
	'0A'
	User PLMN selector

	'6F7E
	'0B'
	Location information

	'6F73'
	'0C'
	Packet switched location information

	'6F7B'
	'0D'
	Forbidden PLMNs

	'6F48'
	'0E'
	CBMID

	'6F5B'
	'0F'
	Hyperframe number

	'6F5C'
	'10'
	Maximum value of hyperframe number

	'6F61'
	'11'
	Operator PLMN selector

	'6F31'
	'12'
	Higher Priority PLMN search period

	'6F62'
	'13'
	Preferred HPLMN access technology

	'6F80'
	'14'
	Incoming call information

	'6F81'
	'15'
	Outgoing call information

	'6F4F'
	'16'
	Capability configuration parameters 2

	'6F06'
	'17'
	Access Rule Reference

	'6FC5'
	'19'
	PLMN Network Name

	'6FC6'
	'1A'
	Operator Network List

	'6FCD'
	'1B'
	Service Provider Display Information

	‘6F39’
	‘1C’
	Accumulated Call Meter (see note)

	'6FD9'
	'1D'
	Equivalent HPLMN

	'6Fyx'
	'xx'
	EPS location information

	'6Fxx'
	'xx'
	EPS NAS Security Context

	NOTE:
When used the value ‘1C’ shall be used as SFI for EFACM, for compatibility reasons the terminal shall accept other values.


All other SFI values are reserved for future use.
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