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* * * First Change * * * *
[bookmark: _Toc19708998][bookmark: _Toc27745076]6.4.2.6	LCI Header Priority 
When necessary, a Load Control Information custom header (3gpp-Sbi-Lci) shall be piggybacked on signalling message, which may contain "Lci-Header-Priorty" element. If the "Lci-Header-Priorty" element is not present, then the "3gpp-Sbi-Lci" header shall be handled with the same priority as the piggibacking message. Otherwise, "3gpp-Sbi-Lci" header priority may be independent from the message and stream level priorities (see clause 6.8.6).
The value range of the "Lci-Header-Priorty" is the same as the value range of the "3gpp-Sbi-Message-Priority" (see clause 5.2.3.2.2), i.e. from 0 to 31.

* * * 2nd Change * * * *
6.8	SBI Message Priority Mechanism
[bookmark: _Toc19708999][bookmark: _Toc27745077]6.8.1	General
The primary usage of SBI Message Priority (SMP) is to provide guidance to 5GC NF acting as HTTP/2 clients or servers and HTTP/2 proxies when making throttling decisions related to overload control. The priority information may also be used for routing in proxies. Eventually a server may use the priority information to process higher-priority requests before lower-priority requests.
The SMP mechanism defined in this clause uses the "3gpp-Sbi-Message-Priority" custom HTTP header defined in clause 5.2.3.2.1 to set and carry the message priority between the client and the server.
NOTE 1:	The custom HTTP header enforces the message priority end to end between the client and the server through one or more proxies.
If a service producer decides to send an Overload Control Information custom header ("3gpp-Sbi-Lci", see clause 5.2.3.2.y), the header is piggybacked on the first signalling message that is sent to a consumer. The priority of the "3gpp-Sbi-Lci header" however may be independent from the priority of the message, which is piggybacking the OCI header. 
The SMP mechanism should also use the stream priority mechanism specified in IETF RFC 7540 [7] clause 5.3.
NOTE 2:	The stream priority enforces the message priority at the HTTP/2 connection level not end to end.
HTTP/2 clients, servers and proxies implementing SBIs shall support the custom HTTP headers (e.g. 3gpp-Sbi-Message-Priority, 3gpp-Sbi-Lci), and should support the stream priority.

* * * 3rd Change * * * *
[bookmark: _Toc19709003][bookmark: _Toc27745081]6.8.5	HTTP/2 client behaviour
The client sending a request shall determine its required priority according to 6.8.4. It shall include a "3gpp-Sbi-Message-Priority" header (see clause 5.2.3.2.1) indicating the required priority level in the request and shall prioritise the requests according to the required priority level. If the client also uses the stream priority at the HTTP/2 connection level then it shall map the header value into a Weight and include it in the HEADERS of the request message.
When the client receives a response with the "3gpp-Sbi-Message-Priority" header, it shall prioritise the received response according to the priority level received, otherwise according to the priority level of the corresponding request. This includes determining the order in which responses are handled and resources that are applied to the handling of the responses. The client may use the stream priority to determine how to prioritize the response at the HTTP/2 connection level.
When the client receives a piggybacked "3gpp-Sbi-Lci" header, it shall prioritise the header handling according to the value of the "Lci-Header-Priorty" element, if this is present. Otherwise, the receiver shall handle "3gpp-Sbi-Lci" header with the message or the stream level priority.
[bookmark: _Toc19709004][bookmark: _Toc27745082]6.8.6	HTTP/2 server behaviour
The server should use the "3gpp-Sbi-Message-Priority" header (see clause 5.2.3.2.1) and may use the stream priority information to determine how to handle the request. This includes determining the order in which requests are handled and resources that are applied to the handling of the request.
Servers should use "3gpp-Sbi-Message-Priority" value when making overload throttling decisions.
Servers should use stream priority information when making overload throttling decisions at the connection level.
When the priority of the response message needs to have a different value than the request, a server shall include a "3gpp-Sbi-Message-Priority" header in the response message which value is set to the response required priority level.
If a server has included "3gpp-Sbi-Message-Priority" header in the response message it may also set the stream priority as described in IETF RFC 7540 [7], via priority information in the HEADERS frame or in a PRIORITY frame.  In both cases the priority Weight value shall be mapped from the "3gpp-Sbi-Message-Priority" header value. When sending the priority information with a PRIORITY frame the server shall send it before sending the HEADERS frame of the response message. A server shall not send a PRIORITY frame after the HEADER one.
The server shall use the "3gpp-Sbi-Lci" header to inform the client on the operating status of the own resources. The priority setting in the "3gpp-Sbi-Lci" header may be independent from the stream and "3gpp-Sbi-Message-Priority" header priorities. If the LCI priority is higher than the priority of the piggybacking message, the server may also change the DSCP marking only for this particular piggybacking message (see clause 6.8.8).

* * * End of Changes * * * *


