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* * * First Change * * * *
[bookmark: _Toc19708935]5.2.3	HTTP custom headers
[bookmark: _Toc19708936]5.2.3.1	General
The list of custom HTTP headers applicable to 3GPP Service Based NFs are specified below.
[bookmark: _Toc19708937]5.2.3.2	Mandatory to support custom headers
[bookmark: _Toc19708938]5.2.3.2.1	General
The 3GPP NF Services shall support the HTTP custom headers specified in Table 5.2.3.2-1 below. A description of each custom header and the normative requirements on when to include them are also provided in Table 5.2.3.2-1.
Table 5.2.3.2.1-1: Mandatory HTTP custom headers
	Name
	Reference
	Description

	3gpp-Sbi-Message-Priority
	Clause 5.2.3.2.2
	This header is used to specify the HTTP/2 message priority for 3GPP service based interfaces. This header shall be included in HTTP/2 messages when a priority for the message needs to be conveyed (e.g HTTP/2 messages related to Multimedia Priority Sessions).

	3gpp-Sbi-Callback
	Clause 5.2.3.2.3
	This header is used to indicate if a HTTP/2 message is a callback (e.g notification). This header shall be included in HTTP POST messages for callbacks towards NF service consumer(s) in another PLMN via the SEPP (See 3GPP TS 29.573 [27]).

	3gpp-Sbi-Target-apiRoot
	Clause 5.2.3.2.4
	This header is used by an HTTP client to indicate the apiRoot of the target URI when communicating indirectly with the HTTP server via an SCP using HTTPS.

	3gpp-Sbi-Server-Binding
	Clause 5.2.3.2.5
	This header is used in a service request to signal binding information to direct the service request to an HTTP server which has the targeted NF Service Resource context (see clause 6.12).

	3gpp-Sbi-Client-Binding
	Clause 5.2.3.2.6
	This header is used to signal binding information related to an NF Service Resource to a future consumer (HTTP client) of that resource (see clause 6.12).

	3gpp-Sbi-Discovery-*
	Clause 5.2.3.2.7
	Headers beginning with the prefix 3gpp-Sbi-Discovery- are used in indirect communication mode for discovery and selection of a suitable producer by the SCP. Such headers may be included in any SBI message and include information allowing an SCP to find a suitable producer as per the consumer's included delegated discovery parameters.

	3gpp-Sbi-Producer-Id
	Clause 5.2.3.2.8
	This header is used in a service response from the SCP to the NF Service Consumer, when using indirect communication with delegated discovery and the NF Service Producer does not return a binding indication in a service response creating a resource. See clause 6.10.3.4. 

	3gpp-Sbi-Lolc-Support
	Clause 5.2.3.2.x.
	This header is used by an HTTP client (service consumer) to indicate to the service producer which types of LOLC headers it supports.



[bookmark: _Toc19708939]* * * 2nd Change * * * *
5.2.3.2.z	3gpp-Sbi-Lolc-Support
The header contains the information on the supported LOLC header types.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Lolc-Support = 2*DIGIT
; At least 2 digits long string
The string of digits shall be treated as a binary bitmask, which indicate LOLC header supports as follows:
-	The leftmost first digit shall be set to "1", if the sender supports the "3gpp-Sbi-Lci" header, as specified in 3GPP TS 29.500v16.3.0. Otherwise, it must be set to "0" (if in future a new header replaces this one).
-	The second leftmost digit shall be set to "1", if the sender supports the "3gpp-Sbi-Oci" header, as specified in 3GPP TS 29.500v16.3.0. Otherwise, it must be set to "0" (if in future a new header replaces this one).
3GPP Rel-16 service instance shall support both "3gpp-Sbi-Lci" and "3gpp-Sbi-Oci" header types.
Presence of additional digits in the string indicates support for the extended features. Each digit shall have unique meaning in the 3gpp-Sbi-Lolc-Support header (see Table 5.2.3.2.x-1).
NOTE:	For instance, if two extended features, the third and the fourth one are specified, but the sender supports only the fourth feature, then the ssender shall set the third digit to "0" and the fouth one to "1".
Table 5.2.3.2.x-1: 3gpp-Sbi-Lolc-Support HTTP custom header encoding
	Leftmost digit (bit 1)
	Next digit (bit 2)
	Next digit (bit 3)
	Next digit (bit 4)
	…

	Support for the 3GPP Rel-16 Load Control header 
"3gpp-Sbi-Lci",
as specified in 3GPP TS 29.500v16.3.0
	Support for the 3GPP Rel-16 Overload Control header 
"3gpp-Sbi-Oci", 
as specified in 3GPP TS 29.500v16.3.0
	Spare, for future new element addition to the 3gpp-Sbi-Lci or 3gpp-Sbi-Oci headers
	Spare, for future new element addition to the 3gpp-Sbi-Lci or 3gpp-Sbi-Oci headers
	Spare, for future new element addition to the 3gpp-Sbi-Lci or 3gpp-Sbi-Oci headers



* * * 2nd Change * * * *
[bookmark: _Toc19708986][bookmark: _Toc27745064]6.6	Extensibility Mechanisms
[bookmark: _Toc19708987][bookmark: _Toc27745065]6.6.1	General
This clause describes the extensibility mechanisms supported in the Service-Based Architecture in 3GPP 5GC, such as feature negotiation, vendor-specific extensions, etc.
In addition to API specific feature negotiations specified in this clause, another HTTP custom header based negotiation mechanism is defined in clause 5.2.3 for the Load Control and the Overload Control mechanisms.

* * * End of Changes * * * *


