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* * * First Change * * * *
[bookmark: _Toc509916497]7.3	Message Types
The PFCP message types to be used over the Sxa, Sxb, Sxc and N4 reference points are defined in Table 7.3-1.
Table 7.3-1: Message Types
	Message Type value (Decimal)
	Message
	Applicability

	
	
	Sxa
	Sxb
	Sxc
	N4

	0
	Reserved
	
	
	
	

	
	PFCP Node related messages
	
	
	
	

	1
	PFCP Heartbeat Request
	X
	X
	X
	X

	2
	PFCP Heartbeat Response
	X
	X
	X
	X

	3
	PFCP PFD Management Request
	-
	X
	X
	X

	4
	PFCP PFD Management Response
	-
	X
	X
	X

	5
	PFCP Association Setup Request
	X
	X
	X
	X

	6
	PFCP Association Setup Response
	X
	X
	X
	X

	7
	PFCP Association Update Request
	X
	X
	X
	X

	8
	PFCP Association Update Response
	X
	X
	X
	X

	9
	PFCP Association Release Request
	X
	X
	X
	X

	10
	PFCP Association Release Response
	X
	X
	X
	X

	11
	PFCP Version Not Supported Response
	X
	X
	X
	X

	12
	PFCP Node Report Request
	X
	X
	X
	X

	13
	PFCP Node Report Response
	X
	X
	X
	X

	14
	PFCP Session Set Deletion Request
	X
	X
	-
	

	15
	PFCP Session Set Deletion Response
	X
	X
	-
	

	16 to 49
	For future use
	
	
	
	

	
	PFCP Session related messages
	
	
	
	

	50
	PFCP Session Establishment Request
	X
	X
	X
	X

	51
	PFCP Session Establishment Response
	X
	X
	X
	X

	52
	PFCP Session Modification Request
	X
	X
	X
	X

	53
	PFCP Session Modification Response
	X
	X
	X
	X

	54
	PFCP Session Deletion Request
	X
	X
	X
	X

	55
	PFCP Session Deletion Response
	X
	X
	X
	X

	56
	PFCP Session Report Request
	X
	X
	X
	X

	57
	PFCP Session Report Response
	X
	X
	X
	X

	58 to 99
	For future use
	
	
	
	

	
	Other messages
	
	
	
	

	100 to 199255 
	For future use
	
	
	
	

	
	Vendor specific messages
	
	
	
	

	200 to 255
	Reserved for vendor specific use
	X
	X
	X
	X



* * * Next Change * * * *
Annex X (Informative):
Vendor Specific PFCP Message
X.1 General
This subclause describes the recommendation on the Vendor Specific PFCP Messages.
[bookmark: _GoBack]Vendor-specific messages are defined to cover requirements and features not specified by 3GPP. In order to reduce interoperability problems in a multi-vendors network, the Enterprise ID should be included in the PFCP messages header.
NOTE 1:	When a message is intended to be used by more than one vendor, the definition of the message is encouraged to be specified by 3GPP to ease implementation and interoperability.
NOTE 2:	The PFCP entities can use Vendor-specific IE(s) in the PFCP message relevant to the PFCP Association Setup procedure to learn which vendor specific enhancements are supported by the peer.
In a network with Vendor specific enhancements, unrecognized vendor specific messages are handled as unknown PFCP messages.
X.1.1 PFCP Header for Vendor Specific Node Related Messages
Vendor specific node related messages should contain the Enterprise ID after the Sequence Number as depicted in figure X.1.1-1.
	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version
	Spare
	Spare
	Spare
	MP=0
	S=0

	2
	
	Message Type

	3
	
	Message Length (1st Octet)

	4
	
	Message Length (2nd Octet)

	5
	
	Sequence Number (1st Octet)

	6
	
	Sequence Number (2nd Octet)

	7
	
	Sequence Number (3rd Octet)

	8
	
	Enterprise ID (1st Octet)

	9
	
	Enterprise ID (2nd Octet)

	10
	
	Spare

	11
	
	Spare

	12
	
	Spare


Figure X.1.1-1: Vendor specific PFCP Message Header for node related messages
X.1.2 PFCP Header for Vendor Specific Session Related Messages
Vendor specific node related messages shall contain the Enterprise ID after the Octet containing Message Priority as depicted in figure X.1.2-1.
	
	
	Bits

	Octets
	
	8
	7
	6
	5
	4
	3
	2
	1

	1
	
	Version
	Spare
	Spare
	Spare
	MP
	S=1

	2
	
	Message Type

	3
	
	Message Length (1st Octet)

	4
	
	Message Length (2nd Octet)

	5
	
	Session Endpoint Identifier (1st Octet)

	6
	
	Session Endpoint Identifier (2nd Octet)

	7
	
	Session Endpoint Identifier (3rd Octet)

	8
	
	Session Endpoint Identifier (4th Octet)

	9
	
	Session Endpoint Identifier (5th Octet)

	10
	
	Session Endpoint Identifier (6th Octet)

	11
	
	Session Endpoint Identifier (7th Octet)

	12
	
	Session Endpoint Identifier (8th Octet)

	13
	
	Sequence Number (1st Octet)

	14
	
	Sequence Number (2nd Octet)

	15
	
	Sequence Number (3rd Octet)

	16
	
	Message Priority
	Spare

	17
	
	Enterprise ID (1st Octet)

	18
	
	Enterprise ID (2nd Octet)

	19
	
	Spare

	20
	
	Spare


Figure X.1.2-1: PFCP message Header for session related messages

* * * End of Change * * * *

