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1. Introduction

UDR needs NF type information to manage the authorization of data access for Nudr service. The authorization management requirement may be applicable to other service scenarios (e.g. UDM or UDSF service), if a service provider provides the services to multiple consumers.
TS 29.504 propose to use “User-Agent” HTTP header to show the NF type based on the following considerations.
According to Subclause 5.5 in IETF RFC 7231, there are two HTTP headers may provide the NF type information.
======Extract from Subclause 5.5 in IETF RFC 7231=======

5.5. Request Context

The following request header fields provide additional information

about the request context, including information about the user, user

agent, and resource behind the request.
5.5.1. From
The "From" header field contains an Internet email address for a

human user who controls the requesting user agent. The address ought

to be machine-usable, as defined by "mailbox" in Section 3.4 of

[RFC5322]:

From = mailbox

mailbox = <mailbox, see [RFC5322], Section 3.4>

An example is:

From: webmaster@example.org
5.5.3. User-Agent
The "User-Agent" header field contains information about the user

agent originating the request, which is often used by servers to help

identify the scope of reported interoperability problems, to work

around or tailor responses to avoid particular user agent

limitations, and for analytics regarding browser or operating system

use. A user agent SHOULD send a User-Agent field in each request

unless specifically configured not to do so.

User-Agent = product *( RWS ( product / comment ) )

The User-Agent field-value consists of one or more product

identifiers, each followed by zero or more comments (Section 3.2 of

[RFC7230]), which together identify the user agent software and its

significant subproducts. By convention, the product identifiers are

listed in decreasing order of their significance for identifying the

user agent software. Each product identifier consists of a name and

optional version.

product = token ["/" product-version]

product-version = token
A sender SHOULD limit generated product identifiers to what is

necessary to identify the product; a sender MUST NOT generate

advertising or other nonessential information within the product

identifier. A sender SHOULD NOT generate information in

product-version that is not a version identifier (i.e., successive

versions of the same product name ought to differ only in the

product-version portion of the product identifier).

Example:

User-Agent: CERN-LineMode/2.15 libwww/2.17b3
======End of the extract from Subclause 5.5 in IETF RFC 7231=======

“From” header is used to show the human user information but the format should be the email address. “User-Agent” header is conventionally to show the user agent software information (e.g. browser or OS information) and the format is much easier to show NF type. Comparison to the two headers, “User-Agent” is an appropriate HTTP header to show the NF type information and the format can be as following for example:
User-Agent: UDM/R15
2. Reason for Change

This pCR proposes to add the standard HTTP header “User-Agent” to represent NF type information. 
3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree the following changes to 3GPP TS 29.500 v0.4.0.

* * * First Change * * * *

5.2
HTTP/2 protocol
5.2.1
General
HTTP/2 as described in IETF RFC 7540 [7] shall be used in Service based interface.
5.2.2
HTTP standard headers
5.2.2.1
General

This subclause lists the HTTP standard headers that shall be supported on SBI, other HTTP standard headers defined in IETF RFCs may be supported by NF.

5.2.2.2
Mandatory HTTP standard headers
The HTTP standard headers shall be supported on SBI are defined in Table 5.2.2.2-1.

Table 5.2.2.2-1: Mandatory HTTP standard headers

	Name
	Reference
	Description

	Accept
	IETF RFC 7231 [11]
	This header is used to specify response media types that are acceptable.

	Content-Length
	IETF RFC 7230 [12]
	This header is used to provide the anticipated size, as a decimal number of octets, for a potential payload body.

	Content-Type
	IETF RFC 7231 [11]
	This header is used to indicate the media type of the associated representation.

	Location
	IETF RFC 7231 [11]
	This header is used in some responses to refer to a specific resource in relation to the response.

	User-Agent
	IETF RFC 7231 [11]
	This header is used in the service request to indicate the NF type of the service consumer.


Editor's note:
It is FFS whether other headers shall be supported.
* * * End of Changes * * * *

