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[bookmark: _Toc438116866]5.7.1	TerminationState Descriptor
Table 5.7.1.1: ServiceState property
	ServiceState property used:
	 Yes (InService/OutofService) NOTE 1, NOTE 2

	NOTE 1: 	This is restricted to the ROOT termination (for MGW audit).
NOTE 2: 	Ephemeral H.248 Terminations have a ServiceState property according to ITU-T Recommendation H.248.1 [10], but explicit usage of the TerminationState Descriptor ServiceState property is not required by this Profile. ServiceState changes can still occur, however, and can be indicated in ServiceChange Commands (i.e. this means that the value of the ServiceState property may be implicitly changed by ServiceChange procedures).



Table 5.7.1.2: EventBufferControl property
	EventBufferControl property used:
	No



Table 5.7.1.3: Group semantics property
	Group semantics property used:
	Yes

	NOTE: 	This is restricted to ephemeral H.248 Terminations used for WebRTC service support. The property is used in conjunction with the media grouping package, see clause 5.14.3.x323.




* * * Next Change * * * *
[bookmark: _Toc438116919]5.14.3.23	Media Grouping (mgroup)
Table 5.14.3.23.1: Media Grouping package
	Properties 
	Mandatory/Optional
	Used in command
	Supported Values
	Provisioned Value

	Group Semantics (mgroup/groupse, 0x011f/0x0001)
	M
	ADD, MODIFY
	ALL (NOTE 1) 
	-

	Stream Aggregation
(mgroup/stragg, 0x011f/0x0002)
	Not supported
	
	
	

	Stream Deaggregation
(mgroup/strdeagg, 0x011f/0x0003)
	M
	ADD, MODIFY
	ALL
	-

	Signals
	Mandatory/Optional
	Used in command
	Duration Provisioned Value

	None
	-
	-
	-

	
	Signal Parameters
	Mandatory/Optional
	Supported Values
	Duration Provisioned Value

	
	-
	-
	-
	-

	Events
	Mandatory/Optional
	Used in command

	None
	-
	-

	
	Event Parameters
	Mandatory/Optional
	Supported Values
	Provisioned Value

	
	-
	-
	-
	-

	
	ObservedEvent
Parameters
	Mandatory/Optional
	Supported Values
	Provisioned Value

	
	-
	-
	-
	-

	Statistics
	Mandatory/Optional
	Used in command
	Supported Values

	None
	-
	-
	-

	Error Codes
	Mandatory/Optional

	#489
	M

	NOTE:	Only semantics "SCTP" is required (for WebRTC data channels).




* * * Next Change * * * *
[bookmark: _Toc438116929]5.17.2.3	Configure AGW Connection Point
This procedure is used to configure the AGW connection point during session establishment or to reconfigure it during session establishment or after the session is established
The IMS-ALG sends a MODIFY request command as in Table 5.17.2.3.1.
Table 5.17.2.3.1: Configure AGW Connection Point Request 
	Address Information
	Control information
	Bearer information

	If local resources are modified:
   Local Descriptor {
      Port
      IP Address
      IP Version 
   }
If remote resources are modified:
   Remote Descriptor {
      Port
      IP Address
      IP Version
   }
	Transaction ID = x
Context ID = C1
Termination ID = T1

If MPS priority is modified:
   Priority Indicator = x (NOTE 4)

If Stream Number specified:
   Stream Number

If Resources for multiple Codecs required:
   Reserve_Value

If diffserv required:- 
   Diffserv Code Point
If tagging behaviour
   Diffserv Tagging Behaviour

If Remote Source Address Filtering required:-
   Remote Source Address Filtering
   If Remote Source Address range required:
          Remote Source Address   Mask

If Remote Source Port Filtering required:-
   Remote Source Port Filtering
   If individual port:
      Remote Source Port 
   If range of ports
      Remote Source Port Range

NotificationRequested (Event ID = x,
"termination heartbeat")

If IP Realm specified:-
   IP Realm (NOTE 1)

If Latching Required:- 
   Latching 

If Sustainable Data Rate Policing Required:-
   Policing Required
   Sustainable Data Rate
   Maximum Burst Size

If Peak Data Rate Policing Required:
   Policing Required
   Peak Data Rate
     If Delay Variation Required
        Delay Variation Tolerance

If Media Inactivity Detection Required:
   NotificationRequested (Event ID = x, "Media Inactivity Detection( Media Inactivity Detection Time, Media Inactivity Detection Direction)") (NOTE 2)

If RTCP handling required:
   RTCP allocation

If ECN transparent support required: 
   ECN Enable = "True"
   Initiation Method = "inactive"

If ECN Endpoint support required
     ECN Enable = "True"
    Initiation Method = "ECN Initiation 
    Method" (NOTE 3)

      If notification of ECN Failure
         Report:
         NotificationRequested (Event     ID
     = x,"ECN Failure")

  If full ICE is applied:
      Send Connectivity Check
       ("Control")
     If notification of ICE Connectivity Check Result Report:
         NotificationRequested (Event ID= xx,
"Connectivity Check Result")
      If notification of New Peer Reflexive Candidate:
         NotificationRequested (Event ID
         = xy,"New Peer Reflexive Candidate")
         Send Additional Connectivity Check ("Control")

If Discard Incoming TCP connection establishment request required:
   Discard Incoming TCP Connection Establishment Requests Indicator

If Forward Incoming TCP connection establishment request required:
   Forward Incoming TCP Connection Establishment Requests Indicator

If TCP connection establishment required:
   Send TCP Connection Establishment Request Indicator

If indication on TCP connection establishment failure requested:
   NotificationRequested (Event ID = x, "TCP connection establishment failure") 

If (D)TLS session establishment required:
   Establish (D)TLS session

If indication on (D)TLS session establishment failure requested:
   NotificationRequested (Event ID = x, "(D)TLS session establishment failure") 

If (D)TLS session release required:
   Release (D)TLS session

If media is "message":
   If B-ALG for MSRP required:
      Application-aware MSRP 
      interworking request

If SCTP association for WebRTC data channels:
   SCTP Group Semantics
   SCTP stream deaggregation
   SCTP stream ID
	If local resources are modified:
   Local Descriptor { 
   If media is "audio" or "video":
      Codec List
      RTP Payloads 
Rtpbw
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR   
   If RTCP handling required:
   RTP/RTCP transport multiplexing (NOTE 9)   
   If IMS media plane security required:
       Cryptographic SDES Attribute

If media is "video": 
   If CVO required:
	Extended Header For CVO 
     (NOTE 5)
   If imageattr negotiation:
	Generic Image Attribute
     (NOTE 6) 
   If Predefined ROI required:
      RTCP feedback for Predefined ROI
      Extended Header for Sent ROI
   If Arbitrary ROI required:
      RTCP feedback for Arbitrary ROI
      Extended Header for Sent ROI

If TCP state-aware handling required:
   TCP State-aware Handling Indicator and Setup Direction

If SCTP association for WebRTC data channels:
   Local Dcmap
   If application aware interworking
      Local Dcsa

   }

If remote resources are modified:
   Remote Descriptor {
   If media is "audio" or "video":
      Codec List
      RTP Payloads
      Rtpbw
   If RTCP bandwidth
      RtcpbwRS
      RtcpbwRR    
   If RTCP handling required:
   RTP/RTCP transport multiplexing (NOTE 9)  
   If RTCP handling required:
   explicit RTCP transport address (NOTE 8) 
   If IMS media plane security required:
       Cryptographic SDES Attribute
   If RTCP APP messages allowed
     Allowed RTCP APP message
       types

If media is "message" or "application" or "-":
   If IMS media plane security required:
	Remote certificate fingerprint 
If media is "video": 
   If CVO required:
	Extended Header For CVO
      (NOTE 5)
   If imageattr negotiation:
	Generic Image Attribute
     (NOTE 6)
   If Predefined ROI required:
      RTCP feedback for Predefined ROI
      Extended Header for Sent ROI
   If Arbitrary ROI required:
      RTCP feedback for Arbitrary ROI
      Extended Header for Sent ROI

If media is "message": 
   If B-ALG for MSRP required:
	MSRP Path

 If ICE is applied:
    ICE received candidate
    ICE received password
    ICE received Ufrag
     (NOTE 7) 
    If STUN consent freshness test required:
STUN consent freshness request
NotificationRequested(Event ID= x, “STUN consent freshness test failure”) 

If TCP state-aware handling required:
   TCP State-aware Handling Indicator and Setup Direction

If SCTP association for WebRTC data channels:
   Remote SCTP Port 
   Remote SCTP maximum message
     size
   Remote Dcmap
   If application aware interworking
     Remote Dcsa

If release of WebRTC data channels:
   Send SCTP Stream Reset Requests Indicator
   Send SCTP Stream Reset Response Indicator
   Received SCTP Stream Reset Request
   Received SCTP Stream Reset Response
   If shutdown of SCTP Association:
     Release SCTP Association
   }

	NOTE 1:	This can only be set to the same realm as at the reservation stage. If a different realm is specified, the IMS-AGW shall return error 501 “Not Implemented”.
NOTE 2:	The event parameters "Media Inactivity Detection Time" and "Media Inactivity Detection Direction" are optional. 
NOTE 3:	This shall be set to a value other than "inactive". See Table 5.14.3.15.1.
NOTE 4: 	The support of the modification of the Priority Indicator value is optional for the IMS-AGW and depends on implementation solution for Priority call/session authorisation (see 3GPP TS 23.334 [23]). 
NOTE 5:	If the IMS-AGW supports the extended RTP header with Coordination of Video Orientation information it shall pass any received extended RTP header with CVO bits on to outgoing RTP streams. If the IMS-AGW is transcoding between video payloads and it supports the extended RTP header with Coordination of Video Orientation information it shall convey received RTP header bytes on the outgoing RTP stream after transcoding associated packets as specified in 3GPP TS 26.114 [26], subclause 7.4.5. 
NOTE 6:	The support of the generic image attributes is optional for the IMS-AGW. The list of image sizes per payload type supported by the IMS-AGW is preconfigured in the IMS-ALG. If none of the image sizes received within an SDP body on Mx/Mw interface is supported by the IMS-AGW then the IMS-ALG will not send the generic image attribute parameter to the IMS-AGW. 
NOTE 7:	The support of ICE received candidate, ICE received password, ICE received Ufrag are optional for ICE lite, as specified in 3GPP TS 23.334 [23]. 
NOTE 8:	The basic RTCP port allocation rules are defined by table 1 in ITU-T Recommendation H.248.57 [5], which summarizes all rules, with and without the "explicit RTCP transport address" element.
NOTE 9:	This element is optional. The RTCP port allocation rules are specified in tables 4/1 to 4/5 in ITU-T Recommendation H.248.57 [5].


The IMS-AGW responds as in Table 5.17.2.3.2.
Table 5.17.2.3.2: Configure AGW Connection Point Request Acknowledge 
	Address Information
	Control information
	Bearer information

	If local resources were provided in request:
   Local Descriptor {
      Port
      IP Address
      IP Version
   }
If remote resources are provided in request:
   Remote Descriptor {
      Port
      IP Address
      IP Version
   } NOTE
	Transaction ID = x
Context ID = C1
Termination ID = T1 

If Stream Number Specified:
   Stream Number



	If local resources were provided in request:
   Local Descriptor {
   If media is "audio" or "video":
      Codec List
      RTP Payloads
      Rtpbw
      If RTCP bandwidth
         RtcpbwRS
         RtcpbwRR   
      If IMS media plane security was provided in  request:
         Cryptographic SDES Attribute

If media is "video": 
   If CVO extension header provided in the request:
	Extended Header For CVO
   If image attribute negotiation:
	 Generic Image Attribute
   If Predefined ROI provided in the request:
      RTCP feedback for Predefined ROI
      Extended Header for Sent ROI
   If Arbitrary ROI provided in the request:
      RTCP feedback for Arbitrary ROI
      Extended Header for Sent ROI


   }
If remote resources are provided in request:
   Remote Descriptor {
   If media is "audio" or "video":
      Codec List
      RTP Payloads
      Rtpbw
      If RTCP bandwidth
         RtcpbwRS
         RtcpbwRR   
      If IMS media plane security was provided in the request:
         Cryptographic SDES Attribute

If media is "video": 
   If CVO extension header provided in the request:
	Extended Header For CVO
   If image attribute negotiation:
	 Generic Image Attribute
   If Predefined ROI provided in the request:
      RTCP feedback for Predefined ROI
      Extended Header for Sent ROI
   If Arbitrary ROI provided in the request:
      RTCP feedback for Arbitrary ROI
      Extended Header for Sent ROI

   } NOTE

	NOTE:	Sending of the Remote Descriptor is optional.



* * * End of Changes * * * *

