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	Reason for change:
	No error has been defined to cover the following scenario
· cSEPP and pSEPP have a successful N32c handshake for TLS. 
· Due to some reason(pSEPP restart), pSEPP looses the N32c context details.
· cSEPP sends N32f traffic to pSEPP over TLS.
· Since pSEPP does not have a context, it rejects the request.



	
	

	Summary of change:
	Add an application error "CONTEXT_NOT_FOUND"

	
	

	Consequences if not approved:
	It is ambiguous which application error and status code the receiving SEPP sends when it receives traffic on N32-f connection if the receiving SEPP does not have the related N32-c context, causing heterogeneous SEPP implementations.
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* * * First Change * * * *
[bookmark: _Toc24986321][bookmark: _Toc34205749][bookmark: _Toc39061933][bookmark: _Toc43277175][bookmark: _Toc49847505][bookmark: _Toc56419480][bookmark: _Toc112683286][bookmark: _Toc145956356]5.3.3	Message Forwarding to Peer SEPP when TLS is used
When the negotiated security policy between the SEPPs is TLS, then the procedures described in clause 5.3.2 shall not be applied. Messages shall be forwarded to the peer SEPP as specified in clause 6.1.4.3.4 of 3GPP TS 29.500 [4].
On failure or unsuccessful processing of the incoming N32-f request, the responding SEPP shall respond to the initiating SEPP with an appropriate 4xx/5xx status code including a ProblemDetails structure with the "cause" attribute set to one of the following application errors as specified in Table 5.3.3-X.
 Table 5.3.3-X: Protocol and application errors generated by SEPP
	Protocol or application Error
	HTTP status code
	Description

	"CONTEXT_NOT_FOUND"
	403 Forbidden
	The N32-f request which was received over TLS connection is rejected due to having no related N32-c context.
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