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* * * First Change * * * *
[bookmark: _Toc510696593][bookmark: _Toc35971385][bookmark: _Toc70925821][bookmark: _Toc106635839][bookmark: _Toc145952523][bookmark: _Toc130831945][bookmark: _Toc70925851][bookmark: _Toc35971403]5.2.2.2.2	Obtain the authorization to announce for a UE
The AnnounceAuthorize service operation is invoked by a NF Service Consumer, e.g. HPLMN 5G DDNMF, towards the 5G DDNMF (e.g. VPLMN 5G DDNMF or Local PLMN 5G DDNMF) to request to obtain the authorization from the 5G DDNMF for announcing for a target UE. See Figure 5.2.2.2.2-1. The request contains the UE's identity (/{ueId}) which shall be a SUPI or GPSI and the discovery Entry ID (/{discEntryId}) which is used to identify the discovery entry related to this request.



Figure 5.2.2.2.2-1: Obtain the authorization to announce for a UE
1.	The NF Service Consumer shall send an HTTP PUT request to the resource representing the authorization to announce for a UE to obtain the authorization to announce for this UE. The request shall include the Discovery Type, if the Discovery Type is OPEN the Announce Authorisation Data for open discovery shall be included, and if the Discovery Type is RESTRICTED the Announce Authorisation Data for restricted discovery shall be included in the HTTP PUT request body.
2a.	If the context indicated by the discEntryId doesn't exist, the 5G DDNMF shall create the new resource, and upon success of creation of the resource, "201 created" shall be returned.
2b.	If the context indicated by the discEntryId already exists, the 5G DDNMF shall replace the stored data using the received data, and upon success of the update of the resource, "204 No Content" shall be returned.
2c.	On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.3.1-3 may be returned. For a 4xx/5xx response, the message body may contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.1.3.2.3.1-3.

* * * Next Change * * * *
[bookmark: _Toc106635875]6.1.3.2.3	Resource Standard Methods
6.1.3.2.3.1	PUT
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.
Table 6.1.3.2.3.1-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and response codes specified in table 6.1.3.2.3.1-3.
Table 6.1.3.2.3.1-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	AnnounceAuthReqData
	M
	1
	Contains the Announce Authorization Data for the indicated UE and indicated discovery entry.



Table 6.1.3.2.3.1-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	AnnounceAuthDatan/a
	
	
	201 Created
	Upon success of creation of the resource, an empty response body shall be returned.
The HTTP response shall include a "Location" HTTP header that contains the resource URI of the created resource.

	n/a
	
	
	204 No Content
	Upon success of the update of the resource, an empty response body shall be returned.

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same 5G DDNMF or 5G DDNMF (service) set.
(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The response shall include a Location header field containing a different URI, or the same URI if this is a redirection triggered by an SCP to the same target resource via another SCP. In the former case, the URI shall be an alternative URI of the resource located on an alternative service instance within the same 5G DDNMF or 5G DDNMF (service) set.
(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	The "cause" attribute may be used to indicate one of the following application errors:
- PROSE_SERVICE_UNAUTHORIZED

See table 6.1.7.3-1 for the description of these errors.

	NOTE 1:	The manadatory HTTP error status code for the PUT method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [5] also apply.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [5].



Table 6.1.3.2.3.1-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/n5g-ddnmf-disc>/<apiVersion>/{ueId}/announce-authorize/{discEntryId}



Table 6.1.3.2.3.1-5: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same 5G DDNMF or 5G DDNMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.2.3.1-6: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same 5G DDNMF or 5G DDNMF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * Next Change * * * *
[bookmark: _Toc106635900]6.1.6	Data Model
[bookmark: _Toc510696633][bookmark: _Toc35971428][bookmark: _Toc70925876][bookmark: _Toc106635901]6.1.6.1	General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the N5g-ddnmf service based interface protocol.
Table 6.1.6.1-1: N5g-ddnmf specific Data Types
	Data type
	Clause defined
	Description
	Applicability

	AnnounceAuthReqData
	6.1.6.2.2
	Represents Data used to request the authorization to announce for a UE
	

	AnnounceAuthRespData
	6.1.6.2.3
	Represents the obtained Announce Authorize Data for a UE
	

	AnnounceDiscDataForOpen
	6.1.6.2.4
	Represents Data for open discovery used to request the authorization to announce for a UE
	

	AnnounceDiscDataForRestricted
	6.1.6.2.5
	Represents Data for restricted discovery used to request the authorization to announce for a UE
	

	AnnounceUpdateData
	6.1.6.2.6
	Represents Announce Authorize Data to update.
	

	MonitorAuthReqData
	6.1.6.2.7
	Represents Data used to request the authorization to monitor for a UE
	

	MonitorAuthRespData
	6.1.6.2.8
	Represents the obtained Monitor Authorize Data for a UE
	

	MonitorDiscDataForOpen
	6.1.6.2.9
	Represents Data for open discovery used to request the authorization to monitor for a UE
	

	MonitorDiscDataForRestricted
	6.1.6.2.10
	Represents Data for restricted discovery used to request the authorization to monitor for a UE
	

	MonitorAuthDataForOpen
	6.1.6.2.11
	Represents the obtained Announce Authorize Data for open discovery for a UE
	

	MonitorAuthDataForRestricted
	6.1.6.2.12
	Represents the obtained Announce Authorize Data for restricted discovery for a UE
	

	MonitorUpdateData
	6.1.6.2.13
	Represents Monitor Authorize Data to update.
	

	DiscoveryAuthReqData
	6.1.6.2.14
	Represents Data used to request the authorization for a discoverer UE
	

	DiscoveryAuthRespData
	6.1.6.2.15
	Represents the obtained authorization Data for a discoverer UE.
	

	DiscDataForRestricted
	6.1.6.2.16
	Represents Data for restricted discovery used to request the authorization for a discoverer UE
	

	AuthDataForRestricted
	6.1.6.2.17
	Represents obtained authorization Data for restricted discovery for a discoverer UE
	

	MatchReportReqData
	6.1.6.2.18
	Represents the Match Report information
	

	MatchReportRespData
	6.1.6.2.19
	Represents Match Report Acknowledgement
	

	MonitorUpdateResult
	6.1.6.2.20
	Represents the monitoring revocation results.
	

	MatchInformation
	6.1.6.2.21
	Represents a report including a matching result, and the information that can be used for charging purpose
	

	MatchInfoForOpen
	6.1.6.2.22
	Represents a report including a matching result, and the information that can be used for charging purpose for the open discovery type.
	

	MatchInfoForRestricted
	6.1.6.2.23
	Represents a report including a matching result, and the information that can be used for charging purpose for the restricted discovery type.
	

	RestrictedCodeSuffixPool
	6.1.6.2.24
	Contains the Restricted Code Suffix Pool.
	

	RestrictedCodeSuffixRange
	6.1.6.2.25
	Contains a range of the Restricted Code Suffixes which are consecutive.
	

	ProseApplicationCodeSuffixPool
	6.1.6.2.26
	Contains the Prose Application Code Suffix Pool.
	

	ProseAppCodeSuffixRange
	6.1.6.2.27
	Contains a range of the Prose Application Code Suffixes which are consecutive.
	

	MonitorUpdateDataForOpen
	6.1.6.2.28
	Represents Monitor Update Data for the Discovery Type "OPEN"
	

	MonitorUpdateDataForRestricted
	6.1.6.2.29
	Represents Monitor Update Data for the Discovery Type "RESTRICTED".
	

	DiscoveryType
	6.1.6.3.3
	Represents Discovery Type for ProSe Service
	

	AuthorizationResult
	6.1.6.3.4
	Represents Authorization Result Type for ProSe Service
	

	RevocationResult
	6.1.6.3.5
	Represents the monitoring Revocation Result for ProSe Service
	



Table 6.1.6.1-2 specifies data types re-used by the N5g-ddnmf service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the N<NF> service based interface.
Table 6.1.6.1-2: N5g-ddnmf re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	VarUeId
	3GPP TS 29.571 [16]
	String represents the SUPI or GPSI.
	

	DateTime
	3GPP TS 29.571 [16]
	DataTime
	

	PlmnId
	3GPP TS 29.571 [16]
	Plmn ID
	

	Supi
	3GPP TS 29.571 [16]
	SUPI
	

	Uri
	3GPP TS 29.571 [16]
	URI
	

	ProblemDetails
	3GPP TS 29.571 [16]
	
	




* * * Next Change * * * *
[bookmark: _Toc510696636][bookmark: _Toc35971431][bookmark: _Toc70925879][bookmark: _Toc106635904]6.1.6.2.2	Type: AnnounceAuthReqData
Table 6.1.6.2.2-1: Definition of type AnnounceAuthReqData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	discType
	DiscoveryType
	M
	1
	This IE shall contain the discovery type for ProSe Service.
	

	openDiscData
	AnnounceDiscDataForOpen
	C
	0..1
	This IE shall contain the input data of announce authorisation for open discovery when present.

If the value of discType is "OPEN", this IE shall be present.
	

	restrictedDiscData
	AnnounceDiscDataForRestricted
	C
	0..1
	This IE shall contain the input data of announce authorisation for restricted discovery when present.

If the value of discType is "RESTRICTED", this IE shall be present.
	





* * * Next Change * * * *
[bookmark: _Toc106635949][bookmark: _Toc145952597][bookmark: _Toc130832019][bookmark: _Toc70925899]A.2	N5g-ddnmf_Discovery API
openapi: 3.0.0

info:
  title: N5g-ddnmf_Discovery API
  version: '1.0.0'
  description: |
    N5g-ddnmf_Discovery Service.  
    © 2022, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).  
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.555 V17.1.0; 5G System; 5G Direct Discovery Name Management Services; Stage 3.
  url: https://www.3gpp.org/ftp/Specs/archive/29_series/29.555/

servers:
  - url: '{apiRoot}/n5g-ddnmf-disc/v1'
    variables:
      apiRoot:
        default: https://example.com
        description: apiRoot as defined in clause 4.4 of 3GPP TS 29.501

security:
  - {}
  - oAuth2ClientCredentials:
    - n5g-ddnmf-disc

paths:
  /{ueId}/announce-authorize/{discEntryId}:
    put:
      summary: Obtain the authorization to announce for a UE
      operationId: ObtainAnnounceAuth
      tags:
        - Obtain the authorization to announce for a UE
      parameters:
        - name: ueId
          in: path
          description: Identifier of the UE
          required: true
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/VarUeId'
        - name: discEntryId
          in: path
          description: Discovery Entry Id
          required: true
          schema:
            $ref: '#/components/schemas/DiscoveryEntryId'
      requestBody:
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/AnnounceAuthReqData'
        required: true
      responses:
        '201':
          description: Successful creation of the resource
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/AnnounceAuthData'
          headers:
            Location:
              description: >
                Contains the URI of the newly created resource, according to the structure:
                {apiRoot}/n5g-ddnmf-disc>/<apiVersion>/{ueId}/announce-authorize/{discEntryId}
              required: true
              schema:
                type: string
        '204':
          description: Successful update of the resource.
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          description: Unexpected error
    patch:
      summary: Update the authorization for announcing for a UE
      operationId: UpdateAnnounceAuth
      tags:
        - Update the authorization for announcing for a UE
      parameters:
        - name: ueId
          in: path
          description: Identifier of the UE
          required: true
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/VarUeId'
        - name: discEntryId
          in: path
          description: Discovery Entry Id
          required: true
          schema:
            $ref: '#/components/schemas/DiscoveryEntryId'
      requestBody:
        content:
          application/merge-patch+json:
            schema:
              $ref: '#/components/schemas/AnnounceUpdateData'
        required: true
      responses:
        '200':
          description: Expected response to a valid request
          content:
            application/json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/PatchResult'
        '204':
          description: Expected response to a valid request
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '422':
          description: Unprocessable Request
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          description: Unexpected error


[…]


# COMPLEX TYPES:

    AnnounceAuthReqData:
      type: object
      description: Represents Data used to request the authorization to announce for a UE
      required:
        - discType
      properties:
        discType:
          $ref: '#/components/schemas/DiscoveryType'
        openDiscData:
          $ref: '#/components/schemas/AnnounceDiscDataForOpen'
        restrictedDiscData:
          $ref: '#/components/schemas/AnnounceDiscDataForRestricted'

[…]

* * * End of Changes * * * *
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