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[bookmark: _Toc24925763][bookmark: _Toc24925941][bookmark: _Toc24926117][bookmark: _Toc33963970][bookmark: _Toc33980726][bookmark: _Toc36462526][bookmark: _Toc36462722][bookmark: _Toc43025961][bookmark: _Toc49763495][bookmark: _Toc56754191][bookmark: _Toc88742957][bookmark: _Toc101253866][bookmark: _Toc101254305][bookmark: _Toc104112017][bookmark: _Toc104192194][bookmark: _Toc104192754][bookmark: _Toc133336129][bookmark: _Toc143984616][bookmark: _Toc144147392][bookmark: _Toc145955032]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[bookmark: _PERM_MCCTEMPBM_CRPT84370000___5][3]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[4]	IETF RFC 1166: "Internet Numbers".
[5]	IETF RFC 5952: "A recommendation for IPv6 address text representation".
[6]	IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
[7]	3GPP TS 23.003: "Numbering, addressing and identification".
[8]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[9]	IETF RFC 78079457: "Problem Details for HTTP APIs".
[10]	IETF RFC 3339: "Date and Time on the Internet: Timestamps".
[11]	3GPP TS 38.413: "NG-RAN; NG Application Protocol (NGAP) ".
[12]	IETF RFC 6901: "JavaScript Object Notation (JSON) Pointer".
[13]	3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects".
[14]	IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".
[15]	IETF RFC 4122: "A Universally Unique IDentifier (UUID) URN Namespace".
[16]	3GPP TS 36.413: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1 Application Protocol (S1AP)".
[17]	IETF RFC 7042: "IANA Considerations and IETF Protocol and Documentation Usage for IEEE 802 Parameters".
[18]	IETF RFC 6733: "Diameter Base Protocol".
[19]	3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".
[20]	3GPP TS 24.501: "Non-Access-Stratum (NAS) Protocol for 5G System (5GS); Stage 3".
[21]	3GPP TS 29.002: "Mobile Application Part (MAP) specification".
[22]	Void.
[23]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[24]	ITU-T Recommendation Q.763 (1999): "Specifications of Signalling System No.7; Formats and codes".
[25]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[26]	3GPP TS 23.015: "Technical Realization of Operator Determined Barring".
[27]	3GPP TR 21.900: "Technical Specification Group working methods".
[28]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[29]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[30]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[31]	IEEE Std 802.11-2012: "IEEE Standard for Information technology - Telecommunications and information exchange between systems - Local and metropolitan area networks - Specific requirements - Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY) Specifications".
[32]	CableLabs WR-TR-5WWC-ARCH: "5G Wireless Wireline Converged Core Architecture".
[33]	3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal Terrestrial Radio Access Network (E-UTRAN) access; Stage 2".
[34]	BBF TR-069: "CPE WAN Management Protocol".
[35]	BBF TR-369: "User Services Platform (USP)".
[36]	3GPP TS 23.287: "Architecture enhancements for 5G System (5GS) to support Vehicle-to-Everything (V2X) services".
[37]	BBF TR-470: "5G  Wireless Wireline Convergence Architecture".
[bookmark: _PERM_MCCTEMPBM_CRPT84370001___5][38]	IEEE "Guidelines for Use of Extended Unique Identifier (EUI), Organizationally Unique Identifier (OUI), and Company ID (CID)", https://standards.ieee.org/content/dam/ieee-standards/standards/web/documents/tutorials/eui.pdf
[39]	3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".
[40]	IETF RFC 5580: "Carrying Location Objects in RADIUS and Diameter".
[41]	BBF TR-456: "AGF Functional Requirements".
[42]	3GPP TS 38.331: "NR; Radio Resource Control (RRC); Protocol specification".
[43]	3GPP TS 29.572: "5G System; Location Management Services; Stage 3".
[44]	ECMA-262: "ECMAScript® Language Specification", https://www.ecma-international.org/ecma-262/5.1/.
[45]	3GPP TS 33.246: "Security of Multimedia Broadcast/Multicast Service (MBMS)".
[46]	3GPP TS 33.501: "Security architecture and procedures for 5G system; Stage 2".
[47]	IETF RFC 7542: "The Network Access Identifier".
[48]	3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".
[49]	3GPP TS 23.558: "Architecture for enabling Edge Applications (EA)".
[50]	3GPP TS 33.503: "Security Aspects of Proximity based Services (ProSe) in the 5G System (5GS)".
[51]	IEEE Std 1588: "IEEE Standard for a Precision Clock Synchronization Protocol for Networked Measurement and Control Systems", Edition 2019.
[52]	3GPP TS 29.573: "5G System: Public Land Mobile Network (PLMN) Interconnection; Stage 3".
[53]	IETF RFC 8122: "Connection-Oriented Media Transport over the Transport Layer Security (TLS) Protocol in the Session Description Protocol (SDP)".
[54]	IETF RFC 8842: "Session Description Protocol (SDP) Offer/Answer Considerations for Datagram Transport Layer Security (DTLS) and Transport Layer Security (TLS)".
[55]	IETF RFC 8841: "Session Description Protocol (SDP) Offer/Answer Procedures for Stream Control Transmission Protocol (SCTP) over Datagram Transport Layer Security (DTLS) Transport".
[56]	3GPP TS 28.405: "Telecommunication management; Quality of Experience (QoE) measurement collection; Control and configuration".
[57]	3GPP TS 24.554: " Proximity-services (ProSe) in 5G System (5GS) protocol aspects; Stage 3".
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[bookmark: _Toc24925780][bookmark: _Toc24925958][bookmark: _Toc24926134][bookmark: _Toc33963987][bookmark: _Toc33980743][bookmark: _Toc36462544][bookmark: _Toc36462740][bookmark: _Toc43025979][bookmark: _Toc49763513][bookmark: _Toc56754209][bookmark: _Toc88742975][bookmark: _Toc101253884][bookmark: _Toc101254323][bookmark: _Toc104112035][bookmark: _Toc104192212][bookmark: _Toc104192773][bookmark: _Toc133336148][bookmark: _Toc143984635][bookmark: _Toc144147411][bookmark: _Toc145955051]5.2.4.1	Type: ProblemDetails
Table 5.2.4.1-1: Definition of type ProblemDetails
	Attribute name
	Data type
	P
	Cardinality
	Description

	type
	Uri
	O
	0..1
	A URI reference according to IETF RFC 3986 [6] that identifies the problem type. 

	title
	string
	O
	0..1
	A short, human-readable summary of the problem type. It should not change from occurrence to occurrence of the problem. 

	status
	integer
	O
	0..1
	The HTTP status code for this occurrence of the problem.

	detail
	string
	O
	0..1
	A human-readable explanation specific to this occurrence of the problem.

	instance
	Uri
	O
	0..1
	A URI reference that identifies the specific occurrence of the problem. 

	cause
	string
	C
	0..1
	A machine-readable application error cause specific to this occurrence of the problem
This IE should be present and provide application-related error information, if available.

	invalidParams
	array(InvalidParam)
	O
	1..N
	Description of invalid parameters, for a request rejected due to invalid parameters.

	supportedFeatures
	SupportedFeatures
	C
	0..1
	Features supported by the NF Service Producer.

This IE shall be present when rejecting a request due to an unsupported query parameter, if at least one feature is defined for the corresponding service in the version of the specification that the NF Service Producer implements (see clause 5.2.9 of 3GPP TS 29.500 [25]).

When present, this IE shall indicate the features supported by the NF Service Producer; if the NF Service Producer supports no features, this IE shall be set to the character "0". 

	accessTokenError
	AccessTokenErr
	C
	0..1
	This IE should be present if an SCP request to get an access token was rejected by the NRF.
When present, it should contain the Access Token Error payload received from the NRF.

	accessTokenRequest
	AccessTokenReq
	O
	0..1
	This IE may be present if an SCP request to get an access token was rejected by the NRF.
When present, it shall contain the Access Token Request that was sent by the SCP.   

	nrfId
	Fqdn
	O
	0..1
	This IE may be present if an SCP request to get an access token was rejected by the NRF.
When present, it shall contain the Identity (i.e. FQDN) of the NRF that rejected the access token request. 

	[bookmark: _Hlk117203490]supportedApiVersions
	array(string)
	O
	1..N
	This IE may be present if the SCP did not find NF service producers matching the MAJOR API version of the incoming service request and MAJOR API version(s) are known to be supported by NF service producers for the corresponding service.
When present, it shall contain MAJOR API version(s) known to be supported by NF service producers for the corresponding service.
The API version shall be encoded as the apiVersionInUri defined in NFServiceVersion defined in 3GPP TS 29.510 [29] (e.g. "v1").

	NOTE 1:	See IETF RFC 7807 9457 [9] for detailed information and guidance for each attribute, and 3GPP TS 29.501 [2] for guidelines on error handling support by 5GC SBI APIs.
NOTE 2:	Additional attributes may be defined per API.
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