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* * * Next Change * * * *
[bookmark: _Toc24986305][bookmark: _Toc34205733][bookmark: _Toc39061917][bookmark: _Toc43277159][bookmark: _Toc49847489][bookmark: _Toc56419464][bookmark: _Toc112683270][bookmark: _Toc145956340][bookmark: _Toc24986320][bookmark: _Toc34205748][bookmark: _Toc39061932][bookmark: _Toc43277174][bookmark: _Toc49847504][bookmark: _Toc56419479][bookmark: _Toc112683285][bookmark: _Toc145956355]5.2.1	General
The N32 handshake procedure is used between the SEPPs in two PLMNs to mutually authenticate each other and negotiate the security mechanism to use over N32-f along with associated security configuration parameters.
A HTTP/2 connection shall be established between the initiating SEPP and the responding SEPP end to end over TLS. The following N32 handshake procedures are specified in the clauses below.
-	Security Capability Negotiation Procedure
-	Parameter Exchange Procedure
-	N32-f Context Termination Procedure
-	N32-f Error Reporting Procedure
In addition, if the Roaming Intermediaries is working as HTTP Proxy over N32-c, the Roaming Intermediary may reject N32 connection to be established by rejecting the HTTP CONNECT request prior to sending HTTP Request for N32-c service request, e.g. for contractual reasons or connectivity issue, and the details are specified in the following clause. 
Editor's note: How the Roaming Intermediary reacts on avoiding N32 connection to be established when direct TLS is used over N32-c to connect between c-SEPP and p-SEPP is FFS.

* * * Next Change * * * *
5.2.X.2	Procedures for Roaming Intermediary to reject N32 connection establishment


Figure 5.2.X.2.1-1: Procedures for Roaming Intermediary to reject N32 connection establishment
1.	The cSEPP receives an HTTP request message from cNF.
2.	The cSEPP shall use HTTP CONNECT to send the HTTP message to the pSEPP.
3.	The Roaming Intermediary decides that an N32 connection shall not to be established the Roaming Intermediary shall returns an HTTP error response, e.g. "403 forbidden" response with the ProblemDetails providing details on the N32 related error for the c-SEPP. The HTTP error response may additionally contain a suggested status code e.g. "504 Gateway Timeout" and a suggested application error e.g. "TARGET PLMN NOT REACHABLE", that the Roaming Intermediary suggests the c-SEPP to forward to the cNF.
4.	The c-SEPP sends an error response to the cNF. The c-SEPP may use the suggested status code and/or suggested application error for the error response to the cNF, e.g. the c-SEPP may send a"504 Gateway timeout" response with the cause "TARGET PLMN NOT REACHABLE" in the ProblemDetails.

Editor's note: The details of related API definitions are ffs.

* * * End of Changes * * * *
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