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\* \* \* Next Change \* \* \* \*

#### 6.1.6.1 General

This clause specifies the application data model supported by the API.

Table 6.1.6.1-1 specifies the data types defined for the Nupf\_EventExposure service.

Table 6.1.6.1-1: Nupf\_EventExposure specific Data Types

|  |  |  |  |
| --- | --- | --- | --- |
| Data type | Clause defined | Description | Applicability |
| NotificationData | 6.1.6.2.2 | The list of NotificationItems |  |
| NotificationItem | 6.1.6.2.3 | Represents a report on one subscribed event |  |
| QosMonitoringMeasurement | 6.1.6.2.4 | QoS Monitoring Measurement information |  |
| EventType | 6.1.6.3.3 | Event Type |  |

Table 6.1.6.1-2 specifies data types re-used by the Nupf\_EventExposure service from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nupf\_EventExposure service.

Table 6.1.6.1-2: Nupf\_EventExposure re-used Data Types

|  |  |  |  |
| --- | --- | --- | --- |
| Data type | Reference | Comments | Applicability |
| DateTime | 3GPP TS 29.571 [16] | Date time |  |
| Dnn | 3GPP TS 29.571 [16] | DNN |  |
| Gpsi | 3GPP TS 29.571 [16] | GPSI |  |
| Snssai | 3GPP TS 29.571 [16] | S-NSSAI |  |
| Uint32 | 3GPP TS 29.571 [16] | Uint32 |  |
| ApplicationId | 3GPP TS 29.571 [16] | Application ID |  |
| EthFlowDescription | 3GPP TS 29.514 [xx] | The flow description for the Uplink and/or Downlink Ethernet flows. |  |
| FlowDescription | 3GPP TS 29.514 [xx] | The flow description for the Uplink and/or Downlink IP flows. |  |

\* \* \* Next Change \* \* \* \*

##### 6.1.6.2.3 Type: NotificationItem

Table 6.1.6.2.3-1: Definition of type NotificationItem

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| Attribute name | Data type | P | Cardinality | Description | Applicability |
| eventType | EventType | M | 1 | The event type of the event for which the notification is generated. |  |
| appIds | ApplicationId | O | 0..1 | Contains the Application Id which is derived from the Packet Detection Information in the PDR(s) with which the QER (containing the QFI to be monitored) is associated. |  |
| ethfDescs | array(EthFlowDescription) | O | 1..N | Contains the flow description for the Uplink and/or Downlink Ethernet flows which are derived from the Packet Detection Information in the PDR(s) with which the QER (containing the QFI to be monitored) is associated. |  |
| fDescs | array(FlowDescription) | O | 1..N | Contains the flow description for the Uplink and/or Downlink IP flows which are derived from the Packet Detection Information in the PDR(s) with which the QER (containing the QFI to be monitored) is associated. |  |
| ueIpv4Addr | Ipv4Addr | C | 0..1 | IPv4 address of the UE (NOTE 1) |  |
| ueIpv6Prefix | Ipv6Prefix | C | 0..1 | IPv6 address prefix of the UE (NOTE 1) |  |
| dnn | Dnn | O | 0..1 | When present, this attribute indicates the DNN of the PDU session for which the notification is generated. |  |
| snssai | Snssai | O | 0..1 | When present, this attribute indicates the S-NSSAI of the PDU session for which the notification is generated. |  |
| gpsi | Gpsi | O | 0..1 | When present, this attribute indicates the GPSI of the UE for which the notification is generated. |  |
| timeStamp | DateTime | M | 1 | The value represents the UTC time when the information in this report was generated. |  |
| startTime | DateTime | O | 0..1 | When present, this attribute shall provide the timestamp when the information in this report was started |  |
| qosMonitoringMeasurement | QosMonitoringMeasurement | C | 0..1 | This attribute shall be present if eventType is set to "QOS\_MONITORING" |  |
| NOTE 1: At least one of ueIpv4Addr and ueIpv6Prefix shall be present. |

\* \* \* Next Change \* \* \* \*

## A.2 Nupf\_EventExposure API

\*\*\*\*\*\*\*\* Skipped for Clarity \*\*\*\*\*\*\*\*

 NotificationItem:

 type: object

 required:

 - eventType

 - timeStamp

 anyOf:

 - required: [ ueIpv4Addr ]

 - required: [ ueIpv6Prefix ]

 properties:

 eventType:

 $ref: '#/components/schemas/EventType'

 appId:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/ApplicationId'

 ethfDescs:

 type: array

 items:

 $ref: 'TS29514\_Npcf\_PolicyAuthorization.yaml#/components/schemas/EthFlowDescription'

 minItems: 1 fDescs:

 type: array

 items:

 $ref: 'TS29514\_Npcf\_PolicyAuthorization.yaml#/components/schemas/FlowDescription' minItems: 1

 ueIpv4Addr:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/Ipv4Addr'

 ueIpv6Prefix:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/Ipv6Prefix'

 dnn:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/Dnn'

 snssai:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/Snssai'

 gpsi:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/Gpsi'

 timeStamp:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/DateTime'

 startTime:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/DateTime'

 qosMonitoringMeasurement:

 $ref: '#/components/schemas/QosMonitoringMeasurement'

\*\*\*\*\*\*\*\* Skipped for Clarity \*\*\*\*\*\*\*\*

\* \* \* End of Changes \* \* \* \*