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---Start of the 1st Change---

#####

##### 6.1.2.2.x ETag

As described in IETF RFC 7232 [xx] clause 2.32, an "ETag" (entity-tag) header should be included in HTTP responses except for non-cacheable resources to allow an NF Service Consumer performing a conditional request with "If-Match" header. If it is included, it shall contain a server-generated strong validator, that allows further matching of this value (included in subsequent client requests) with a given resource representation stored in the server or in a cache.

##### 6.1.2.2.y If-Match

As described in IETF RFC 7232 [xx] clause 3.1, an NF Service Consumer may issue conditional DELETE request towards SMSF by including an "If- Match" header in HTTP requests containing an entity tags received in previous response for the same resource.

---Start of the 2nd Change---

6.1.3.3.3.1 PUT

This method creates an individual resource of UE Context for SMS in the SMSF, or updates the indicated resource of UE Context for SMS in the SMSF.

This method shall support the URI query parameters specified in table 6.1.3.3.3.1-1.

**Table 6.1.3.3.3.1-1: URI query parameters supported by the PUT method on this resource**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Name** | **Data type** | **P** | **Cardinality** | **Description** |
| n/a |  |  |  |  |

This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and response codes specified in table 6.1.3.3.3.1-3.

**Table 6.1.3.3.3.1-2: Data structures supported by the PUT Request Body on this resource**

|  |  |  |  |
| --- | --- | --- | --- |
| **Data type** | **P** | **Cardinality** | **Description** |
| UeSmsContextData | M | 1 | Representation of the UE Context for SMS to be created in the SMSF, or to be updated in the SMSF. |
|  |  |  |  |

**Table 6.1.3.3.3.1-3: Data structures supported by the PUT Response Body on this resource**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Data type** | **P** | **Cardinality** | **Response****codes** | **Description** |
| UeSmsContextData | M | 1 | 201 Created | This case represents the successful creation of an UE Context for SMS. |
| n/a |  |  | 204 No Content | This case represents the successful update of an UE Context for SMS. |
| ProblemDetails | M | 1 | 403 Forbidden | This case represents the failure of creation / update of an UE Context for SMS.The "cause" attribute of the "ProblemDetails" shall be set to one of the following application error codes:- SERVICE\_NOT\_ALLOWED, if SMS service is not allowed for the given service user; |
| ProblemDetails | M | 1 | 404 Not Found | This case represents the failure of creation / update of an UE Context for SMS.The "cause" attribute of the "ProblemDetails" shall be set to one of the following application error codes:- USER\_NOT\_FOUND, if the provided subscriber identifier is invalid or the service user is not found from UDM;- CONTEXT\_NOT\_FOUND, if the UE context for SMS to be operated is invalid or not found in SMSF. |

Table 6.1.3.3.3.1-x: Headers supported by the 201 Response Code on this resource

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Name | Data type | P | Cardinality | Description |
| ETag | string | O | 0..1 | Entity Tag, containing a strong validator, as described in IETF RFC 7232 [xx], clause 2.3 |

---Start of the 3rd Change---

6.1.3.3.3.2 DELETE

This method deletes an individual resource of UE Context for SMS in the SMSF.

This method shall support the URI query parameters specified in table 6.1.3.3.3.2-1.

**Table 6.1.3.3.3.2-1: URI query parameters supported by the DELETE method on this resource**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Name** | **Data type** | **P** | **Cardinality** | **Description** |
| n/a |  |  |  |  |

This method shall support the request data structures specified in table 6.1.3.3.3.2-2 and the response data structures and response codes specified in table 6.1.3.3.3.2-3.

**Table 6.1.3.3.3.2-2: Data structures supported by the DELETE Request Body on this resource**

|  |  |  |  |
| --- | --- | --- | --- |
| **Data type** | **P** | **Cardinality** | **Description** |
| n/a |  |  |  |

**Table 6.1.3.3.3.2-3: Data structures supported by the DELETE Response Body on this resource**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **Data type** | **P** | **Cardinality** | **Response****codes** | **Description** |
| n/a |  |  | 204 No Content | This case represents a successful deletion of an UE Context for SMS. |
| ProblemDetails | M | 1 | 404 Not Found | This case represents an unsuccessful deletion of an UE Context for SMS.The "cause" attribute of the "ProblemDetails" shall be set to one of the following application error codes:- CONTEXT\_NOT\_FOUND, if the UE context for SMS to be operated is invalid or not found in SMSF. |

Table 6.1.3.3.3.2-x: Headers supported by the DELETE method on this resource

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Name | Data type | P | Cardinality | Description |
| If-Match | string | O | 0..1 | Validator for conditional requests, as described in IETF RFC 7232 [xx], clause 3.1 |

---Start of the 4th Change---

A.2 Nsmsf\_SMService API

***(… text not shown for clarity …)***

paths:

 /ue-contexts/{supi}:

 put:

 summary: Activate SMS Service for a given UE

 operationId: SMServiceActivation

 tags:

 - UEContext (Document)

 parameters:

 - name: supi

 in: path

 required: true

 description: Subscriber Permanent Identifier (SUPI)

 schema:

 type: string

 requestBody:

 content:

 application/json:

 schema:

 $ref: '#/components/schemas/UeSmsContextData'

 required: true

 responses:

 '201':

 description: UE Context for SMS is created in SMSF

 content:

 application/json:

 schema:

 $ref: '#/components/schemas/UeSmsContextData'

 headers:

 Location:

 description: 'Contains the URI of the newly created resource, according to the structure: {apiRoot}/nsmsf-sms/<apiVersion>/ue-contexts/{supi}'

 required: true

 schema:

 type: string

 ETag:

 description: Entity Tag, containing a strong validator, as described in IETF RFC 7232, 2.3

 schema:

 type: string

 '204':

 description: UE Context for SMS is updated in SMSF

 '400':

 description: Invalid Service Request

 content:

 application/problem+json:

 schema:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/ProblemDetails'

 '403':

 description: Unable to create/update UE Context for SMS in SMSF

 content:

 application/problem+json:

 schema:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/ProblemDetails'

 '404':

 description: Unable to found subscription for service user or UE Context for SMS in SMSF

 content:

 application/problem+json:

 schema:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/ProblemDetails'

 '503':

 description: Service Unavailable

 content:

 application/problem+json:

 schema:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/ProblemDetails'

 default:

 description: Unexpected error

 content:

 application/problem+json:

 schema:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/ProblemDetails'

 delete:

 summary: Deactivate SMS Service for a given UE

 operationId: SMServiceDeactivation

 tags:

 - UEContext (Document)

 parameters:

 - name: supi

 in: path

 required: true

 description: Subscriber Permanent Identifier (SUPI)

 schema:

 type: string

 - name: If-Match

 in: header

 description: Validator for conditional requests, as described in IETF RFC 7232, 3.1

 schema:

 type: string

 responses:

 '204':

 description: UE Context for SMS is deleted from SMSF

 '400':

 description: Invalid Service Request

 content:

 application/problem+json:

 schema:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/ProblemDetails'

 '404':

 description: Unable to found UE Context for SMS in SMSF

 content:

 application/problem+json:

 schema:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/ProblemDetails'

 '503':

 description: Service Unavailable

 content:

 application/problem+json:

 schema:

 $ref: 'TS29571\_CommonData.yaml#/components/schemas/ProblemDetails'

***(… text not shown for clarity …)***

---End of the Changes---