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Attachments:	
1	Overall description
As per S2-2403703, SA2 LS reply to LS on Clarification related to the information exposed by the 5GC to NSCE server provided the below clarification: “As described in TS 33.501 clause 5.9.2.3, NEF and the AF shall fulfil the security requirements that include that “Internal 5G Core information such as DNN, S-NSSAI etc., shall not be sent outside the 3GPP operator domain.” 
So SA6 would like to consult SA2 and SA3’s view on 
· Whether a trusted AF of an 3GPP operator is considered within the operator’s domain;
· If yes, whether it is possible to expose Internal 5G Core information such as DNN, S-NSSAI, etc. to a trusted AF (e.g., a NSCE server).
· Whether the NSI (i.e., Network Slice Instance) and/or NSI ID can be exposed to the trusted AF.

2	Actions
To SA2 and SA3 
ACTION: 	SA6 asks SA2 and SA3 to answer the question above.
3	Dates of next TSG SA WG 6 meetings
SA6#62 Adhoc-e   10th July – 18th July 2024 	Online
SA6#62                 19th August – 23rd August 2024 	Maastricht, Netherlands
