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*** First Change ***
[bookmark: _Toc94033198][bookmark: _Toc72784235][bookmark: _Toc81244842][bookmark: _Toc89426318][bookmark: _Toc73041781][bookmark: _Toc88645406][bookmark: _Toc120683338][bookmark: _Toc114134858][bookmark: _Toc120683526][bookmark: _Toc104547409][bookmark: _Toc97193125][bookmark: _Toc97037341][bookmark: _Toc112939477][bookmark: _Toc100953758][bookmark: _Toc133435037][bookmark: _Toc138690870][bookmark: _Toc151749600]5.2.5.1	General
Notifications shall comply to clause 6.2 of 3GPP TS 29.500 [4] and clause 4.6.2.3 of 3GPP TS 29.501 [5].
Table 5.2.5.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	MFAF Notification
	{notificationURI}
(NOTE)
	POST
	Report one or several observed data or analytics.

	Fetch Notification
	{fetchUri}
	POST
	Fetch one or several notified data or analytics.

	NOTE: 	The notificationURI is not provided by NF service consumer via Nmfaf_-3caDataManagement API, it is provided via Nmfaf-3daDataManagement API during the configuration for mapping data or analytics.



*** Next Change ***
[bookmark: _Toc73041784][bookmark: _Toc120683341][bookmark: _Toc94033201][bookmark: _Toc100953761][bookmark: _Toc97193128][bookmark: _Toc120683529][bookmark: _Toc104547412][bookmark: _Toc81244845][bookmark: _Toc88645409][bookmark: _Toc114134861][bookmark: _Toc112939480][bookmark: _Toc89426321][bookmark: _Toc97037344][bookmark: _Toc72784238][bookmark: _Toc133435040][bookmark: _Toc138690873][bookmark: _Toc151749603]5.2.5.2.2	Target URI
The Callback URI "{notificationURI}" shall be used with the callback URI variables defined in table 5.2.5.2.2-1.
Table 5.2.5.2.2-1: Callback URI variables
	Name
	Definition

	notificationURI
	The notification URI of Data Consumer or Analytics Consumer or other endpoint where to receive the requested data or analytics. The notificationURI is not provided by NF service consumer via Nmfaf_-3caDataManagement API, it is provided via Nmfaf-3daDataManagement API during the configuration for mapping data or analytics.



*** Next Change ***
[bookmark: _Toc94033225][bookmark: _Toc97193153][bookmark: _Toc104547437][bookmark: _Toc112939505][bookmark: _Toc100953786][bookmark: _Toc120683554][bookmark: _Toc72784263][bookmark: _Toc88645434][bookmark: _Toc81244870][bookmark: _Toc73041809][bookmark: _Toc89426346][bookmark: _Toc97037369][bookmark: _Toc114134886][bookmark: _Toc120683366][bookmark: _Toc133435065][bookmark: _Toc138690898][bookmark: _Toc151749628]5.2.9	Security
As indicated in 3GPP TS 33.501 [8] and 3GPP TS 29.500 [4], the access to the Nmfaf_3caDataManagement API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [9]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [10]) plays the role of the authorization server.
If OAuth2 is used, an NF Service Consumer, prior to consuming services offered by the Nmfaf_3caDataManagement API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [10], clause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Service Consumer used for discovering the Nmfaf_3caDataManagement service.
The Nmfaf_3caDataManagement API defines a single scope "nmfaf-_3cadatamanagement" for the entire service, and it does not define any additional scopes at resource or operation level.

*** End of Changes ***
