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V2X 	Vehicle-to-Everything
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5.4.2.2.2	Reserve Network Resource


Figure 5.4.2.2.2-1: Reserve Network Resource
When the NF service consumer (e.g. V2X application specific server) needs to provide V2X application requirement to the underlying 3GPP network, the NF service consumer shall send the POST method as step 1 of the figure 5.4.2.2.2-1 to request to create an "Individual Application Requirement".
The NF service consumer shall include ApplicationRequirementData data structure in the payload body of the HTTP POST to request a creation of representation of the "Individual Application Requirement" resource. The "Individual Application Requirement" resource is created as described below.
The NF service consumer within the ApplicationRequirementData data structure shall include:
-	Either the V2X Group ID within the "groupId" attribute or the V2X UE ID within the "ueId" attribute;
-	notification URI within the "notifUri" attribute;
-	The service Id within the "serviceId" attribute; and
-	V2X application requirement within the "appRequirement" attribute;
and may include:
-	The duration within the "duration" attribute.
When the VAE Server receives the HTTP POST request from the NF service consumer, the VAE server shall make an authorization based on the information received from the NF service consumer.  If the authorization is successful, the VAE Server shall create a new resource, which represents "Individual Application Requirement", addressed by a URI as defined in clause 6.3.3.3.2 and contains a VAE Server created resource identifier. The VAE Server shall respond to the NF service consumer with a 201 Created message, including Location header field containing the URI for the created resource. The VAE Server shall interact with the SEAL NRM server as specified in the 3GPP TS 29.549 [x] for the V2X application requirement received in step 1.
The NF service consumer shall use the URI received in the Location header in subsequent requests to the VAE Server to refer to the "Individual Application Requirement". 
Upon receipt of the HTTP DELETE message from the NF service consumer, the VAE Server shall check if the Individual Application Requirement resource identified by the URI already exists. If the resource exists, the VAE Server shall delete the resource and respond to the NF service consumer with a 204 No Content success message. 
If errors occur when processing the HTTP POST or DELETE request, the VAE Server shall apply error handling procedures as specified in subclause 6.3.7.
When the message delivery duration expires, the VAE server may remove the associated Individual Application Requirement resource locally.
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5.4.2.3.2	Notify Network Resource



Figure 5.4.2.3.2-1: Notify Network Resource
[bookmark: _GoBack]If the VAE Server receives the result of network resource adaptation corresponding to the V2X application requirement from the SEAL NRM server as specified in the 3GPP TS 29.549 [x], the VAE Server shall send an HTTP POST request with "{notifUri}" as previously provided by the NF service consumer within the corresponding subscription as URI and AppReqNotification data structure as request body that shall include:
-	resource URI of the individual Application Requirement related to the notification within the "resourceUri" attribute;
-	the result of the network resource adaptation corresponding to the V2X application requirement within the "result" attribute.
Upon the reception of the HTTP POST message, if the NF service consumer successfully processed and accepted the received HTTP POST request, the NF service consumer shall send an "204 No Content" HTTP response for a succesfull processing.
If errors occur when processing the HTTP POST request, the VAE Server shall send an HTTP error response as specified in subclause 6.3.7.
*** End of Change ***
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